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CITRIX 1Y0-722 EXAM QUESTIONS & ANSWERS

Exam Name: MetaFrame Secure Access Manager 2.2: Administration



Certkey

QUESTION 1
While using the Embedded Application CDA containing Microsoft Word, a user decides to save the open .DOC
file as an HTML file. For help with this task, the user should click ________________.

A. the Help button in Microsoft Word
B. the Help button in the title bar of the CDA window
C. the Settings button in the title bar of the CDA window
D. The Help button at the top-right corner of the access center

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 2
How does the Citrix Index Server join the access server farm?

A. During setup, the administrator specifies the server farm that the Index Server must join.
B. After installation, administrators must specify the Index Server base port in the Access Server Farm

Properties.
C. After installation, administrators must add the Index Server manually to the farm using the Access

Management Console.
D. After installation, the administrator must add the Index Server manually to the farm using the Service

Configuration Wizard.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 3
Which option should be selected to trigger indexing of a website to begin as soon as the Indexed Web
Properties dialog box is closed?

A. Autoindex
B. Follow redirection
C. Queue for Indexing
D. Check for changes at regular intervals

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Page 214 of Citrix Course 1301BB

QUESTION 4
The indexing server search engine will return folder index content links to a user only if that user has
permission to access that content. Which access control mechanism does the index server search engine use
to accomplish this?



A. Checking the files configured in the access center user's primary role with each file that is indexed.
B. Checking the files configured in the Search CDA's Advanced Configuration Wizard with each file that is

indexed.
C. Checking the access center user's logged-on credentials against the ACL associated with each file that is

indexed.
D. Checking the access center user's logged-on credentials against the index server search engine service

account credentials.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Page 217 of Citrix Course 1301BB

QUESTION 5
What is the first thing that should be checked after setting up a file index?

A. The application event log in event viewer should be checked for errors.
B. The properties for the file index should be checked from the Access Management Console.
C. The nfe_httpfeth.log file should be checked to make sure that the web indexes are working.
D. The nfe_autoindexer.log file should be checked to make sure that the file indexes are working.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
722 Exam Enablement Guide

QUESTION 6
Scenario: An administrator is using the Access Management Console to manage an access server farm called
"Main Access." The Agent and Web Servers for the "Main Access" access server farm are installed on the
same system as the console.
What will happen if the administrator attempts to manage another access server farm from the console in the
above scenario?
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A. The access server farm configuration wizard will launch.
B. The administrator will be prompted to enter credentials for the other access server farm.
C. An error message indicating that the console must be installed remotely to access the other server farm is

displayed.
D. An error message indicating that the remote access server farm must be imported into the existing access

server farm to obtain access from the console.

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Page 90 of Citrix Course 1301BB

QUESTION 7
Which file types is associated with exported access center packages?

A. XML
B. EXE
C. HTM
D. CAB

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Page 356 of Citrix Course 1301BB

QUESTION 8
How can an administrator change an existing access center from anonymous to authenticated access using the
Access Management Console?

A. In the People Properties dialog box in the console
B. In the Access Properties dialog box in the console
C. By running the Add New Users wizard in the console
D. In the Server Farm Authentication dialog box in the console

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu: Setting up anonymous access You can set anonymous access in the new Access
Center wizard when creating a center. To change the setting, right-click the People node and choose
Properties. Use the General tab to change authentication and login settings. Clear the Authentication Required
option to allow anonymous access to all users Select Authentication Required to require all users to log in to the
access center

QUESTION 9
What can be sued to balance Web Servers in the MetaFrame Secure Access Manager implementation?

A. Access Server Load Balancer
B. Microsoft Network Load Balancing
C. Microsoft IIS Administration Service
D. Windows NT Load Balancing Service

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guide v2.1, Page 45 NLB is supported on Windows 2000 Advanced
Server and higher. To load balance MetaFrame Secure Access Manager Web servers, you must enable and
configure NLB on all the Web servers in the access server farm.



QUESTION 10
HOST.DLL sends a message to the Agent Server to process a request from a browser. What happens before
the message is sent to the agent server?

A. The Agent Server generates an HTML response.
B. HOST.DLL unwraps the HTML from the message.
C. The Agent Server pulls the configuration data from the State Server.
D. LOSDBALANCESERVER.DLL load balances and identifies which Agent Server can process the message.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Page 38 of Citrix Course 1301BB

QUESTION 11
How many State Servers can be installed in an Access Server Farm?

A. Only one
B. As many as two
C. One for every fie Agent Servers
D. As many as the Access Server Farm load requires

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Page 31 of Citrix Course 1301BB

QUESTION 12
MetaFrame Secure Access Manager supports which of the following for user management and log-in
authentication? (Choose two.)

A. PKI
B. NDS
C. Kerberos
D. NT Domains
E. Active Directory

Correct Answer: DE
Section: (none)
Explanation

Explanation/Reference:
Definition: account authority - A platform-specific source, such as a Windows NT domain or Active Directory, for
user account information and credential validation.

QUESTION 13
In a MetaFrame Secure Access Manager implementation that includes Secure Gateway, the Gateway Client is
used to connect to _______________. (Choose two.)

A. access centers
B. indexed content



C. internal web content
D. MetaFrame Presentation servers

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
722 Exam Enablement Guide Access Center Help Menu: To secure access to internal Web servers In the
Access Management Console, right-click the access center and choose Properties. On the Secure Gateway
tab, select "Allow external access to farm Web servers." Click New to add an internal Web server. When you
include a Web server in the list of internal Web servers, authenticated users can access content hosted on the
Web server through the access center. Use the Edit and Delete buttons to change the list of internal Web
servers.

Important: Access to internal Web servers prompts users to download an ActiveX component, the Gateway
Client for MetaFrame. For more information about the Gateway Client for MetaFrame, see the Secure Gateway
Administrator's Guide.

QUESTION 14
A MetaFrame Administrator has configured an access center to allow users to change their password. While
entering new credentials, how will a user's new password be protected?

A. It is encrypted during login.
B. It is wrapped in XML and passed to the Web Server.
C. It is secured by whatever method is used to secure the connection.
D. It is encrypted and wrapped in XML before being passed to the Web Server.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 158

QUESTION 15
When externally accessing an access center through Secure Gateway, which component performs the
authentication process?

A. logon agent
B. session init CDA
C. authentication service
D. Secure Ticket Authority (STA)

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Page 287-288 of Citrix Course 1301BB

QUESTION 16
If there are multiple MetaFrame Presentation server farms configured, how can the administrator guarantee
that applications will be used to launch published content from particular farms? (Choose two.)

A. Disable "List server farm resources in access center menus" for undesirable farms.



B. Move the desired farms to the top of the prioritization list on the Published Resources tab.
C. Assign the desired farm a value of 10 in the prioritization list on the Published Resources tab.
D. Application from MetaFrame server farms are chosen to launch published content based on the

alphabetical order of the farms.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
A: Access Center Help Menu: Access Center Properties: Published resources Use this tab to enable or disable
the inclusion of MetaFrame published applications, server desktops, and content in the access center. Include
resources from MetaFrame XP servers: This option enables resources published in one or more MetaFrame
XP server farms to be available from an access center. You can make applications and other published
resources available from the Launch menu, the Add menu, the Embedded Application CDA, and the Program
Neighborhood CDA. Available MetaFrame XP server farms: A list of MetaFrame XP server farms that can
provide published resources to users from the access center. Farm Name: The name of the MetaFrame XP
server farm. The name was entered in the New Access Center wizard or during the addition of a new farm to
this list. List in menus: Indicates the published resources from the farm are provided in the Add and Launch
menus of the center. The values are Yes and No.

B: Use the Up and Down buttons to list the farms in order of priority. When a user clicks a document link in the
access center, the application to launch is based on the priority of the MetaFrame XP server farm and the
published resources assigned to the user

QUESTION 17
Which two statements are examples of the translated address mode for MetaFrame Presentation servers?
(Choose two.)

A. MetaFrame Presentation servers are contacted through the default IP address.
B. MetaFrame Presentation server connections are sent to alternate addresses configured at the individual

servers.
C. The MetaFrame Presentation server is configured to supply private IP addresses to internal users and

public IP addresses to external users.
D. MetaFrame Presentation server connections are funneled through one external IP address and then, based

on port number, forwarded to the appropriate server.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu: Configuring address translation for MetaFrame XP servers. If your MetaFrame XP
server farm is behind a firewall, you can map the internal IP address of each MetaFrame XP server to an
external IP address. Incoming ICA Client requests use the external IP address to access the MetaFrame XP
server. The external IP address is translated to the actual internal IP address based on the mapping you
configure. Similarly, outgoing ICA traffic is translated to the external IP address before being sent to the ICA
Client. Important: To use this option, you must have a firewall with network address translation enabled. You
can use the console to configure address modes where the IP address sent to the ICA Client is based on the IP
address of the client-inside or outside the firewall. -To map the internal IP address of a MetaFrame XP server -
In the Access Management Console, right-click the access center and choose Properties. -On the Published
Resources tab, select the server farm and click Edit. The MetaFrame XP Server Farm Properties dialog box
appears. -On the Address Mode tab, click Address Translation. The Address Translation Settings dialog box
appears. -Click New. -Enter the internal IP address or FQDN (Fully Qualified Domain Name) and port of the
MetaFrame XP server. -Enter the external IP address or FQDN and port that clients must use to connect to the
MetaFrame XP server. -Click OK to save your settings. -Use the Edit and Delete buttons to change the
mappings in the list. -Click OK to close the Address Translation Settings dialog box. -In the Address Mode tab,
click New to configure the address mode as Translated Address for an IP address or range of IP addresses.



The Address Translation settings will apply only to the specified client IP addresses.

QUESTION 18
An administrator has configured the company access center to allow users permission to configured ICA
options. For the above scenario, which three ICA options can be configured in the access center by the user?
(Choose three.)

A. Font size
B. Window size
C. Sound settings
D. Printer mapping
E. Window color depth

Correct Answer: BCE
Section: (none)
Explanation

Explanation/Reference:
Visual Verification Access Center Help Menu: Access Center Properties: User Use this tab to configure the
settings and permissions for users accessing MetaFrame published resources with this access center. You can
define the settings in three ways:
Choose the server default, which applies the settings configured in MetaFrame XP Select a specific setting
Allow the user to determine the setting
-Sound settings: The sound capabilities for the published application. The available options are Server Default,
Sound Off, and Sound On.
-Window color settings: The color depth for the published application. The available options are Server Default,
16 colors, 256 colors, High Color (16-bit), or True Color (24-bit).
-Window size settings: The window size for the published application. You can specify window size as the
server default, a standard resolution, custom resolution, percentage of the screen size, full screen, or seamless
window. For each setting, select the "Allow user to change..." check box if you want users to be able to modify
the setting. If you select the check box, the settings are added to the Settings page of the access center.

QUESTION 19
Which task must be done to allow end users the opportunity to choose the MetaFrame Presentation server
from which they will include resources?

A. In the "List in menus" filed for all server farms, ensure that "yes" is listed.
B. Select the "Apply MetaFrame XP content redirection" option on the Published Resource tab of the Access

Center Properties.
C. Enable the "Allow users to choose MetaFrame server farms" on the Published Resource tab of the Access

Center Properties.
D. Select the "Include resources from MetaFrame XP servers" option on the Published Resource tab of the

Access Center Properties.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 20
How does selecting the "Failover sequences for unavailable servers' option impact the communication between
MetaFrame Secure Access Manager and MetaFrame Presentation Server farms?

A. MetaFrame Secure Access Manager will randomly route each Citrix XML service to a different server in the
priority list. If an error occurs while communicating with a server, that server will be bypassed for specified



length of time.
B. The priority list will be used to route requests from the access center. If an error occurs while

communicating with the first server in the list, that server will be bypassed for a specified length of time and
an attempt will be made to communicate with the next server on the list.

C. The priority list will be used to route requests from the access center. If an error occurs while
communicating with any server in the list, the request will be deleted from the list. The administrator will
need to re-add the failed server manually to the list once the error is corrected.

D. MetaFrame Secure Access Manager will route each Citrix XML service to a different server based on the
sequence in the priority list. If an error occurs while communicating with a server, all communication
between that server farm and the access center will stop for a specified time.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 153
Access Center Help Menu: The list of STA servers is also used for failover support. If an error occurs while
communicating with an STA server, MetaFrame Secure Access Manager bypasses the failed server for a
specified time, and communication continues with the remaining servers on the list. By default, a failed STA
server is bypassed for five minutes. The bypass time is configured on the Servers tab for the MetaFrame XP
server farm properties.

QUESTION 21
Where is the MetaFrame Secure Access Manager license activated?

A. The License Manager wizard
B. The license label on the products package
C. The Licensing page in the installation wizard
D. The Licensing tab in the Access Server Farm Properties in the console

Correct Answer: DAC
Section: (none)
Explanation

QUESTION 22
Which software is required to be installed on a server before installing MetaFrame Secure Access Manager?

A. Microsoft Visual Basic
B. Microsoft .NET Framework
C. Web Interface for MetaFrame Presentation Server
D. Citrix MetaFrame Presentation server

Correct Answer: BAC
Section: (none)
Explanation

QUESTION 23
After installing MetaFrame Secure Access Manager, the administrator decides to change the service account
specified during setup. How can account information be changed after installation?

A. By suing the Service Configuration wizard.
B. By modifying the account values listed in NFUSE.CONF



C. By altering the account information in the access server farm database.
D. By changing the account information displayed in the Access Server Farm Properties.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 24
Which of the following are valid upgrade scenarios to migrate an existing access (portal) server farm from
NFuse Elite 1.0 to MetaFrame Secure Access Manager? (Choose two.)

A. Install the MetaFrame Secure Access Manager software on the existing NFuse Elite server farm machine
(s)

B. Export the portal from NFuse Elite 1.0, install MetaFrame Secure Access Manager on a new machine, and
then import the portal.

C. Export the portal from NFuse Elite 1.0, upgrade your standalone Access Management Console, and then
import the portal configuration.

D. Apply NFuse Elite Service Pack 2 to the existing NFuse Elite Server farm machine (s) and then install
MetaFrame Secure Access Manager.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Not D as there is no NFuse Elite SP2, and no to C as upgrading console won't work.

QUESTION 25
How is an access an access server farm identified?

A. By the IP address of the primary server
B. By the machine name of the primary server
C. By the name of the first access center created
D. By the name of the domain where the access server farm resides

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Visual Verification & Page 54 of Citrix Course 1301BB

QUESTION 26
Which component of MetaFrame Secure Access Manager generates the presentation for an access center,
controlling user access, and processing access center requests?

A. HOST.XPS
B. Content Delivery Service (CDS)
C. Cascading Style Sheets (CSSs)
D. Content Delivery Agents (CDAs)

Correct Answer: B



Section: (none)
Explanation

Explanation/Reference:
Page 26 of Citrix Course 1301BB

QUESTION 27
Which two of the following are displayed when a standalone Access Management Console is first launched?
(Choose two.)

A. All active roles in the access server farm
B. All active users in the access server farm
C. All the access centers in the access server farm
D. The MetaFrame Secure Access Manager license key
E. The access server farm that was managed last from the console

Correct Answer: CE
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 28
Which two statements are true for folders created within the Access Management Console? (Choose two.)

A. Folders are containers for users.
B. Folders are containers for CDAs.
C. Folders are containers for pages.
D. Folders are assigned roles when created.
E. Folders are displayed in the access center menu.

Correct Answer: CE
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 73 Create a folder when you want to add pages to an
access center or organize pages. All pages in an access center must be in folders. If no folders exist, you must
create a folder before you can choose New Page.

QUESTION 29
You have MetaFrame Secure Access Manager implemented to provide access for all users in your large
enterprise. Each of your ten departments has their own access server farm. How many access server farms
can you manage concurrently from a single Access Management Console?

A. You can manage only one server farm at a time.
B. You can manage all the server farms at the same time.
C. You can mange as many as five server farms at a time.
D. You can manage as many as two server farms at a time.

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Page 90 of Citrix Course 1301BB

QUESTION 30
Which statement is true?

A. The Access Management Console cannot be published on a MetaFrame Presentation server.
B. Users without administrative rights may access a published Access Management Console as long as they

have been assigned it as a resource.
C. The MetaFrame Presentation server hosting the Access Management Console does not have to reside in a

trusted domain of the MetaFrame Secure Access Manager server farm.
D. An Access Management Console published on a MetaFrame Presentation server can be used by

administrators even if the ICA client machine is not in a trusted domain of the MetaFrame Secure Access
Manager server farm.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 154 Publishing the Access Management Console To
provide a convenient and secure method for administrators to use the Access Management Console remotely,
you can use MetaFrame XP server to publish the console. An administrator can use a published Access
Management Console even if the local machine's domain is not trusted by the domain containing the
MetaFrame Secure Access Manager server farm. With the correct configuration, the published Access
Management Console can be launched from any location. To provide the Access Management Console as a
published application, you must meet the following conditions: The user accounts accessing the published
console must have administrator permissions on the state server. Any MetaFrame XP server hosting the
console must be in a domain trusted by the state server's domain.

QUESTION 31
Scenario: There is new team SQL administrator. This person will administer all databases including those
required for CDAs with in the access center. Because he is replacing another employee, the new
administrator's credentials will need to be updated for the SQL database server. How can these new credentials
be added to the access center?

A. Edit the SQL database registry key.
B. Create new SQL account using SQL Server Agent.
C. Create a new role and give the new user access to this role.
D. Use the Service Configuration Wizard to specify the new credentials.
E. Use the People node in the Access Management Console to specify the new credentials.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 32
How should TCP ports be configured for use with MetaFrame Secure Access Manager 2.2?

A. The Administrator should use the Secure Ticket Authority configuration tool.
B. The administrator should allow the Microsoft Exchange Server to dynamically assign ports on start up.
C. The administrator should configure Microsoft Exchange Server to use a static port assignment for firewall

traversal.



D. The administrator should use the Access Management Console of the MetaFrame Secure Access Manager
Access Center.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
CTX-1303AW Elearning Course. When Microsoft Exchange Server is configured for the messaging
synchronization group and default port, 135, is accepted, the server is queried by the STA about the ports
currently in use for Exchange services. These ports are added implicitly but if an Exchange Server is restarted
these ports may change, invalidating messaging synchronization settings. Citrix recommends that the ports
used for MAPI traffic on the Exchange Server be set explicitly to ensure that the ports do not change when the
Exchange Server is restarted. Setting these ports explicitly also reduces the number of ports required to be
open on the internal firewall for secure remote access to the Exchange Server.

QUESTION 33
What are two things that must be done prior to installing the Advanced Gateway Client? (Choose two.)

A. An administrator must be logged on to the system.
B. The administrator must not be logged on to the system.
C. The computer you want to install the client on must be running the Citrix Extranet client.
D. The computer you want to install the client on must not be running a server operating system.

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
CTX-1303AW Elearning Course. Advanced Gateway Client Installation: The following are considerations before
installation: Authority to install software on the client device is required No Citrix Extranet client may be installed
on the client device The Advanced Gateway Client changes the network protocol stack on the client device.

QUESTION 34
The enable access to Microsoft Exchange Servers, a list of internal server names that the Advanced Gateway
Clients allowed to contact is stored in the _________. (Choose the response that completes the sentence
correctly.)

A. Logon Agent
B. Secure Gateway
C. Secure Ticket Authority
D. Access Management Console

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
CTX-1303AW Elearning Course. MetaFrame Secure Access Manager uses the Secure Ticketing Authority
(STA) to provide users with Advanced Gateway Client access to internal servers without disclosing the server
address externally. Access to servers within the secure network using the Advanced Gateway Client can be
restricted by defining a list of accessible servers in the STA

QUESTION 35
Charles is configuring the Secure Ticket Authority for his company. When configuring the Ticket Granting
parameters he sets the Access Limit value to 0. What does setting this value to 0 indicate?



A. Setting the value to 0 indicates that the number of TCP connections allowed per ticket granting ticket is 0.
B. Setting the value to 0 indicates that the limit to the number of TCP connections allowed is no more than 1.
C. Setting the value to 0 indicates that there is no limit to the number of TCP connections allowed per ticket

granting ticket.
D. Setting the value to 0 indicates that the feature which determines the number of TCP connections allowed

per ticket granting ticket is disabled.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
CTX-1303AW Elearning Course Session Lifetime Session lifetime settings can be configured on the Ticket
Granting parameters page of the configuration tool in the following ways: -Final Timeout: (sec): Total lifetime (0
- 999999 seconds) for a ticket issued by the Secure Ticketing Authority. The Zero (0) indicates ticket never
expires. -Idle Timeout: (sec): Period of inactivity (0 - 999999 seconds) after which tickets timeout. The Zero (0)
indicates no idle timeout period. -Access Limit: Total number of TCP connections (0 - 999999) allowed per
ticket. The Zero (0) indicates no practical limit to the TCP connections allowed per ticket

QUESTION 36
Select the answer that best explains the purpose of the Alternative User Interface feature of MetaFrame Secure
Access Manager 2.2.
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A. It displays the configuration information for selected items in the console tree.
B. It allows an administrator to control the trusted domain from which users can be added.
C. It allows users to connect directly to portals or web enabled applications upon logon rather than to the

Access Center.
D. It allows remote users to access email in real time when working online and synchronize their folders in

preparation for working offline.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu: Securing alternative user interfaces. MetaFrame Secure Access Manager 2.2 now
supports "alternative user interfaces. "This powerful new feature allows administrators to securely integrate
existing intranets, Web pages and enterprise portals such as SAP Enterprise Portal, IBM WebSphere, and
Microsoft SharePoint into their access infrastructure while still taking advantage of MetaFrame Secure Access
Manager's role-based access control, MetaFrame Presentation Server integration, and SSL-based secure
connectivity

QUESTION 37
Suppose a user is trying to log on for the first time to the Access Center by using the Logon Agent. The user
mistakenly selects the option "I already have a client" How can this problem be resolved?

A. The user would have to reboot the computer.
B. The administrator would have to reboot the Agent Server.



C. The Cookie would have to be deleted from the user's computer.
D. The administrator would have to remove the users performances from the Access Center.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Page 288 of Citrix Course 1301BB

QUESTION 38
Which two options are available for load balancing Agent Servers in an access server farm? (Choose two.)

A. Using a third-party load balancer
B. Prioritizing Agent Servers in the farm
C. Configuring the access server farm for fail over
D. Routing requests based on session ID and hash number
E. Configuring the access server farm to load balance round-robin

Correct Answer: BE
Section: (none)
Explanation

Explanation/Reference:
Page 22 of Citrix Course 1301BB 722 Exam Enablement Guide To distribute ticket requests among several
STAs, you can set up a prioritized list of URLs to contact for ticketing information for each access center.
Secure Gateway balances the load of ticket requests based on the sequence of the STA URLs in the priority
list. As agent servers request tickets for users, Secure Gateway routes the initial request to the first URL in the
list, the second request to the second URL, and so on. After the last URL in the list, the process starts again
with the first URL in the list. This method is also known as round robin.
Secure Access Manager Administrator's Guidev2.1, Page 154You can use the priority list to load balance
requests to MetaFrame XP servers.

QUESTION 39
One of the Agent Server, Agent07, in your access server farm had a fatal system failure. To ensure that access
is uninterrupted you would like to disable this server from the server farm. Which nodes would you access to
disable the Agent Server?

A. CDAs node
B. Access Center node
C. Access Server Farm node
D. Secure Access Management Console node

Correct Answer: CA
Section: (none)
Explanation

QUESTION 40
Selecting "Users can customize page" in the New Page Wizard allows users to perform which two tasks?
(Choose two.)

A. Change the number of columns on the page.
B. Add content to the page using the Add menu.
C. Move content that has not been locked to another page.



D. Move content that has not been locked to another position on the page.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 79

QUESTION 41
What are two ways of adding a specific CDA so that it is available for MetaFrame administrators to add to
access center pages? (Choose two.)

A. Add it using Role Properties.
B. Add it using Page Properties.
C. Add it using Access Center Properties.
D. Add it during basic access center creation.
E. Add it during custom access center creation.

Correct Answer: CE
Section: (none)
Explanation

Explanation/Reference:
Page 110 of Citrix Course 1301BB

QUESTION 42
Where can you set a default domain for MetaFrame Secure Access Manager login?

A. Role node > Properties
B. People > Properties
C. Server farm node > Properties
D. Access Center node > Properties

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu. To display People Properties Under the access center you want to configure, right-
click People and choose Properties. Setting up user authentication Use the following options on the General tab
to configure access center login and user authentication: Domain Specification: These options control how
users specify a domain for authentication of their Windows user accounts. You can set up a list of default
domains, let users enter a domain name, or specify a single domain that applies to all users.

QUESTION 43
Which two options can be edited in the User Properties? (Choose two.)

A. User ID
B. Password
C. User's theme
D. User access
E. Primary role settings

Correct Answer: DE



Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 44
Which three services are installed on the Agent Server? (Choose three.)

A. MetaFrame Secure Access Manager Repository service
B. MetaFrame Secure Access Manager Agent Server service
C. MetaFrame Secure Access Manager Admin Server service
D. MetaFrame Secure Access Manager Worldwide Web Publishing service

Correct Answer: BCD
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 45
What is the minimum requirement for enabling content redirection for MetaFrame Secure Access Manager?

A. MetaFrame XP Presentation Server 1.0
B. Web Interface for MetaFrame XP Presentation Server
C. MetaFrame XP Presentation Server with Feature Release 2
D. MetaFrame XP presentation Server with Feature Release 3

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 127

QUESTION 46
A role determines all of the following information for its members, except _______.

A. The menu style in the access center
B. The default theme for role members
C. The pages available to role members
D. The CDAs available through the Add menu.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Secure Access Manager Administrator's Guidev2.1, Page 72

QUESTION 47
Which three buttons appear in the title bar of a CDA? (Choose three.)

A. Help



B. Move
C. Refresh
D. Settings
E. Customize

Correct Answer: ACD
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 48
After a new installation of MetaFrame Secure Access Manager, _____________.

A. a basic access center is automatically created
B. a custom access center is automatically created
C. no access center is created. The option "New" must be chosen to create one
D. no access center is created, but there is a prompt to create one during the first use of the Access

Management console

Correct Answer: DAC
Section: (none)
Explanation

QUESTION 49
What is used to identify the user making a request in a MetaFrame Secure Access Manager implementation?

A. User ID
B. Session ID
C. User profile
D. Domain name

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Page 40 of Citrix Course 1301BB

QUESTION 50
What statement is true?

A. Active Directory does not support the importing of users.
B. Importing users from Active Directory requires the same process as importing users from Windows NT.
C. Active Directory users from a domain other than the access server farm domain cannot be imported into an

access center.
D. Active Directory users from another domain must be imported into the domain of the access server farm

before being imported into an access center.

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
Visual Verification

QUESTION 51
Page 1 contains CDA1. Page is associated with Role A. What happens if CDA1 is removed from the access
center?

A. CDA1 is removed from Page 1.
B. Page 1 is removed from the access center.
C. CDA 1 is removed from Page 1 butt still is available for Role A.
D. Page is removed from the access center menu until the access center is reconfigured.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 52
When configuring the Embedded Application CDA, which option can be selected at the access center level?

A. Default height
B. Customized height
C. Windows desktop to display
D. Published application to display

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu: To configure Embedded Application (center level) -Right-click the access center
and choose Properties. -On the CDAs tab, select Embedded Application and click Configure. The Embedded
Application wizard appears. -Specify the height for all instances of the CDA. This setting controls the vertical
size (in pixels) of the application window for all instances of this CDA.

QUESTION 53
What is the correct way for a user to move a CDA on a page?

A. On the page, drag the CDA and drop it in its new position.
B. Select Page Settings from the menu. Then, use the arrow keys to move the CDA.
C. In the CDAs tab of the page's Properties, drag the CDA and drop it in its new position.
D. In the CDAs tab of the page's Properties, remove the CDA and add it again in its new position.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Access Center Help Menu: Users can customize page: Select this option to permit users to make the following
changes to the page: Drag CDAs to change their positions on the page.

QUESTION 54
Scenario: An administrator of an access center containing the Program Neighborhood CDA configures the CDA
at the access center level. She also has customized the CDA at the page level. Recently, management decided



to add an additional MetaFrame Presentation server farm to the access center. At the access center level, the
administrator has configured the Program Neighborhood CDA to include published resources from the newly-
added MetaFrame Presentation server farm. For the above scenario, which statement is true?

A. The CDA will need page level customizations after the new access center level configurations are deployed.
B. The new MetaFrame Presentation server farm published resources will not be available in the customized

instances of the CDA.
C. The previous page level customizations of the CDA will be lost once the new access center level

configurations are deployed.
D. The previous page level customizations of the CDA will be maintained even after the new access center

level configurations are deployed.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Logic

QUESTION 55
Which three CDAs require administrators to enter Database information using the Advanced Configuration
Wizard? (Choose three.)

A. Web Search CDA
B. Interactive Poll CDA
C. Message Center CDA
D. Alert Broadcaster CDA
E. Program Neighborhood CDA

Correct Answer: BCD
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 56
How can the user change the maximum number of results from the default (Administrator set) value in the
Search CDA?

A. This setting is set by the administrator and cannot be configured by the user.
B. The number of results displayed depends on whether the CDA is maximized or not.
C. By personalizing the CDA and specifying the desired value for "Display results in groups no larger than:"
D. In the advanced search screen of the Search CDA, enter the desired number in Maximum Results to

display per page.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Visual Verification

QUESTION 57
For an implementation of MetaFrame Secure Access Manager that includes Secure Gateway, which three can
be used when specifying access to internal web servers in the Access Management Console? (Choose three.)



A. IP addresses
B. NETBIOS names
C. Agent server name
D. XML Communication port
E. Fully-qualified domain names
F. TCP relay server communication port

Correct Answer: ABE
Section: (none)
Explanation

QUESTION 58
Which properties should be accessed to allow users to be warned on access center login that their password is
due to expire?

A. User Properties
B. People Properties
C. Access Center Properties
D. Secure Access Manager Properties

Correct Answer: B
Section: (none)
Explanation

QUESTION 59
When configuring the Interactive Poll CDA, what information needs to be provided when the "Use access
server farm database settings" option is enabled?

A. Password
B. User name
C. Both A and B
D. Database name
E. Database server name

Correct Answer: D
Section: (none)
Explanation

QUESTION 60
An administrator has included the Program Neighborhood CDA in her company's access center. The access
center does not require authentication. She has configured the Program Neighborhood CDA so that users are
not required to enter their credentials. For the above scenario, which statement is true?

A. Users can access all published resources.
B. Users cannot access any published resources.
C. Users can access only published content and cannot launch applications.
D. Users can access only published resources that allow anonymous connections.

Correct Answer: D
Section: (none)



Explanation

QUESTION 61
Which two types of items can be displayed in the Embedded Application CDA? (Choose two.)

A. A server desktop
B. Published content
C. A single published application
D. A published application set for a user

Correct Answer: AC
Section: (none)
Explanation

QUESTION 62
Which statement is true?

A. Above a locked CDA, all CDAs must be locked.
B. Unlocked CDAs can be located above locked CDAs.
C. Locking a CDA causes all the CDAs in the column to be locked.
D. If a CDA is locked, then all CDAs below it are automatically locked.

Correct Answer: A
Section: (none)
Explanation

QUESTION 63
A column on a page has CDA1, CDA2, and CDA3 arranged from top to bottom. If CDA2 is locked, what
happens if a user attempts to drag CDA1, which is located above CDA2?

A. CDA1 cannot be moved.
B. CDA2 moves up one space.
C. A drop target remains where CDA1 used to be.
D. CDA3 moves to the space CDA1 was occupying.

Correct Answer: A
Section: (none)
Explanation

QUESTION 64
When a user makes a request within an access center, which component prompts the
LOADBALANCERSERVER.DLL to identify an available Agent Server?

A. CDS.DLL
B. HOST.DLL
C. HOST.XPS
D. LOADBALANCERSERVER.XPS

Correct Answer: B
Section: (none)
Explanation



QUESTION 65
Which of the following statements is false?

A. Access center users can view pages associated with their roles.
B. Access center users can create their own access center pages if the administrator allows it.
C. Access center users can personalize pages in the access center if customization is enabled.
D. Access center users are assigned to specific roles which determine their page access.

Correct Answer: B
Section: (none)
Explanation

QUESTION 66
How can you determine if a web index is actually gathering pages?

A. Check the nfe_autoindexer.log file.
B. Check the HTTP Fetch Administration tool.
C. Check the application event log in event viewer for errors.
D. Check in the Access Management Console under properties for the file index.

Correct Answer: B
Section: (none)
Explanation

QUESTION 67
Which Index service is responsible for indexing websites in a MetaFrame Secure Access Manager
implementation?

A. MetaFrame Autoindexer service
B. MetaFrame Indexing DRE service
C. MetaFrame Indexing HTTP Fetch service
D. MetaFrame Indexing Configuration service

Correct Answer: C
Section: (none)
Explanation

QUESTION 68
Which three files can be indexed in a MetaFrame Secure Manager Implementation? (Choose three.)

A. HELP.TXT
B. NEWHIRE.PPT
C. WELCOME.MIM
D. WEBIMAGE.TIFF
E. YEARENDREVIEW.DOC

Correct Answer: ABE
Section: (none)
Explanation



Explanation/Reference:
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QUESTION 69
Which software is required to be installed on a server before installing MetaFrame Secure Access Manager?

A. Microsoft Visual Basic
B. Microsoft.NET Framework
C. Web Interface for MetaFrame Presentation Server
D. Citrix MetaFrame Presentation server

Correct Answer: B
Section: (none)
Explanation

QUESTION 70
When setting up MetaFrame Secure Access Manager, the administrator decides to use MSDE. Where is the
database automatically installed?

A. On any system in the network
B. On a separate standalone server
C. On the same system as an Agent server
D. On the same system as the State server

Correct Answer: D
Section: (none)
Explanation

QUESTION 71
At which point can a local account be specified for the services account?

A. When creating a new access center
B. When joining a multi-server access server farm
C. When creating a multi-server access server farm
D. When creating a single-server access server farm

Correct Answer: D
Section: (none)
Explanation

QUESTION 72
When must the MetaFrame Secure Access Manager license be activated?

A. During the license grace period
B. During installation of the State server



C. During installation of the Access Management Console
D. Before secondary servers are added to the infrastructure of the implementation

Correct Answer: A
Section: (none)
Explanation

QUESTION 73
Which components of MetaFrame Secure Access Manager 2.1 do not require an update during the installation
of MetaFrame Secure Access Manager 2.2?

A. Logon Agent and Secure Gateway
B. Secure Gateway and Access Center
C. Logon Agent and Secure Ticket Authority
D. Secure Ticket Authority and Access Center

Correct Answer: B
Section: (none)
Explanation

QUESTION 74
Which two settings can be changed using the Service Configuration wizard? (Choose two.)

A. Caching values
B. Service account
C. Performance values
D. SQL database account
E. Web server assignments
F. Agent server assignments

Correct Answer: BD
Section: (none)
Explanation

QUESTION 75
What must be done to import a CDA into an access server farm?

A. Right-click the CDA node and choose Import CDA.
B. Right-click the server farm node and choose Import CDA.
C. Right-click the access center node and choose Import CDA.
D. Select the server farm node, double-click the access center and choose Import CDA.

Correct Answer: A
Section: (none)
Explanation

QUESTION 76
In order for administrators to use published Access Management Consoles to manage access server farms,
which two conditions must be met? (Choose two.)

A. The user accessing the published Access Management Console must have an account for the access



center.
B. Local administrative rights on the State Server must be associated with the user who attempts to use the

published console.
C. The MetaFrame Presentation server hosting the Access Management Console must reside in a domain

trusted by the access server farm domain.
D. The client machine from which the administrators will use the published Access Management Console must

reside in a domain trusted by the access server farm.

Correct Answer: BC
Section: (none)
Explanation

QUESTION 77
Jack must configure access to the Alternative User Interface for users who are connecting to the Access
Center. Which two options must be used to perform this task? (Choose two.)

A. Logon Agent
B. Secure Ticket Authority
C. Microsoft Exchange Server
D. Access Management Console

Correct Answer: AB
Section: (none)
Explanation

QUESTION 78
Sandymust identify whether the Advanced Gateway Client is installed on 50 computers in her network. What
must Sandy use to perform this task?

A. Add / Remove Programs
B. Microsoft Internet Explorer
C. Access Management Console
D. Management Console for MetaFrame Presentation Server

Correct Answer: A
Section: (none)
Explanation

QUESTION 79
Through which method do users access email after they have logged on to the MetaFrame Secure Access
Manager 2.2 gateway?

A. Web mail access
B. Microsoft Outlook running on a client computer
C. Web Interface for MetaFrame Presentation Server
D. Microsoft Outlook running on a MetaFrame Presentation Server

Correct Answer: B
Section: (none)
Explanation



QUESTION 80
A user is attempting to log on, but MetaFrame Secure Access Manager is unable to detect the presence of the
Advanced Gateway Client on the user's computer. What is the method of resolution if the client is already
installed?

A. Have the user select "I already have a client". This will add a cookie list indicating that the client is already
installed.

B. Have the user select "I already have a client". This will add information to the local host cache indicated that
the client is already installed.

C. Have the user select "I wish to download the client now". This will add a cookie to the cookies list indicating
that the client is already installed.

D. Have the user select "I wish to download the client now". This will add information to the local host cache
indicating that the client is ready to be installed.

Correct Answer: A
Section: (none)
Explanation

QUESTION 81
What does enabling the option "ICA Web Client with Java Client Support" in the access center properties client
tab indicate?

A. It indicates that users will be prompted on login to choose a client.
B. It indicates that the Java ICA client will be used by default. ActiveX UCA client will be used when the

browser does not support Java ICA clients.
C. It indicates that the ActiveX ICA clients will be used by default. Java ICA client only will be used when the

browser does not support the ActiveX ICA client.
D. It indicates that the Java ICA client will be used. However, if the user attempts to launch a published

application from within the access center, the ActiveX ICA client will be used.

Correct Answer: C
Section: (none)
Explanation

QUESTION 82
An implementation of MetaFrame Secure Access Manager contains multiple MetaFrame Presentation server
farms that are integrated into the access center and configured to use content redirection. When users click on
linked documents, applications are launched from a MetaFrame Presentation server farm. Given this scenario,
what determines that the application will be launched for an access center user? (Choose three.)

A. location of client device
B. associated file type for the document
C. published resources assigned to the user
D. priority of the MetaFrame Server farms
E. load of primary server in the MetaFrame Server farm

Correct Answer: ACE
Section: (none)
Explanation

QUESTION 83
Which three steps can be completed using the New Page Wizard? (Choose three.)



A. Naming the page
B. Associating roles with the page
C. Associating themes with the page
D. Setting up the column configuration
E. Setting up authentication for the page

Correct Answer: ABD
Section: (none)
Explanation

QUESTION 84
A group of users is assigned to a role that has no home page specified. In the above scenario, which page do
the users see when they log into the access center for the first time?

A. My Page, which can be personalized
B. The default home page for the access center
C. The first page created and assigned to their role
D. A page with a message advising that a page must be selected

Correct Answer: D
Section: (none)
Explanation

QUESTION 85
Which two statements are true? (Choose two.)

A. Folders cannot be renamed.
B. Folder can be renamed if no pages are contained in them.
C. Folders can be renamed at any time by editing the Folders Properties.
D. If a folder's name needs to be changed, the pages in the folder must be removed first before renaming.
E. If a folder's name needs to be changed, a new folder can be created and then all the pages may be copied

from the old folder into the new folder.

Correct Answer: AE
Section: (none)
Explanation

QUESTION 86
How does creating an access center with the Basic option differ from creating one with the Custom option?

A. During basic access center creation no options are presented.
B. Basic access centers cannot be customized after they are created.
C. Basic access centers are given a generic name that cannot be changed.
D. During basic access center creation only the authentication type and menu style are specified.

Correct Answer: A
Section: (none)
Explanation

QUESTION 87



Which component is responsible for Content Delivery Agent execution?

A. Web Server
B. State Server
C. Agent Server
D. Access Server Farm database server

Correct Answer: C
Section: (none)
Explanation

QUESTION 88
Which three statements regarding unauthenticated implementations of MetaFrame Secure Access Manager
are true? (Choose three.)

A. Users can customize CDA settings.
B. All users are members of the Guest role.
C. All users are identified as the Guest user.
D. Users can customize themes and applications.
E. Users cannot customize pages, including My Page.

Correct Answer: BCE
Section: (none)
Explanation

Explanation/Reference:
The correct answers should be B, C and E.
This is based on P62 of Citrix's SAM Admin Guide v2.0 (or page 64 of the SAM Admin Guide v2.1) as below-In
an access center that does not require authentication...the access center applies the following settings to
anyone who browses to the access center: All users are identified as the Guest user Users are all members of
the Guest role Users cannot customize settings for CDAs Users cannot customize pages, including My Page

QUESTION 89
Scenario: A MetaFrame administrator has published Internet Explorer 5.5 for use in your farms. Users launch
the published Internet Explorer to browse to access centers. After initial implementation, users complain that
access center content flickers. For the above scenario, what is the recommended way to reduce the flickering
of access center content accessed from an ICA session?

A. Apply Internet Explorer 5.5 Service Pack 3.
B. Add the value Force Offscreen Composition to the Internet Explorer registry key and edit the DWORD

value.
C. From the Advanced Internet Options within the browser section select the "Enable third-party browser

extensions" selection.
D. From the Advances Internet Options within the browser section select the "Force offscreen compositing

even under Terminal Server" selection.

Correct Answer: B
Section: (none)
Explanation

QUESTION 90
As a network technician at Certkiller.com, you are required to place the following seven events in the order in
which they occur.



Select and Place:

Correct Answer: 



Section: (none)
Explanation



Explanation/Reference:
Explanation: As per answers in this product
1.Client Browser makes a request to the Web Server.
2. The Web Server directs traffic through the HOST.DLL.
3. The incoming request is sent to the Agent Server.
4. The Agent Server retrieves CDA configuration data from the State Server.
5. The Agent Server handles CDA execution and formats CDA output.
6. The Agent Server sends the response to the Web Server.
7. The Web Server provides the HTML output to the client browser. 

As per Citrix admin guide
1.The client's Web browser requests the page from the Web server.
2. The Web server contacts an agent server based on an internal load-balancing algorithm for the page
content. 
***3. The agent server contacts the state server for configuration information.
4. The agent server builds the page from the required CDAs and sends the built page in XML format to the
Web server.
5. The Web server converts the XML to HTML and sends it to the client's Web browser.
6. The client's Web browser processes and renders the page.

*** As per the Citrix admin guide, note that "the agent server" is contacted based on the "internal load-balancing
algorithm" so that's why we put "Web Server directs traffic through Host.dll" before "Incoming request sent to
Agent Server"
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