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Exam A

QUESTION 1
Which of the following system bus architectures operates at 66 MHz and has a throughput of approximately
264 MBps?

A. 32-bit PCI
B. PCI-X
C. AGPx1
D. AGPx2

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had an approximate data transfer rate of 264 MBps.
Incorrect
Answers:
A: PCI operates at a clock speed of 33 MHz. The 32-bit version of the PCI specification has a data transfer rate
of 132 MBps.
B: PCI-X operates at a clock speed of 133 MHz.
D: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps. AGPx2 has a transfer rate of 528 MBps, or twice the transfer rate of
AGPx1.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 2
Which of the following system bus architectures operates at 66 MHz and has a throughput of approximately
528 MBps?

A. 32-bit PCI
B. PCI-X
C. AGPx1
D. AGPx2

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps. AGPx2 has a transfer rate of 528 MBps, or twice the transfer rate of
AGPx1.
Incorrect
Answers:

A: PCI operates at a clock speed of 33 MHz. The 32-bit version of the PCI specification has a data transfer rate
of 132 MBps.
B: PCI-X operates at a clock speed of 133 MHz.



C: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 3
Which of the following system bus architectures operates at 33 MHz and has a throughput of approximately
132 MBps?

A. 32-bit PCI
B. PCI-X
C. AGPx1
D. AGPx2

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
PCI operates at a clock speed of 33 MHz. The 32-bit version of the PCI specification has a data transfer rate of
132 MBps.
Incorrect
Answers:
B: PCI-X operates at a clock speed of 133 MHz.
C: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps.
D: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps. AGPx2 has a transfer rate of 528 MBps, or twice the transfer rate of
AGPx1.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 4
Which of the following system bus architectures operates at 133 MHz?

A. 32-bit PCI
B. PCI-X
C. AGPx1
D. AGPx2

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The PCI Extended (PCI-X) bus doubles PCI's clock speed to 133 MHz.
Incorrect
Answers:
A: PCI operates at a clock speed of 33 MHz. The 32-bit version of the PCI specification has a data transfer rate
of 132 MBps.



C: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps.
D: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps. AGPx2 has a transfer rate of 528 MBps, or twice the transfer rate of
AGPx1.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 5
Which of the following is a serial system bus?

A. PCI 2.1
B. PCI-X
C. PCIe
D. AGP

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Unlike PCI and AGP, which are 32-bit and 64-bit parallel buses, PCI Express (PCIe) is a point-to-point serial
bus.
Incorrect
Answers:
A, B, D: PCI, PCI-X and AGP are all parallel buses.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 6
Which of the following is an 8-bit system bus?

A. PCI 2.1
B. PCI-X
C. PCIe
D. AGP

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
PCI Express (PCIe) is an 8-bit point-to-point serial bus.
Incorrect
Answers:
A, B, D: PCI 2.1, PCI-X and AGP are all 64-bit buses.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 107-108, 111-112, 114-117.

QUESTION 7
Which of the following system bus architectures operates at over 133 MHz?
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A. PCI 2.1
B. PCI-X
C. PCI-X 2.0
D. AGPx1
E. AGPx2

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
PCI-X operates at a clock speed of 133 MHz with PCI-X 2.0 operating at 266 MHz and 533 MHz.
Incorrect
Answers:
A: PCI operates at a clock speed of 33 MHz with PCI 2.1 operating at a higher clock frequency if 66 MHz.
C, D: AGP operates at a clock speed of 66 MHz, with AGPx2 having double the data transfer rate of AGPx1.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 8
Which of the following statements regarding the Server Management Controller are

TRUE? (Choose all that apply)

A. The Southbridge is the system's memory controller.
B. The Southbridge is the system's PCI-to-ISA host bridge.
C. The Northbridge is the system's memory controller.
D. The Northbridge is the system's PCI-to-ISA host bridge.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The system's memory controller is referred to as the Northbridge while the system's PCI-to-ISA host bridge is
referred to as the Southbridge.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.



QUESTION 9
Which of the following statements regarding the Northbridge are TRUE? Choose all that apply)

A. The memory controller is referred to as the Northbridge.
B. The PCI-to-ISA host bridge is referred to as the Northbridge.
C. The Northbridge is the interface between the processor, the memory, and the PCI bus.
D. The Northbridge is the interface between the PCI bus, the IDE bus, and the ISA bus.
E. The Northbridge is the interface between the standard PC peripherals and the ISA bus.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
The Northbridge is the system's memory controller and is the interface between the processor, the memory,
and the PCI bus.
Incorrect
Answers:
B, D: The PCI-to-ISA host bridge is referred to as the Southbridge and is the interface between the PCI bus, the
IDE bus, and the ISA bus.
E: The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.

QUESTION 10
Which of the following statements regarding the Southbridge are TRUE? Choose all that apply)

A. The memory controller is referred to as the Southbridge.
B. The PCI-to-ISA host bridge is referred to as the Southbridge.
C. The Southbridge is the interface between the processor, the memory, and the PCI bus.
D. The Southbridge is the interface between the PCI bus, the IDE bus, and the ISA bus.
E. The Southbridge is the interface between the standard PC peripherals and the ISA bus.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The PCI-to-ISA host bridge is referred to as the Southbridge and is the interface between the PCI bus, the IDE
bus, and the ISA bus.
Incorrect
Answers:
A, C: The Northbridge is the system's memory controller and is the interface between the processor, the
memory, and the PCI bus.
E: The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.

QUESTION 11
Which of the following statements regarding the Server Management Controller is TRUE?

A. The PCI-to-ISA host bridge is the interface between the processor, the memory, and the PCI bus.



B. The memory controller is the interface between the PCI bus, the IDE bus, and the ISA bus.
C. The Southbridge is the interface between the standard PC peripherals and the ISA bus.
D. The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.
Incorrect
Answers:
A, B: The Northbridge, or the memory controller, is the interface between the processor, the memory, and the
PCI bus while the Southbridge, or the PCI-to-ISA host bridge, is the interface between the PCI bus, the IDE
bus, and the ISA bus.
C: The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus while
the Southbridge, or the PCI-to-ISA host bridge, is the interface between the PCI bus, the IDE bus, and the ISA
bus.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.

QUESTION 12
Which of the following statements regarding the enhanced I/O controller chip is TRUE? (Choose all that apply)

A. The enhanced I/O controller chip is referred to as the Northbridge.
B. The enhanced I/O controller chip is referred to as the Southbridge.
C. The enhanced I/O controller chip is the interface between the processor, the memory, and the PCI bus.
D. The enhanced I/O controller chip is the interface between the PCI bus, the IDE bus, and the ISA bus.
E. The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.
Incorrect
Answers:
A, C: The Northbridge, or the memory controller, is the interface between the processor, the memory, and the
PCI bus.
B, D: The Southbridge, or the PCI-to-ISA host bridge, is the interface between the PCI bus, the IDE bus, and
the ISA bus.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.

QUESTION 13
Which of the following PCI system buses has a maximum data transfer rate of 264 Mbps? (Choose all that
apply)

A. PCI 32/33
B. PCI 32/66
C. PCI 64/33



D. PCI 64/66
E. PCIe 64/66

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The data transfer rate of a PCI bus can be calculated by multiplying the PCI bus width by the PCI bus speed
and dividing the result by eight to convert it from Megabits per second (Mbps) to Mega bytes per second
(MBps). Thus both PCI 32/66 and PCI 64/33 have a

maximum data transfer rate of approximately 264 Mbps as 32 × 66 / 8 = 264 and 64 × 33 / 8 = 264.
Incorrect
Answers:
A: PCI 32/33 has a maximum data transfer rate of approximately 132 Mbps as 32 × 33 / 8 = 132.
D, E: Both PCI 64/66 and PCIe 64/66 have a maximum data transfer rate of approximately 528 Mbps as 64 ×
66 / 8 = 528.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 114-117.

QUESTION 14
Which of the following PCI system buses has a maximum data transfer rate of 132 Mbps?

A. PCI 32/33
B. PCI 32/66
C. PCI 64/33
D. PCI 64/66

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The data transfer rate of a PCI bus can be calculated by multiplying the PCI bus width by the PCI bus speed
and dividing the result by eight to convert it from Megabits per second (Mbps) to Mega bytes per second
(Mbps). Thus PCI 32/33 has a maximum data transfer rate of approximately 132 Mbps as 32 × 33 / 8 = 132.
Incorrect
Answers:
B, C: Both PCI 32/66 and PCI 64/33 have a maximum data transfer rate of approximately 264 Mbps as 32 ×
66 / 8 = 264 and 64 × 33 / 8 = 264.
D: PCI 64/66 has a maximum data transfer rate of approximately 528 Mbps as 64 × 66 / 8 = 528.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 114-117.

QUESTION 15
Which of the following PCI system buses has a maximum data transfer rate of 528 Mbps?

A. PCI 32/33
B. PCI 32/66
C. PCI 64/33
D. PCI 64/66



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The data transfer rate of a PCI bus can be calculated by multiplying the PCI bus width by the PCI bus speed
and dividing the result by eight to convert it from Megabits per second (Mbps) to Mega bytes per second
(Mbps). Thus, PCI 64/66 has a maximum data transfer rate of approximately 528 Mbps as 64 × 66 / 8 = 528.
Incorrect
Answers:
A: Thus PCI 32/33 has a maximum data transfer rate of approximately 132 Mbps as 32 × 33 / 8 = 132.
B, C: Both PCI 32/66 and PCI 64/33 have a maximum data transfer rate of approximately 264 Mbps as 32 ×
66 / 8 = 264 and 64 × 33 / 8 = 264.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 114-117.

QUESTION 16
Which of the following statements regarding PCI bus mastering are TRUE? (Choose all that apply.)

A. PCI bus mastering allows for the removal of PCI devices without first powering down the system.
B. PCI bus mastering allows multiple PCI devices to run simultaneously without locking each other out.
C. PCI bus mastering makes use of direct memory access (DMA) to pass control of the bus to the PCI

devices.
D. PCI bus mastering allows PCI devices to transfer data to and from each other without referencing the CPU

or the system memory.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
PCI bus mastering allows multiple PCI devices to run simultaneously without locking each other out and it
allows PCI devices to transfer data to and from each other without referencing the CPU or the system memory.
Incorrect
Answers:
A: PCI hot-swap technology allows you to insert or remove PCI devices from a system without having to shut
down the system's power.
C: There are not DMA channels on the PCI bus. Instead, bus mastering performs similar functions formerly
assigned to DMA channels.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 117-120.

QUESTION 17
Which of the following allows for the removal and insertion of PCI devices without powering down the system?

A. PCI bus mastering.
B. PCI-Extended.
C. Hot Plug PCI.
D. PCI Express.

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Hot Plug PCI, which is a hot swap technology, allows for the removal and insertion of PCI devices without
shutting down the system's power. Instead the individual PCI slots can be powered on and off independently of
the rest of the system.
Incorrect
Answers:
A: PCI bus mastering allows multiple PCI devices to run simultaneously without locking each other out and it
allows PCI devices to transfer data to and from each other without referencing the CPU or the system memory.
B, D: PCI-Extended (PCI-X) and PCI Express (PCIe) are variations of the PCI specification.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 117-120.

QUESTION 18
Which of the following statements regarding Intelligent I/O (I2O) is TRUE?

A. The OS Services Module (OSM), which handles the communication between the system's operating system
and the I2O messaging layer, is unique for each class of device and each operating system.

B. I2O does not use standard protocols and requires original equipment manufacturers to develop multiple
drivers for a single device.

C. The hardware device module (HDM), which handles communication between the peripheral device and the
messaging layer, are written specifically for the system's operating system.

D. Every time a peripheral device makes an I/O request the processing in progress must be interrupted by the
system's operating system.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The OS Services Module (OSM), which handles the communication between the system's operating system
and the I2O messaging layer, is unique for each class of device

and each operating system.
Incorrect
Answers:
B: The I2O messaging layer uses standard protocols, eliminating the need for original equipment
manufacturers to develop multiple drivers for a single device.
C: Unlike traditional device drivers that are written for an operating system, only one HDM is required due as it
is operating system independent.
D: This is true of the traditional I/O processing, not Intelligent I/O processing.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 134-135.

QUESTION 19
Which of the following provides a wide variety of services?

A. General purpose servers.
B. Application servers.
C. Appliance servers.
D. Multi-tier servers.

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
Incorrect
Answers:
B: Application servers are configured to run programs that can be accessed by multiple users.
C: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 20
Which of the following server types provide single or relates services?

A. General purpose servers.
B. Application servers.
C. Appliance servers.
D. Multi-tier servers.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
Incorrect
Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
B: Application servers are configured to run programs that can be accessed by multiple users.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 21
Which of the following server types combines relates servers into clusters?

A. General purpose servers.
B. Application servers.
C. Appliance servers.
D. Multi-tier servers.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
A multi-tiered server structure combines related server types into clusters and can be subdivided into front-end,
mid-tier, and back-end servers.
Incorrect
Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
B: Application servers are configured to run programs that can be accessed by multiple users.
D: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 22
Which of the following statements BEST describes a general purpose server?

A. General purpose servers are the most common server products in use and provide multiple services.
B. General purpose servers are configured to run programs that can be accessed by multiple users.
C. General purpose servers provide either a single service, or related services.
D. General purpose servers combine related server types into clusters.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
Incorrect
Answers:
B: Application servers are configured to run programs that can be accessed by multiple users.
C: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 23
Which of the following statements BEST describes an appliance server?

A. Appliance servers are the most common server products in use and provide multiple services.
B. Appliance servers are configured to run programs that can be accessed by multiple users.
C. Appliance servers provide either a single service, or related services.
D. Appliance servers combine related server types into clusters.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
Incorrect



Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
B: Application servers are configured to run programs that can be accessed by multiple

users.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 24
Which of the following statements BEST describes a multi-tier server?

A. A multi-tiered server structure is the most common server products in use and provides multiple services.
B. A multi-tiered server structure is configured to run programs that can be accessed by multiple users.
C. A multi-tiered server structure provides either a single service, or related services.
D. A multi-tiered server structure combines related server types into clusters.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A multi-tiered server structure combines related server types into clusters and can be subdivided into front-end,
mid-tier, and back-end servers.
Incorrect
Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
B: Application servers are configured to run programs that can be accessed by multiple users.
C: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 25
Which of the following servers allows clients to access network resources by computer name rather than by IP
address?

A. A RAS server.
B. A NAS server.
C. A, DHCP server.
D. A WINS server.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
Incorrect



Answers:
A: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN.
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network.
C: A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.

QUESTION 26
Which of the following servers provide remote access though a dial-up connection?

A. A RAS server.
B. A NAS server.
C. A, DHCP server.
D. A WINS server.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection and
allows the remote clients to access files and services on the LAN.
Incorrect
Answers:
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network.
C: A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.
D: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.

QUESTION 27
Which of the following can provide Network Address Translation?

A. A, DNS server
B. A web server
C. A RAS server
D. A proxy server

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A proxy server hides the IP addresses of all hosts on the internal network by replacing the private IP address of
any requesting host with its own public IP address, thus providing Network Address Translation.
Incorrect
Answers:
A: A, Domain Name Service (DNS) server resolves fully qualified domain names and host names to IP
addresses. It does not provide NAT functionality.
B: A web server hosts the actual web sites. It does not provide NAT functionality.
C: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection



and allows the remote clients to access files and services on the LAN. It does not provide NAT functionality.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 12-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 6, 56, 67-
69, 136.

QUESTION 28
Which of the following statements regarding a proxy server are TRUE? (Choose all that apply)

A. A proxy server is a type of firewall that completely separates packets from internal hosts and from external
hosts.

B. A proxy server connects two dissimilar networks by providing Network Address Translation.
C. A proxy server operates at the lower layers of the OSI reference model.
D. A proxy server can cache frequently accessed Web pages and can increase network security by filtering out

Web content that is considered insecure, such as executables, scripts, or viruses.

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A proxy server caches web pages for future retrieval, allowing a user's request to be filled quicker and reducing
Internet traffic. A proxy server also hides the IP addresses of all hosts on the internal network by replacing the
private IP address of any requesting host with its own public IP address, thus providing Network Address
Translation.

Incorrect
Answers:
B: A proxy server can provide Network Address Translation but it connects an LAN to the Internet, not to a
dissimilar network.
C: A proxy server operates at the Application Layer of the OSI.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 12.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 134-13,
142-144.

QUESTION 29
Which of the following CANNOT be performed by a proxy server?

A. Network Address Translation.
B. Web page caching.
C. Packet filtering.
D. Data encryption.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A proxy server does not provide data encryption.
Incorrect
Answers:
A: A proxy server also hides the IP addresses of all hosts on the internal network by replacing the private IP
address of any requesting host with its own public IP address.



Thus providing Network Address Translation.
B: A proxy server caches web pages for future retrieval, allowing a user's request to be filled quicker and
reducing Internet traffic.
C: A proxy server inspects the entire packet and can be configured to filter packets that pass through it based
on a number of criteria.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 12.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 134-13,
142-144.

QUESTION 30
Which of the following servers provide network file storage?

A. A RAS server.
B. A NAS server.
C. A, DHCP server.
D. A WINS server.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A Network-Attached Storage (NAS) server provides file storage directly on the transport network.
Incorrect
Answers:
A: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN.
C: A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.
D: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.

QUESTION 31
Which of the following servers provide dynamic IP configuration to workstations?

A. A RAS server.
B. A NAS server.
C. A, DHCP server.
D. A WINS server.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.
Incorrect
Answers:
A: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN.
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network.



D: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.

QUESTION 32
Which of the following is responsible for resolving a fully qualified domain name to the IP address?

A. RAS server
B. DNS server
C. DHCP server
D. WINS server

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Domain Name Service (DNS) server resolves fully qualified domain names and host names to IP addresses.
Incorrect
Answers:
A: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN.
C: A, Dynamic Host Configuration Protocol (DHCP) server is responsible for automating the IP configuration of
DHCP clients. It does not provide any form of name resolution.
D: A Windows Internet Naming Service (WINS) server resolves NetBIOS names, not fully qualified domain
names, to IP addresses.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 82, 84,
112-113, 138-144.

QUESTION 33
Which of the following does NOT provide name resolution?

A. ARP
B. A, DNS server
C. A, DHCP server
D. A WINS server

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Dynamic Host Configuration Protocol (DHCP) server is responsible for automating the IP configuration of
DHCP clients. It does not provide any form of name resolution.
Incorrect
Answers:
A: The Address Resolution Protocol (ARP) is resolves an IP address to the MAC

address. The MAC address is a Data Link layer address that is embedded in a ROM on the network device and
is hard-coded to each network interface.



B: A, Domain Name Service (DNS) server resolves fully qualified domain names and host names to IP
addresses.
D: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address for older Windows computers that cannot interact with DNS.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 82, 84,
112-113, 138-144.

QUESTION 34
Which of the following is used to automate the IP configuration of network hosts?

A. RAS server
B. DNS server
C. DHCP server
D. WINS server

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Dynamic Host Configuration Protocol (DHCP) server is responsible for automating the IP configuration of
DHCP clients.
Incorrect
Answers:
A: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN. It does not automate the assignment of
IP configurations.
B: A, Domain Name Service (DNS) server resolves fully qualified domain names and host names to IP
addresses. It does not automate the assignment of IP configurations.
D: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address. It does not automate the assignment of IP configurations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 82, 84,
112-113, 138-144.

QUESTION 35
Which of the following is not provided by a DHCP server?

A. Automatic configuration of IP address, subnet mask and default gateway.
B. The IP address of the preferred WINS server.
C. The IP address of the preferred DNS server.
D. Automatic configuration of MAC address.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The MAC address is not configurable and is assigned to a device by the manufacturer of that device.



Incorrect
Answers:
A, B, C: A, Dynamic Host Configuration Protocol (DHCP) server provides the automatic configuration of IP
address, subnet mask, default gateway, preferred and secondary DNS server, and preferred and secondary
WINS server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 82, 84,
112-113, 138-144.

QUESTION 36
Which of the following protocols is used to transmit e-mail between the two e-mail servers?

A. Post Office Protocol, version 3 (POP3)
B. Simple Mail Transfer Protocol (SMTP)
C. Internet Control Message Protocol (ICMP)
D. Internet Message Access Protocol, version 4 (IMAP4)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SMTP (Simple Mail Transfer Protocol) is used for sending e-mail messages.
Incorrect
Answers:
A, D: POP3 and IMAP4 transmit e-mail between the e-mail client and the e-mail server.
C: ICMP (Internet Control Message Protocol) is used for network management and control. It provides error
testing and reporting for TCP/IP.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 78-79,
116, 207.

QUESTION 37
Which of the following network services provides name resolution? (Choose all that apply)

A. DHCP (Dynamic Host Configuration Protocol)
B. DNS (Domain Name Service)
C. WINS (Windows Internet Name Service)
D. NAT (Network Address Translation)

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Domain Name Service (DNS) server resolves fully qualified domain names and host names to IP addresses
while a Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
Incorrect
Answers:
A: A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.



It is not used for name resolution.
D: NAT allows multiple private IP addresses to be mapped to a single public IP address, and allows hosts on a
private network to connect to the Internet. It does not provide name resolution.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 136-144,
245.

QUESTION 38
Which of the following provides name resolution on the Internet?

A. DHCP (Dynamic Host Configuration Protocol) server
B. DNS (Domain Name Service) server
C. WINS (Windows Internet Name Service) server
D. RAS (Remote Access Service) server

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The internet uses fully qualified domain names. A, Domain Name Service (DNS) server resolves fully qualified
domain names and host names to IP addresses.
Incorrect
Answers:
A: A, Dynamic Host Configuration Protocol (DHCP) server provides dynamic IP configuration to DHCP clients.

C: A Windows Internet Naming Service (WINS) server is a Microsoft NetBIOS name server that resolves a
NetBIOS names to IP address, allowing clients to access network resources by computer name rather than by
IP address.
D: A Remote Access Service (RAS) server allows remote clients to access a LAN though a dial-up connection
and allows the remote clients to access files and services on the LAN.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 136-144,
245.

QUESTION 39
Which of the following allows clients to transfers files across the Internet?

A. An FTP server
B. A NAS server
C. An SNA server
D. A SAN server
E. A Web server

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A File Transfer Protocol (FTP) server transfers files across the Internet, an extranet, or an intranet.
Incorrect



Answers:
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network.
C: A Systems Network Architecture (SNA) server allows client access to mainframe (IBM) and mid-range data
facilities.
D: A Storage Area Network (SAN) is a network designed to attach such computer storage devices as disk array
controllers and tape libraries to servers. SAN servers access their data using low-level block storage methods,
as opposed to the file storage access method.
E: A web server hosts web pages for intranet and/or Internet access.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 18-25.

QUESTION 40
Which of the following allows client access to mainframe (IBM)?

A. An FTP server
B. A NAS server
C. An SNA server
D. A SAN server

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A Systems Network Architecture (SNA) server allows client access to mainframe (IBM) and mid-range data
facilities.
Incorrect
Answers:
A: A, File Transfer Protocol (FTP) server transfers files across the Internet, an extranet, or an intranet.
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network.
D: A Storage Area Network (SAN) is a network designed to attach such computer storage devices as disk array
controllers and tape libraries to servers. SAN servers access their data using low-level block storage methods,
as opposed to the file storage access method, References: Charles J. Brooks, Server+ Certification Exam
Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 18-25.

QUESTION 41
Which of the following caches web pages for future retrieval?

A. An FTP server
B. A NAS server
C. A web server
D. A proxy server

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A proxy server caches web pages for future retrieval, allowing a user's request to be filled quicker and reducing
Internet traffic.
Incorrect
Answers:
A: A, File Transfer Protocol (FTP) server transfers files across the Internet, an extranet, or an intranet.
B: A Network-Attached Storage (NAS) server provides file storage directly on the transport network C: A web
server hosts the actual web sites. It does not provide caching of other web pages.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 12-25.

David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 6, 56, 67-
69, 136.

QUESTION 42
Which of the following protects a network with Internet connectivity from attackers on the Internet?

A. A router
B. A gateway
C. A bridge
D. A firewall

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A firewall prevents attackers on the Internet from direct access to LAN computers. It is often referred to as the
first line of defense for a network with Internet connectivity.
Incorrect
Answers:
A: A router connects multiple networks together to form an internetwork. It does not provide protection against
internet based attackers.
B: A gateway is a hardware and software combination that connects two dissimilar wired network environments.
It does not provide protection against Internet based attackers.
C: A bridge connects two similar wired network segments together. It does not provide protection against
internet based attackers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 11, 16-18.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 33, 36-37.

QUESTION 43
Which of the following interconnects multiple networks together?

A. A router
B. A gateway
C. A bridge
D. A firewall

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A router connects multiple networks together to form an internetwork.
Incorrect
Answers:
B: A gateway is a hardware and software combination that connects two dissimilar wired

network environments.
C: A bridge connects two similar wired network segments together.
D: A firewall prevents attackers on the Internet from direct access to LAN computers.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 11, 16-18.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 33, 36-37.

QUESTION 44
Which of the following connects a LAN to the Internet?

A. A router
B. A gateway
C. A bridge
D. A firewall

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A gateway is a hardware and software combination that connects two dissimilar wired network environments. It
is used to connect a local area network to the Internet.
Incorrect
Answers:
A: A router connects multiple networks together to form an internetwork.
C: A bridge connects two similar wired network segments together.
D: A firewall prevents attackers on the Internet from direct access to LAN computers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 11, 16-18.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 33, 36-37.

QUESTION 45
Which of the following is used to interconnect two similar networks?

A. A router
B. A gateway
C. A bridge
D. A firewall

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A bridge connects two similar wired network segments together. It does not provide

protection against internet based attackers.
Incorrect
Answers:
A: A router connects multiple networks together to form an internetwork. It does not provide protection against
internet based attackers.
B: A gateway is a hardware and software combination that connects two dissimilar wired network environments.
It does not provide protection against Internet based attackers.
D: A firewall prevents attackers on the Internet from direct access to LAN computers. It is often referred to as
the first line of defense for a network with Internet connectivity.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 11, 16-18.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 33, 36-37.

QUESTION 46
Which of the following statements BEST describes an application server?

A. Application servers are the most common server products in use and provide multiple services.
B. Application servers are configured to run programs that can be accessed by multiple users.
C. Application servers provide either a single service, or related services.
D. Application servers combine related server types into clusters.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Application servers are configured to run programs that can be accessed by multiple users.
Incorrect
Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
C: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.

QUESTION 47
Which of the following server types are configured to run programs that can be accessed by multiple users?

A. General purpose servers.
B. Application servers.
C. Appliance servers.
D. Multi-tier servers.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Application servers are configured to run programs that can be accessed by multiple users.
Incorrect
Answers:
A: General purpose servers are the most common server products in use and provide multiple services, such
email, file, print, and web services that run on an industry-standard network operating system (NOS).
C: Appliance servers provide either a single service, or related services, such as Internet caching and firewall
protection.
D: A multi-tiered server structure combines related server types into clusters and can be subdivided into front-
end, mid-tier, and back-end servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 8-29.



QUESTION 48
Which of the following statements regarding application servers is TRUE?

A. A dedicated application server runs dedicated programs that end users can access.
B. A dedicated application server is multiple servers that run programs and services for end users on a specific

network.
C. A distributed application server shares computer resources and services by directly exchanging information,

data cycles, and storage for files on disk between end users.
D. A peer-to-peer application server runs a single program or a program suite designed for specific end users.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A dedicated application is reserved for a specific purpose and is a single PC in a network that serves the needs
of the clients within that network.
Incorrect
Answers:
B: A dedicated application is a single PC in a network that serves the needs of the clients within that network.
C: A distributed application is a single application or group of applications designed for specific end users.
D: A peer-to-peer application server shares computer resources and services by directly

exchanging information, data cycles, and storage for files on disk between users.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 10-11.

QUESTION 49
Which of the following statements regarding application servers is FALSE?

A. A dedicated application server runs dedicated programs that end users can access.
B. A dedicated application server is multiple servers that run programs and services for end users on a specific

network.
C. A peer-to-peer application server shares computer resources and services by directly exchanging

information, data cycles, and storage for files on disk between end users.
D. A distributed application server runs a single program or a program suite designed for specific end users.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A dedicated application is reserved for a specific purpose and is a single PC in a network that serves the needs
of the clients within that network.
Incorrect
Answers:
A: A dedicated application is reserved for a specific purpose and is a single PC in a network that serves the
needs of the clients within that network.
C: A distributed application is a single application or group of applications designed for specific end users.
D: A peer-to-peer application server shares computer resources and services by directly exchanging
information, data cycles, and storage for files on disk between users.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 10-11.



QUESTION 50
Which of the following statements regarding Static RAM (SRAM) and Dynamic RAM (DRAM) is TRUE?

A. Static RAM (SRAM) stores data as long as power to the memory chips is not interrupted.
B. Static RAM (SRAM) uses IC capacitors that lose their charge over time and must be refreshed at regular

intervals.
C. Static RAM (SRAM) is much cheaper but also much slower than Dynamic RAM (DRAM).
D. Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size

and is cheaper than Dynamic RAM (DRAM).

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Unlike Dynamic RAM (DRAM), which stores data bits in rows and columns of IC capacitors that lose their
charge over time, Static RAM (SRAM) stores data in IC transistors and can retain the data for long as power to
the memory chips is not interrupted.
Incorrect
Answers:
B: Static RAM (SRAM) uses IC transistors to store data. It is capable of maintaining it as long as power to the
memory chips is not interrupted and does not need refreshing.
C: Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but is more expensive than DRAM.
D: Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size,
and is more expensive than DRAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-90.

QUESTION 51
Which of the following statements regarding static RAM (SRAM) and dynamic RAM (DRAM) is TRUE?

A. The data stored in Static RAM (SRAM) must be refreshed at regular intervals.
B. Static RAM (SRAM) store data in IC transistors and can retain the data as long as power to the memory

chips is maintained.
C. Static RAM (SRAM) is much cheaper but also much slower than Dynamic RAM (DRAM).
D. Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size

and is cheaper than Dynamic RAM (DRAM).

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Static RAM (SRAM) uses IC transistors to store data, and is capable of maintaining it as long as power is
supplied to the chip.
Incorrect
Answers:
A: Static RAM (SRAM) stores data for as long as power to the memory chips is not interrupted and does not
need refreshing.
C: Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but is more expensive than DRAM.
D: Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size,
and is more expensive than DRAM.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 89-90.

QUESTION 52
Which of the following statements regarding static RAM (SRAM) and dynamic RAM (DRAM) is TRUE?

A. Static RAM (SRAM) stores information bits as long as power to the memory chips is not interrupted.
B. Static RAM (SRAM) stores data in IC capacitors while Dynamic RAM (DRAM) stores data IC transistors.
C. Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but is more expensive.
D. Static RAM (SRAM) can store approximately 75% more data than Dynamic RAM (DRAM) of the same size.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but is more expensive than DRAM.
Incorrect
Answers:
A: Static RAM (SRAM) stores information bits as long as power to the memory chips is not interrupted.
B: Dynamic RAM (DRAM) stores data in IC capacitors that lose their charge over time while Static RAM
(SRAM) stores data in IC transistors.
D: Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size,
and is more expensive than DRAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-90.

QUESTION 53
Which of the following statements regarding static RAM (SRAM) and dynamic RAM (DRAM) is TRUE?

A. Static RAM (SRAM) stores information bits as long as power to the memory chips is not interrupted.
B. Static RAM (SRAM) stores data in IC capacitors while Dynamic RAM (DRAM) stores data IC transistors.
C. Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) and is cheaper than Dynamic RAM

(DRAM).
D. Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size, and
is more expensive than DRAM.
Incorrect
Answers:
A: Static RAM (SRAM) stores information bits as long as power to the memory chips is not interrupted.
B: Dynamic RAM (DRAM) stores data in IC capacitors that lose their charge over time while Static RAM
(SRAM) stores data in IC transistors.
C: Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but is more expensive than DRAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-90.

QUESTION 54
Which of the following statements describe the difference between static RAM (SRAM) and dynamic RAM



(DRAM)? (Choose all that apply)

A. Static RAM (SRAM) stores data in IC transistors to store data, and is capable of maintaining the data for as
long as power to the memory chip is not interrupted. Dynamic RAM (DRAM) stores data in IC capacitors
that lose their charge over time, and require periodic data-refreshing operations.

B. Dynamic RAM (DRAM) stores data in IC transistors to store data, and is capable of maintaining the data for
as long as power to the memory chip is not interrupted. Static RAM (SRAM) stores data in IC capacitors that
lose their charge over time, and require periodic data-refreshing operations.

C. Dynamic RAM (SRAM) is much faster than Static RAM (SRAM) but can store approximately 25% more data
than Static RAM (SRAM) and is more expensive than Static RAM (SRAM).

D. Static RAM (SRAM) is much faster than Dynamic RAM (DRAM) but can store approximately 75% less data
than Dynamic RAM (DRAM) and is more expensive than Dynamic RAM (DRAM).

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Static RAM (SRAM) stores data in IC transistors to store data, and is capable of maintaining the data for as
long as power to the memory chip is not interrupted. Dynamic RAM (DRAM) stores data in IC capacitors that
lose their charge over time, and require periodic data-refreshing operations. Static RAM (SRAM) can store
approximately 75% less data than Dynamic RAM (DRAM) of the same size, and is more expensive than
DRAM.

Incorrect
Answers:
B: Static RAM (SRAM) stores data in IC transistors to store data, and is capable of maintaining the data for as
long as power to the memory chip is not interrupted. Dynamic RAM (DRAM) stores data in IC capacitors that
lose their charge over time, and require periodic data-refreshing operations..
C: Static RAM (SRAM) can store approximately 75% less data than Dynamic RAM (DRAM) of the same size,
and is more expensive than DRAM..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-90.

QUESTION 55
What function does memory interleaving perform?

A. It allows Static RAM (SRAM) to stores data without requiring data-refreshing operations.
B. It allows Dynamic RAM (DRAM) to detect and repair memory errors on the fly.
C. It allows one bank of Synchronous DRAM (SDRAM) to be accessed while the other bank is completing an

operation.
D. It allows Rambus to operate at much higher speeds than conventional 64-bit memory buses

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server memory can be logically divided into multiple sections to allow the processor to access data held in
memory from multiple sources. Typical interleaving schemes divide the memory into two banks of RAM,
allowing data in one bank of memory to be accessed while the data in the other bank refreshes.
Incorrect
Answers:
A: Static RAM (SRAM) stores data in IC transistors for as long as power to the memory chips is not interrupted.
It does not require periodic data-refreshing.



B: Error Checking and Correction (ECC) RAM uses a parity memory scheme to detect and fix memory errors
that would otherwise cause memory errors when the data is read.
D: Rambus is a proprietary DRAM memory technology that uses an internal 16-bit data channel that operates in
conjunction with a 400 MHz clock and allows Rambus to operate at much higher speeds than more
conventional 64-bit memory buses.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-95.

QUESTION 56
What allows 16-bit Rambus to operate at higher speeds that conventional 64-bit memory buses?

A. IC transistors.
B. Error Checking and Correction (ECC).
C. Interleaving.
D. The internal data channel in Rambus.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Rambus is a proprietary DRAM memory technology that uses an internal 16-bit data channel that operates in
conjunction with a 400 MHz clock and allows Rambus to operate at much higher speeds than more
conventional 64-bit memory buses Incorrect Answers: A: Static RAM (SRAM) stores data in IC transistors
rather than IC capacitors, which loose their charge over time and require periodic data-refreshing.
B: Error Checking and Correction (ECC) RAM uses a parity memory scheme to detect and fix memory errors
that would otherwise cause memory errors when the data is read.
C: Server memory can be logically divided into multiple sections to allow the processor to access data held in
memory from multiple sources. Typical interleaving schemes divide the memory into two banks of RAM,
allowing data in one bank of memory to be accessed while the data in the other bank refreshes.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-95.

QUESTION 57
What of the following statements regarding Double Data Rate SDRAM (DDR-SDRAM) is FALSE?

A. Double Data Rate 2 SDRAM (DDR-2 SDRAM) has doubles the data transfer rate of Double Data Rate
SDRAM (DDR SDRAM) because it can transfer data on both the leading and falling edges of each clock
cycle.

B. Double Data Rate 2 SDRAM (DDR-2 SDRAM) has a larger maximum bandwidth that Double Data Rate
SDRAM (DDR SDRAM).

C. Double Data Rate 2 SDRAM (DDR-2 SDRAM) consumers less power than Double Data Rate SDRAM
(DDR SDRAM).

D. Double Data Rate 2 SDRAM (DDR-2 SDRAM) is not compatible with Double Data Rate SDRAM (DDR
SDRAM).

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
DDR SDRAM as well as DDR-2 SDRAM can transfer data on both the leading and falling edges of each clock
cycle, which doubles the data transfer rate of traditional Single Data Rate SDRAM (SDR SDRAM).



Incorrect
Answers:
B: DDR-2 SDRAM has a larger maximum bandwidth that DDR SDRAM.
C: DDR-2 SDRAM consumers less power than DDR SDRAM because it uses less voltage than DDR SDRAM
D: DDR-2 SDRAM is not compatible with DDR SDRAM because DDR-2 SDRAM uses 240 pins per module
while DDR SDRAM uses 184 pins.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-95.

QUESTION 58
Which of the following are differences between Double Data Rate SDRAM (DDR SDRAM) and Double Data
Rate 2 SDRAM (DDR-2 SDRAM)? (Choose all that apply)

A. Double Data Rate 2 SDRAM (DDR-2 SDRAM) can transfer data on both the leading and falling edges of
each clock cycle while Double Data Rate SDRAM (DDR SDRAM) can transfer data only on the leading
edge of each clock cycle.

B. Double Data Rate 2 SDRAM (DDR-2 SDRAM) has a larger maximum bandwidth that Double Data Rate
SDRAM (DDR-SDRAM).

C. Double Data Rate 2 SDRAM (DDR-2 SDRAM) consumers more power than Double Data Rate SDRAM
(DDR-SDRAM).

D. Double Data Rate 2 SDRAM (DDR-2 SDRAM) has 240 pins while Double Data Rate SDRAM (DDR-
SDRAM) has 184 pins.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
DDR-2 SDRAM has a larger maximum bandwidth that DDR SDRAM. DDR-2 SDRAM is not compatible with
DDR SDRAM because DDR-2 SDRAM uses 240 pins per module while DDR SDRAM uses 184 pins Incorrect
Answers: A: DDR SDRAM as well as DDR-2 SDRAM can transfer data on both the leading and falling edges of
each clock cycle, which doubles the data transfer rate of traditional Single Data Rate SDRAM (SDR SDRAM).
C: DDR-2 SDRAM consumers less power than DDR SDRAM because it uses less voltage than DDR SDRAM
References: Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing,
Indianapolis, 2006, pp. 89-95.

QUESTION 59
Which of the following BEST describes the principle difference between server RAM and workstation RAM?

A. Server RAM can transfer data on both the leading and falling edges of each clock cycle while Workstation
RAM can transfer data only on the leading edge of each clock cycle.

B. Server RAM requires Error Checking and Correction (ECC) while Workstation RAM does not.
C. Server RAM consumers more power than Workstation RAM.
D. Server RAM has 240 pins while workstation RAM usually has 184 pins.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server RAM requires Error Checking and Correction (ECC) to prevent memory errors.
Error Checking and Correction (ECC) uses a parity memory scheme to detect and fix memory errors.
Incorrect
Answers:
A: DDR SDRAM as well as DDR-2 SDRAM can transfer data on both the leading and falling edges of each



clock cycle and both Servers and Workstations can have DDR SDRAM or DDR-2 SDRAM.
C: DDR SDRAM consumers more power than DDR-2 SDRAM because it uses more voltage than DDR-2
SDRAM. However, both Servers and Workstations can have either DDR-2 SDRAM or DDR SDRAM.
D: DDR-2 SDRAM is not compatible with DDR SDRAM because DDR-2 SDRAM uses 240 pins per module
while DDR SDRAM uses 184 pins. However, both Servers and Workstations can have either 240 pins DDR-2
SDRAM or 184-pin DDR SDRAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 89-95.

QUESTION 60
Which of the following BEST describes the difference between SCSI-1 and SCSI-2?

A. SCSI-1 can transfer data at up to 10 MBps while SCSI-2 can transfer data at up to 20 MBps.
B. SCSI-1 has a bus width of 8 bits while SCSI-2 has a bus width of 16 bits.
C. SCSI-1 has a maximum cable length of 10 feet (3 meters) while SCSI-2 has a maximum cable length of 20

feet (6 meters).
D. SCSI-1 has a bus speed of 20 MHz while SCSI-2 has a bus speed of 40 MHz.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1 has a data bus width of 8 bits (1 byte), has a maximum cable length of 20 feet (6 meters), supports up
to eight devices, has a bus speed of 5 MHz, and a maximum transmission speed of 5 MBps (1 byte × 5 MHz =
5 MBps). SCSI-2, which is also called

Wide SCSI, has a bus width of 16 bits.
Incorrect
Answers:
A: SCSI-1 can transfer data at up to 5 MBps, not 10 MBps, while SCSI-2, which is twice as wide, can transfer
data at up to 10 MBps, not 20 MBps.
C: Both SCSI-1 and SCSI-2 have a maximum cable length of 20 feet (6 meters).
D: SCSI-1 has a bus speed of 5 MHz, not 20 MHz, while SCSI-2 has a bus speed of 10 MHz, not 40 MHz.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 61
Which of the following BEST describes the difference between Wide SCSI and Fast SCSI?

A. Wide SCSI can transfer data at up to 10 MBps while Fast SCSI can transfer data at up to 20 MBps.
B. Wide SCSI has a bus width of 16 bits while Fast SCSI has a bus width of 8 bits.
C. Wide SCSI has a maximum cable length of 10 feet (3 meters) while Fast SCSI has a maximum cable length

of 20 feet (6 meters).
D. Wide SCSI has a bus speed of 20 MHz while Fast SCSI has a bus speed of 40 MHz.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide SCSI, which is also referred to as SCSI-2, has a data bus width of 16 bits (2 byte), has a maximum cable
length of 20 feet (6 meters), supports up to sixteen devices, has a bus speed of 5 MHz, and a maximum
transmission speed of 10 MBps (2 bytes × 5 MHz = 10 MBps). Fast SCSI has a data bus width of 8 bits (1



byte), has a maximum cable length of 10 feet (3 meters), supports up to eight devices, has a bus speed of 10
MHz, and a maximum transmission speed of 10 MBps (1 byte × 10 MHz = 10 MBps).
Incorrect
Answers:
A: Both Wide SCSI and Fast SCSI have a maximum transmission speed of 10 MBps.
C: Wide SCSI has a maximum cable length of 20 feet (6 meters) while Fast SCSI has a maximum cable length
of 10 feet (3 meters).
D: Wide SCSI has a bus speed of 5 MHz, not 20 MHz, while Fast SCSI has a bus speed of 10 MHz, not 40
MHz.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 62
Which of the following SCSI interfaces has a maximum data transmission speed of 10 MBps? (Choose all that
apply)

A. SCSI 2
B. Wide SCSI.
C. Fast SCSI.
D. Ultra Wide SCSI.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide SCSI, which is also referred to as SCSI-2, has a data bus width of 16 bits (2 byte), has a bus speed of 5
MHz, and a maximum transmission speed of 10 MBps (2 bytes × 5 MHz = 10 MBps). Fast SCSI has a data bus
width of 8 bits (1 byte), has a bus speed of 10 MHz, and a maximum transmission speed of 10 MBps (1 byte ×
10 MHz = 10 MBps).
Incorrect
Answers:
D: Ultra Wide SCSI, which is also referred to as SCSI-3, has a data bus width of 16 bits (2 byte), has a bus
speed of 20 MHz, and a maximum transmission speed of 40 MBps (2 bytes × 20 MHz = 40 MBps).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 63
Which of the following SCSI interfaces has a maximum data transmission speed of 40 MBps? (Choose all that
apply)

A. SCSI 2
B. Wide SCSI.
C. Fast SCSI.
D. Ultra Wide SCSI.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra Wide SCSI, which is also referred to as SCSI-3, has a data bus width of 16 bits (2 byte), has a bus speed
of 20 MHz, and a maximum transmission speed of 40 MBps (2 bytes × 20 MHz = 40 MBps).
Incorrect



Answers:
A, B, C: Wide SCSI, which is also referred to as SCSI-2, has a data bus width of 16 bits (2 byte), has a bus
speed of 5 MHz, and a maximum transmission speed of 10 MBps (2 bytes × 5 MHz = 10 MBps). Fast SCSI has
a data bus width of 8 bits (1 byte), has a bus speed of 10 MHz, and a maximum transmission speed of 10
MBps (1 byte × 10 MHz = 10 MBps).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 64
Which of the following SCSI interfaces has a maximum data transmission speed of 20 MBps? (Choose all that
apply)

A. Wide SCSI.
B. Wide Fast SCSI.
C. Ultra Wide SCSI.
D. Wide Ultra2 SCSI.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Fast SCSI has a data bus width of 16 bits (2 bytes), has a bus speed of 10 MHz, and a maximum
transmission speed of 20 MBps (2 bytes × 10 MHz = 20 MBps).
Incorrect
Answers:
A: Wide SCSI, which is also referred to as SCSI-2, has a data bus width of 16 bits (2 byte), has a bus speed of
5 MHz, and a maximum transmission speed of 10 MBps (2 bytes × 5 MHz = 10 MBps).
C: Ultra Wide SCSI, which is also referred to as SCSI-3, has a data bus width of 16 bits (2 bytes), has a bus
speed of 20 MHz, and a maximum transmission speed of 40 MBps (2 bytes × 20 MHz = 40 MBps).
D: Wide Ultra2 SCSI has a data bus width of 16 bits (2 bytes), has a bus speed of 40 MHz, and a maximum
transmission speed of 80 MBps (2 bytes × 40 MHz = 80 MBps).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 65
Which of the following SCSI interfaces has a maximum data transmission speed of 80 MBps? (Choose all that
apply)

A. Wide SCSI.
B. Wide Fast SCSI.
C. Ultra Wide SCSI.
D. Wide Ultra2 SCSI.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Ultra2 SCSI has a data bus width of 16 bits (2 bytes), has a bus speed of 40 MHz, and a maximum
transmission speed of 80 MBps (2 bytes × 40 MHz = 80 MBps).
Incorrect
Answers:
A: Wide SCSI, which is also referred to as SCSI-2, has a data bus width of 16 bits (2



byte), has a bus speed of 5 MHz, and a maximum transmission speed of 10 MBps (2 bytes × 5 MHz = 10
MBps).
B: Wide Fast SCSI has a data bus width of 16 bits (2 bytes), has a bus speed of 10 MHz, and a maximum
transmission speed of 20 MBps (2 bytes × 10 MHz = 20 MBps).
C: Ultra Wide SCSI, which is also referred to as SCSI-3, has a data bus width of 16 bits (2 bytes), has a bus
speed of 20 MHz, and a maximum transmission speed of 40 MBps (2 bytes × 20 MHz = 40 MBps).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 66
Which of the following SCSI interfaces has a 8 bit bus? (Choose all that apply)

A. Wide SCSI.
B. Fast SCSI.
C. Ultra Wide SCSI.
D. Ultra2 SCSI.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1, Fast SCSI, Ultra SCSI, and Ultra2 SCSI all have a data bus width of 8 bits (1 byte).
Incorrect
Answers:
A, C: Wide SCSI , Wide Fast SCSI, Ultra Wide SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and
Ultra640 SCSI all have a data bus width of 16 bits (2 bytes).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 67
Which of the following SCSI interfaces has a 16 bit bus? (Choose all that apply)

A. Wide SCSI.
B. Fast SCSI.
C. Ultra Wide SCSI.
D. Ultra2 SCSI.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide SCSI , Wide Fast SCSI, Ultra Wide SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640
SCSI all have a data bus width of 16 bits (2 bytes).

Incorrect
Answers:
B, D: SCSI-1, Fast SCSI, Ultra SCSI, and Ultra2 SCSI all have a data bus width of 8 bits (1 byte).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.



QUESTION 68
Which of the following SCSI interfaces can support the most devices? (Choose all that apply)

A. Wide SCSI.
B. Fast SCSI.
C. Ultra Wide SCSI.
D. Ultra2 SCSI.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide SCSI , Wide Fast SCSI, Ultra Wide SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640
SCSI all have a data bus width of 16 bits (2 bytes) and can support up to 16 devices, including the host adapter.
Incorrect
Answers:
B, D: SCSI-1, Fast SCSI, Ultra SCSI, and Ultra2 SCSI all have a data bus width of 8 bits (1 byte) and can
support up to 8 devices, including the host adapter.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 69
Which of the following SCSI interfaces has the longest maximum cable length?

A. SCSI-1
B. Ultra SCSI.
C. Fast SCSI.
D. Ultra Wide SCSI.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1 has the longest maximum cable length of 20 feet (6 meters) of the options given.
SCSI-2, which is also known as Wide SCSI also has a maximum cable length of 20 feet, however Ultra2 SCSI,
Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable length of 40 feet
(12 meters).

Incorrect
Answers:
B, D: Ultra and Ultra Wide SCSI has the shortest maximum cable length of only 5 feet (1,5 meters).
C: Fast SCSI and Wide Fast SCSI have a maximum cable length of 10 feet (3 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 70
Which of the following SCSI interfaces has the shortest maximum cable length?

A. SCSI-1
B. Ultra2 SCSI.
C. Fast SCSI.



D. Ultra Wide SCSI.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5 meters).
Incorrect
Answers:
A: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
B: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
C: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 71
What is the maximum cable length supported by SCSI-1?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable

length of 20 feet (6 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 72
What is the maximum cable length supported by SCSI-2?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: C



Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 73
What is the maximum cable length supported by Wide SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 74
What is the maximum cable length supported by Ultra SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Ultra SCSI as well as Ultra Wide SCSI and has the shortest maximum cable length of only 5 feet (1,5 meters).
Incorrect
Answers:
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 75
What is the maximum cable length supported by Ultra Wide SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5 meters).
Incorrect
Answers:
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 76
What is the maximum cable length supported by Fast SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
Incorrect
Answers:



A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 77
What is the maximum cable length supported by Wide Fast SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Fast SCSI as well as Fast SCSI has a maximum cable length of 10 feet (3 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
D: Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 78
What is the maximum cable length supported by Ultra2 SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).



C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 79
What is the maximum cable length supported by Wide Ultra2 SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Ultra2 SCSI, Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 80
What is the maximum cable length supported by Ultra320 SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable

length of 20 feet (6 meters).
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 81
What is the maximum cable length supported by Ultra160 SCSI?

A. 1,5 meters (5 ft)
B. 3 meters (10 ft)
C. 6 meters (20 ft)
D. 12 meters (40 ft)

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI have a maximum cable
length of 40 feet (12 meters).
Incorrect
Answers:
A: Ultra Wide SCSI as well as Ultra SCSI and has the shortest maximum cable length of only 5 feet (1,5
meters).
B: Fast SCSI as well as Wide Fast SCSI has a maximum cable length of 10 feet (3 meters).
C: SCSI-1 as well as SCSI-2, which is also known as Wide SCSI, has a maximum cable length of 20 feet (6
meters).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 82
What is the main difference between SCSI and Wide SCSI?

A. Wide SCSI has twice the bus width than SCSI and hence twice the maximum data transfer speed.
B. Wide SCSI has a wider connector with 68 pins while SCSI has connector with 50 pins.
C. Wide SCSI has a longer maximum cable length than SCSI.
D. Wide SCSI operates at twice the bus speed than SCSI and hence twice the maximum data transfer speed.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide SCSI and SCSI have the same bus speed of 5 MHz, but Wide SCSI has a data bus width of 16 bits (2
bytes) while SCSI has a data bus width of 8 bits (1 byte), hence Wide

SCSI can support mode devices and has a higher maximum transfer speed.
Incorrect
Answers:
B: Both SCSI and Wide SCSI have 50-pin connectors. 68-pin connectors were introduced with Ultra Wide
SCSI.
C: Both SCSI and Wide SCSI have a maximum cable length of 20 feet (6 meters).
D: Both SCSI and Wide SCSI operate at the same bus speed of 5 MHz.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.



QUESTION 83
Which type of signaling does Ultra2 SCSI and Wide Ultra2 SCSI use?

A. High-Voltage Differential (HVD)
B. Low-Voltage Differential (LVD)
C. Differential (DIFF)
D. Single-Ended (SE)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Ultra2 SCSI, Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI use Low-Voltage Differential
(LVD) signaling.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.
Brad Hryhoruk, Diana Bartley, and Quentin Docter, Server+ Study Guide (2nd Edition), Sybex, Alameda, CA,
2002, pp. 119-120.

QUESTION 84
Which of the following SCSI signaling systems supports a maximum cable length of 12 meters?

A. High-Voltage Differential (HVD)
B. Low-Voltage Differential (LVD)
C. Differential (DIFF)
D. Single-Ended (SE)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Ultra2 SCSI, Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI use Low-Voltage Differential
(LVD) signaling and supports a bus length of 12 meters.
Incorrect
Answers:

A, C: High-Voltage Differential (HVD) signaling, which is also called Differential (DIFF) signaling, provides
reliable signals in a high-noise environment over cable lengths of up to 25 meters.
D: Single-Ended (SE) signaling is uses on internal ribbon cable with an IDC 50 connector and a maximum
cable length of 1.5 meters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.
Brad Hryhoruk, Diana Bartley, and Quentin Docter, Server+ Study Guide (2nd Edition), Sybex, Alameda, CA,
2002, pp. 119-120.

QUESTION 85
Which of the following SCSI signaling systems supports a ribbon cable with an IDC 50 connector?

A. High-Voltage Differential (HVD)
B. Low-Voltage Differential (LVD)
C. Differential (DIFF)



D. Single-Ended (SE)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wide Ultra2 SCSI, Ultra2 SCSI, Ultra160 SCSI, Ultra320 SCSI and Ultra640 SCSI use Low-Voltage Differential
(LVD) signaling and supports a bus length of 12 meters.
Incorrect
Answers:
A, C: High-Voltage Differential (HVD) signaling, which is also called Differential (DIFF) signaling, provides
reliable signals in a high-noise environment over cable lengths of up to 25 meters.
D: Single-Ended (SE) signaling is uses on internal ribbon cable with an IDC 50 connector and a maximum
cable length of 1.5 meters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.
Brad Hryhoruk, Diana Bartley, and Quentin Docter, Server+ Study Guide (2nd Edition), Sybex, Alameda, CA,
2002, pp. 119-120.

QUESTION 86
What is the maximum data transfer rate supported by ATA-1?

A. 5 MBps
B. 8.3 MBps
C. 16.7 MBps
D. 33.3 MBps
E. 66 MBps

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The original ATA specification had a maximum transmission rate of 8.3 MBps.
Incorrect
Answers:
A: The original SCSI specification has a maximum transmission rate of 5 MBps.
C: ATA-2 doubled the maximum transmission rate of ATA to 16.7 MBps.
D: ATA-3, also known as Ultra ATA 33 has a maximum transmission rate of 33.3 MBps.
E: ATA-4, also known as Ultra ATA 66 has a maximum transmission rate of 66 MBps References: Charles J.
Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 168-173.

QUESTION 87
What is the maximum data transfer rate supported by ATA-2?

A. 5 MBps
B. 8.3 MBps
C. 16.7 MBps
D. 33.3 MBps
E. 66 MBps

Correct Answer: C
Section: (none)



Explanation

Explanation/Reference:
Explanation:
The original ATA specification had a maximum transmission rate of 8.3 MBps.
Incorrect
Answers:
A: The original SCSI specification has a maximum transmission rate of 5 MBps.
B: The original ATA specification has a maximum transmission rate of 8.3 MBps.
D: ATA-3, also known as Ultra ATA 33 has a maximum transmission rate of 33.3 MBps.
E: ATA-4, also known as Ultra ATA 66 has a maximum transmission rate of 66 MBps References: Charles J.
Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 168-173.

QUESTION 88
What is the maximum data transfer rate supported by ATA-3?

A. 5 MBps
B. 8.3 MBps
C. 16.7 MBps
D. 33.3 MBps
E. 66 MBps

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA-3, also known as Ultra ATA 33 a maximum transmission rate of 33.3 MBps.
Incorrect
Answers:
A: The original SCSI specification has a maximum transmission rate of 5 MBps.
B: The original ATA specification has a maximum transmission rate of 8.3 MBps.
C: ATA-2 doubled the maximum transmission rate of ATA to 16.7 MBps.
E: ATA-4, also known as Ultra ATA 66 has a maximum transmission rate of 66 MBps References: Charles J.
Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 168-173.

QUESTION 89
What is the maximum data transfer rate supported by ATA-4?

A. 5 MBps
B. 8.3 MBps
C. 16.7 MBps
D. 33.3 MBps
E. 66 MBps

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA-4, also known as Ultra ATA 66 has a maximum transmission rate of 66 MBps Incorrect Answers: A: The
original SCSI specification has a maximum transmission rate of 5 MBps.
B: The original ATA specification has a maximum transmission rate of 8.3 MBps.
C: ATA-2 doubled the maximum transmission rate of ATA to 16.7 MBps.
D: ATA-3, also known as Ultra ATA 33 has a maximum transmission rate of 33.3 MBps.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 90
Which of the following statements regarding ATA and ATA-2 is TRUE?

A. ATA supports multiword direct memory access (DMA) modes 1 and 2.
B. ATA-2 supports Programmed Input/Output (PIO) modes 3 and 4.
C. ATA supports logical block addressing (LBA) and block transfers.
D. ATA-2 supports multiword direct memory access (DMA) mode 3.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA-2 supports Programmed Input/Output (PIO) modes 3 and 4, and multiword direct memory access (DMA)
modes 1 and 2.
Incorrect
Answers:
A: ATA supports Programmed Input/Output (PIO) modes 0, 1, and 2. It did not support direct memory access
(DMA) modes. Support for DMA modes was first introduced in the ATA-2 specification.
C: ATA does not support logical block addressing (LBA) and block transfers. Support for LBA and block
transfers was first introduced in the ATA-2 specification.
D: ATA-2 supports multiword direct memory access (DMA) modes 1 and 2, but not DMA mode 3. Support for
DMA mode 3 was first introduced in Ultra-ATA specification.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 91
Which of the following statements regarding ATA and ATA-2 is FALSE?

A. ATA supports Programmed Input/Output (PIO) modes 0, 1, and 2.
B. ATA-2 supports Programmed Input/Output (PIO) modes 3 and 4.
C. ATA-2 supports logical block addressing (LBA) and block transfers.
D. ATA-2 supports multiword direct memory access (DMA) mode 3.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA-2 supports multiword direct memory access (DMA) modes 1 and 2, but not DMA mode 3. Support for
DMA mode 3 was first introduced in Ultra-ATA specification.
Incorrect
Answers:
A, B, C: These are all true.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147.

QUESTION 92
Which of the following ATA specifications are capable of data transfer rates of up to 33 MBps?



A. ATA
B. ATA-2
C. Ultra-ATA
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra ATA, also known as ATA-3, has a maximum transmission rate of 33.3 MBps.
Incorrect
Answers:
A: The original ATA specification had a maximum transmission rate of 8.3 MBps.
B: ATA-2 had a maximum transmission rate of 16.7 MBps.
D: ATA and ATA-2 had maximum transmission rates of 8.3 MBps and 16.7 MBps respectively.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 93
Which of the following ATA specifications has a maximum data transfer rate of 16.7 MBps?

A. ATA
B. ATA-2
C. Ultra-ATA
D. Ultra-ATA 100

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA-2 had a maximum transmission rate of 16.7 MBps.
Incorrect
Answers:
A: The original ATA specification had a maximum transmission rate of 8.3 MBps.
C: Ultra ATA, also known as ATA-3, has a maximum transmission rate of 33.3 MBps.
D: Ultra-ATA 100 has maximum transmission rates of 100 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 94
Which of the following ATA specifications has a maximum data transfer rate of 8.3 MBps?

A. ATA
B. ATA-2
C. Ultra-ATA
D. Ultra-ATA 66

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
The original ATA specification had a maximum transmission rate of 8.3 MBps.
Incorrect
Answers:
B: ATA-2 had a maximum transmission rate of 16.7 MBps.
C: Ultra ATA, also known as ATA-3, has a maximum transmission rate of 33.3 MBps.
D: Ultra-ATA 66 has maximum transmission rates of 66 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 95
Which of the following BEST describes the difference between Ultra-ATA and Ultra-ATA 66?

A. Ultra-ATA 66 uses an 80-pin ribbon connector while Ultra-ATA uses a 40-pin ribbon connector.
B. Ultra-ATA 66 supports multiword direct memory access (DMA) mode 3 while Ultra-ATA supports multiword

direct memory access (DMA) modes 1 and 2.
C. Ultra-ATA supports Programmed Input/Output (PIO) modes 0, 1, and 2 while Ultra-ATA 66 supports

Programmed Input/Output (PIO) modes 3 and 4.
D. Ultra-ATA supports a maximum data transfer rate of 66 MBps while Ultra-ATA 66 supports a maximum data

transfer rate of 100 MBps.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra ATA 66 increased the maximum data transfer rate of the bus by doubling the number of conductors in the
IDE signal cable to 80.
Incorrect
Answers:
B: Support for multiword direct memory access (DMA) mode 3 was introduced in Ultra-ATA while support for
multiword direct memory access (DMA) modes 1 and 2 war introduced in ATA-2.
C: Support for Programmed Input/Output (PIO) modes 3 and 4 was introduced in ATA-2 while support for
Programmed Input/Output (PIO) modes 0, 1 and 2 war introduced in the original ATA specification.
D: Ultra-ATA, also known as Ultra-ATA 33 has maximum transmission rates of 33 MBps while Ultra-ATA 66
has maximum transmission rates of 66 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-173.

QUESTION 96
How many wires are there in a Serial ATA (SATA) cable?

A. 4
B. 7
C. 40
D. 80

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
Explanation:
A Serial ATA (SATA) cable has seven wires: two for data transmission; another two for data reception; and
three independent ground return wires.
Incorrect
Answers:
A: Serial ATA (SATA) has 7-wire cable, not a 4-wire cable.
C: Parallel ATA has a 40-wire cable; Serial ATA (SATA) has a 7-wire cable.
D: Ultra-ATA 66 and Ultra-ATA 100 has an 80-pin cable; Serial ATA (SATA) has a 7-wire cable.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-177.

QUESTION 97
What is the maximum data transfer rate supported by Serial ATA (SATA)?

A. 100 MBps
B. 133 MBps
C. 150 MBps
D. 300 MBps

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Serial ATA (SATA) uses serial transmission modes and 250 mV differential signaling techniques to achieve
data transfer rates of up to 150 MBps.
Incorrect
Answers:
A: Ultra-ATA 100 has a maximum data transfer rate of 100 MBps while Serial ATA (SATA) has a maximum
data transfer rate of 150 MBps.
B: The PCI bus has a maximum transfer rate of 133 MBps. Thus, if a Serial ATA (SATA) device is attached to a
PCI adapter, it will operate at a maximum of 133 MBps, despite SATA having a maximum data transfer rate of
150 MBps.
D: SATA-II has a maximum transmission rate of 300 MBps.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 168-177.

QUESTION 98
Which of the following supports data transfer rates of up to 150 MBps?

A. Ultra-ATA
B. Serial ATA
C. Fast SCSI
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Serial ATA (SATA) uses serial transmission modes and 250 mV differential signaling techniques to achieve



data transfer rates of up to 150 MBps.
Incorrect
Answers:
A: Ultra-ATA, also known as Ultra-ATA 33, has a maximum transmission rate of 33 MBps. Later versions of
Ultra-ATA, called Ultra-ATA 66 and Ultra-ATA 100 have maximum transmission rates of 66 MBps and 100
MBps respectively.
C: Fast SCSI has a maximum transmission rate of 10 MBps.
D: Only SATA has a maximum transmission rate of 150 MBps, though this has been surpassed by SATA II.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 145, 168-173.

QUESTION 99
Which type of signaling does Serial ATA (SATA) use?

A. High-Voltage Differential (HVD)
B. Low-Voltage Differential (LVD)
C. Differential (DIFF)
D. Single-Ended (SE)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Serial ATA uses Low-Voltage Differential (LVD) signaling as does Ultra2 SCSI, Wide Ultra2 SCSI, Ultra160
SCSI, Ultra320 SCSI and Ultra640 SCSI.
Incorrect
Answers:
A, C, D: High-Voltage Differential (HVD) signaling, which is also called Differential (DIFF) signaling, and Single-
Ended (SE) signaling is used with SCSI, not SATA.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 143-147, 173-178.
Brad Hryhoruk, Diana Bartley, and Quentin Docter, Server+ Study Guide (2nd Edition), Sybex, Alameda, CA,
2002, pp. 119-120.

QUESTION 100
What is the maximum cable length supported by Serial ATA (SATA)?

A. 40 centimeters
B. 1 meter
C. 1.5 meters
D. 2 meters

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum cable length supported by Serial ATA (SATA) is 1 meter.
Incorrect
Answers:
A: Parallel ATA has a maximum cable length of 40 cm.
C, D: The maximum cable length supported by Serial ATA (SATA) is 1 meter, not 1.5 meters or 2 meters.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 173-178.

QUESTION 101
What is the maximum cable length supported by Ultra-ATA?

A. 40 centimeters
B. 1 meter
C. 1.5 meters
D. 2 meters

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Ultra-ATA has a maximum cable length of 40 cm.
Incorrect
Answers:
B: The maximum cable length supported by Serial ATA (SATA), not Ultra-ATA, is 1 meter.
C, D: The maximum cable length supported by Ultra-ATA (SATA) is 40 centimeters, not
1.5 meters or 2 meters.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 173-178.

QUESTION 102
Which of the following is NOT a hardware model for Fibre Channel?

A. Direct Attached Storage (DAS)
B. Just a Bunch Of Disks (JBODs)
C. External Storage Array
D. Storage Networks

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Direct Attached Storage (DAS) is not a Fibre Channel hardware model. It is a storage device or array that is
directly attached to a host system and can be an internal hard drive in a server or a hard drive array housed in
an external case but directly attached to the server.
Incorrect
Answers:
B: Just a Bunch Of Disks (JBODs) is a hardware model for Fibre Channel disk storage and is the least complex
and cheapest storage Fibre Channel option. It is achieved through internal or external configurations in
peripheral bays. Disks are attached to an I/O channel and the server operating system addresses and manages
each disk separately.
C: External storage arrays is a hardware model for Fibre Channel disk storage and is managed internally and
connect to the server as a single unit through an I/O channel. The server does not address individual disks, or
control the placement of data on those disks.
D: Storage networks is a hardware model for Fibre Channel disk storage and allows the centralization of
storage for multiple servers on a special type of network called either a Storage Area Network (SAN), or
Network Attached Storage (NAS).



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 201-203.

QUESTION 103
Which of the following is the LEAST complex hardware model for Fibre Channel?

A. Direct Attached Storage (DAS)
B. Just a Bunch Of Disks (JBODs)
C. External Storage Array
D. Storage Networks

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:

Just a Bunch Of Disks (JBODs) is a hardware model for Fibre Channel disk storage and is the least complex
and cheapest storage Fibre Channel option. It is achieved through internal or external configurations in
peripheral bays. Disks are attached to an I/O channel and the server operating system addresses and manages
each disk separately.
Incorrect
Answers:
A: Direct Attached Storage (DAS) is not a Fibre Channel hardware model. It is a storage device or array that is
directly attached to a host system and can be an internal hard drive in a server or a hard drive array housed in
an external case but directly attached to the server.
C: External storage arrays is a hardware model for Fibre Channel disk storage and is managed internally and
connect to the server as a single unit through an I/O channel. The server does not address individual disks, or
control the placement of data on those disks.
D: Storage networks is a hardware model for Fibre Channel disk storage and allows the centralization of
storage for multiple servers on a special type of network called either a Storage Area Network (SAN), or
Network Attached Storage (NAS).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 201-203.

QUESTION 104
Which of the following Fibre Channel solutions allows for the centralization of storage for multiple servers?

A. Direct Attached Storage (DAS)
B. Just a Bunch Of Disks (JBODs)
C. External Storage Array
D. Storage Networks

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Storage networks is a hardware model for Fibre Channel disk storage and allows the centralization of storage
for multiple servers on a special type of network called either a Storage Area Network (SAN), or Network
Attached Storage (NAS).
Incorrect
Answers:
A: Direct Attached Storage (DAS) is not a Fibre Channel hardware model. It is a storage device or array that is



directly attached to a host system and can be an internal hard drive in a server or a hard drive array housed in
an external case but directly attached to the server.
B: Just a Bunch Of Disks (JBODs) is a hardware model for Fibre Channel disk storage and is the least complex
and cheapest storage Fibre Channel option. It is achieved through internal or external configurations in
peripheral bays. Disks are attached to an I/O channel and the server operating system addresses and manages
each disk separately.
C: External storage arrays is a hardware model for Fibre Channel disk storage and is managed internally and
connect to the server as a single unit through an I/O channel. The

server does not address individual disks, or control the placement of data on those disks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 201-203.

QUESTION 105
Which of the following Fibre Channel solutions allows the server operating system to address and manage
each disk in the Fibre Channel array separately?

A. Direct Attached Storage (DAS)
B. Just a Bunch Of Disks (JBODs)
C. External Storage Array
D. Storage Networks

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Just a Bunch Of Disks (JBODs) is a hardware model for Fibre Channel disk storage and is the least complex
and cheapest storage Fibre Channel option. It is achieved through internal or external configurations in
peripheral bays. Disks are attached to an I/O channel and the server operating system addresses and manages
each disk separately.
Incorrect
Answers:
A: Direct Attached Storage (DAS) is not a Fibre Channel hardware model. It is a storage device or array that is
directly attached to a host system and can be an internal hard drive in a server or a hard drive array housed in
an external case but directly attached to the server.
C: External storage arrays is a hardware model for Fibre Channel disk storage and is managed internally and
connect to the server as a single unit through an I/O channel. The server does not address individual disks, or
control the placement of data on those disks.
D: Storage networks is a hardware model for Fibre Channel disk storage and allows the centralization of
storage for multiple servers on a special type of network called either a Storage Area Network (SAN), or
Network Attached Storage (NAS).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 201-203.

QUESTION 106
Which of the following Fibre Channel solutions has a maximum transmissions speed of 200 MBps?

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
1GFC has a maximum throughput of 200 MBps.
Incorrect
Answers:
B: 2GFC has a maximum throughput of 400 MBps.
C: 4GFC has a maximum throughput of 800 MBps.
D: 10GFC has a maximum throughput of 2400 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 107
Which of the following Fibre Channel solutions operates at a maximum speed of 400 MBps?

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
2GFC has a maximum throughput of 400 MBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
C: 4GFC has a maximum throughput of 800 MBps.
D: 10GFC has a maximum throughput of 2400 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 108
Which of the following Fibre Channel solutions has a maximum transmissions speed of 800 MBps?

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
4GFC has a maximum throughput of 800 MBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
B: 2GFC has a maximum throughput of 400 MBps.



D: 10GFC has a maximum throughput of 2400 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 109
Which of the following Fibre Channel solutions has a maximum transmissions speed of 2400 MBps?

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
10GFC has a maximum throughput of 2400 MBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
B: 2GFC has a maximum throughput of 400 MBps.
C: 4GFC has a maximum throughput of 800 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 110
Which of the following Fibre Channel solutions can transfer data at 2 GBps? (Choose all that apply)

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:

10GFC has a maximum throughput of 2400 MBps which is 2.4 GBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
B: 2GFC has a maximum throughput of 400 MBps.
C: 4GFC has a maximum throughput of 800 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 111
What is a maximum transmissions speed of 1GFC, Fibre Channel?



A. 100 Mbps
B. 200 Mbps
C. 200 MBps
D. 400 MBps

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
1GFC has a maximum throughput of 200 Megabytes per second (MBps), not 200 Megabits per second (Mbps).
Incorrect
Answers:
A: Fat Ethernet has a maximum throughput of 100 Mbps. 1GFC has a maximum throughput of 200 MBps.
B: 1GFC has a maximum throughput of 200 Megabytes per second (MBps), not 200 Megabits per second
(Mbps).
D: 2GFC has a maximum throughput of 400 MBps. 1GFC has a maximum throughput of 200 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 112
Certkiller .com has a 2GFC, Fibre Channel solution. At what speed does this Fibre Channel solution operate?

A. 200 MBps
B. 400 MBps
C. 800 MBps
D. 2400 MBps

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
2GFC has a maximum throughput of 400 MBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
C: 4GFC has a maximum throughput of 800 MBps.
D: 10GFC has a maximum throughput of 2400 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 113
What is the maximum transmissions speed specified in the 4GFC, Fibre Channel specification?

A. 200 MBps
B. 400 MBps
C. 800 MBps
D. 2400 MBps

Correct Answer: C
Section: (none)



Explanation

Explanation/Reference:
Explanation:
4GFC has a maximum throughput of 800 MBps.
Incorrect
Answers:
A: 1GFC has a maximum throughput of 200 MBps.
B: 2GFC has a maximum throughput of 400 MBps.
D: 10GFC has a maximum throughput of 2400 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 114
Certkiller .com has a 2GFC, Fibre Channel backplane. What transmission speed is this backplane capable of?

A. 200 MBps
B. 400 MBps
C. 800 MBps
D. 2400 MBps

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
10GFC has a maximum transmission speed of 2400 MBps.

Incorrect
Answers:
A: 1GFC has a maximum transmission speed of 200 MBps.
B: 2GFC has a maximum transmission speed of 400 MBps.
C: 4GFC has a maximum transmission speed of 800 MBps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 115
Which of the following is a Base10 Fibre Channel solution?

A. 1GFC
B. 2GFC
C. 4GFC
D. 10GFC

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
10GFC is a Base10 solution that is commonly used for Inter Switch Link (ISL), core connections, and other
high-speed applications that demand maximum bandwidth. It has a maximum bandwidth of 2400 MBps.
Incorrect
Answers:



A, B, C: 1GFC, 2GFC, and 4GFC are all Base2 Fibre Channel solutions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 208.

QUESTION 116
Which of the following Fibre Channel cables is PRIMARILY used for short distances?

A. Multimode cable.
B. Single-mode cable
C. Duplex cable
D. Simplex cable

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Multimode cable is the more common Fibre Channel cable and is used for short distance connections spanning
over few meters.
Incorrect
Answers:
B: Single-mode cable is are for longer-distance applications as it has a greater

transmission distance and is more expensive than multimode cable.
C: Duplex cable allows for simultaneous, bidirectional data transfers. This allows devices to send and receive
data simultaneously. They do not affect the distance of the cable. Furthermore, multimode duplex cable, as well
as single-mode duplex cable is available.
D: Simplex cable consists of a single fiber that allows only one-way data transfers. Like duplex cable, they do
not affect the distance of the cable and both multimode simplex cable, as well as single-mode simplex cable is
available.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 204-205.

QUESTION 117
Certkiller .com wants to implement a Fibre Channel solution between two buildings that are 3 Km apart. Which
of the following Fibre Channel cables should Certkiller .com use?

A. Multimode cable.
B. Single-mode cable
C. Duplex cable
D. Simplex cable

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Single-mode cable is are for applications of over 550 meters. It has a greater transmission distance than
multimode cable and is also more expensive.
Incorrect
Answers:
A: Multimode cable is the more common Fibre Channel cable and is used for short distance connections
spanning over few meters.
C: Duplex cable allows for simultaneous, bidirectional data transfers. This allows devices to send and receive



data simultaneously. They do not affect the distance of the cable. Furthermore, multimode duplex cable, as well
as single-mode duplex cable is available.
D: Simplex cable consists of a single fiber that allows only one-way data transfers. Like duplex cable, they do
not affect the distance of the cable and both multimode simplex cable, as well as single-mode simplex cable is
available.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 204-205.

QUESTION 118
Which of the following Fibre Channel cables are used for transmissions distances of up to 10 Km?

A. Multimode cable.
B. Single-mode cable
C. Duplex cable
D. Simplex cable

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Single-mode cable is are for longer-distance applications as it has a greater transmission distance and is more
expensive than multimode cable.
Incorrect
Answers:
A: Multimode cable is the more common Fibre Channel cable and is used for short distance connections
spanning over few meters.
C: Duplex cable allows for simultaneous, bidirectional data transfers. This allows devices to send and receive
data simultaneously. They do not affect the distance of the cable. Furthermore, multimode duplex cable, as well
as single-mode duplex cable is available.
D: Simplex cable consists of a single fiber that allows only one-way data transfers. Like duplex cable, they do
not affect the distance of the cable and both multimode simplex cable, as well as single-mode simplex cable is
available.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 204-205.

QUESTION 119
Which of the following topologies are used in Fibre Channel? (Choose all that apply)

A. bus
B. star
C. mesh
D. fabric

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Fibre Channel topologies are Point-to-Point Fibre Channel (FC-P2P), Arbitrated Loop Fibre Channel (FC-
AL), and Switched Fabric Fibre Channel (FC-SW).
Incorrect
Answers:
A, B, C: The Fibre Channel do not use bus, star, and mesh topologies. They use Point-to-Point (FC-P2P),



Arbitrated Loop (FC-AL), and Switched Fabric (FC-SW) topologies.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 210-212.

QUESTION 120
Which of the following statements regarding iSCSI is FALSE?

A. iSCSI is an IP-based technology that allows data to be transported to and from storage devices over an IP
network with SCSI commands.

B. iSCSI supports a Gigabit Ethernet interface at the physical layer.
C. iSCSI is generally slower than Fibre Channel because it must contend with latencies inherent in Ethernet

networks.
D. iSCSI uses the 68-pin connector that was introduced with Ultra Wide SCSI.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
iSCSI uses a Gigabit Ethernet interface at the physical layer and thus uses Cat5e and Cat6 cable with RJ-45
connectors.
Incorrect
Answers:
A: iSCSI is an IP-based technology that allows data to be transported to and from storage devices over an IP
network using SCSI commands.
B: iSCSI uses a Gigabit Ethernet interface at the physical layer and thus uses Cat5e and Cat6 cable with RJ-45
connectors.
C: iSCSI is generally slower than Fibre Channel because it is Ethernet based and must contend with latencies
inherent in Ethernet networks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 215-218.

QUESTION 121
Which of the following does not provide redundancy?

A. RAID 0
B. RAID 1
C. RAID 3
D. RAID 5

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 0 provides disk striping across all disks, which improves disk access speeds, but it does not have parity
and thus does not provide redundancy.
Incorrect
Answers:
B: RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each

other. Should the one disk fail, the system would still be operable, the failed disk can be replaced, and the
mirror rebuilt.



C: RAID-3 uses striping and parity on a dedicated drive to provide fault tolerance.
D: RAID-5 uses striping and parity drive to provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.

QUESTION 122
Which of the following RAID (Redundant Array of Independent Disks) levels uses disk mirroring?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5
E. RAID-6

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one disk
fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt.
Incorrect
Answers:
A: RAID-0 is not a fault tolerance system. It uses striping on all disks to improve performance but does not use
parity to provide fault tolerance.
C: RAID-3 uses striping and parity on a dedicated drive to provide fault tolerance.
D, E: Both RAID-5 and RAID-6 uses striping and parity drive to provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 123
Which of the following RAID (Redundant Array of Independent Disks) levels do NOT provide fault tolerance?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
RAID-0 is not a fault tolerance system. It uses striping on all disks to improve

performance but does not use parity to provide fault tolerance.
Incorrect
Answers:
B: RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one
disk fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt.
C: RAID-3 uses striping and parity on a dedicated drive to provide fault tolerance.
D: RAID-5 uses striping and parity drive to provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 124
Which of the following RAID (Redundant Array of Independent Disks) levels uses disk striping and a dedicated
parity drive?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
RAID-3 uses striping and parity on a dedicated drive to provide fault tolerance.
Incorrect
Answers:
A: RAID-0 is not a fault tolerance system. It uses striping on all disks to improve performance but does not use
parity to provide fault tolerance.
B: RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one
disk fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt.
D: RAID-5 uses striping and parity drive to provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 125
Which of the following RAID (Redundant Array of Independent Disks) levels uses disk striping and parity across
all drives?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
RAID-5 uses striping and parity across all drives to provide fault tolerance.
Incorrect
Answers:
A: RAID-0 is not a fault tolerance system. It uses striping on all disks to improve performance but does not use
parity to provide fault tolerance.
B: RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one
disk fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt.
C: RAID-3 uses striping and parity on a dedicated drive to provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.



QUESTION 126
What is the minimum number of disk required for striping and parity across all disks?

A. 2
B. 3
C. 4
D. 5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
RAID-5 uses striping and parity across all disks to provide fault tolerance and requires a minimum of three
disks.
Incorrect
Answers:
A: Mirroring requires a minimum of two disks. Striping and parity across all disks requires a minimum of three
disks.
C, D: It is possible to use more than three disks for striping and parity across all disks, but the minimum
required is three disks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 127
Which of the following RAID (Redundant Array of Independent Disks) implementations provides improved
performance but not fault tolerance?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
RAID-0 is not a fault tolerance system. It uses striping on all disks to improve performance but does not use
parity and thus does not provide fault tolerance.
Incorrect
Answers:
B: RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one
disk fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt. However, this
does not improve performance.
C: RAID-3 uses striping and parity on a dedicated drive for improved performance as well as fault tolerance.
D: RAID-5 uses striping and parity drive to provide fault tolerance for improved performance as well as fault
tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 128
Which of the following RAID (Redundant Array of Independent Disks) implementations provides fault tolerance



but not improved performance?

A. RAID-0
B. RAID-1
C. RAID-3
D. RAID-5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
RAID-1 is a disk fault tolerance system in which two disks are exact mirrors of each other. Should the one disk
fail, the system would still be operable, the failed disk can be replaced, and the mirror rebuilt. However, this
does not improve performance.
Incorrect
Answers:
A: RAID-0 is not a fault tolerance system. It uses striping on all disks to improve performance but does not use
parity and thus does not provide fault tolerance.
C: RAID-3 uses striping and parity on a dedicated drive for improved performance as well as fault tolerance.
D: RAID-5 uses striping and parity drive to provide fault tolerance for improved performance as well as fault
tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.

David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 129
Which of the following provides fault tolerance in a RAID-5 implementation?

A. duplexing
B. mirroring
C. striping
D. parity

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
RAID-5 uses parity information to reconstruct missing data should a disk fail. Thus, parity provides fault
tolerance.
Incorrect
Answers:
A: Disk duplexing uses mirroring to write data to two disks so that the two are exact copies of one another but
each drive is attached to its own disk controller..
B: Mirroring is the process of duplicating data to two disks. This provides fault tolerance.
However, mirroring is used in RAID-1; RAID-5 uses striping with parity.
C: Striping allows information to be stored in blocks across multiple disks and improves read/write
performance. It does not provide fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 130
What is the minimum number of disk required for disk mirroring?



A. 2
B. 3
C. 4
D. 5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Mirroring requires a minimum of two disks. Striping and parity across all disks requires a minimum of three
disks.
Incorrect
Answers:
A: A minimum of three disks is required for striping with parity across all disks.
Mirroring only requires two disks.
C, D: It is possible to use any multiple of two disks for mirroring, but the minimum is two disks.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 131
What is the minimum number of disk required for RAID 10?

A. 2
B. 3
C. 4
D. 5

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
RAID 10 is a combination of RAID-1 and RAID-0. It implements striping in an array of two disks, and then
mirroring across two arrays. This requires a minimum of four disks (two disks per array).
Incorrect
Answers:
A: RAID-0 and RAID-1 requires a minimum of two disks; however, RAID-10 requires a minimum of four disks.
B, D: RAID-10 requires a minimum of four disks.
References:
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 132
Certkiller .com has implemented a RAID-6 solution. This means that Certkiller .com will be able to recover from
______ in the array.

A. the failure of one disk
B. the simultaneous failure of two disks
C. the simultaneous failure of three disks
D. the simultaneous failure of four disks

Correct Answer: B



Section: (none)
Explanation

Explanation/Reference:
RAID-6 is similar to RAID-5. It implements striping with two independent sets of parity across all disks. This
allows for the recovery from up to two simultaneous disk failures and requires an additional disk over RAID-5.
Incorrect
Answers:
A: RAID-5 allows for the recovery from a failure of one disk in the array. RAID-6 implements striping with two
independent sets of parity across all disks and allows for the recovery from the simultaneous failure of two
disks in the array.
C, D: RAID-6 allows for the recovery from the simultaneous failure of only two disk in the array.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 133
What is the minimum number of disk required for RAID-6?

A. 2
B. 3
C. 4
D. 5

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
RAID-6 is similar to RAID-5. It implements striping with two independent sets of parity across all disks. This
allows for the recovery from two simultaneous disk failures and requires an additional disk over RAID-5. RAID-5
requires a minimum of three disks and RAID-6 requires four.
Incorrect
Answers:
A: RAID-0 and RAID-1 require a minimum of two disks. RAID-6 requires a minimum of four disks.
B: A minimum of three disks is required for RAID-5. RAID-6 requires a minimum of four disks.
D: It is possible to use more than four disks for RAID-6, but the minimum is four disks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 381-382.

QUESTION 134
You work as a network technician at Certkiller .com. You are required to implement a fault tolerant solution on a
server that has two hard disk and two hard disks controllers. Which of the following can you implement?
(Choose all that apply)

A. Disk striping
B. Disk mirroring
C. Disk striping with parity
D. Disk duplexing

Correct Answer: BD
Section: (none)
Explanation



Explanation/Reference:
Disk mirroring and disk duplexing are fault tolerant solutions that require a minimum of two disks. Disk mirroring
requires only one controller while disk duplexing requires two

controllers.
Incorrect
Answers:
A: A, Disk striping requires only two disks; it is not a fault tolerant solution as it does not have parity.
C: Disk striping with parity requires a minimum of three disks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 392-394.

QUESTION 135
What is the process of writing data in blocks or bytes across multiple disks called?

A. striping
B. mirroring
C. parity
D. duplexing

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Disk striping is the process of writing bits of data across multiple disks.
Incorrect
Answers:
B: Disk mirroring is the process of writing the same data to two disks so that the two disks contain identical
copies of the data.
C: Parity is required to rebuild data on a failed disk. It is required with striping to provide fault tolerance.
D: Disk duplexing is the practice of attaching a disk to its own, dedicated disk controller.
This eliminates the disk controller as a single point of failure.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 184-192.
David Groth and Toby Skandier, Network+ Study Guide (4th Edition), Sybex, Alameda CA, 2005, pp. 392-394.

QUESTION 136
Which of the following operating systems are capable of multiprocessing? (Choose all that apply)

A. Windows XP
B. Windows NT
C. UNIX
D. OS/2

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In a multiprocessing system, the operating system is responsible for allocating resources to competing
processes in a controlled environment. Most modern network operating systems are capable of this function,



including Windows NT, Windows 2000, Windows XP, UNIX and IBM's OS/2.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 62-64.

QUESTION 137
Which of the following is the MOST widely used operating system on multiprocessing server systems?

A. Windows XP
B. Windows NT
C. UNIX
D. OS/2

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In a multiprocessing system, the operating system is responsible for allocating resources to competing
processes in a controlled environment. Most modern network operating systems are capable of this function,
including Windows NT, Windows 2000, Windows XP, UNIX and IBM's OS/2. However, because of it's stability,
UNIX is the most widely used.
Incorrect
Answers:
A: Windows NT is capable of multiprocessing but its instability hindered the wide spread usage of this operating
system.
B: Windows XP is capable of multiprocessing and is widely, however, this operating system is used for
workstations rather than servers.
D: OS/2 is capable of multiprocessing but its usage has been limited to IBM systems.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 62-64.

QUESTION 138
Which of the following are disadvantages of multiprocessing systems? (Choose all that apply)

A. Latency
B. Determinism
C. Overhead
D. Skew

Correct Answer: ABCD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Multiprocessing systems have four disadvantages, which are:
1. Overhead, which is the time wasted in achieving the required communications and
control status prior to actually beginning the processing request
2. Latency, which is the time delay between initiating a control command, or sending the
command message, and when the processors receive it and begin initiating the process
3. Determinism, which is the degree to which the processing events are precisely
executed
4. Skew, which is a measurement of how far apart events occur in different processors,
when they should occur simultaneously
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
75.

QUESTION 139
Which of the following are advantages of symmetrical multiprocessing systems? (Choose all that apply)

A. Mutithreading
B. Determinism
C. Instruction safety
D. Processor utilization

Correct Answer: ACD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Multiprocessing systems have three main advantages. These are:
1. Multithreading, which allows an instruction to be processed simultaneously on
multiple processors.
2. Instruction safety as programs do not rely on unsafe non-SMP instructions, or
improper thread priorities.
3. Processor utilization, which is when subtasks are divided so that all CPU-bound
instructions occur quickly.
Incorrect
Answers:
B: Determinism is the degree to which the processing events are precisely executed and is a disadvantage of
multiprocessing.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
75.

QUESTION 140
You work as a systems technician at Certkiller .com. You have just installed an additional processor in a
multiple processor system. Upon booting the system, you discover that the new processor is not recognized.
What is the MOST probable cause of the problem?

A. The processor is faulty.
B. The system BIOS must be updated.
C. The operating system must be configure for SMP.
D. The stepping on the new processor is not the same as the existing processors.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The operating system must be configured for using Symmetrical Multi-Processing (SMP). Installing an
additional processor in a multiprocessor motherboard without properly configuring the operating system may
result in the system ignoring the additional processor.
Incorrect
Answers:
A: The new processor may be faulty but this is unlikely.
B: It is unlikely that the BIOS on a multiprocessor motherboard needs to be updated to support an additional
CPU.
D: The stepping on the new processor might not be the same as the older processors but this would not
prevent the new processor from being recognized.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 77-79.

QUESTION 141
Which of the following can be used to identify a genuine Intel processor's family, model and stepping in a
multiprocessing system?

A. The S-spec number
B. The ARP utility.
C. The Frequency ID utility
D. The System BIOS.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The S-spec number, which is located on the top of the processor, and the Frequency ID utility identifies the
family, model, and stepping of a genuine Intel processor. The S-spec number reference and the Frequency ID
utility can be downloaded from the Intel website.
Incorrect
Answers:

B: The ARP utility can be used to view and maintain the ARP table which holds IP address to MAC address
mapping. It is not used to view processor characteristics.
D: The system BIOS may identify the general properties, such as the processor family and model, of the
processor, but generally will not identify the stepping.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 77-79.

QUESTION 142
Which of the following statements BEST describes scaling up?

A. Upgrading server performance by adding components to the server.
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B. Adding additional servers and implementing load balancing.
C. Configuring multiple servers that act as a single unit.
D. The ability of server system's software, hardware, and components to adapt to increasing demand as a

result of network growth.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The process of adding components or upgrading existing components in a server is referred to as scaling up.



Incorrect
Answers:
B: The process of adding additional servers and implementing load balancing between the servers is referred to
as scaling out.
C: Configuring two or more servers to act as one is referred to as clustering.
D: A server system's ability to handle increased demand which may result from future network growth, is
referred to as scalability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 143
Which of the following statements BEST describes scaling out?

A. Upgrading server performance by adding components to the server.
B. Adding additional servers and implementing load balancing.
C. Configuring multiple servers that act as a single unit.
D. The ability of server system's software, hardware, and components to adapt to increasing demand as a

result of network growth.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:

The process of adding additional servers and implementing load balancing between the servers is referred to
as scaling out.
Incorrect
Answers:
A: The process of adding components or upgrading existing components in a server is referred to as scaling
up.
C: Configuring two or more servers to act as one is referred to as clustering.
D: A server system's ability to handle increased demand which may result from future network growth, is
referred to as scalability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 144
Which of the following statements BEST describes clustering?

A. Upgrading server performance by adding components to the server.
B. Adding additional servers and implementing load balancing.
C. Configuring multiple servers that act as a single unit.
D. The ability of server system's software, hardware, and components to adapt to increasing demand as a

result of network growth.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Configuring two or more servers to act as one is referred to as clustering.
Incorrect
Answers:



A: The process of adding components or upgrading existing components in a server is referred to as scaling
up.
B: The process of adding additional servers and implementing load balancing between the servers is referred to
as scaling out.
D: A server system's ability to handle increased demand which may result from future network growth, is
referred to as scalability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 145
Scaling up is the process of ______.

A. upgrading server performance by adding or upgrading server components
B. adding additional servers and implementing load balancing between them
C. configuring multiple servers that act as a single unit
D. implementing network load balancing

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The process of adding components or upgrading existing components in a server is referred to as scaling up.
Incorrect
Answers:
B: The process of adding additional servers and implementing load balancing between the servers is referred to
as scaling out.
C: Configuring two or more servers to act as one is referred to as clustering.
D: Network load balancing (NLB) is a form of clustering which allows multiple servers to act as a single unit.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 146
Scaling out is the process of ______.

A. adding additional servers and implementing load balancing between them
B. upgrading server performance by adding or upgrading server components
C. configuring multiple servers that act as a single unit
D. implementing network load balancing

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The process of adding additional servers and implementing load balancing between the servers is referred to
as scaling out.
Incorrect
Answers:
B: The process of adding components or upgrading existing components in a server is referred to as scaling
up.
C: Configuring two or more servers to act as one is referred to as clustering.
D: Network load balancing (NLB) is a form of clustering which allows multiple servers to act as a single unit.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 147
What is the maximum number of nodes supported by server clustering?

A. 4
B. 8
C. 16
D. 32

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Up to 8 nodes can be supported in a server clustering system.
Incorrect
Answers:
A: Server clustering can support up to 8 nodes.
C: Server clustering can support a maximum of only 8 nodes.
D: Server clustering can support a maximum of only 8 nodes. Network Load Balancing can support up to 32
nodes.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 41-44.

QUESTION 148
What is the maximum number of nodes supported by Network Load Balancing (NLB)?

A. 4
B. 8
C. 16
D. 32

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Up to 32 nodes can be supported in a Network Load Balancing (NLB) system.
Incorrect
Answers:
A, C: Network Load Balancing can support up to 32 nodes.
B: Server clustering can support only up to 8 nodes. Network Load Balancing can support up to 32 nodes.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 41-44.

QUESTION 149
Which of the following provides high availability? (Choose all that apply)

A. clustering
B. fault tolerance
C. scaling up



D. scaling out

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
High availability is the ability of a server system to remain functioning despite a software or hardware failure.
This can be accomplished through scaling out, clustering and fault tolerance.
Incorrect
Answers:
C: Scaling up provides improved server performance but does not provide high availability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 40-54.

QUESTION 150
Which of the following dos NOT provide high availability?

A. clustering
B. fault tolerance
C. scaling up
D. scaling out

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
High availability is the ability of a server system to remain functioning despite a software or hardware failure.
This can be accomplished through scaling out, clustering and fault tolerance. However, scaling up is the
process of adding or upgrading components on a server and provides improved server performance but does
not provide high availability.
Incorrect
Answers:
A, B, D: High availability is the ability of a server system to remain functioning despite a software or hardware
failure. This can be accomplished through scaling out, clustering and fault tolerance.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 40-54.

QUESTION 151
The installation of which server components will make the server more fault-tolerant?

A. A second hard disk drive.
B. An additional RAM module.
C. A power supply with a higher Watt rating.
D. A redundant Network Interface Card (NIC).

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:



A second, redundant NIC will improve a server's fault tolerance as it will remain available even in the event of a
failure of one of the network interface cards.
Incorrect
Answers:
A: Simply installing a second hard drive will not improve fault tolerance, unless the hard drives are configured
for mirroring.
B: Adding more RAM will improve server performance but won't improve fault tolerance.
C: A bigger power supply won't improve fault tolerance as the server will still fail should the power supply fail.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 152
What is the minimum number of computers required for clustering?

A. 1
B. 2
C. 4
D. 8

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A minimum of two computers are required for the implementation of clustering.
Incorrect
Answers:
A, C: At least two computers are required for clustering.
D: Up to 8 computers can be supported in a server clustering system, but a minimum of two is required.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 41-44.

QUESTION 153
Failover can be provided by ______. (Choose all that apply)

A. clustering
B. fault tolerance
C. scaling up
D. scaling out

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Failover is the process in which a secondary system assumes the duties of a primary system should the
primary system fail. If one server in a cluster fails, another server within that cluster will take over the load.
Scaling out is the process of adding additional servers and implementing load balancing between them.
Incorrect
Answers:
B: Fault tolerance describes a system's ability to function even in the event of a hardware or software failure.
C: Scaling up provides improved server performance but does not provide high availability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 40-54.

QUESTION 154
Scaling up provides ______.

A. failover
B. fault-tolerance
C. improved performance
D. all of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Scaling up is the process of adding components or upgrading existing components in a server and provides
improved server performance.
Incorrect
Answers:
A: Failover is the process in which a secondary system assumes the duties of a primary system should the
primary system fail. This requires additional servers, rather than additional components.
B: Fault-tolerance is provided by adding additional, redundant components, such as a second NIC, to a server
to eliminate a single point of failure on the system. However, adding components or upgrading existing
components does not improve fault-tolerance.
D: Scaling up does not provide fault-tolerance or failover.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 39-45.

QUESTION 155
High availability can be provided by ______. (Choose all that apply)

A. clustering
B. fault tolerance
C. scaling up
D. scaling out

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
High availability is the ability of a server system to remain functioning despite a software or hardware failure.
This can be accomplished through scaling out, clustering and fault tolerance.
Incorrect
Answers:
C: Scaling up provides improved server performance but does not provide high availability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 40-54.

QUESTION 156
Which of the following statements regarding a Storage Area Network (SAN) is FALSE?

A. A Storage Area Network (SAN) is a high-speed subnetwork of shared storage devices.



B. All storage devices included in a Storage Area Network (SAN) is available to all servers on the local area
network (LAN).

C. A Storage Area Network (SAN) has special switch mechanisms which allow SAN devices to communicate
with each other outside of standard network infrastructure.

D. In a Storage Area Network (SAN) each storage device can be directly accessed through its IP address.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each storage device in a SAN is connected to a server or cluster of servers and are accessed via the servers
on the network. They are not accessible by IP address. In a Network Attached Storage (NAS) systems, storage
devices are directly connected to the network media and have their own IP addresses. These storage devices
may be accessible by IP address.
Incorrect
Answers:
A: A Storage Area Network (SAN) is a high-speed subnetwork of shared storage devices.
B: All storage devices included in a Storage Area Network (SAN) is available to all servers on the local area
network and clients access the storage devices through the servers on the LAN C: A Storage Area Network
(SAN) has special switch mechanisms which allow SAN

devices to communicate with each other outside of standard network infrastructure and allows for the backup of
all data on the SAN outside of standard network infrastructure.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 213-215.

QUESTION 157
Which of the following statements regarding Network Attached Storage (NAS) is TRUE? (Choose al that apply)

A. Network Attached Storage (NAS) is a high-speed subnetwork of shared storage devices.
B. Network Attached Storage (NAS) uses common file-system protocols such as Network File System (NFS)

and Common Internet File System (CIFS) and is better suited to provide cross-platform support for
networks that have a mixture of different operating systems.

C. Network Attached Storage (NAS) has special switch mechanisms which allow SAN devices to communicate
with each other outside of standard network infrastructure.

D. In Network Attached Storage (NAS) each storage device can be directly accessed through its IP address.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In a Network Attached Storage (NAS) systems, storage devices are directly connected to the network media
and have their own IP addresses. These storage devices may be accessible by IP address. Network Attached
Storage (NAS) also uses common file-system protocols such as Network File System (NFS) and Common
Internet File System (CIFS) and is better suited to provide cross-platform support for networks that have a
mixture of different operating systems.
Incorrect
Answers:
A: A Storage Area Network (SAN) is a high-speed subnetwork of shared storage devices.
With NAS, the storage devices are directly attached to the local area network.
C: A Storage Area Network (SAN) has special switch mechanisms which allow SAN devices to communicate
with each other outside of standard network infrastructure and allows for the backup of all data on the SAN
outside of standard network infrastructure.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 213-215.

QUESTION 158
Which of the following pre-installation planning activities should be taken into consideration when planning a
server? (Choose all that apply)

A. Verifying hardware compatibility with the operating system.
B. Verifying the installation plan.
C. Verifying the name of the server.
D. Verifying network protocols, naming conventions, and domain names.
E. Verifying power sources, space, UPS, and network availability.

Correct Answer: ABDE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The pre-installation planning activities include the following:
1. Planning the installation
2. Verifying the installation plan
3. Verifying hardware compatibility with the operating system
4. Verifying power sources, space, UPS, and network availability
5. Verifying network protocols, naming conventions, and domain names
6. Verifying that all correct components and cables have been delivered
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 159
After you have finished installing the server the tester notice some incompatible issues. What did cause the
incompatibleness?

A. The network protocols, naming conventions, and domain names.
B. The power sources, space, UPS, and network availability.
C. A detailed plan of the installation was not presented before the building of the server.
D. All correct components and cables were not delivered.
E. Hardware compatibility with the operating system.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before implementing any work, a detailed plan of the installation should come first. This get rid of the amount of
time spent correcting slips and fixing compatibility errors.
Incorrect
Answers:
A, B, D, E: All these should be done in the pre-installation planning activities.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 160



When you as the technician finished the installation plan, what should be your next step?

A. Get drivers and BIOS updates.
B. Verify it with the project manager and the customer.
C. Building the server.
D. Hardware compatibility with the operating system.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After completing the installation plan, verify it with the project manager and the customer. This ensures that the
job is being planned correctly and that the client is getting a network that performs the required tasks.
Incorrect
Answers:
A: This is part of the pre-installation planning activities.
D: This is part of the pre-installation planning activities.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 161
A client has asked you to upgrade his server. Which of the following should you do?

A. Check hardware compatibility with the operating system.
B. Verifying network protocols, naming conventions, and domain names.
C. Make sure that there was an installation plan.
D. Check power sources, space, UPS, and network availability.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before installing or upgrading the OS, it's important for the server technician to verify that compatibility exists
between all initial hardware and any associated add-on components planned for the network.
Incorrect
Answers:
B, C, D: This is part of the pre-installation planning activities References: Charles J. Brooks, Server+
Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 227-240.

QUESTION 162
A part of the pre-installation plan is to __________ and to ____________.

A. plan the installation
B. verifying the name of the server
C. check hardware compatibility with the operating system
D. build the server

Correct Answer: AC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The pre-installation planning activities include the following:
1. Planning the installation
2. Verifying the installation plan
3. Verifying hardware compatibility with the operating system
4. Verifying power sources, space, UPS, and network availability
5. Verifying network protocols, naming conventions, and domain names
6. Verifying that all correct components and cables have been delivered
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 163
You as the server technician want to install a new server. What can cause a setup dilemma?

A. Too little memory.
B. The operating system Hardware Compatibility List.
C. Make sure that there was an installation plan.
D. Check power sources and network availability.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best ways to ensure compatibility is to check the OS manufacturer's Hardware Compatibility List (HCL).
Incorrect
Answers:
A: This has to do with performance or the requirements of the system.
C, D: This has to do with the pre-installation of the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 164
What should be you objective when you finished the installation plan?

A. Check power sources, space, UPS, and network availability.
B. Check hardware compatibility with the operating system.
C. Verify it with the project manager and the customer.
D. Verifying the name of the server.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After completing the installation plan, verify it with the project manager and the customer. This ensures that the
job is being planned correctly and that the client is getting a network that performs the required tasks.
Incorrect
Answers:
A, B, D: All these have to do with the pre-installation plan.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 227-240.

QUESTION 165
An inexperience customer was told to check the HCL. What does HCL stands for?

A. High Computer List.
B. Hardware Clearance List.
C. High Compatibility List.
D. Hardware Compatibility List.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
One of the best ways to ensure compatibility is to check the OS manufacturer's Hardware Compatibility List
(HCL). The HCL is basically a list of hardware that has been tested and verified to work with the manufacturer's
OS.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 166
You as the server technician were asked to purchase server hardware for there server. Which of the following
should be taken in consideration?

A. High Computer List.
B. Hardware Clearance List.
C. High Compatibility List.
D. Hardware Compatibility List.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Checking the HCL is an important consideration when purchasing server hardware.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 167
What is the minimum RAM that Windows 2000 Server requires?

A. 64 MB of RAM.
B. 128 MB of RAM.
C. 256 MB of RAM.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Although it's always possible to squeak a robust OS onto a system with less than minimum hardware
requirements, the performance will suffer. Windows 2000 Server requires at least 256 MB of RAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 168
What is the minimum RAM that Advanced Server OS requires?

A. 64 MB of RAM.
B. 128 MB of RAM.
C. 256 MB of RAM.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Although it's always possible to squeak a robust OS onto a system with less than minimum hardware
requirements, the performance will suffer. Windows 2000 Server or Advanced Server OS software requires at
least 256 MB of RAM.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 169
What is needed to let a successful server network run smoothly?

A. A high speed networks cable.
B. 128 MB of RAM.
C. 256 MB of RAM.
D. Operating speed of 500 MHz.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A successful server network is equipped with workstations or servers using processors that operate at speeds
of 500 MHz or better. The server boards should be loaded with enough high-speed RAM as the budget permits.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 170
Which of the following best describe the pre-installation planning activities? (Choose all that apply)

A. Verifying the installation plan
B. Verify tomorrow's hardware, rather than the models currently available.
C. Verifying hardware compatibility with the operating system.
D. Verifying the budget involved.



Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The test taker should be able to conduct pre-installation planning activities. These activities include: Planning
the installation; verifying the installation plan; verifying hardware compatibility with the operating system;
verifying power sources, space, UPS, and network availability; verifying network protocols, naming conventions,
and domain names; and verifying that all correct components and cables have been delivered.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 171
After the new technician has assembled a new server, he noticed that the SCSI controllers do not function
properly. What did the technician do wrong?

A. The ATA controller is connected to the IDE drives.
B. The SCSI controller is connected to the SCSI drives.
C. The SCSI controller is connected to the IDE drives.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ATA controllers are designed to work with IDE drives and SCSI controllers are designed to work with SCSI
drives. They do not mix.
Incorrect
Answers:
A: ATA controllers are designed to work with IDE drives.
B: SCSI controllers are designed to work with SCSI drives.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 172
Which of the following statements are TRUE?

A. The SCSI controller is connected to the IDE drives.
B. High-volume servers typically use SCSI drives require SCSI controllers in order to function properly.
C. The SCSI controller and the ATA controller can be mixed.
D. The ATA controller is connected to the SCSI drives.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A SCSI host adapter or the IDE/ATA controller normally interfaces between the system and the hard disk
drives. ATA controllers are designed to work with IDE drives and SCSI controllers are designed to work with
SCSI drives. They do not mix! Although high-volume servers typically use SCSI drives, they obviously require



SCSI controllers in order to function properly.
Incorrect
Answers:
A: SCSI controllers are designed to work with SCSI drives.
C: ATA controllers are designed to work with IDE drives and SCSI controllers are designed to work with SCSI
drives. They do not mix.
D: ATA controllers are designed to work with IDE drives.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 173
Which of the following best describe sags?

A. Sags occur over longer periods of time.
B. Sags are a very high voltage level.
C. Sags are short periods of time when the supply voltage is low.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the power supply drops below normal levels, sags and brownouts occur. Sags are short periods of time
when the supply voltage is low.
Incorrect
Answers:
A: Brownouts occur over longer periods of time
B: A spike is a very high voltage level
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 174
A sag occurs when the ___________.

A. supply of voltage is low for a long period of time
B. voltage increases occurs over a longer period of time
C. supply of voltage is low for a short periods of time
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the power supply drops below normal levels, sags and brownouts occur. Sags are short periods of time
when the supply voltage is low.
Incorrect
Answers:
A: Brownouts occur over longer periods of time
B: A surge is a voltage increase that occurs over a longer period of time References: Charles J. Brooks, Server
+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 227-240.



QUESTION 175
Which of the following terms describe a short periods of time when the supply voltage is low?

A. A spike
B. Sags
C. Brownouts
D. A surge.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Sags are short periods of time when the supply voltage is low.
Incorrect
Answers:
A: A spike is a very high voltage level.
C: Brownouts occur over longer periods of time.
D: A surge is a voltage increase that occurs over a longer period of time References: Charles J. Brooks, Server
+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 227-240.

QUESTION 176
A new inexperience computer technician wants to know what brownouts are. What should you tell him?

A. Brownouts is a very high voltage level-usually twice the normal voltage.
B. Brownouts are a voltage increase (10 or 20 volts above normal) that occurs over a longer period of time,

such as for one or two seconds.
C. Brownouts occur over longer periods of time usually several seconds or longer.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the power supply drops below normal levels, sags and brownouts occur. Sags are short periods of time
when the supply voltage is low. Brownouts occur over longer periods of time (several seconds or longer).
Incorrect
Answers:
A: A spike is a very high voltage level-usually twice the normal voltage.
B: A surge is a voltage increase (10 or 20 volts above normal) that occurs over a longer period of time, such as
for one or two seconds.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 177
Which of the following is an Over-voltage condition? (Choose all that apply)

A. A spike
B. Sags
C. Brownouts
D. A surge.



Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Over-voltage conditions are known as surges and spikes.
Incorrect
Answers:
B, C: When the power supply drops below normal levels, sags and brownouts occur.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 178
If it was said that was a low voltage condition over a short period of time, which of the following has occurred?

A. A spike
B. A surge.
C. Sags
D. Brownouts

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Sag is a low voltage condition for a short period of time.
Incorrect
Answers:
A: A spike is a very high voltage level-usually twice the normal voltage B: A surge is a voltage increase (10 or
20 volts above normal) that occurs over a longer period of time D: Brownouts occur over longer periods of time
(several seconds or longer).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 179
Which of the following is a very high voltage level usually twice the normal voltage?

A. A spike
B. Sags
C. A surge.
D. Brownouts

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A spike is a very high voltage level-usually twice the normal voltage-that is supplied for an instant (usually in the
millisecond range), and can be deadly for servers.

Incorrect
Answers:



B: Sags are short periods of time when the supply voltage is low.
C: A surge is a voltage increase (10 or 20 volts above normal) that occurs over a longer period of time D:
Brownouts occur over longer periods of time (several seconds or longer).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 180
The power variation is not good for a server or any kind of computer system. Which of them is the most
deadly?

A. A surge
B. Sags
C. Brownouts
D. A spike

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A spike is a very high voltage level-usually twice the normal voltage-that is supplied for an instant (usually in the
millisecond range), and can be deadly for servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 181
Which of the following statements are TRUE?

A. A surge is a very high voltage level, usually twice the normal voltage.
B. A surge is a short period of time when the supply voltage is low.
C. A surge is a voltage increase that occurs over a longer period of time.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A surge is a voltage increase (10 or 20 volts above normal) that occurs over a longer period of time.
Incorrect
Answers:
A: A spike is a very high voltage level usually twice the normal voltage.
B: Sags are short periods of time when the supply voltage is low.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 182
Which of the following statements are TRUE?

A. A spikeis a short period of time when the supply voltage is low.
B. A spikeis a very high voltage level, usually twice the normal voltage.



C. A spikeis a voltage increase that occurs over a longer period of time.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A spike is a very high voltage level-usually twice the normal voltage-that is supplied for an instant (usually in the
millisecond range), and can be deadly for servers.
Incorrect
Answers:
A: Sags are short periods of time when the supply voltage is low C: A surge is a voltage increase (10 or 20 volts
above normal) that occurs over a longer period of time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 183
Which of the following can be described as a blackout?

A. Impulses are short-term power conditions.
B. Short-term, low-voltage conditions, produced by power utilities unable to meet demand.
C. A complete loss of utility power.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A blackout is a complete loss of utility power, which can be caused by grid over-demand, lightning strikes,
downed or iced power lines, natural disasters, or accidents.
Incorrect
Answers:
A: Spikes and surges, also called impulses, are short-term power conditions that push voltage above 110
percent of nominal.
B: Power sags are short-term, low-voltage conditions, produced by power utilities unable to meet demand.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 184
Which of the following best describe Spikes and surges?

A. Spikes and surges are short-term power conditions that push voltage above 110 percent of nominal.
B. Spikes and surges are short-term, low-voltage conditions, produced by power utilities unable to meet

demand.
C. Spikes and surges can be triggered by radio frequency or electromagnetic interference from transmitters.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Spikes and surges, also called impulses, are short-term power conditions that push voltage above 110 percent
of nominal. A recent IBM study indicates that a surge of 100 to 1,000 volts occurs in all electrical environments
daily.
Incorrect
Answers:
B: Power sags are short-term, low-voltage conditions, produced by power utilities unable to meet demand, utility
equipment failure, utility switching, lightning strikes, or the startup of large power loads.
C: Electrical line noise is either chronic or intermittent high-frequency interference with the smooth sine wave
expected from utility power. It can be triggered by radio frequency or electromagnetic interference from
transmitters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 185
Which of the following is an Under-voltage condition?

A. Spikes and surges
B. Power sags
C. Brownouts
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A brownout is a reduction in line voltage for an extended time period, ranging from a few minutes to a few days.
Under-voltages are responsible for malfunctions and

unexpected shutdowns of computer and process control equipment.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 186
The lightning strikes and causes the power lines to about 6,000 volts and damage a server. Which of the
following power instability do it describes?

A. Harmonic distortion
B. Sags
C. Brownouts
D. A spike

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A spike is a very high voltage level-usually twice the normal voltage-that is supplied for an instant (usually in the
millisecond range), and can be deadly for servers.
Incorrect



Answers:
A: Harmonic distortion is a deformation of the normal electrical power waveform.
B: Power sags are short-term, low-voltage conditions, produced by power utilities unable to meet demand C: A
brownout is a reduction in line voltage for an extended time period, ranging from a few minutes to a few days.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 187
What is an Electrical line noise?

A. The Electrical line noise changes the frequency stability of the 60-cycle AC generation is potentially
damaging to sensitive electronic equipment.

B. Electrical line noise is either chronic or intermittent high-frequency interference with the smooth sine wave
expected from utility power.

C. The Electrical line noise is a very brief under-voltage,shorter than a spike, and generally measured in
nanoseconds.

D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Electrical line noise is either chronic or intermittent high-frequency interference with the smooth sine wave
expected from utility power. It can be

triggered by radio frequency or electromagnetic interference from transmitters, SCR-driven printers, generators,
welding devices, lightning, or nearby high-voltage lines.
Incorrect
Answers:
A: Frequency variation is the changes in the frequency stability of the 60-cycle AC generation is potentially
damaging to sensitive electronic equipment.
C: A switching transient is a very brief under-voltage, shorter than a spike, and generally measured in
nanoseconds.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 188
What does the variable-speed motors and drives, copiers, fax machines causes?

A. Harmonic distortion
B. Electrical line noise
C. Frequency variation
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Harmonic distortion is a deformation of the normal electrical power waveform. It's produced by variable-speed
motors and drives, copiers, fax machines, switch-mode power supplies, and other kinds of nonlinear loads.
Incorrect
Answers:



B: Electrical line noise can be triggered by radio frequency or electromagnetic interference from transmitters.
C: Frequency variation is the changes in the frequency stability of the 60-cycle AC generation is potentially
damaging to sensitive electronic equipment.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 189
Which of the following can cause overheating?

A. Frequency variation
B. Electrical line noise
C. Harmonic distortion
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Harmonic distortions can cause overheating, hardware damage, and communication errors.
Incorrect
Answers:
A: It can damage the sensitive electronic equipment.
B: Electrical line noise is either chronic or intermittent high-frequency interference with the smooth sine wave
expected from utility power.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 190
Which of the following best describe the surge protector?

A. It protects the system from small surges.
B. It prevents spikes of electrical power from reaching the company's computer equipment.
C. The Surges protectors are also used on servers.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The simplest power protection device is a surge protector. It prevents spikes of electrical power from reaching
the company's computer equipment.
Incorrect
Answers:
A: Surge protectors are designed for use with personal computers, not for servers, and do not protect from
small surges.
C: Surge protectors are designed for use with personal computers, not for servers, and do not protect from
small surges, which are very dangerous to server equipment.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.



QUESTION 191
Which of the following is usually measured in nanoseconds?

A. Switching transient
B. Over-voltage
C. Under-voltage
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A switching transient is a very brief under-voltage, shorter than a spike, and generally measured in
nanoseconds.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 192
Which of the following is TRUE?

A. The purpose of the Uninterruptible Power Supply (UPS) is to prevent data loss in the event of a major power
failure.

B. The Uninterruptible Power Supply (UPS) power rating is measured in Volt (V).
C. An UPS is simply a battery backup system.
D. The Uninterruptible Power Supply (UPS) will protect the server against sag.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This UPS is simply a battery backup system that will keep the system running, and permit the system to shut
down normally in case of a power failure.
Incorrect
Answers:
B: The most important thing to consider when purchasing a UPS is its power rating, which is measured in Volt-
Amps (VA).
D: If there is a surge or a sag in the power supply, the UPS will pass it right on through to the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 193
After a major blackout, the server which was on, lost all its data. What should the operator have done to
prevent the data lost?

A. The operator should have contact the electric company for in formation about the power cuts.
B. The operator should have implemented an Uninterruptible Power Supply (UPS) to the server.
C. The operator should have backup of the data on the server.
D. None of the above.



Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This UPS is simply a battery backup system that will keep the system running, and permit the system to shut
down normally in case of a power failure. Its only purpose is to prevent data loss in the event of a major power
failure.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 194
What is online interactive?

A. It is the connection to the networks.
B. It is an online chat room.
C. It is an expensive UPS device.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
More expensive UPS devices are called online interactives, which provide some power conditioning along with
battery backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 195
Which of the following best describe the online interactive?

A. These kinds of UPS are used for small network systems that support enterprise networking environments.
B. These kinds of UPS are used for telecommunications facilities.
C. These kinds of UPS are used for mediumnetwork systems that support enterprise networking

environments.
D. These kinds of UPS are used for large network systems that support enterprise networking environments.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
They are always recommended for mission-critical applications such as telecommunications facilities.
Incorrect
Answers:
A, C, D:
Standby UPSs are recommended for small, medium, and large network systems that support enterprise
networking environments.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 227-240.

QUESTION 196
Which of the following best describe the more expensive UPS devices? (Choose all that apply)

A. These kinds of UPS add filters to smooth any power spikes and to boost low voltages.
B. These kinds of UPS are recommended for server farms.
C. These kinds of UPS are used for large network systems that support enterprise networking environments.
D. These kinds of UPS are recommended for Internet Service Providers (ISPs).

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
More expensive UPS devices are called online interactives, which provide some power conditioning along with
battery backup. They add filters to smooth any power spikes and to boost low voltages. They are always
recommended for mission-critical applications such as server farms, Application Service Providers (ASPs),
Internet Service Providers (ISPs), telecommunications facilities, manufacturing plants, and medical operations,
and they offer the highest level of server power protection available.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 197
If a blackout will occur for a long period of time, what is then needed to let the server functions uninterruptedly?

A. Two UPS's to keep the power going.
B. A backup generator.
C. You need a more expensive UPS devices are called online interactives.
D. You need a Standby UPS device.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the power goes out for extended periods of time, a backup generator is needed to keep power supplied
to the system. Backup generators are normally powered by diesel fuel and they normally work together with the
UPS, because they take time to start up and come online.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 198
Roundabout how long does the small generator take to come up, when only supply power to the servers?

A. 10 minutes or longer.
B. 5 to 10 seconds.
C. 5 minutes or longer.
D. For the longest is about 15 minutes.

Correct Answer: B
Section: (none)



Explanation

Explanation/Reference:
Explanation:
Small generators take from 5 to 10 seconds to come up, provided they are supplying power only to the servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 199
For a blackout, only the server is connected to a small generator. For the generator to produce enough
electricity how long must it run?

A. 20 minutes or longer.
B. 5 to 10 seconds.
C. 10 minutes or longer.
D. For the longest is about 25 minutes.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Small generators take from 5 to 10 seconds to come up, provided they are supplying power only to the servers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 200
How long does a large generator take to come up, when supplying power to the entire building?

A. 10 minutes or longer.
B. 5 to 10 seconds.
C. 5 minutes or longer.
D. 15 to 20 minutes.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A generator large enough to supply power to an entire organization, or building, can take 10 minutes or longer
to reach a stable 60 Hz and 110V. In the

meantime, a correctly sized UPS that can function throughout the time period required for the generator to
stabilize is needed to protect the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 201
Which of the following is needed to provide the server administrators with secure remote server access?

A. CAT5e cabling
B. STP twisted-pair cabling



C. L2TP on IPSec protocols
D. UTP twisted-pair cabling

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A network administrator would like to implement secure remote access to servers for which he or she is
responsible. Protocols such as L2TP over IPSec can be used to accomplish this. Whereas L2TP is a standard
for layer 2 tunneling, IPSec is a standard for encryption and security. Although these protocols are independent,
they complement each other.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 202
How would you know when a cable is reversed?

A. When the cable has two individual wires wrapped in a foil shielding.
B. When the colors appear in the opposite order.
C. When the colors appear in identical order on both plugs.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Determining which type is being used is easily accomplished by aligning the ends of the cable side by side.
With the contacts facing you, compare the colors from left to right. If the colors appear in identical order on both
plugs, the cable is straight-through. If the colors appear in the opposite order, the cable is reversed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 203
Numerous server farms in a large data warehouses needs to be moved to another location. In which order of
events should you use to move a large server rack between floors?

A. Create an accurate wiring diagram, remove all racked components, move the rack to its new location,
replace all of the components to their original rack locations, and rewire the components.

B. Move the rack to its new location, replace all of the components to their original rack locations, create an
accurate wiring diagram, and rewire the components.

C. Replace all of the components to their original rack locations, and rewire the components, create an
accurate wiring diagram, remove all racked components, move the rack to its new location.

D. Remove all racked components, move the rack to its new location, replace all of the components to their
original rack locations, create an accurate wiring diagram and rewire the components.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:



Recall that larger data warehouses use racks to house their numerous server farms. Occasionally, these racks
may need to be moved to new locations. The proper order of events for moving a large server rack from one
office or floor level to another is first to create an accurate wiring diagram, remove all racked components,
move the rack to its new location, replace all of the components to their original rack locations, and finally to
rewire the components according to the guidelines noted in the diagram.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 227-240.

QUESTION 204
Which of the following carries an electrostatic charge?

A. The components before it are handled by a technician.
B. A technician before it handles the computer components.
C. Grounded objects.
D. An ESD strap.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
As with any computer hardware installation or service procedure, technicians should always wear an
electrostatic discharge (ESD) strap to maintain proper

grounding and avoid the destruction of sensitive components.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 205
Which of the following should be inserted in the server boards before mounting the board to the server chassis?
(Choose all that apply)

A. The heat-sink
B. Internal Cabling
C. Memory modules
D. Drives
E. The processor

Correct Answer: ACE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Keep in mind that specific components should be securely mounted to server boards before the boards
themselves are mounted in the server chassis. These include the heat-sink retainer bracket, the processor, the
heat-sink, and the memory module(s).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 206
Which of the following prevents the processor from overheating?



A. The heat-sink
B. Petroleum jelly
C. Thermal grease
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Then mount the heat-sink retention bracket included with the heat-sink, by following the installation instructions
in the server board's manual.
Next, observe proper grounding precautions and install the processor and the memory module(s) as instructed
in the manual. Don't neglect the application of thermal grease on the processor to prevent it from overheating.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 207
Which of the following can be used to prevent the motherboard from short circuit against the bottom plate?

A. Nonconductive lining
B. Petroleum jelly
C. Thermal grease
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If the bottom retainer bracket is not equipped with proper insulation, a nonconductive lining can be inserted
between the bottom plate and the motherboard.
Incorrect
Answers:
B: Petroleum jelly is not used in the computer.
C: This is used between the processor and the heat-sink for the prevention of overheating.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 208
Which of the following can cause that the heat-sink retainer bracket short circuit the server board?

A. If there is no nonconductive lining between the bottom plate and the motherboard.
B. Protruding solder points near the heat-sink area.
C. The thermal grease between the processor and the heat-sink.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:



Explanation:
Begin by mounting the heat-sink retainer bracket to the server board. First, check to ensure that the server
board does not reveal protruding solder points near the heat-sink area. These points can short-circuit and burn
out the board and the processor if they contact the bottom of the retention bracket.
Incorrect
Answers:
A: It only can cause a short circuit if there is protruding solder points from the board.
C: This prevents over heating.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 209
Except the heat-sink fan and the thermal grease, what can cause the processor to overheat? (Choose two)

A. Nonconductive lining between the processor and the heat-sink.
B. The direct the airflow.
C. The retainer arms of the heat-sink are loose.
D. None of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Orient the heat-sink fan so as to direct the airflow toward the rear blower in the chassis. With the fan properly
mounted, lock the retainer arms of the heat-sink retention bracket into place. Check carefully to ensure that the
retainer arms are securely locked in place! If they release, the processor will overheat.
Incorrect
Answers:
A: The nonconductive lining is between the bottom plate and the motherboard.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 210
Which of the following can prevent micro-fractures in the server board?

A. Tightening the screws from the edges.
B. Tightening the screws from the center of the board and work your way to the edges.
C. A loose retainer arms of the heat-sink.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server boards usually have six mounting holes and they should all be properly aligned before tightening the
screws. As you tighten the screws, begin at the center of the board and work your way to the edges. This
technique helps to prevent micro-fractures in the server board and ensures the best fit.
Incorrect
Answers:
A: You should tighten the screws from the inside to get a best fit, to retain from micro-fractures.
C: A loose retainer arm will cause the processor to overheat, not to micro-fractures.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 211
How or what should you do to install a curved structure server board?

A. Tightening the screws from the center of the board and work your way to the edges.
B. You should use place plastic spacers between the board and the appropriate mounting points.
C. Tightening the screws from the edges.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When mounting such a board, it might be necessary to place plastic spacers between the board and the
appropriate mounting points to prevent further bending.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 212
Which of the following drives should be installed first?

A. DVD drive
B. Floppy drive
C. Zip drive
D. CD-ROM

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If an internal Zip drive is to be installed, ensure that it is first properly attached to its 5 1/4-inch caddy. Then,
mount the caddy into an available 5 1/4-inch bay as with other drives.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 213
Which of the following drives will fit in a 3 1/2-inch slot?

A. CD-R/RW
B. Zip drive
C. Hard drive
D. Floppy drive

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
Mount the master hard drive into one of the closed 3 1/2-inch slots or caddies, using appropriately sized Phillips
screws for tightening.
Incorrect
Answers:
A: 5 1/4-inch drive bay is used for the CD-R/RW
B: 5 1/4-inch caddy is used for the ZIP drive
D: 3 1/2-inch is used for the floppy drive
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 214
Which of the following statements is TRUE?

A. You should fit the CD-R/RW in the 3 1/2-inch slots.
B. When the cables are connected to the server board, you should then bend it to allow clearance for the other

wires.
C. You should bend the connector's wiring before inserting it into the server board.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Examine the cable/connector types running from the power supply into the vicinity of the server board. Locate
the main power plug for the server board and slightly bend the connector's wiring toward a right angle to ensure
a better fit, and then plug it into its mated connector on the board. Do not attempt to bend these wires with this
connector plugged into the server board or the board will be damaged! References: Charles J. Brooks, Server+
Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 251-273.

QUESTION 215
What should you do if there are not enough power connectors in the chassis?

A. Make your own connections from the power supply.
B. You should use Y split power cables
C. You should replace the power supply.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If enough power connectors are not available to adequately run all

devices, including any exhaust fans mounted in the chassis, locate an accessory Y split power cable and plug it
into one of the power leads.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 216
Which of the following has a special cable that runs form the power supply?



A. Zip drive.
B. Hard drive
C. Chassis exhaust blower.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Connect the chassis exhaust blower's power cable to the special lead provided by the power supply for this
purpose.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 217
Which of the following is TRUE?

A. A wire cuter is needed to strip the wire in connecting the cables.
B. It is better to use the CAT5 cable than the CAT6 cable.
C. A larger quantity of RJ-45 connectors is needed, when going out to connect outdoor/indoor premise wiring.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need more than you need, for connecting cables.
Incorrect
Answers:
A: It is best to use a good quality crimping tool.
B: CAT6 is the best to use, because it is also used for when upgrading is needed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 218
To make a custom length cable, which of the following is needed in bulk?

A. Wire cutter
B. RJ-45 terminating connectors
C. A knife
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A larger quantity of RJ-45 connectors is needed.



Incorrect
Answers:
A, C: It is easy when using a good quality crimping tool. Otherwise more skill is required to gently strip the
shielding using a knife or a pair of wire cutters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 219
Which of the following best describe the Always-on UPS?

A. The battery starts when the power fails
B. It is usually found attached to PC servers
C. The server runs from the UPS unit
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server does not directly get the power from the wall outlet. It runs from the UPS unit, receiving a steady and
safe level of power.
Incorrect
Answers:
A, B: These are the characteristics of the On-when-needed UPS.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 220
Which of the following is a characteristic of the Always-on UPS?

A. This kind of UPS is extremely expensive, large, and heavy
B. It is usually found attached to PC servers
C. The server runs from the UPS unit
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: The Always-on UPS units are extremely expensive, large, and heavy.
C: The server does not directly get the power from the wall outlet. It runs from the UPS unit, receiving a steady
and safe level of power.
Incorrect
Answers:
B: The On-when-needed UPS is normally used on a PC server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 221
The default ID for the SCSI controller is ________.



A. 1
B. 6
C. 7
D. 15

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Determine which ID number is currently assigned for each device on the SCSI bus. The default ID for the
controller is usually ID 7. The IDs of the other SCSI devices must be determined by reading their
documentation and examining their switch or jumper settings.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 222
Before you are starting your server installation for the first time, which of the following should you check?
(Choose all the apply)

A. You should check that the server is currently powered on.
B. You must confirm that the power cord is plugged into the power supply module.
C. Verify that the power cord is connected to an outlet.
D. Inspect the server's fuse and replace it

Correct Answer: BCD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should check the following before powering up a server installation for the first time.
1. Check to be sure that the server is currently powered OFF (the O side of the power
switch depressed).
2. Verify that the power cord is plugged securely into the power supply module.

3. Verify that the power cord is connected to an outlet.
4. Ensure that power is available at the outlet you are using.
5. Inspect the server's fuse and replace it, if necessary.
Incorrect
Answers:
A: Check to be sure that the server is currently powered OFF (the O side of the power switch depressed).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 223
With the Infrastructure need if you need to accommodate for future data center growth, what should you look
at?

A. Flexibility
B. Scalability
C. Manageability



D. Space optimization

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server installation will expand over time, that's way you should plan in such a way as to readily
accommodate future data center growth.
Incorrect
Answers:
A: Flexibility has to do with budget constraints.
C: Manageability is to control the all of their racked systems from a single console, using appropriate
management software.
D: Space optimization is the access to crucial components in addition to the flexibility of consolidating server
space when possible References: Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002),
QUE Publishing, Indianapolis, 2006, pp. 251-273.

QUESTION 224
Which of the following best describe the infrastructural needs of the rack equipment? (Choose all that apply)

A. Cost-effectiveness
B. Scalability
C. Networkability
D. Space optimization

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Rack equipment must be selected and installed on the following basis:
1. Scalability: Because server installations expand in size over time, rack installations
should be modular and planned in such a way as to readily accommodate future data center growth.
2. Flexibility: Budget constraints should not serve as a hindrance when the client selects
a rack solution. Both standard and enterprise rack offerings should permit mixing and matching of EIA-
compatible equipment.
3. Availability and Reliability: Power distribution units (PDUs) should be selected that
enable connectivity to redundant, diverse power sources, including UPS options.
4. Manageability: Clients appreciate the ability to control all of their racked systems
from a single console, using appropriate management software. This type of software often comes with rack
configuration tools that help plan and validate a given installation.
5. Rapid implementation: Well-designed rack systems can be pre-installed prior to
shipment following the submission of a validated installation plan. The rack arrives at the data center fully
equipped and ready to run.
6. Security: Well-designed racks are manufactured with lockable doors to provide a
more secure environment for the protection of hardware, media, and data.
7. Space optimization: Clients want easy access to crucial components in addition to the
flexibility of consolidating server space when possible.
8. Cost-effectiveness: Rack solutions must be competitively priced, deliver operational
cost savings, simplify management, provide ease of configuration, offer simplified cabling, and consume no
unnecessary office real estate.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.



QUESTION 225
Which of the following is a lack of improper cable management? (Choose all that apply)

A. Poor scalability planning for system upgrading
B. Disregard for relationships between air flow and the amount of space consumed by cabling
C. Disorganized cable routing in high port-density applications
D. None of the above

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
These include poor scalability planning for system upgrading, disregard for the impact of bend radius on
network performance, disorganized cable routing in high port-density applications, and disregard for
relationships between air flow and the amount of space consumed by cabling.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 226
Which of the following should you preserve for permanent cabling?

A. Cables that run overhead should be preserving for permanent cabling.
B. Vertical cables that run within and between rack frames are usually kept for permanent cabling.
C. The under-floor pathways should be reserved for permanent cabling.
D. Horizontal cables that run within and between rack frames are usually kept for permanent cabling

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The under-floor pathways should be reserved for permanent cabling, whereas overhead runs can be used for
temporary cabling.
Incorrect
Answers:
A: The under-floor pathways should be reserved for permanent cabling, whereas overhead runs can be used
for temporary cabling.
B, D: One way to simplify rack assembly and provide unified cable management is to use common rack frames
and provide enough vertical and horizontal cable management hardware within and between rack frames.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 227
Which of the following is used to connect to more than one computer?

A. A multipurpose switch
B. KVM switches
C. A cable management system
D. non of the above

Correct Answer: B



Section: (none)
Explanation

Explanation/Reference:
Explanation:
A KVM switching device allows a single keyboard, video monitor, and mouse to control more than one
computer one at a time is called a keyboard video mouse (KVM).
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 251-273.

QUESTION 228
Which of the following is a characteristic of the out-of -band approach? (Choose all that apply)

A. Out-of-band servers do not offer information about all critical storage components.
B. In Windows Explorer, the C: represents the actual physical path to the underlying disk.
C. Out-of-band servers provide information about all critical storage components.
D. None of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The out-of-band servers do provide the administrator with control over, and information about, all critical
storage components. When you use a file management program such as Windows Explorer, the C: drive's
logical screen representation is an out-of-band experience.
Incorrect
Answers:
A: The out-of-band servers do provide the administrator with control over, and information about, all critical
storage components.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 229
Which of the following best describe the out-of -band?

A. To achieve out-of-band virtualization, you do not need to install appliance-related software on every server.
B. Out-of-band servers do not offer information about all critical storage components.
C. An out-of-band appliance enables virtualization of multiple disk farms involving multiple storage servers on

the SAN.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An out-of-band appliance enables virtualization of multiple disk farms involving multiple storage servers on the
SAN. The virtualization appliance supplies volume metadata, which the server uses to translate I/O addresses
for the appropriate disk, by way of the appliance.
Incorrect
Answers:
A: To achieve out-of-band virtualization, network administrators must install appliance-related software on every



server included in the map.
B: The out-of-band servers do provide the administrator with control over, and information about, all critical
storage components.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 230
Which of the following is a characteristic of the asymmetrical approach? (Choose all that apply)

A. To achieve out-of-band virtualization, you need to install appliance-related software on every server.
B. Out-of-band servers do not offer information about all critical storage components.
C. An out-of-band appliance enables virtualization of multiple disk farms involving multiple storage servers on

the SAN.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: To achieve out-of-band virtualization, network administrators must install appliance-related software on every
server included in the map.
C: An out-of-band appliance enables virtualization of multiple disk farms involving multiple storage servers on
the SAN. The virtualization appliance supplies volume metadata, which the server uses to translate I/O
addresses for the appropriate disk, by way of the appliance.
Incorrect
Answers:
B: The out-of-band servers do provide the administrator with control over, and information about, all critical
storage components.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 231
Which of the following best describe the In-band approach? (Choose all that apply)

A. To achieve in-band virtualization, you need to install appliance-related software on every server.
B. Administrators are not required to install server software every time new storage servers are added.
C. In-band virtualization appliances are easier to manage and deploy.
D. None of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
B: Administrators are not required to install or reconfigure server software every time

new storage servers are added.
C: In-band virtualization appliances are easier to manage and deploy, which lowers the total cost of ownership
(TCO) when compared with out-of-band solutions.
Incorrect
Answers:
A: Administrators are not required to install or reconfigure server software every time new storage servers are



added.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 232
Which of the following is TRUE about the in-band approach?

A. You should install server software every time new storage servers are added.
B. To achieve in-band virtualization, you need to install appliance-related software on every server.
C. In-band virtualization appliances are more complex to manage and deploy.
D. None of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: Administrators are not required to install or reconfigure server software every time new storage servers are
added.
B: Administrators are not required to install or reconfigure server software every time new storage servers are
added.
C: In-band virtualization appliances are easier to manage and deploy, which lowers the total cost of ownership
(TCO) when compared with out-of-band solutions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 233
Which of the following best describe the symmetrical approach? (Choose all that apply)

A. In-band solution resides directly in the data path between the server and the disk farm.
B. Latency is created within the data path because the data must traverse the additional hardware located

between the server and its disks.
C. In-band virtualization appliances are more complex to manage and deploy.
D. None of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: In-band solution resides directly in the data path between the server and the disk farm, storage performance
can be affected and latency and availability issues can appear.
B: Latency is created within the data path because the data must traverse the additional hardware located
between the server and its disks Incorrect Answers: C: In-band virtualization appliances are easier to manage
and deploy, which lowers the total cost of ownership (TCO) when compared with out-of-band solutions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 234
Which of the following best describe the in-band approach? (Choose all that apply)

A. A weakness is that the appliance itself represents a single point of failure.



B. In-band virtualization appliances are more complex to manage and deploy.
C. In-band virtualization often emerges as the most cost-effective solution.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: An in-band weakness is that the appliance itself represents a single point of failure.
C: With the successful addressing of its latency and availability issues, in-band virtualization often emerges as
the most cost-effective solution.
Incorrect
Answers:
B: In-band virtualization appliances are easier to manage and deploy, which lowers the total cost of ownership
(TCO) when compared with out-of-band solutions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 235
Which of the following is associated with the term Enterprise Systems Connection? (Choose all that apply)

A. ESCON switch
B. Black box
C. Director
D. None of the above

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The term Enterprise Systems Connection (ESCON) comes from the IBM mainframe marketing world. It refers
to the highly available, though relatively simple to configure, ESCON switches (also called black boxes or
directors) that first connected servers and storage devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 236
Which of the following describe the ESCON?

A. ESCON products at first attached storage devices.
B. ESCON products initially locally attached workstations.
C. ESCON products only attached to storage devices.
D. ESCON products initially networked mainframe computers.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:



ESCON products originally networked mainframe computers, attached storage, locally attached workstations,
and other devices together within local channels.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 237
Which of the following is a characteristic of the out-of-band telecom networks?

A. ESCON switches can be used on features such as routing, or Quality of Service (QoS).
B. ESCON switches manage and report on where data lies on the storage devices.
C. Out-of-band telecom ESCON switch model is not present in modern storage networking environments.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ESCON switches designed for use in out-of-band telecom networks possess the following characteristic, that
they manage and report on where data lies on the storage devices.
Incorrect
Answers:
A: ESCON switches lack the advanced intelligence required for features such as routing, or Quality of Service
(QoS).
C: The out-of-band telecom ESCON switch model is found in a significant segment of modern storage
networking environments.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 238
Which of the following is a characteristic of the out-of-band telecom networks?

A. Out-of-band telecom ESCON switch model is not present in modern storage networking environments.
B. ESCON switches report only where data lies on the storage devices.
C. ESCON switches remain outside the data path of the storage network itself.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ESCON switches designed for use in out-of-band telecom networks possess the following characteristic, that
they remain outside the data path of the storage network itself.
Incorrect
Answers:
A: The out-of-band telecom ESCON switch model is found in a significant segment of modern storage
networking environments.
B: ESCON switches designed for use in out-of-band telecom networks possess the following characteristic, that
they manage and report on where data lies on the storage devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.



QUESTION 239
Which of the following is an advantage of the out-of-band ESCON switches?

A. Trunking between switches, enabling multiple physical switch paths to function as one logical path.
B. ESCON switches report only where data lies on the storage devices.
C. Quality of Service (QoS), which permits switches to prioritize traffic on the network
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: Trunking between switches, enabling multiple physical switch paths to function as one logical path.
C: Quality of Service (QoS), which permits switches to prioritize traffic on the network, based on information
contained in the data packets themselves.

Incorrect
Answers:
B: ESCON switches designed for use in out-of-band telecom networks possess the following characteristic, that
they manage and report on where data lies on the storage devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 240
Which of the following is a characteristic of the in-band ESCON? (Choose all that apply)

A. The storage intelligence is in the network appliance.
B. Storage arrays from different vendors can be managed from one location.
C. There is a central console to report only data within the storage network itself.
D. None of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: In-band refers to the fact that the storage intelligence has been moved into the network appliance. This
provides a central console to report on and manage data within the storage network itself.
B: Storage arrays from different vendors can be managed from one location.
Incorrect
Answers:
C: Only a part of this answer is right. It says that the methodology provides a central console to report on and
manage data within the storage network itself.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 241
Which of the following best describe the in-band ESCON model? (Choose all that apply)

A. It reports which data resides where on the network of storage devices.
B. It resides directly within the data path of the storage network itself.



C. The vendors have placed the in-band virtualization on the front end of their storage arrays for Logical Unit
Number (LUN) management.

D. None of the above

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The in-band ESCON model also possesses three distinct

characteristics:
1. It reports in great detail which data resides where on the network of storage devices.
2. It resides directly within the data path of the storage network itself.
3. It utilizes a relatively simple switching technology.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 242
Which of the following best describe the Logical Unit Number (LUN)? (Choose all that apply)

A. It is the logical representation of the physical data storage.
B. It does not report anything about manage data. It manages data.
C. It manages data.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An LUN is the logical representation of the physical data storage.
In-band technology enables the discovery and assignment of LUNs on any storage array it manages, its central
console can be used to provide reports about, and manage data within, the storage network itself.
Incorrect
Answers:
B: An LUN can be used to provide reports about, and manage data within, the storage network itself.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 243
In the modern storage networking environments, what are the characteristics of the in-band telecom model?
(Choose all that apply)

A. Windows NOSs provides any capabilities for mapping LUNs.
B. It manages the location of data on the storage devices.
C. It cannot determine whether an LUN refers to a disk drive, or a specific partition on a disk drive.
D. It is used extensively in high-availability data centers.

Correct Answer: BD
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Administrators can determine whether an LUN refers to a disk drive, a number of disk drives, or a specific
partition on a disk drive, depending on the

RAID configuration.
Incorrect
Answers:
A: Windows NOSs do not provide any capabilities for mapping LUNs.
C: It can determine whether an LUN refers to a disk drive, or a specific partition on a disk drive.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 244
Which of the following best describe the in-band telecom model?

A. The in-band telecom model is capable of enabling advanced features such as Quality of Service (QoS).
B. The in-band telecom model can perform advanced functions such as routing.
C. In-band telecom switches cannot enable advanced features such as trunking.
D. None of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In-band telecom switches contain more intelligence than their ESCON counterparts and are capable of enabling
advanced features such as Quality of Service (QoS), security, and trunking.
Incorrect
Answers:
C: In-band telecom switches contain more intelligence than their ESCON counterparts and are capable of
enabling advanced features such as Quality of Service (QoS), security, and trunking.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 245
What are the characteristics of the outer layer of the ESCOM model?

A. It consists of the latest networking architectures.
B. It does not have the advanced routing protocols.
C. It consists of the advanced networking protocols.
D. None of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The outer layer of the ESCOM model has the latest networking architectures, including Quality of Service
(QoS), advanced routing protocols,

management consoles, and advanced networking protocols.
Incorrect



Answers:
B: The outer layer of the ESCOM model has the latest networking architectures, including Quality of Service
(QoS), advanced routing protocols, management consoles, and advanced networking protocols.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 246
Which of the following are functions of the ESCOM's in-band appliance?

A. It minimizes the drawback of routing tables.
B. It permits the organization to retain its existing infrastructure.
C. The in-band appliance is not permitted to configure and discover all storage.
D. None of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ESCOM's in-band appliance creates a new interconnecting layer between the telecom and ESCON
architectures, providing three important functions:
1. It minimizes the drawback of routing tables, because all storage traffic is routed to, and
all storage devices are controlled by, the appliance. This minimizes the complexity found in a large telecom
model.
2. The in-band appliance is permitted to configure and discover all storage. SAN
administrators no longer face the current masking and zoning headaches presented by LUNs.
3. It permits the organization to retain its existing infrastructure and gradually grow into
the new environment.
Incorrect
Answers:
C: The in-band appliance is permitted to configure and discover all storage.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 247
When will it be necessary for the system administrator to perform a BIOS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing a newer and faster processor

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server mother board usually comes with a multiprocessor BIOS that can handle compatible processors, but
if you replace the processors with newer faster processors this would be the ideal time to upgrade your BIOS.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.



Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
381.

QUESTION 248
When will it be necessary for the system administrator to perform a BIOS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing a newer bigger Hard disk.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This type of BIOS upgrade is only required if your computer system cannot read a bigger newer hard drive and
that is rare.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B:
This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
386.

QUESTION 249
When will it be necessary for the system administrator to perform a BIOS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing a newer and bigger SCSI hard drive

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This type of BIOS upgrade is only required if your computer system cannot read a bigger newer hard drive and
that is rare.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
386.

QUESTION 250
When will it be necessary for the system administrator to perform a BIOS upgrade?



A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing more additional RAM

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is very rare that your computers BIOS to require a upgrade but one possible option could be that a greater
amount of RAM may be permitted.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390.

QUESTION 251
When will it be necessary for the system administrator to perform a BIOS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing a different type of compatible RAM

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is very rare that your computers BIOS to require a upgrade but one possible option could be that a greater
amount of RAM may be permitted or it could be that your computer refuses to recognize that compatible RAM
is installed.
Incorrect
Answers:
A:
This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390.

QUESTION 252
When will it be necessary for the system administrator to perform a BIOS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor



D. Upgrading Server adapter cards

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The BIOS of the adapter card may need to be upgraded because some adapter cards contain proprietary BIOS
programs that may need upgrading for compatibility purposes with other components in the server system.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405.

QUESTION 253
When will it be necessary for the system administrator to perform a OS upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Install Windows then adding a additional processor

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you are going to add additional processors to the server board then your operating system will also require
upgrading to support multiple processors.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380.

QUESTION 254
When will it be necessary for the system administrator to perform a system board upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. Installing the latest AMD processor

Correct Answer: D
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The computer might originally have been an INTEL server and you are installing a new AMD so you require a
new motherboard because the INTEL server does not support AMD processors.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a

BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 381.

QUESTION 255
When would it be the best opportunity to upgrade the system BIOS?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. A processor upgrade

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server mother board usually comes with a multiprocessor BIOS that can handle compatible processors, but
if you replace the processors with newer faster processors this would be the ideal time to upgrade your BIOS.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 381.

QUESTION 256
Which of the following is the proper time for a firmware upgrade?

A. Installing a compatible Hard drive
B. Installing a compatible RAID controller
C. Installing a compatible processor
D. When problems occur if not updated

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The firmware should only be upgraded when issues affecting network security are raised or suffer from the
same problem the system is continually experiences then an update might indeed become a necessary
solution.



Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 398.

QUESTION 257
You are in the process of adding additional RAM to your server, what should you do before you purchase more
RAM?

A. Identify the amount of RAM
B. The RAM fits the system board slot
C. Buy from one manufacturer
D. Check that the RAM is compatible with the existing RAM

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Memory issues rarely require a system's BIOS to be upgraded. One possible exception would be when an
available BIOS upgrade permits a greater amount of system RAM or it could be that your computer refuses to
recognize that compatible RAM is installed.
Incorrect
Answers:
A: That is only decided when you know it is compatible and we do not.
B: Many different RAM types can be used in different slots but you should first make sure that is compatible.
C: This is okay but you must firstly determine what is supported and compatible with your configuration.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390.

QUESTION 258
In which case will a BIOS upgrade not necessarily be required?

A. Installing a incompatible Hard drive
B. Installing a incompatible RAID controller
C. Installing a incompatible processor
D. Installing compatible RAM

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When installing peripherals that are compatible you are less likely to run into trouble.
Incorrect
Answers:
A: This would be detected and would have been put in use already and does not require a BIOS upgrade.
B: This would be detected and would have been put in use already and does not require a BIOS upgrade.
C: This would be detected and would have been put in use already and does not require a BIOS upgrade.
Reference:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 391.

QUESTION 259
Which of the following affects the performance of IDE and SCSI systems (Choose two)?

A. Updating the SCSI controller and devices
B. Updating the IDE controller and devices
C. Updating the SCSI controller and using older hardware
D. Updating the IDE controller and using older hardware

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When in the process of updating the adapter with other devices while still continuing to run the older SCSI
devices will result in less-than-optimal operations on the server.
Incorrect
Answers:
A: This is the best way to do it because using older devices on the updated controllers degrades performance.
B: This is the best way to do it because using older devices on the updated controllers degrades performance.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385.

QUESTION 260
You are in the process of taking your server down for hardware upgrades, which of the following steps should
be followed?

A. Take down applications, Perform backup procedures, Power down the server, Power
down the peripherals

B. Perform backup procedures, Power down the server, Power down the peripherals, Take down applications
C. Power down the peripherals, Perform backup procedures, Power down the server, Take down applications
D. Alert users, Take down applications, Perform backup procedures, Power down the server, Power down the

peripherals

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you are in the process of taking down a server to perform required hardware/ software upgrades, you
must follow the following actions, Alert users, Take down applications, Perform backup procedures, Power
down the server, Power down the peripherals.
Incorrect
Answers:
A, B, C: The other mentioned options all list the incorrect order of getting the job done.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 375.

QUESTION 261
You are in the process of installing a new adapter card into the server which of the following may need to be
updated?



A. A new processor upgrade
B. A new PCI express video adapter
C. A new external CD-ROM server
D. A adapter specific BIOS upgrade

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The BIOS of the adapter card may need to be upgraded because some adapter cards contain proprietary BIOS
programs that may need upgrading for compatibility purposes with other components in the server system.
Incorrect
Answers:
A: The server does not require a new processor only that the adapter cards BIOS be upgraded.
B: The server does not require to run with such graphics cards as they will not be used for gaming.
C: The scenario in question has no need or requirement for a new CD-ROM server.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405.

QUESTION 262
You are in the process of configuring a RAID array and you ask the Certkiller administrator which of the
following RAID technologies is the simplest level making use of disk striping without parity?

A. RAID 5
B. RAID 5+1
C. RAID 3
D. RAID 0

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access, but
no redundancy or error correction is provided making this type of RAID solution only to be used when reliability
is not vital.
Incorrect
Answers:
A: RAID 5 is used to distributes its parity blocks among its independent data disks.
B: RAID 5+1 is used to includes mirroring, combined with block striping with distributed parity.
C: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 186.

QUESTION 263
You are in the process of configuring a RAID array which will require a hot spare and you ask the Certkiller
administrator which of the following RAID technologies implementations will meet your requirement?

A. RAID 0+5
B. RAID 3



C. RAID 2
D. RAID 0

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity features
of RAID 5 with the straight block striping of RAID 0.
Incorrect
Answers:
B: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.

C: The RAID 2 implementation uses data striping with error recovery, and is designed for use where high data-
transfer rates are required.
D: RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access,
but no redundancy or error correction is provided making this type of RAID solution only to be used when
reliability is not vital.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 264
You are in the process of configuring a RAID array which will require no redundancy and only performance is of
importance to the company Certkiller , which of the following RAID array implementations will you implement?

A. RAID 4
B. RAID 0
C. RAID 2
D. RAID 5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access, but
no redundancy or error correction is provided making this type of RAID solution only to be used when reliability
is not vital.
Incorrect
Answers:
A: The RAID 4 implementation uses independent data disks along with a shared parity disk and the block level
striping can be adjusted for different applications.
C: The RAID 2 implementation uses data striping with error recovery, and is designed for use where high data-
transfer rates are required.
D: RAID 5 is used to distributes its parity blocks among its independent data disks.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 186.

QUESTION 265
You are in the process of configuring a RAID array of disks and want to know by the Certkiller administrator
which of the following RAID arrays will let the interleaving of read and write sectors between the multiple drives?



A. RAID 6
B. RAID 5
C. RAID 0
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D. RAID 3

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access, but
no redundancy or error correction is provided making this type of RAID solution only to be used when reliability
is not vital.
Incorrect
Answers:
A: The RAID 6 implementation uses independent data disk arrays with two distributed parity blocks and it then
stripes blocks of data and parity across an array of drives similar to RAID 5 where two sets of parity information
for each parcel of data, requiring two drives to do so.
B: RAID 5 is used to distributes its parity blocks among its independent data disks.
D: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 186

QUESTION 266
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels uses disk mirroring, and/or disk duplexing, where duplicate information is stored on both drives?

A. RAID 0
B. RAID 5
C. RAID 1
D. RAID 3

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 1 implementation uses disk mirroring, and/or disk duplexing, where duplicate information is stored on
both drives.
Incorrect
Answers:
A: RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access,
but no redundancy or error correction is provided making this type of RAID solution only to be used when
reliability is not vital.
B: RAID 5 is used to distributes its parity blocks among its independent data disks.



D: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 186

QUESTION 267
The Certkiller administrator want to know which of the RAID array implementations would not provide data fault-
tolerance when it is required?

A. RAID 0+5
B. RAID 5+0
C. RAID 3
D. RAID 0

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access, but
no redundancy or error correction is provided making this type of RAID solution only to be used when reliability
is not vital.
Incorrect
Answers:
A: The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity
features of RAID 5 with the straight block striping of RAID 0.
B: The RAID 5+0 implementation is a RAID 0 array striped across RAID 5 elements used to provide better fault
tolerance than the single RAID 5 level does.
C: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 186

QUESTION 268
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels uses data striping with error recovery, and is designed for use when high data-transfer rates are
required?

A. RAID 3
B. RAID 2
C. RAID 0
D. RAID 5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 2 specification employs multiple disks for error detection and correction thus it reserves large
portions of the array for non-data-storage overhead, depending on the error detection and correction algorithms
used in the implementation.
Incorrect
Answers:
A:



The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
C: RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access,
but no redundancy or error correction is provided making this type of RAID solution only to be used when
reliability is not vital.
D: RAID 5 is used to distributes its parity blocks among its independent data disks.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 187

QUESTION 269
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels distributes its parity blocks among its independent data disks?

A. RAID 5
B. RAID 4
C. RAID 6
D. RAID 2

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 5 is used to distributes its parity blocks among its independent data disks.
Incorrect
Answers:
B: The RAID 4 implementation uses independent data disks along with a shared parity disk and the block level
striping can be adjusted for different applications.
C: The RAID 6 implementation uses independent data disk arrays with two distributed parity blocks and it then
stripes blocks of data and parity across an array of drives similar to RAID 5 where two sets of parity information
for each parcel of data, requiring two drives to do so.
D: The RAID 2 specification employs multiple disks for error detection and correction thus it reserves large
portions of the array for non-data-storage overhead, depending on the error detection and correction algorithms
used in the implementation.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 188

QUESTION 270
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels uses independent data disk arrays with two distributed parity blocks?

A. RAID 2
B. RAID 6
C. RAID 3
D. RAID 5

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 6 implementation uses independent data disk arrays with two distributed parity blocks and it then
stripes blocks of data and parity across an array of drives similar to RAID 5 where two sets of parity information



for each parcel of data, requiring two drives to do so.
Incorrect
Answers:
A: The RAID 2 specification employs multiple disks for error detection and correction thus it reserves large
portions of the array for non-data-storage overhead, depending on the error detection and correction algorithms
used in the implementation.
C: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
D: RAID 5 is used to distributes its parity blocks among its independent data disks.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 271
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels uses RAID 0 strictly because of its high performance and RAID 1 for its high fault tolerance?

A. RAID 0+1
B. RAID 5
C. RAID 6
D. RAID 1+0

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 0+1 combination of implementations uses RAID 0 strictly because of its high performance and RAID
1 for its high fault tolerance.
Incorrect
Answers:
B: RAID 5 is used to distributes its parity blocks among its independent data disks.
C: The RAID 6 implementation uses independent data disk arrays with two distributed parity blocks and it then
stripes blocks of data and parity across an array of drives similar to RAID 5 where two sets of parity information
for each parcel of data, requiring two drives to do so.
D: The RAID 1+0 combination of implementations applies RAID 1 first, after splitting the eight drives into four
sets of two drives each.
Reference:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 272
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels uses RAID 1 first, after splitting the eight drives into four sets of two drives each and RAID 0 is now
applied by individually striping across all four sets?

A. RAID 0+1
B. RAID 4
C. RAID 6
D. RAID 1+0

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The RAID 1+0 combination of implementations applies RAID 1 first, after splitting the eight drives into four sets
of two drives each.
Incorrect
Answers:
A: The RAID 0+1 combination of implementations uses RAID 0 strictly because of its high performance and
RAID 1 for its high fault tolerance.
B: The RAID 4 implementation uses independent data disks along with a shared parity disk and the block level
striping can be adjusted for different applications.
C: The RAID 6 implementation uses independent data disk arrays with two distributed parity blocks and it then
stripes blocks of data and parity across an array of drives similar to RAID 5 where two sets of parity information
for each parcel of data, requiring two drives to do so.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 273
The Certkiller administrator is in the process of configuring a new RAID array and wants to know which of the
RAID levels is a RAID 0 array striped across RAID 5 elements?

A. RAID 5+1
B. RAID 5+0
C. RAID 0+5
D. RAID 5+3

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 5+0 implementation is a RAID 0 array striped across RAID

5 elements used to provide better fault tolerance than the single RAID 5 level does.
Incorrect
Answers:
A: RAID 5+1 is used to includes mirroring, combined with block striping with distributed parity.
C: The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity
features of RAID 5 with the straight block striping of RAID 0.
D: The RAID 5+3 implementations is a combination of RAID 0 and RAID 3 and is effectively a configuration of
striped array (RAID 0) whose segments are essentially RAID 3 arrays.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 190

QUESTION 274
Which of the following adapters is a PCI RAID controller card without any onboard SCSI channels?

A. A one-channel RAID
B. A two-channel RAID
C. A zero-channel RAID
D. A four-channel RAID

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The zero-channel RAID adapter is a PCI RAID controller card without any onboard SCSI channels the zero-
channel RAID adapter is designed to use the internal SCSI channels of the server board for implementation of
an effective, low-cost hardware RAID solution.
Incorrect
Answers:
A, B, D: The other mentioned RAID adapters are not even made meaning they do not exist.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 275
Which of the following BIOS setting is a requirement for being disabled when you want to use a zero-channel
RAID adapter?

A. The SCSI ROM scanning option in the BIOS setup must be disabled
B. The SCSI ROM scanning option in the BIOS setup must be enabled
C. The BIOS SCSI settings must be upgraded
D. The SCSI controllers need upgrading

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To use a zero-channel RAID adapter the BIOS setup SCSI ROM scanning option should be disabled.
Incorrect
Answers:
B: Enabling this option would render the zero-channel RAID adapter useless.
C:
The SCSI BIOS setting most definitely requires no additional upgrades only some settings should be changed.
D: The SCSI controller has no problems meaning it requires no additional upgrades.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 276
Which of the following is a requirement when setting a PCI zero-channel RAID adapter?

A. The card must be installed in a specified PCI slot
B. The card must be installed in any PCI slot
C. The BIOS PCI settings must be disabled
D. Upgrade the PCI controllers

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The installation of a zero-channel RAID adapter on Intel servers normally requires the RAID controller to be
installed in a specific PCI slot.
Incorrect
Answers:
B: The card can not reside in any of the PCI slots because you must be specific using a zero-channel RAID
adapter.
C: The BIOS PCI settings disabled makes all the effort of installing a zero-channel RAID adapter useless.



D: The PCI controllers have no problems so upgrading is totally unnecessary.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 277
Which of the following BIOS setting is a requirement for being disabled when you want to use a zero-channel
RAID adapter?

A. The Symbios SCSI drivers for the loaded operating system must not be used
B. The Symbios SCSI drivers for the loaded operating system must be used
C. The SCSI controllers must be upgraded
D. The SCSI controllers must be disabled

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Symbios SCSI drivers for the loaded operating system should no be used if you are planning on
implementing a zero-channel RAID adapter.
Incorrect
Answers:
B: Loading these drivers makes the zero-channel RAID adapter useless.
C: The SCSI controllers needs no additional upgrade.
D: The SCSI controllers disabled renders your zero-channel RAID adapter useless.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 278
Which of the following is used to manage the Software RAID implementation?

A. The BIOS
B. The CMOS battery
C. RAM
D. The Operating System

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Software RAID implementation is run by the OS, which manages all disks using an IDE, SCSI, or Fibre
Channel controller.
Incorrect
Answers:
A: The BIOS is not used to manage a software RAID implementation.
B: The CMOS battery is not used to manage a software RAID implementation.
C: The RAM is very important but is not used to manage a software RAID implementation.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 279



Which of the following is a requirement for using a hardware RAID implementation?

A. A AGP slot
B. RAID controller PCI card
C. RAM
D. Hard drive

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Most RAID adapters require being placed in a specific PCI expansion slot.
Incorrect
Answers:
A: This slot is mainly for Video Accelerator Cards.
C: This is very important and has nothing to do with using RAID of any form.
D: The Hard drive is used in a RAID implementation.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 280
You are the Certkiller administrator and you want to know which of the following RAID implementations will not
require any additional hardware to manage?

A. Hardware RAID
B. RAID 4
C. RAID 2
D. Software RAID

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The software RAID implementation requires no additional hardware to functions as the operating system
manages the functions of the RAID.
Incorrect
Answers:
A: This option would require additional hardware.
B: This option would require additional hardware.
C: This option would require additional hardware.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 192

QUESTION 281
You are the Certkiller administrator in the process of installing a new RAID implementation but you do not have
enough funds to purchase any new hardware but you cannot compromise in speed either which implementation
should you use?

A. Software RAID
B. Hardware RAID
C. RAID 5+0



D. RAID 0+5

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The software RAID implementation requires no additional hardware to functions as the operating system
manages the functions of the RAID.
Incorrect
Answers:
B: This option would require additional hardware.
C: This option would require additional hardware.
D: This option would require additional hardware.

QUESTION 282
You are the Certkiller administrator a user named Jack wants to know which of the RAID implementations
makes use of hot spares. What would your reply be?

A. RAID 0
B. RAID 1
C. RAID 2
D. RAID 0+5

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity features
of RAID 5 with the straight block striping of RAID 0.
Incorrect
Answers:
A: RAID 0 is the simplest level, and uses disk striping without parity thus it requires less time for disk access,
but no redundancy or error correction is provided making this type of RAID solution only to be used when
reliability is not vital.
B: The RAID 1 implementation uses disk mirroring, and/or disk duplexing, where duplicate information is stored
on both drives.
C: The RAID 2 specification employs multiple disks for error detection and correction thus it reserves large
portions of the array for non-data-storage overhead, depending on the error detection and correction algorithms
used in the implementation.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 190.

QUESTION 283
The Certkiller administrator wants to know from you witch of the following RAID implementations will use half of
what ever storage size you have solely for redundancy purposes?

A. RAID 1+0
B. RAID 0+1
C. RAID 5+0
D. RAID 0+5

Correct Answer: A



Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 1+0 combination applies RAID 1 first, after splitting the eight drives into four sets of two drives each
using half the storage effectively.
Incorrect
Answers:
B: The RAID 0+1 combination of implementations uses RAID 0 strictly because of its high performance and
RAID 1 for its high fault tolerance.
C:
The RAID 5+0 implementation is a RAID 0 array striped across RAID 5 elements used to provide better fault
tolerance than the single RAID 5 level does.
D: The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity
features of RAID 5 with the straight block striping of RAID 0.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 190

QUESTION 284
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations will
have a problem with one missing bit/byte/block in a row, which causes your systems algorithms of no longer
being able to reconstruct the missing data?

A. RAID 1+0
B. RAID 0+1
C. RAID 5+3
D. RAID 3, 4, 5

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
There is one common problem when RAID 3, 4 and 5 are used and that is that if there is one missing bit/byte/
block in a row, the system's algorithms will no longer be capable of reconstructing the missing data.
Incorrect
Answers:
A: The RAID 1+0 combination applies RAID 1 first, after splitting the eight drives into four sets of two drives
each.
B: The RAID 0+1 combination of implementations uses RAID 0 strictly because of its high performance and
RAID 1 for its high fault tolerance C: The RAID 5+3 implementations is a combination of RAID 0 and RAID 3
and is effectively a configuration of striped array (RAID 0) whose segments are essentially RAID 3 arrays.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 188

QUESTION 285
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations are
considered to be a low-efficiency error correction method?

A. RAID 1+0
B. RAID 0+1
C. RAID 0+5
D. RAID 3



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping and is effectively a low-efficiency error correction method.
Incorrect
Answers:
A: The RAID 1+0 combination applies RAID 1 first, after splitting the eight drives into four sets of two drives
each.
B: The RAID 0+1 combination of implementations uses RAID 0 strictly because of its high performance and
RAID 1 for its high fault tolerance.
C: The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity
features of RAID 5 with the straight block striping of RAID 0.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 187, pg 188

QUESTION 286
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations
requires a minimum of three drives to operate?

A. RAID 3
B. RAID 0+1
C. RAID 1+0
D. RAID 5

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID 5 is used to distributes its parity blocks among its independent data disks.
Incorrect
Answers:
A: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
B: The RAID 0+1 combination of implementations uses RAID 0 strictly because of its

high performance and RAID 1 for its high fault tolerance.
C: The RAID 1+0 combination applies RAID 1 first, after splitting the eight drives into four sets of two drives
each.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 188

QUESTION 287
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations
provides improved performance combined with some degree of multiple-drive fault tolerance?

A. RAID 0+5
B. RAID 5+3
C. RAID 5+0
D. RAID 10



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 10 provides improved performance combined with some degree of multiple-drive fault tolerance.
Incorrect
Answers:
A: The RAID 0+5 implementation is used to form large arrays by combining the block striping and parity
features of RAID 5 with the straight block striping of RAID 0.
B: The RAID 5+3 implementations is a combination of RAID 0 and RAID 3 and is effectively a configuration of
striped array (RAID 0) whose segments are essentially RAID 3 arrays.
C: The RAID 5+0 implementation is a RAID 0 array striped across RAID 5 elements used to provide better fault
tolerance than the single RAID 5 level does.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 288
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations
requires at least four drives to implement?

A. RAID 1+0
B. RAID 5+3
C. RAID 5
D. RAID 3

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Both the RAID implementations of RAID 1+0 and RAID 0+1 both require at least four drives to implement both
require at least four drives to implement.
Incorrect
Answers:
B: The RAID 5+3 implementations is a combination of RAID 0 and RAID 3 and is effectively a configuration of
striped array (RAID 0) whose segments are essentially RAID 3 arrays.
C: RAID 5 is used to distributes its parity blocks among its independent data disks.
D: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 289
The Certkiller Administrator wants to know from the trainee which of the following RAID implementations can
handle up to half the drives can fail before everything is lost?

A. RAID 1+0
B. RAID 5+3
C. RAID 3
D. RAID 5

Correct Answer: A



Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID 1+0 combination applies RAID 1 first, after splitting the eight drives into four sets of two drives each
this combination has better fault tolerance.
Incorrect
Answers:
B: The RAID 5+3 implementations is a combination of RAID 0 and RAID 3 and is effectively a configuration of
striped array (RAID 0) whose segments are essentially RAID 3 arrays.
C: The RAID 3 specification is designed to use parallel transfers similar to RAID 2, along with byte-level parity
striping.
D: RAID 5 is used to distributes its parity blocks among its independent data disks.
Reference:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 189

QUESTION 290
Which of the following statements regarding NOS can be considered to be true?

A. The NOS can schedule pending code for execution on the first available CPU
B. The NOS cannot schedule pending code for execution on the first available CPU
C. The NOS could never schedule pending code for execution on the first available CPU
D. The NOS must be configured to schedule pending code for execution on the first available CPU

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is correct when stating that the NOS can schedule pending code for execution on the first available CPU.
Incorrect
Answers:
B: The NOS is capable scheduling pending code for execution on the first available CPU.
C: The NOS is capable scheduling pending code for execution on the first available CPU.
D: The NOS is capable scheduling pending code for execution on the first available CPU Reference: Server+
Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 291
Which of the following is a general rule when it comes to file versions?

A. Never overwrite newer files with older ones
B. Always overwrite older files with older files
C. Maybe overwrite old files with obsolete files
D. Deleting all files

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a general rule among top administrators newer versions of NOS files should not be overwritten with
older file versions.
Incorrect



Answers:
B: This is not the correct way as you would demolish your system.
C: This action would make your system useless as you make it vulnerable.
D: This is the worst idea of all resulting in total system wipeouts.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 309.

QUESTION 292
Which of the following statements regarding NOS can be considered to be true?

A. Although the NOS is capable of running multiprocessor systems using Symmetrical Multi-Processing (SMP)
it must be configured to do so

B. Although the NOS is capable of running multiprocessor systems using Symmetrical
Multi-Processing (SMP) it must not be configured to do so

C. Although the NOS is capable of running multiprocessor systems using Symmetrical Multi-Processing (SMP)
it must never be configured to do so

D. Although the NOS is capable of running multiprocessor systems using Symmetrical Multi-Processing (SMP)
it must be configured not to do so

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that Although the NOS is capable of running multiprocessor
systems using Symmetrical Multi-Processing (SMP) because it must be configured to do so.
Incorrect
Answers:
B: It is correct when stating although the NOS is capable of running multiprocessor systems using Symmetrical
Multi-Processing (SMP) it must be configured to do so.
C: It is correct when stating although the NOS is capable of running multiprocessor systems using Symmetrical
Multi-Processing (SMP) it must be configured to do so.
D: It is correct when stating although the NOS is capable of running multiprocessor systems using Symmetrical
Multi-Processing (SMP) it must be configured to do so.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 293
Which of the following statements regarding NOS can be considered to be true?

A. Simply adding another processor to the motherboard without properly configuring NOS can result in the
system ignoring the additional processor

B. Simply adding another processor to the motherboard without properly configuring NOS can not result in the
system ignoring the additional processor

C. Simply adding another processor to the motherboard without properly configuring NOS can never result in
the system ignoring the additional processor

D. Simply adding another processor to the motherboard without properly configuring NOS can result in the
system not ignoring the additional processor

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that simply adding another processor to the motherboard
without properly configuring NOS can result in the system ignoring the additional processor.



Incorrect
Answers:
B: It is correct when stating simply adding another processor to the motherboard without properly configuring
NOS can result in the system ignoring the additional processor.
C: It is correct when stating simply adding another processor to the motherboard without properly configuring
NOS can result in the system ignoring the additional processor.
D: It is correct when stating simply adding another processor to the motherboard without

properly configuring NOS can result in the system ignoring the additional processor.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 294
Which of the following statements regarding NOS can be considered to be true?

A. Not all OS's can take full advantage of the concurrency offered by SMP hardware
B. All OS's can take full advantage of the concurrency offered by SMP hardware
C. All OS's can take full advantage of the concurrency offered by ASMP hardware
D. Not all OS's can take some advantage of the concurrency offered by SMP hardware

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that not all OS's can take full advantage of the concurrency
offered by SMP hardware.
Incorrect
Answers:
B: It is correct when stating not all OS's can take full advantage of the concurrency offered by SMP hardware.
C: It is correct when stating not all OS's can take full advantage of the concurrency offered by SMP hardware.
D: It is correct when stating not all OS's can take full advantage of the concurrency offered by SMP hardware.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 295
Which of the following statements regarding NOS can be considered to be true?

A. The NOS coordinates the execution of simultaneous threads among them, scheduling each CPU with
independent tasks for true concurrency

B. The NOS coordinates the execution of simultaneous threads among them, scheduling one CPU with
independent tasks for true concurrency

C. The NOS coordinates the execution of simultaneous threads among them, scheduling some CPU with
independent tasks for true concurrency

D. The NOS coordinates the execution of simultaneous threads among them, scheduling no CPU with
independent tasks for true concurrency

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the NOS coordinates the execution of simultaneous
threads among them, scheduling each

CPU with independent tasks for true concurrency.



Incorrect
Answers:
B: It is correct when stating the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
C: It is correct when stating the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
D: It is correct when stating the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 296
Which of the following statements regarding NOS can be considered to be true?

A. Before you begin a fresh install of the NOS, be certain to back up your current system so that you can do a
system restore if necessary

B. After you begin a fresh install of the NOS, be certain to back up your current system so that you can do a
system restore if necessary

C. while you begin a fresh install of the NOS, be certain to back up your current system so that you can do a
system restore if necessary

D. before you begin a fresh install of the NOS, be certain never to back up your current system so that you can
do a system restore if necessary

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that before you begin a fresh install of the NOS, be certain to
back up your current system so that you can do a system restore if necessary.
Incorrect
Answers:
B: It is correct when stating before you begin a fresh install of the NOS, be certain to back up your current
system so that you can do a system restore if necessary.
C: It is correct when stating before you begin a fresh install of the NOS, be certain to back up your current
system so that you can do a system restore if necessary.
D: It is correct when stating before you begin a fresh install of the NOS, be certain to back up your current
system so that you can do a system restore if necessary.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 297
Which of the following statements regarding NOS can be considered to be true?

A. The device manager within the NOS can be used to verify the proper operation of a
RAID controller

B. The device manager within the OS can be used to verify the proper operation of a RAID controller
C. The device manager within the NOS can not be used to verify the proper operation of a RAID controller
D. The device manager within the NOS can never be used to verify the proper operation of a RAID controller

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the device manager within the NOS can be used to



verify the proper operation of a RAID controller.
Incorrect
Answers:
B: It is correct when stating the device manager within the NOS can be used to verify the proper operation of a
RAID controller.
C: It is correct when stating the device manager within the NOS can be used to verify the proper operation of a
RAID controller.
D: It is correct when stating the device manager within the NOS can be used to verify the proper operation of a
RAID controller.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 298
Which of the following statements regarding NOS can be considered to be true?

A. The NOS device manager can be checked to see if the SCSI controller is recognized and is operating
properly

B. The NOS device manager can not be checked to see if the SCSI controller is recognized and is operating
properly

C. The NOS device manager can never be checked to see if the SCSI controller is recognized and is operating
properly

D. The NOS device manager can not be checked to see if the SCSI controller is not recognized and is not
operating properly

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the NOS device manager can be checked to see if the
SCSI controller is recognized and is operating properly.
Incorrect
Answers:
B: It is correct when stating the NOS device manager can be checked to see if the SCSI controller is
recognized and is operating properly.
C: It is correct when stating the NOS device manager can be checked to see if the SCSI

controller is recognized and is operating properly.
D: It is correct when stating the NOS device manager can be checked to see if the SCSI controller is
recognized and is operating properly.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 299
Which of the following statements regarding NOS can be considered to be true?

A. The administrator's management activities can be executed without locking up the
NOS

B. The administrator's management activities can not be executed without locking up the
NOS

C. The administrator's management activities can never be executed without locking up the NOS
D. The administrator's management activities should never be executed without not locking up the NOS

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the administrator's management activities can be
executed without locking up the NOS.
Incorrect
Answers:
B: It is correct when stating the administrator's management activities can be executed without locking up the
NOS.
C: It is correct when stating the administrator's management activities can be executed without locking up the
NOS.
D: It is correct when stating the administrator's management activities can be executed without locking up the
NOS.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 300
Which of the following statements regarding NOS can be considered to be true?

A. The NOS can be an important undertaking in server environments
B. The NOS can not be an important undertaking in server environments
C. The NOS can never be an important undertaking in server environments
D. The NOS can never be an important undertaking in old server environments

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the NOS can be an important undertaking in server
environments.
Incorrect
Answers:
B: It is correct when stating the NOS can be an important undertaking in server environments.
C: It is correct when stating the NOS can be an important undertaking in server environments.
D: It is correct when stating the NOS can be an important undertaking in server environments.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 301
Which of the following statements regarding NOS can be considered to be true?

A. The specific NOS being used dictates the proper methods of obtaining and installing server updates and
security patches

B. The specific NOS being used dictates the improper methods of obtaining and installing server updates and
security patches

C. The specific NOS not being used dictates the proper methods of obtaining and installing server updates and
security patches

D. The specific NOS never being used dictates the proper methods of obtaining and installing server updates
and security patches

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:



The Certkiller administrator is correct when stating that the specific NOS being used dictates the proper
methods of obtaining and installing server updates and security patches.
Incorrect
Answers:
B: It is correct when stating the specific NOS being used dictates the proper methods of obtaining and installing
server updates and security patches.
C: It is correct when stating the specific NOS being used dictates the proper methods of obtaining and installing
server updates and security patches.
D: It is correct when stating the specific NOS being used dictates the proper methods of obtaining and installing
server updates and security patches.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 302
Which of the following statements regarding NOS can be considered to be true?

A. NOS updates or patches should only be installed when the existing NOS cannot perform some necessary
function

B. NOS updates or patches should only never be installed when the existing NOS cannot perform some
necessary function

C. NOS updates or patches should not be installed when the existing NOS cannot perform some necessary
function

D. NOS updates or patches should never be installed when the existing NOS cannot perform some necessary
function

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that NOS updates or patches should only be installed when
the existing NOS cannot perform some necessary function.
Incorrect
Answers:
B: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.
C: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.
D: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 303
Which of the following statements regarding NOS can be considered to be true?

A. Upgrading a server's NOS software does not completely fulfill a system administrator's upgrade
responsibilities

B. Upgrading a server's NOS software does completely fulfill a system administrator's upgrade responsibilities
C. Upgrading a server's NOS software does always completely fulfill a system administrator's upgrade

responsibilities
D. Upgrading a server's NOS firmware does always completely fulfill a system administrator's upgrade

responsibilities

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that Upgrading a server's NOS software does not completely
fulfill a system administrator's upgrade responsibilities.
Incorrect
Answers:
B: It is correct when stating upgrading a server's NOS software does not completely fulfill a system
administrator's upgrade responsibilities.

C: It is correct when stating upgrading a server's NOS software does not completely fulfill a system
administrator's upgrade responsibilities.
D: It is correct when stating upgrading a server's NOS software does not completely fulfill a system
administrator's upgrade responsibilities.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 304
Which of the following statements regarding NOS can be considered to be true?

A. The administrator may simply install a fresh copy of the NOS on the RAID drives for integration with the
larger network

B. The administrator may simply not install a fresh copy of the NOS on the RAID drives for integration with the
larger network

C. The administrator may simply never install a fresh copy of the NOS on the RAID drives for integration with
the larger network

D. The administrator may simply install a fresh copy of the NOS not on the RAID drives for integration with the
larger network

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that the administrator may simply install a fresh copy of the
NOS on the RAID drives for integration with the larger network.
Incorrect
Answers:
B: It is correct when stating the administrator may simply install a fresh copy of the NOS on the RAID drives for
integration with the larger network.
C: It is correct when stating the administrator may simply install a fresh copy of the NOS on the RAID drives for
integration with the larger network.
D: It is correct when stating the administrator may simply install a fresh copy of the NOS on the RAID drives for
integration with the larger network.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 305
Which of the following statements regarding NOS can be considered to be true?

A. After the RAID installation has been completed, the NOS will treat the new configuration just like a single,
local hard drive

B. After the RAID installation has not been completed, the NOS will treat the new configuration just like a
single, local hard drive

C. After the RAID installation has never been completed, the NOS will treat the new
configuration just like a single, local hard drive

D. After the RAID installation has been completed, the NOS will not treat the new configuration just like a



single, local hard drive

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is correct when stating that after the RAID installation has been completed, the
NOS will treat the new configuration just like a single, local hard drive.
Incorrect
Answers:
B: It is correct when stating after the RAID installation has been completed, the NOS will treat the new
configuration just like a single, local hard drive.
C: It is correct when stating after the RAID installation has been completed, the NOS will treat the new
configuration just like a single, local hard drive.
D: It is correct when stating after the RAID installation has been completed, the NOS will treat the new
configuration just like a single, local hard drive.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 306
Which of the following statements regarding NOS can be considered to be false?

A. It is not the NOS can schedule pending code for execution on the first available CPU
B. It is the NOS can schedule pending code for execution on the first available CPU
C. It always was the NOS can schedule pending code for execution on the first available

CPU
D. It was always the NOS can schedule pending code for execution on the first available

CPU

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that the NOS can schedule pending code for execution on
the first available CPU.
Incorrect
Answers:
B: It is correct when stating it is the NOS can schedule pending code for execution on the first available CPU.
C: It is correct when stating it is the NOS can schedule pending code for execution on the first available CPU.
D: It is correct when stating it is the NOS can schedule pending code for execution on the first available CPU.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 307
Which of the following statements regarding NOS can be considered to be false?

A. It is not although the NOS is capable of running multiprocessor systems using Symmetrical Multi-
Processing (SMP) it must be configured to do so

B. It is although the NOS is capable of running multiprocessor systems using Symmetrical Multi-Processing
(SMP) it must be configured to do so

C. It is always although the NOS is capable of running multiprocessor systems using Symmetrical Multi-
Processing (SMP) it must be configured to do so

D. It was always although the NOS is capable of running multiprocessor systems using Symmetrical Multi-



Processing (SMP) it must be configured to do so

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that although the NOS is capable of running
multiprocessor systems using Symmetrical Multi-Processing (SMP) it must be configured to do so.
Incorrect
Answers:
B: It is correct when stating it is although the NOS is capable of running multiprocessor systems using
Symmetrical Multi-Processing (SMP) it must be configured to do so.
C: It is correct when stating it is although the NOS is capable of running multiprocessor systems using
Symmetrical Multi-Processing (SMP) it must be configured to do so.
D: It is correct when stating it is although the NOS is capable of running multiprocessor systems using
Symmetrical Multi-Processing (SMP) it must be configured to do so.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 308
Which of the following statements regarding NOS can be considered to be false?

A. It is not simply adding another processor to the motherboard without properly configuring NOS can result in
the system ignoring the additional processor

B. It is simply adding another processor to the motherboard without properly configuring NOS can result in the
system ignoring the additional processor

C. It is was always simply adding another processor to the motherboard without properly configuring NOS can
result in the system ignoring the additional processor

D. It is always simply adding another processor to the motherboard without properly configuring NOS can
result in the system ignoring the additional processor

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that simply adding another processor to the motherboard
without properly configuring NOS

can result in the system ignoring the additional processor.
Incorrect
Answers:
B: It is correct when stating it is simply adding another processor to the motherboard without properly
configuring NOS can result in the system ignoring the additional processor.
C: It is correct when stating it is simply adding another processor to the motherboard without properly
configuring NOS can result in the system ignoring the additional processor.
D: It is correct when stating it is simply adding another processor to the motherboard without properly
configuring NOS can result in the system ignoring the additional processor.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 309
Which of the following statements regarding NOS can be considered to be false?

A. It is all OSs can take full advantage of the concurrency offered by SMP hardware



B. Not all OSs can take full advantage of the concurrency offered by SMP hardware
C. It is always not OSs can take full advantage of the concurrency offered by SMP hardware
D. It was always not OSs that can take full advantage of the concurrency offered by SMP hardware

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that not all OSs can take full advantage of the concurrency
offered by SMP hardware.
Incorrect
Answers:
B: It is correct when stating not all OSs can take full advantage of the concurrency offered by SMP hardware.
C: It is correct when stating not all OSs can take full advantage of the concurrency offered by SMP hardware.
D: It is correct when stating not all OSs can take full advantage of the concurrency offered by SMP hardware.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 310
Which of the following statements regarding NOS can be considered to be false?

A. It is not the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency

B. It is the NOS coordinates the execution of simultaneous threads among them, scheduling each CPU with
independent tasks for true concurrency

C. It is always the NOS coordinates the execution of simultaneous threads among them, scheduling each CPU
with independent tasks for true concurrency

D. It was always the NOS coordinates the execution of simultaneous threads among them, scheduling each
CPU with independent tasks for true concurrency

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that the NOS coordinates the execution of simultaneous
threads among them, scheduling each CPU with independent tasks for true concurrency.
Incorrect
Answers:
B: It is correct when stating it is the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
C: It is correct when stating it is the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
D: It is correct when stating it is the NOS coordinates the execution of simultaneous threads among them,
scheduling each CPU with independent tasks for true concurrency.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 311
Which of the following statements regarding NOS can be considered to be false?

A. It is not before you begin a fresh install of the NOS, be certain to back up your current system so that you
can do a system restore if necessary

B. Before you begin a fresh install of the NOS, be certain to back up your current system so that you can do a



system restore if necessary
C. It is before you begin a fresh install of the NOS, be certain to back up your current system so that you can

do a system restore if necessary
D. It is always before you begin a fresh install of the NOS, be certain to back up your current system so that

you can do a system restore if necessary

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that before you begin a fresh install of the NOS, be certain
to back up your current system so that you can do a system restore if necessary.
Incorrect
Answers:
B: It is correct when stating before you begin a fresh install of the NOS, be certain to back up your current
system so that you can do a system restore if necessary.
C: It is correct when stating before you begin a fresh install of the NOS, be certain to

back up your current system so that you can do a system restore if necessary.
D: It is correct when stating before you begin a fresh install of the NOS, be certain to back up your current
system so that you can do a system restore if necessary.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 312
Which of the following statements regarding NOS can be considered to be false?

A. It is not the device manager within the NOS can be used to verify the proper operation of a RAID controller
B. It is the device manager within the NOS used to verify the proper operation of a RAID controller
C. It is always the device manager within the NOS used to verify the proper operation of a RAID controller
D. It is was always the device manager within the NOS used to verify the proper operation of a RAID controller

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that the device manager within the NOS can not be used
to verify the proper operation of a RAID controller.
Incorrect
Answers:
B: It is correct when stating it is the device manager within the NOS used to verify the proper operation of a
RAID controller.
C: It is correct when stating it is the device manager within the NOS used to verify the proper operation of a
RAID controller.
D: It is correct when stating it is the device manager within the NOS used to verify the proper operation of a
RAID controller.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 313
Which of the following statements regarding NOS can be considered to be false?

A. It is not the NOS device manager can be checked to see if the SCSI controller is recognized and is
operating properly



B. It is the NOS device manager can be checked to see if the SCSI controller is recognized and is operating
properly

C. It is always the NOS device manager can be checked to see if the SCSI controller is recognized and is
operating properly

D. It was always the NOS device manager can be checked to see if the SCSI controller is recognized and is
operating properly

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that the NOS device manager can be checked to see if the
SCSI controller is recognized and is operating properly.
Incorrect
Answers:
B: It is correct when stating it is the NOS device manager can be checked to see if the SCSI controller is
recognized and is operating properly.
C: It is correct when stating it is the NOS device manager can be checked to see if the SCSI controller is
recognized and is operating properly.
D: It is correct when stating it is the NOS device manager can be checked to see if the SCSI controller is
recognized and is operating properly.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 314
Which of the following statements regarding NOS can be considered to be false?

A. It is not when an update also known as a patch is available that it consists of a collection of code that
corrects a specific problem or set of problems that the specified NOS is known to have

B. It is when an update also known as a patch is available that it consists of a collection of code that corrects a
specific problem or set of problems that the specified NOS is known to have

C. It is always when an update also known as a patch is available that it consists of a collection of code that
corrects a specific problem or set of problems that the specified NOS is known to have

D. It was always when an update also known as a patch is available that it consists of a collection of code that
corrects a specific problem or set of problems that the specified NOS is known to have

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that when an update also known as a patch is available
that it consists of a collection of code that corrects a specific problem or set of problems that the specified NOS
is known to have.
Incorrect
Answers:
B: It is correct when stating it is when an update also known as a patch is available that it consists of a
collection of code that corrects a specific problem or set of problems that the specified NOS is known to have.

C: It is correct when stating it is when an update also known as a patch is available that it consists of a
collection of code that corrects a specific problem or set of problems that the specified NOS is known to have.
D: It is correct when stating it is when an update also known as a patch is available that it consists of a
collection of code that corrects a specific problem or set of problems that the specified NOS is known to have.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg



QUESTION 315
Which of the following statements regarding NOS can be considered to be false?

A. It is not the network operating system might require updating if a security flaw exists that makes the server
system vulnerable

B. It is the network operating system might require updating if a security flaw exists that makes the server
system vulnerable

C. It was always the network operating system might require updating if a security flaw exists that makes the
server system vulnerable

D. It is always the network operating system might require updating if a security flaw exists that makes the
server system vulnerable

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that the network operating system might require updating if
a security flaw exists that makes the server system vulnerable.
Incorrect
Answers:
B: It is correct when stating it is the network operating system might require updating if a security flaw exists
that makes the server system vulnerable.
C: It is correct when stating it is the network operating system might require updating if a security flaw exists
that makes the server system vulnerable.
D: It is correct when stating it is the network operating system might require updating if a security flaw exists
that makes the server system vulnerable.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 316
Which of the following statements regarding NOS can be considered to be false?

A. It is not NOS updates or patches should only be installed when the existing NOS cannot perform some
necessary function

B. NOS updates or patches should only be installed when the existing NOS cannot perform some necessary
function

C. NOS updates or patches should always only be installed when the existing NOS cannot perform some
necessary function

D. NOS updates or patches was always only be installed when the existing NOS cannot perform some
necessary function

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller administrator is incorrect when stating that NOS updates or patches should only be installed
when the existing NOS cannot perform some necessary function.
Incorrect
Answers:
B: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.
C: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.



D: It is correct when stating NOS updates or patches should only be installed when the existing NOS cannot
perform some necessary function.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 317
Your new Certkiller trainee want to know from the Certkiller administrator which of the following partitions
should be created first, and configured on a small portion of the primary hard drive for management purposes?

A. Primary partition
B. Extended partition
C. Service partition
D. Dynamic volume

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller trainee must be instructed that a service partition should be created and configured first on a
small portion of the primary hard drive for management purposes.
Incorrect
Answers:
A: The question already states that the Certkiller trainee is asking about the primary hard drive so it should have
a primary partition.
B: An extended partition can be created on a basic MBR disk which is then not formatted but logical drives are
then created on the extended partition.
D: The Certkiller trainee should be instructed that dynamic disks provide features that basic disks do not and
that dynamic disks have support for volumes that span multiple

disks.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 318
You are the Certkiller administrator charged with upgrading the NOS of the Certkiller server, which of the
following actions should be performed before upgrading or beginning a fresh install of the NOS?

A. Backup the current system and check the backup using system restore
B. Install the update and then run a system backup
C. Have a backup copy of the current NOS ready for fresh installation
D. Make sure the Certkiller server board is compatible with the NOS

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The process of upgrading a server NOS must be started by creating a current system backup and testing the
current system backup's restore function.
Incorrect
Answers:
B: Installing the update first and creating a backup later is not the proper order of steps and will result in you
being unable to restore your server in case of emergency.
C: If you were clever and created a current system backup you will avoid the hassles of having to perform a
new fresh installation.



D: This is an important step but it is not the first step to be performed when upgrading the servers NOS.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 319
The Certkiller trainee wants to know from you when it will it be a requirement for upgrading your UPS device?

A. Has sufficient power
B. Has insufficient power
C. Has just enough power
D. Has more than sufficient power

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The only time your UPS device will require an upgrade is if there are to much new servers connected to it and
the UPS device does not have enough power to operate the extra servers added.

Incorrect
Answers:
A: This situation in the scenario does not require for the UPS device to be upgraded.
C: This situation in the scenario does not require for the UPS device to be upgraded.
D: This situation in the scenario does not require for the UPS device to be upgraded.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 320
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee what size UPS VA rating will be required for your server if you use a 288 watt Monitor, 9 watt speakers
and a 450 watt power supply, which of the following is the smallest UPS capable of handling the server?

A. 1500 VA
B. 1600 VA
C. 1247 VA
D. 2000 VA

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best way to calculate the values given in watts is to add them together and divide by 0.6, If your power is
rated in Amps remember that this value must be multiplied to the amount of volts the device uses.
Incorrect
Answers:
A, B, D: All of the other mentioned UPS VA ratings are capable of handling the Certkiller server but the question
wants the smallest UPS that will work.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 321
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee what size UPS VA rating will be required for your server if you use a 4A Monitor, 2A speakers and a 10A



power supply, which of the following is the smallest UPS capable of handling the server

A. 4000
B. 3820
C. 4200
D. 4500

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best way to calculate the values given in watts is to add them together and divide by 0.6, If your power is
rated in Amps remember that this value must be multiplied to the amount of volts the device uses.
Incorrect
Answers:
A, C, D: All of the other mentioned UPS VA ratings are capable of handling the Certkiller server but the
question wants the smallest UPS that will work.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 322
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee what size UPS VA rating will be required for your server to have 20-minutes power to perform a proper
shutdown if you use a 4A Monitor, 2A speakers and a 10A power supply, which of the following UPS should be
used for the server?

A. 4000
B. 3820
C. 4200
D. 4500

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best way to calculate the values given in watts is to add them together and divide by 0.6, If your power is
rated in Amps remember that this value must be multiplied to the amount of volts the device uses, adding a
UPS with half the calculated VA value will only provide 5-minutes power, the exact required VA as you
calculated should give you 10-minutes and if the UPS VA rating is double that you calculated the system will be
powered for 20-minutes.
Incorrect
Answers:
A, C, D: All of the other mentioned UPS VA ratings are capable of handling the Certkiller server but the
question wants you to provide 20-minutes backup power.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 323
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which size UPS VA rating will not be sufficient enough for your server to operate for ten minutes if you
use a 4A Monitor, 2A speakers and a 10A watt power supply

A. 4000



B. 1910
C. 4200
D. 4500

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best way to calculate the values given in watts is to add them together and divide by 0.6, If your power is
rated in Amps remember that this value must be multiplied to the amount of volts the device uses, adding a
UPS with half the calculated VA value will only provide 5-minutes power, the exact required VA as you
calculated should give you 10-minutes and if the UPS VA rating is double that you calculated the system will be
powered for 20-minutes.
Incorrect
Answers:
A, C, D: All of the other mentioned UPS VA ratings are capable of handling the Certkiller server but the
question wants you to identify the UPS that will not be sufficient enough to provide 10-minutes backup power

QUESTION 324
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee what the purpose of the KVM switch is when talking about rack-mount systems with limited pointing and
visual peripherals?

A. Operate multiple servers using 1 keyboard and monitor
B. Operate one server using the monitor
C. Operate multiple servers using 1 monitor
D. TO turn of different servers

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The purpose and function of the KVM switch is to enable the administrator to configure access and monitor
multiple servers using 1 keyboard and monitor with a rack-mount system.
Incorrect
Answers:
B: This is one of the functions of the KVM switch that is used for configure access and monitor multiple servers
using 1 keyboard and monitor with a rack-mount system.
C: This is one of the functions of the KVM switch that is used for configure access and monitor multiple servers
using 1 monitor but a keyboard or mouse is required for input with a rack-mount system.
D: This is not the function of the KVM switch as the KVM switch is used to share the peripherals like the mouse
and monitor amongst multiple servers in a rack-mount system.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 325
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI devices. What would your reply
be?

A. 50-pin Centronics type SCSI connector
B. SCSI 50-pin internal connectors.
C. 68-pin Q-cable



D. 68-pin P-cable

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector and a 60-
pin connector can be used for external SCSI connections.
Incorrect
Answers:
B: This connector type like the name suggests is for internal SCSI connections.
C, D: These cable connections are used in parallel for 32 bit transfers and are a SCSI-3 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 153. 154

QUESTION 326
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI devices. What would you reply?

A. 68-pin D-shell connector
B. SCSI 50-pin internal connectors.
C. 68-pin Q-cable
D. 68-pin P-cable

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector and a 60-
pin connector can be used for external SCSI connections.
Incorrect
Answers:
B: This connector type like the name suggests is for internal SCSI connections.
C, D: These cable connections are used in parallel for 32 bit transfers and are a SCSI-3 specification.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 153. 154

QUESTION 327
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI devices. What would you reply?

A. 25-pin D-shell
B. SCSI 50-pin internal connectors.
C. 68-pin Q-cable
D. 68-pin P-cable

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:



The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector and a 60-
pin connector can be used for external SCSI connections.
Incorrect
Answers:
B: This connector type like the name suggests is for internal SCSI connections.
C, D: These cable connections are used in parallel for 32 bit transfers and are a SCSI-3 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 153. 154

QUESTION 328
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee how much bandwidth fibre channel technology has?

A. 80 MBps
B. 60 MBps
C. 100 MBps
D. 40 MBps

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum band with of the fibre channel technology is 100 MBps witch beats the SCSI Wide (LVD)
specification.
Incorrect
Answers:
B, C, D: The other mentioned bandwidth does not do the fibre channel technology justice.

Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 329
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee how much devices can be connected to the fibre channel technology?

A. 17
B. 65
C. 23
D. 126

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The awesome fibre channel technology is capable of handling a staggering 126 devices.
Incorrect
Answers:
A, B, C: The other mentioned numbers of devices do not do the scalability of fibre channel technology justice.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg



QUESTION 330
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI-2 devices. What would you reply?

A. Male 60-pin connector
B. SCSI 50-pin internal connectors.
C. Female 60-pin connector
D. 50-Pin SCSI A-cable connector

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector and a 60-
pin connector can be used for external SCSI connections remember that any 50 pin SCSI connector is also
known as a SCSI-A cable.
Incorrect
Answers:
A, C: These special cables are used by PS/2 or IBM computers for SCSI connections.

B: This connector type like the name suggests is for internal SCSI connections.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 152. pg 153. pg 154

QUESTION 331
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI-2 devices. What would you reply?

A. Male 60-pin connector
B. SCSI 50-pin internal connectors.
C. Female 60-pin connector
D. Female 68-Pin SCSI P-cable connector

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector can be
used for external SCSI connections.
Incorrect
Answers:
A, C: These special cables are used by PS/2 or IBM computers for SCSI connections.
B: This connector type like the name suggests is for internal SCSI connections.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 152. pg 153. pg 154

QUESTION 332
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI-3 devices. What would you reply?

A. Male 60-pin connector
B. SCSI 50-pin internal connectors.
C. Female 60-pin connector



D. Male 68-Pin Q-cable connector

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector can be
used for external SCSI connections.
Incorrect
Answers:
A, C: These special cables are used by PS/2 or IBM computers for SCSI connections.
B: This connector type like the name suggests is for internal SCSI connections.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 152. pg 153. pg 154

QUESTION 333
You are the Administrator in charge of the Certkiller servers and you want to know from the new Certkiller
trainee which of the following SCSI connector types is used for external SCSI-3 devices. What would you reply?

A. Male 50-pin connector
B. SCSI 50-pin internal connectors.
C. Female 50-pin connector
D. Female 68-Pin Q-cable connector

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The use of the 25-pin D-shell, 50-pin Centronics type SCSI connector and 68-pin D-shell connector can be
used for external SCSI connections.
Incorrect
Answers:
A, C: These special cables are used by PS/2 or IBM computers for SCSI connections.
B: This connector type like the name suggests is for internal SCSI connections.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 152. pg 153. pg 154

QUESTION 334
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
SCSI backplane which will be equipped with external SCSI drives, you want to know from the new Certkiller
trainee how much external devices can SCSI-1 handle?

A. 12
B. 9
C. 5
D. 7

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The SCSI-1 is well documented and known to be capable of handling 7 devices -1 for the first hard drive.
Incorrect
Answers:
A, B, C: The other mentioned numbers of devices are not the proper number of devices which SCSI-1 is
capable of handling.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 335
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
SCSI backplane which will be equipped with external SCSI drives, you want to know from the new Certkiller
trainee how much external devices can SCSI-2 handle?

A. 12
B. 16
C. 5
D. 7

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The SCSI-2 is well documented and known to be capable of handling 16 devices -1 for the first hard drive.
Incorrect
Answers:
A, B, C: The other mentioned numbers of devices are not the proper number of devices which SCSI-1 is
capable of handling.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 336
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
SCSI backplane which will be equipped with external SCSI drives, you want to know from the new Certkiller
trainee how much external devices can SCSI-3 handle?

A. 12
B. 9
C. 45
D. 7

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The SCSI-3 is well documented and known to be capable of handling 45 devices -1 for the first hard drive.
Incorrect
Answers:
A, B, C: The other mentioned numbers of devices are not the proper number of devices which SCSI-1 is
capable of handling.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg



QUESTION 337
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee how the fibre channel devices are connected using which connector?

A. Power cables
B. Ribbon cable
C. Jumpers
D. Single Connector Attachment

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fibre channel external backplane is equipped to make used of a single connector attachment meaning you
only provide the wall socket connection to power all of the backplane devices.
Incorrect
Answers:
A, B, C: The other mentioned methods are all used by either IDE devices or RAID or even SCSI devices but not
the fibre channel external backplane.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 338
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee what the distance between fibre channel devices can be when using copper DB9 connectors?

A. 100.5 Meters
B. 50 Meters
C. 30 Meters
D. 10 Kilometers

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The measurement of 30-meters is if you will be using fibre channel devices with copper DB9 connections.
Incorrect
Answers:
A, B, D: The other mentioned distances are all incorrect because they questions states they want the distance
between devices if using DB9 connectors.

Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 339
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee what the distance between fibre channel devices can be when using optical connectors?

A. 1.5 Meters



B. 12 Meters
C. 30 Meters
D. 10 Kilometers

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The measurement of 10-Kilometers is if you will be using fibre channel devices with optical connectors.
Incorrect
Answers:
A, B, D: The other mentioned distances are all incorrect because they questions states they want the distance
between devices if using optical connectors.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 340
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee which of the following fibre channel cables can be used for short distance connections spanning over
few meters?

A. Simplex
B. Single-mode
C. Duplex
D. Multimode

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The multimode cables are Fibre Channel cables that are used for short distance connections spanning over few
meters.
Incorrect
Answers:
A: Simplex cables are fiber cables which allows only one-way data transfer.

B: Single-mode cables are used for longer-distance applications.
D: Duplex cables allow simultaneous, bidirectional data transfers and permits devices to simultaneously send
and receive data.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 204. pg 205

QUESTION 341
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee which of the following fibre channel cables can be used for longer-distance applications that span miles
rather than meters?

A. Multimode
B. Duplex
C. Simplex
D. Single-mode



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Single-mode cables are used for longer-distance applications which can span up to some miles rather than
meters.
Incorrect
Answers:
A: The multimode cables are Fibre Channel cables that are used for short distance connections spanning over
few meters.
B: Duplex cables allow simultaneous, bidirectional data transfers and permits devices to simultaneously send
and receive data.
C: Simplex cables are fiber cables which allows only one-way data transfer.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 204. pg 205

QUESTION 342
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a external
backplane which will be equipped with fibre channel technology, you want to know from the new Certkiller
trainee which of the following fibre channel cables can be used for simultaneous, bidirectional data transfers
which permit devices to simultaneously send and receive data?

A. Simplex
B. Single-mode
C. Duplex
D. Multimode

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Duplex cables allow simultaneous, bidirectional data transfers and permits devices to simultaneously send
and receive data.
Incorrect
Answers:
A: Simplex cables are fiber cables which allows only one-way data transfer.
B: Single-mode cables are used for longer-distance applications D: The multimode cables are Fibre Channel
cables that are used for short distance connections spanning over few meters.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 204. pg 204

QUESTION 343
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how much data could be backed up when
using the QIC-80 specification with 0.315-inch?

A. 1 GB
B. 400 MB
C. 4 GB
D. 500 MB

Correct Answer: D



Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum amount of data which can be backed up to an QIC-80
0.315-inch specification tape cartridge is 500 MB.
Incorrect
Answers:
A, B, C: The other mentioned amounts of backup space are incorrect as the question wants the QIC-80 0.315-
inch specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 344
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how much data could be backed up when
using the QIC-80 specification with 0.25-inch?

A. 1 GB
B. 400 MB
C. 4 GB
D. 80 MB

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum amount of data which can be backed up to an QIC-80
0.25-inch specification tape cartridge is 80 MB.
Incorrect
Answers:
A, B, C: The other mentioned amounts of backup space are incorrect as the question wants the QIC-80 0.25-
inch specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 345
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how much data could be backed up when
using the QIC-80 specification with long tape?

A. 1 GB
B. 400 MB
C. 4 GB
D. 500 MB

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum amount of data which can be backed up to an QIC-80 long tape specification tape cartridge is
400 MB Incorrect Answers: A, B, C: The other mentioned amounts of backup space are incorrect as the



question wants the QIC-80 0.315-inch specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 346
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how many tracks are present when using the
QIC-80 specification?

A. 40
B. 50
C. 72
D. 28/36

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of tracks available for storage purposes on the QIC-80 specification is 28/36 tracks.
Incorrect
Answers:
A, B, C: The other track amounts mentioned are from other specifications, the question wants the QIC-80
specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 347
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how much data could be backed up when
using the QIC-3020 specification with 0.315-inch?

A. 1 GB
B. 840 MB
C. 4 GB
D. 500 MB

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum amount of data which can be backed up to an QIC-3020 0.315-inch specification tape cartridge
is 840 MB.
Incorrect
Answers:
A, B, C: The other mentioned amounts of backup space are incorrect as the question wants the QIC-3020
0.315-inch specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 348
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how much data could be backed up when
using the QIC-3020 specification with 0.25-inch?



A. 1 GB
B. 400 MB
C. 4 GB
D. 670 MB

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum amount of data which can be backed up to an QIC-3020 0.25-inch specification tape cartridge is
670 MB Incorrect Answers: A, B, C: The other mentioned amounts of backup space are incorrect as the
question wants the QIC-3020 0.25-inch specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 349
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using QIC cartridges and the new Certkiller trainee wants to know how many tracks are present when using the
QIC-3020 specification?

A. 40/50
B. 60
C. 72
D. 28/36

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of tracks available for storage purposes on the QIC-80 specification is 40/50 tracks.
Incorrect
Answers:
A, B, C: The other track amounts mentioned are from other specifications, the question wants the QIC-3020
specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 350
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-1 specification in native mode?

A. 10 GB
B. 800 MB
C. 1.6 GB
D. 400 MB

Correct Answer: D
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-1 specification in compressed mode is documented to be
400 MB.
Incorrect
Answers:
A: This is the maximum storage data area of the Travan TR- 5 specification.
B: This is the maximum storage data area of the Travan TR- 2 specification.
C: This is the maximum storage data area of the Travan TR- 3 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 351
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-2 specification in native mode?

A. 10 GB
B. 800 MB
C. 1.6 GB
D. 400 MB

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-2 specification in compressed mode is documented to be
800 MB.
Incorrect
Answers:
A: This is the maximum storage data area of the Travan TR- 5 specification.
C: This is the maximum storage data area of the Travan TR- 3 specification.
D: This is the maximum storage data area of the Travan TR- 1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 352
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-3 specification in native mode?

A. 10 GB
B. 800 MB
C. 1.6 GB
D. 400 MB

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-3 specification in native mode is documented to be 1.6 GB.
Incorrect
Answers:



A: This is the maximum storage data area of the Travan TR- 5 specification.
B: This is the maximum storage data area of the Travan TR- 2 specification.
D: This is the maximum storage data area of the Travan TR- 1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 353
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-4 specification in native mode?

A. 10 GB
B. 4 GB
C. 1.6 GB
D. 400 MB

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-4 specification in native mode is documented to be 4 GB.
Incorrect
Answers:
A: This is the maximum storage data area of the Travan TR- 5 specification.
C: This is the maximum storage data area of the Travan TR- 3 specification.
D: This is the maximum storage data area of the Travan TR- 1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 354
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-5 specification in native mode?

A. 10 GB
B. 800 MB
C. 1.6 GB
D. 400 MB

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-5 specification in native mode is documented to be 10 GB.
Incorrect
Answers:
B: This is the maximum storage data area of the Travan TR- 2 specification.
C: This is the maximum storage data area of the Travan TR- 3 specification.
D: This is the maximum storage data area of the Travan TR- 1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 355



You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much storage space would you have
if you use the Travan TR-5 specification in compressed mode?

A. 800 MB
B. 1.6 GB
C. 3.2 GB
D. 20 GB

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum storage data area of the Travan TR-5 specification in compressed mode is documented to be 20
GB.
Incorrect
Answers:
A: This is the maximum storage data area of the Travan TR- 1 specification.
B: This is the maximum storage data area of the Travan TR- 2 specification.
C: This is the maximum storage data area of the Travan TR- 3 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 356
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee

wants to know what the minimum data rate would be if you use the Travan TR-1 specification?

A. 62.5 KBps
B. 125 KBps
C. 60 MB/min
D. 70 MB/min

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The minimum data rate of the Travan TR-1 and Travan TR-2 specification is documented to be 62.5 KBps.
Incorrect
Answers:
B: This is the minimum data rate of the Travan TR- 3 specification.
C: This is the minimum data rate of the Travan TR- 4 and Travan TR-5 specification.
D: This is the maximum data rate of the Travan TR- 4 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 357
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know what the minimum data rate would be if
you use the Travan TR-2 specification?

A. 62.5 KBps



B. 125 KBps
C. 60 MB/min
D. 70 MB/min

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The maximum data rate of the Travan TR-1 and Travan TR-2 specification is documented to be 62.5 KBps.
Incorrect
Answers:
B: This is the minimum data rate of the Travan TR- 3 specification.
C: This is the minimum data rate of the Travan TR- 4 and Travan TR-5 specification.
D: This is the maximum data rate of the Travan TR- 4 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 358
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how many tracks are present when using
the Travan-TR-3 specification?

A. 36
B. 50
C. 72
D. 108

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of tracks available for storage purposes on the Travan-TR-3 specification is 50 tracks.
Incorrect
Answers:
A, B, C: The other track amounts mentioned are from other specifications, the question wants the Travan-TR-3
specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 359
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how many tracks are present when using
the Travan-TR-4 specification?

A. 36
B. 50
C. 72
D. 108

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The amount of tracks available for storage purposes on the Travan-TR-4 specification is 72 tracks.
Incorrect
Answers:
A, B, C: The other track amounts mentioned are from other specifications, the question wants the Travan-TR-4
specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 360
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how many tracks are present when using
the Travan-TR-5 specification?

A. 36
B. 50
C. 72
D. 108

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of tracks available for storage purposes on the Travan-TR-5 specification is 108 tracks.
Incorrect
Answers:
A, B, C: The other track amounts mentioned are from other specifications, the question wants the Travan-TR-5
specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 361
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much data density there is in flux
transitions per inch when using the Travan-TR-1 specification?

A. 14,700 ftpi
B. 22,125 ftpi
C. 44,250 ftpi
D. 50,800 ftpi

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of data density that there is for the Travan TR-1 specification is 14,700 ftpi.
Incorrect
Answers:
A, B, C: The other flux transitions per inch amounts mentioned are from other specifications, the question
wants the Travan-TR-1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg



QUESTION 362
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much data density there is in flux
transitions per inch when using the Travan-TR-2 specification?

A. 14,700 ftpi
B. 22,125 ftpi
C. 44,250 ftpi
D. 50,800 ftpi

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of data density that there is for the Travan TR-2 specification is 22,125 ftpi.
Incorrect
Answers:
A, B, C: The other flux transitions per inch amounts mentioned are from other specifications, the question
wants the Travan-TR-2 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 363
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much data density there is in flux
transitions per inch when using the Travan-TR-3 specification?

A. 14,700 ftpi
B. 22,125 ftpi
C. 44,250 ftpi
D. 50,800 ftpi

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of data density that there is for the Travan TR-3 specification is 44,250 ftpi.
Incorrect
Answers:
A, B, C: The other flux transitions per inch amounts mentioned are from other specifications, the question
wants the Travan-TR-3 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 364
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much data density there is in flux
transitions per inch when using the Travan-TR-1 specification?

A. 14,700 ftpi
B. 22,125 ftpi
C. 44,250 ftpi



D. 50,800 ftpi

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of data density that there is for the Travan TR-4 specification is 50,800 ftpi.
Incorrect
Answers:
A, B, C: The other flux transitions per inch amounts mentioned are from other specifications, the question
wants the Travan-TR-4 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 365
You are the Administrator in charge of the Certkiller servers and are in the process of configuring a tape backup
using Travan cartridges and the new Certkiller trainee wants to know how much data density there is in flux
transitions per inch when using the Travan-TR-5 specification?

A. 14,700 ftpi
B. 22,125 ftpi
C. 44,250 ftpi
D. 50,800 ftpi

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The amount of data density that there is for the Travan TR-5 specification is 50,800 ftpi.
Incorrect
Answers:
A, B, C: The other flux transitions per inch amounts mentioned are from other specifications, the question
wants the Travan-TR-1 specification.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 366
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
how many parts of the operating system are there that needs to be addressed when installing a new version or
upgrade?

A. 5
B. 4
C. 7
D. 3

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Microsoft Windows Environment actually is made up of three parts of the operating system that requires



that you address it, the network operating system and its release version, the OS patches and service packs
and third-party device drivers.
Incorrect
Answers:
A: The other mentioned amounts of the operating system that requires addressing is incorrect as the windows
environment is made up of three parts of the operating system.
B: The other mentioned amounts of the operating system that requires addressing is incorrect as the windows
environment is made up of three parts of the operating system.
C: The other mentioned amounts of the operating system that requires addressing is incorrect as the windows
environment is made up of three parts of the operating system.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 367
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
what the definite order of proceedings are for installing or upgrading the version of your operating system?

A. Install the NOS release, Install the best device driver choices and Install the OEM patches or the latest
service pack

B. Install the best device driver choices, Install the NOS release and Install the OEM patches or the latest
service pack

C. Install the best device driver choices, Install the OEM patches or the latest service pack and Install the NOS
release

D. Install the NOS release, Install the OEM patches or the latest service pack and Install the best device driver
choices

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When in the process of upgrading the operating system of the Certkiller server the correct order to proceed with
is install the NOS release, install the OEM patches or the latest service pack and install the best device driver
choices.

Incorrect
Answers:
A: The question in query is correct by stating first install the NOS release but your second step should be to
install the OEM patches or the latest service pack and then only install the best device driver choices.
B: The question in query should be stating that you start by install the NOS release, install the OEM patches or
the latest service pack and install the best device driver choices.
C: The question in query should be stating that you start by install the NOS release, install the OEM patches or
the latest service pack and install the best device driver choices.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 368
You are the administrator for the Certkiller servers running the Linux OS and your newly appointed trainee
wants to know from you what the main problems are with updates to the Linux OS are?

A. SCSI
B. FireWire
C. Fragmentation
D. USB

Correct Answer: C
Section: (none)



Explanation

Explanation/Reference:
Explanation:
There are many problems but one of the main problems with updates to the Linux OS was fragmentation which
can prevent applications developed for one version of Linux working on another version, but the solution
already exists and is called the Linux Standards Base (LSB) 2.0 specification which addresses application
software running on Linux and the distribution mechanisms making the certification authority consisting of a
vendor-neutral consortium.
Incorrect
Answers:
A: The Linux OS is capable of handling your SCSI devices as well as FireWire devices and USB devices.
B: The Linux OS is capable of handling your SCSI devices as well as FireWire devices and USB devices.
D: The Linux OS is capable of handling your SCSI devices as well as FireWire devices and USB devices.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 369
You are the administrator for the Certkiller servers running implementations of

Data-recovery and your newly appointed trainee wants to know from you which of the following are the most
important aspects of creating a Disaster Recovery Plan.

What would you reply?

A. Only list the graphics and sound cards of the servers and workstations.
B. The creation and distribution of a printed copy of the plan itself which includes a complete inventory of all

the components that making up each network in the system and all components that make up each server
and workstation.

C. List only the NIC's and USB ports.
D. A complete inventory of all the components that making up each network in the system and all components

that make up each server and workstation.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the administrator is documenting the Disaster Recovery Plan you will be planning for the worst possible
data security scenario and be prepared to recover from any server failure or system disaster that might occur
making it one of the most important aspects of a Disaster Recovery Plan is the creation and distribution of a
printed copy of the plan itself.
Incorrect
Answers:
A: The correct procedures for documenting and planning the Disaster recovery is The creation and distribution
of a printed copy of the plan itself which includes a complete inventory of all the components that making up
each network in the system and all components that make up each server and workstation.
C: The correct procedures for documenting and planning the Disaster recovery is The creation and distribution
of a printed copy of the plan itself which includes a complete inventory of all the components that making up
each network in the system and all components that make up each server and workstation.
D: The correct procedures for documenting and planning the Disaster recovery is The creation and distribution
of a printed copy of the plan itself which includes a complete inventory of all the components that making up
each network in the system and all components that make up each server and workstation.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 370
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you



where the ideal place would be for storing the Certkiller Disaster Recovery Plan documentation of storage
backup facilities?

A. All at one location
B. The local hard drive
C. To a very old Tape
D. Offsite and Onsite

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best way to be sure that the data survives is to backup to sets and store them at different locations making
use of the cold site's equipment used only to perform backup or restore functions and the offsite facility could
also be used to store historical backup data for periodic access.
Incorrect
Answers:
A: This is not very effective as one disaster like the building collapsing could destroy all of the company
valuable data which you are paid to protect.
B: This is not very effective as one disaster like the building collapsing could destroy all of the company
valuable data which you are paid to protect.
C: This is not very effective as one disaster like the building collapsing could destroy all of the company
valuable data which you are paid to protect.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 371
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following is the delimiting character for a Unix directory?

A. /
B. \
C. C:
D. D:

Correct Answer: AA
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you use the Linux file system it has only one top-level directory, represented by the symbol / (pronounced
root), Linux has a single entry point, the root directory like in Unix, the root directory for Linux is designated with
a single forward slash.
Incorrect
Answers:
B: The back slash method is very popular with the Microsoft operating systems and can be used to brows the
disk hierarchy C:\etc\etc.
C: The drive letter C: is used in the Microsoft windows environment and is normally the first physical storage
medium connected to the primary controller.
D: The drive letter D: is used in the Microsoft windows environment and is normally the first physical storage
medium connected to the primary controller.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 372



You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following is the delimiting character for a Linux directory?

A. /
B. \
C. C:
D. D:

Correct Answer: AA
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you use the Linux file system it has only one top-level directory, represented by the symbol / (pronounced
root), Linux has a single entry point, the root directory like in Unix, the root directory for Linux is designated with
a single forward slash.
Incorrect
Answers:
B: The back slash method is very popular with the Microsoft operating systems and can be used to brows the
disk hierarchy C:\etc\etc.
C: The drive letter C: is used in the Microsoft windows environment and is normally the first physical storage
medium connected to the primary controller.
D: The drive letter D: is used in the Microsoft windows environment and is normally the first physical storage
medium connected to the primary controller.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 373
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following specifications was released to help minimize the affect of fragmentation involved when
upgrading or installing or upgrading the operating system for Linux?

A. Linux GRUB
B. Linux loader (LILO)
C. Common Information Model (CIM)
D. Linux Standards Base (LSB) 2.0

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
There are many problems but one of the main problems with updates to the Linux OS was fragmentation which
can prevent applications developed for one version of Linux working on another version, but the solution
already exists and is called the Linux Standards Base (LSB) 2.0 specification which addresses application
software running on Linux and the distribution mechanisms making the certification authority consisting of a
vendor-neutral consortium.

Incorrect
Answers:
A: The Linux GRUB is the boot loader that is loaded from the MBR to boot Linux.
B: The Linux LILO is the boot loader that is loaded from the MBR to boot Linux.
C: The Common Information Model (CIM) produced is designed to provide a common definition of
management information for systems, networks, applications, and services.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 310. pg 333. pg 425



QUESTION 374
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are valid reasons for upgrading the Certkiller servers?

A. Normal maintenance cycle of providing company systems with up-to-date BIOS, drivers, and firmware
B. Unplanned maintenance functions
C. The periodic update of all company system components due to a unscheduled maintenance process
D. The existence of a security concern that requires correction

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Certkiller servers should only be upgraded if you know of the existence of a security concern that requires
correction and if you want to correct it.
Incorrect
Answers:
A: Just upgrading BIOS, drivers and firmware because a update exists is bad as your current system might
function better, what is not broken should not be updated or fixed and replaced.
B: This is a bad idea as any a number of things can go wrong if unplanned.
C: Updates or installations should never be periodically upgraded if it is unscheduled.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 375
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are valid reasons for upgrading the Certkiller servers?

A. Unplanned maintenance functions
B. The verification of a system problem, based on network support personnel recommendations
C. Normal maintenance cycle of providing company systems with up-to-date BIOS,

drivers, and firmware
D. The periodic update of all company system components due to a unscheduled maintenance process

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is also a good reason for having the servers upgraded if the network support personnel recommends the
verification of a system problem.
Incorrect
Answers:
A: This is a bad idea as any a number of things can go wrong if unplanned.
C: Just upgrading BIOS, drivers and firmware because a update exists is bad as your current system might
function better, what is not broken should not be updated or fixed and replaced.
D: Updates or installations should never be periodically upgraded if it is unscheduled.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 376
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are valid reasons for upgrading the Certkiller servers?



A. Normal maintenance cycle of providing company systems with up-to-date BIOS, drivers, and firmware
B. The periodic update of all company system components due to a unscheduled maintenance process
C. Unplanned maintenance functions
D. An application's minimum requirements exceed the current system configuration

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a good reason to upgrade your system as you would not want your servers to have bottle necks.
Incorrect
Answers:
A: Just upgrading BIOS, drivers and firmware because a update exists is bad as your current system might
function better, what is not broken should not be updated or fixed and replaced.
B: Updates or installations should never be periodically upgraded if it is unscheduled.
C: This is a bad idea as any a number of things can go wrong if unplanned.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 377
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are valid reasons for upgrading the Certkiller servers?

A. Access to a new system feature or the gaining of improved system performance
B. Normal maintenance cycle of providing company systems with up-to-date BIOS, drivers, and firmware
C. The periodic update of all company system components due to a unscheduled maintenance process
D. Unplanned maintenance functions

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a good reason to upgrade your servers as you know the improved performance is always welcome
working with servers.
Incorrect
Answers:
B: Just upgrading BIOS, drivers and firmware because a update exists is bad as your current system might
function better, what is not broken should not be updated or fixed and replaced.
C: Updates or installations should never be periodically upgraded if it is unscheduled.
D: This is a bad idea as any a number of things can go wrong if unplanned.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 378
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are valid reasons for upgrading the Certkiller servers?

A. Unplanned maintenance functions
B. The periodic update of all company system components due to a unscheduled maintenance process
C. Normal maintenance cycle of providing company systems with up-to-date BIOS, drivers, and firmware
D. The periodic update of all company system components due to a scheduled maintenance process



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a good idea because the upgrade has been scheduled and verified.
Incorrect
Answers:

A: This is a bad idea as any a number of things can go wrong if unplanned.
B: Updates or installations should never be periodically upgraded if it is unscheduled.
C: Just upgrading BIOS, drivers and firmware because a update exists is bad as your current system might
function better, what is not broken should not be updated or fixed and replaced.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 379
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are not valid reasons for upgrading the Certkiller servers?

A. The existence of a security concern that requires correction
B. The verification of a system problem, based on network support personnel recommendations
C. An application's minimum requirements exceed the current system configuration
D. Normal maintenance cycle of providing company systems with up-to-date BIOS, drivers, and firmware

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a bad idea because just upgrading BIOS, drivers and firmware because a update exists is bad as your
current system might function better, what is not broken should not be updated or fixed and replaced.
Incorrect
Answers:
A: This is a good idea for upgrading of the Certkiller servers if you want the security concern corrected.
B: This is a good idea if the network support personnel verified a system problem.
C: This is a good idea for upgrading the server as you would de grade the performance if not upgraded.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 380
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are not valid reasons for upgrading the Certkiller servers?

A. The existence of a non-security concern that requires no correction
B. The verification of a system problem, based on network support personnel recommendations
C. The periodic update of all company system components due to a scheduled maintenance process
D. Access to a new system feature or the gaining of improved system performance

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:



Explanation:
This is a bad idea because updating when current status is good can lead to device transfer speed becoming
lower.
Incorrect
Answers:
B: This is a good idea if the network support personnel verified a system problem.
C: This is a good idea for upgrading the server as you would upgrade the performance of the server.
D: This is a good idea for upgrading the server as your server performance would be increased.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 381
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following are not valid reasons for upgrading the Certkiller servers?

A. Unplanned maintenance functions
B. The existence of a security concern that requires correction
C. An application's minimum requirements exceed the current system configuration
D. Access to a new system feature or the gaining of improved system performance

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a bad idea because anything can go wrong and the server will be down long unnecessarily.
Incorrect
Answers:
B: This is a good idea for upgrading of the Certkiller servers if you want the security concern corrected.
C: This is a good idea for upgrading the server as you would de grade the performance if not upgraded.
D: This is a good idea for upgrading the server as your performance would be increased.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 294. pg 295

QUESTION 382
You are the administrator for the Certkiller servers and your newly appointed

trainee wants to know from you how the servers firmware should be updated if you purchased components
from various manufacturers?

A. BIOS
B. LAN
C. WAN
D. On a Component by component basis

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server with different manufacturer components must be upgraded on a component by component basis
and each component has the specific hardware documentation for specific instructions on how to obtain them
and where.
Incorrect
Answers:
A: The BIOS cannot be used as a console for updating the servers firmware.



B: The LAN may have some files but is highly unlikely as the question mentions no LAN.
C: The WAN may have the files but is a highly probability the specific hardware documentation for specific
instructions on how to obtain them.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 295.

QUESTION 383
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components allows you to boot the Certkiller server remotely?

A. A service operating system installed on the service partition at the server
B. SCSI terminations
C. FireWire
D. Serial ATA

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The service operating system installed on the service partition at the server is one of the things that are used to
boot the system remotely.
Incorrect
Answers:
B: SCSI terminators is a specification for hardware but that does not mean the BIOS supports service partition
booting.
C: FireWire is a specification for hardware but that does not mean the BIOS supports service partition booting.
D: Serial ATA is a specification for hardware but that does not mean the BIOS supports service partition
booting.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 384
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components allows you to remotely boot the Certkiller server?

A. Firmware running on the server
B. Uninterruptible Power Supply (UPS)
C. SCSI terminations
D. FireWire

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The firmware running on the server is one of the requirements for the remote booting of the server.
Incorrect
Answers:
B: This is used to save your system from power outages for a proper system shutdown.
C: SCSI terminators is a specification for SCSI but that does not mean the BIOS supports service partition
booting.
D: FireWire is a specification for hardware but that does not mean the BIOS supports service partition booting.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308



QUESTION 385
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are associated with updating the NOS and Hardware Drivers?

A. Obtaining an update
B. Ensuring that there is a backup and no recovery plan
C. Making sure that old drivers are deleted before installation
D. Ensuring that there is no backup and no recovery plan

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The easiest way is for the administrator to visit the manufacturers web-site and check there to obtain updates.
Incorrect
Answers:
B: There must be a backup and recovery plan or you may run the risk of not backing up other important files.

C: This is not a good idea what if you need to do a driver roll back.
D: This is not a good idea as these settings would leave un unrecoverable system.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 386
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are associated with updating the NOS and Hardware Drivers?

A. Ensuring that there is a backup and recovery plan
B. Obtaining an incorrect update
C. Ensuring that there is a no backup and no recovery plan
D. Making sure that old drivers are deleted before installation

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
There must be a backup and recovery plan or you may run the risk of not backing up important files.
Incorrect
Answers:
B: This is not a good idea as these settings could leave un unrecoverable system.
C: There must be a backup and recovery plan or you may run the risk of not backing up other important files.
D: This is not a good idea what if you need to do a driver roll back.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 387
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are associated with updating the NOS and Hardware Drivers?

A. Making sure that old drivers are available for reinstallation
B. Ensuring that there is a backup and no recovery plan
C. Obtaining an incorrect update



D. Deleting the old drivers before installation

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is a very good practice incase the upgraded drivers cannot function with the device controller.
Incorrect
Answers:

B: There must be a backup and recovery plan or you may run the risk of not backing up other important files.
C: This is a bad idea, the easiest way is for the administrator to visit the manufacturers web-site and check
there to obtain updates.
D: This is not a good idea what if you need to do a driver roll back.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 388
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are associated with updating the NOS and Hardware Drivers?

A. Lab testing
B. Making sure that old drivers are deleted before installation
C. Ensuring that there is no backup but a recovery plan
D. Obtaining an incorrect update

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The testing of your upgraded hardware to see if there are any issues that need sorting out.
Incorrect
Answers:
B: This is not a good idea what if you need to do a driver roll back.
C: There must be a backup and recovery plan or you may run the risk of not backing up other important files.
D: This is a bad idea, the easiest way is for the administrator to visit the manufacturers web-site and check
there to obtain updates.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 389
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components will not allow you to boot the Certkiller server remotely?

A. Firmware running on the server
B. BIOS console redirection for remote access to preboot BIOS setup
C. BIOS support on the server for booting from a service partition
D. No service operating system installed on the service partition at the server

Correct Answer: D
Section: (none)
Explanation



Explanation/Reference:
Explanation:
If there is no service operating system installed on the service partition at the server then it is very safe to
assume that you will not be able to start the Certkiller server remotely.
Incorrect
Answers:
A, B, C: The firmware running on the server, the BIOS console redirection for remote access to preboot BIOS
setup, the BIOS support on the server for booting from a service partition and the A service operating system
installed on the service partition at the server are all required for booting the Certkiller server remotely.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 390
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components will not allows you to boot the Certkiller server remotely?

A. A service operating system installed on the service partition at the server
B. BIOS support on the server for booting from a service partition
C. BIOS console redirection for remote access to preboot BIOS setup
D. Outdated and obsolete firmware running on the server

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The usage of outdated and obsolete firmware running on the server will not be capable but the newer firmware
running on the server will do this.
Incorrect
Answers:
A, B, C: The firmware running on the server, the BIOS console redirection for remote access to preboot BIOS
setup, the BIOS support on the server for booting from a service partition and the A service operating system
installed on the service partition at the server are all required for booting the Certkiller server remotely.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 391
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components will not allow you to boot the Certkiller server remotely?

A. BIOS support on the server for booting from a service partition
B. A service operating system installed on the service partition at the server
C. Firmware running on the server
D. No BIOS console redirection for remote access to preboot BIOS setup

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If there is no BIOS console redirection for remote access to preboot BIOS setup then there will be no remote
booting but a BIOS console redirection for remote access to preboot BIOS setup will do this.
Incorrect
Answers:
A, B, C: The firmware running on the server, the BIOS console redirection for remote access to preboot BIOS



setup, the BIOS support on the server for booting from a service partition and the A service operating system
installed on the service partition at the server are all required for booting the Certkiller server remotely.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 392
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following components will not allow you to boot the Certkiller server remotely?

A. BIOS console redirection for remote access to preboot BIOS setup
B. Firmware running on the server
C. A service operating system installed on the service partition at the server
D. BIOS console redirection for local access to preboot BIOS setup

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The BIOS console redirection for local access to preboot BIOS setup will not allow you to boot the server
remotely but the BIOS console redirection for remote access to preboot BIOS setup will allow this.
Incorrect
Answers:
A, B, C: The firmware running on the server, the BIOS console redirection for remote access to preboot BIOS
setup, the BIOS support on the server for booting from a service partition and the A service operating system
installed on the service partition at the server are all required for booting the Certkiller server remotely.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 393
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are not associated with updating the NOS and Hardware Drivers?

A. System testing
B. Installations
C. Lab testing
D. Obtaining an incorrect update

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This action could cause the operating system to become unstable requiring that you restore your server.
Incorrect
Answers:
A, B, C:
The following activities Obtaining an update, Ensuring that there is a backup and recovery plan, Making sure
that old drivers are available for reinstallation, Lab testing, Installations, System testing are all activities are
associated with updating the NOS and Hardware Drivers.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 394
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you



which of the following activities are not associated with updating the NOS and Hardware Drivers?

A. Obtaining an update
B. Making sure that old drivers are available for reinstallation
C. System testing
D. Ensuring that there is no backup and no recovery plan

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If there is no back or recovery plan and anything goes wrong your entire servers data will be lost.
Incorrect
Answers:
A, B, C: The following activities Obtaining an update, Ensuring that there is a backup and recovery plan, Making
sure that old drivers are available for reinstallation, Lab testing, Installations, System testing are all activities are
associated with updating the NOS and Hardware Drivers.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 395
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are not associated with updating the NOS and Hardware Drivers?

A. Installations
B. Lab testing
C. Ensuring that there is a backup and recovery plan
D. Making sure that old drivers are deleted before installation

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The older drivers should never be removed or deleted immediately incase the newer driver doesn't function
properly with your devices then you would require a device driver roll back which is impossible if the drivers are
deleted.
Incorrect
Answers:
A, B, C: The following activities Obtaining an update, Ensuring that there is a backup and recovery plan, Making
sure that old drivers are available for reinstallation, Lab testing, Installations, System testing are all activities are
associated with updating the NOS and Hardware Drivers.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 396
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are not associated with updating the NOS and Hardware Drivers?

A. System testing
B. Making sure that old drivers are available for reinstallation
C. Ensuring that there is a backup and recovery plan
D. Failed Lab testing installations



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If the Lab Testing failed then it is no use implementing that type of server because only successful Lab testing
projects are worthy of doing.
Incorrect
Answers:
A, B, C: The following activities Obtaining an update, Ensuring that there is a backup and recovery plan, Making
sure that old drivers are available for reinstallation, Lab testing, Installations, System testing are all activities are
associated with updating the NOS and Hardware Drivers.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 397
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
which of the following activities are not associated with updating the NOS and Hardware Drivers?

A. Installations
B. System testing
C. Obtaining an update
D. Failed installation system testing

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
There is absolutely no reason or way to check a failed installation as this would require you to re-install.
Incorrect
Answers:
A, B, C: The following activities Obtaining an update, Ensuring that there is a backup and recovery plan, Making
sure that old drivers are available for reinstallation, Lab testing, Installations, System testing are all activities are
associated with updating the NOS and Hardware Drivers.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 307. pg 308

QUESTION 398
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
how many basic components The server network SNMP model consists of?

A. 5
B. 7
C. 3
D. 1

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The SNMP model has three basic components, the Managed devices, the Agents and the Network



Management System (NMS).
Incorrect
Answers:
A, B, D: The other options all mention incorrect values as the SNMP model has three basic components in it's
model.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 399
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
what the purpose and function of the managed devices in the server network SNMP model is?

A. These are software modules that interpret information required by the NMS, translating this into an SNMP-
compatible format for transferring it

B. This is the software program running the applications that monitor and control managed server network
devices through their SNMP agents

C. These are not devices that contain an SNMP agent, collect and store information, and make it available to
the NMS

D. These are devices that contain an SNMP agent, collect and store information, and make it available to the
NMS

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The purpose and function of the managed devices component is these are devices that contain an SNMP
agent, collect and store information, and make it available to the NMS.
Incorrect
Answers:
A: This is the purpose and function of the Network Management System (NMS).
B: This is the purpose and function of the Agents.
C: This statement here is actually false as these are devices that contain an SNMP agent, collect and store
information, and make it available to the NMS Reference: Server+ Exam Cram 2 (Exam SK0-002), Charles J.
Brooks, Que, November 2005, pg

QUESTION 400
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
what the purpose and function of the Agents in the server network SNMP model?

A. These are not devices that contain an SNMP agent, collect and store information, and make it available to
the NMS

B. This is the software program running the applications that monitor and control managed server network
devices through their SNMP agents

C. These are software modules that interpret information required by the NMS, translating this into an SNMP-
compatible format for transferring it

D. These are not software modules that interpret information required by the NMS, translating this into an
SNMP-compatible format for transferring it

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The purpose and function of the Agents is these are software modules that interpret information required by the
NMS, translating this into an SNMP-compatible format for transferring it.



Incorrect
Answers:
A: This statement is actually false as these are devices that contain an SNMP agent, collect and store
information, and make it available to the NMS.
B: This is the purpose and function of the Network Management System (NMS).
D: This statement is actually false as these are software modules that interpret information required by the
NMS, translating this into an SNMP-compatible format for transferring it.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 401
You are the administrator for the Certkiller servers and your newly appointed trainee wants to know from you
what the purpose and function of the Network Management System in the server network SNMP model?

A. These are devices that contain an SNMP agent, collect and store information, and make it available to the
NMS

B. These are software modules that interpret information required by the NMS, translating this into an SNMP-
compatible format for transferring it

C. These are not devices that contain an SNMP agent, collect and store information, and make it available to
the NMS

D. This is the software program running the applications that monitor and control managed server network
devices through their SNMP agents

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The purpose and function of the Network Management System is this is the software program running the
applications that monitor and control managed server network devices through their SNMP agents.
Incorrect
Answers:
A: This is the purpose and function of the Managed devices.
B: This is the purpose and function of the Agents.
C: This statement is actually false as these are devices that contain an SNMP agent, collect and store
information, and make it available to the NMS and are the managed devices.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 402
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP?

A. SNMP reduces the complexity of network management because it minimizes the resources required to
support it

B. As a simple request/response protocol, its flexibility does not allow for the management of vendor-specific
network equipment and components

C. It does not communicate with and does not receive alerts from the TCP/IP network, and does not manage
information between SNMP devices, agents, and the Network Management System (NMS)

D. SNMP does not work as a client/server model, with the client being the network manager, and the server
being the SNMP agent represented by the remote network device

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The fact that SNMP reduces the complexity of network management because it minimizes the resources
required to support it is an advantage of SNMP.
Incorrect
Answers:
B: This statement is actually false as a simple request/response protocol, its flexibility does allow for the
management of vendor-specific network equipment and components.
C: This statement is actually false as it does communicate with and does not receive alerts from the TCP/IP
network, and does not manage information between SNMP devices, agents, and the Network Management
System (NMS).
D: This statement is actually false as SNMP does work as a client/server model, with the client being the
network manager, and the server being the SNMP agent represented by the remote network device.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 403
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP?

A. Each element individually responds to the NMS requests/queries it receives
B. When specific network activities occur, these traps can not be used to initiate preconfigured events such as

automatic administrative notices, email alerts, or network configuration changes
C. SNMP agents can not be programmed to send various unsolicited reports, called traps, back to the NMS,

using TCP port number 162
D. Servers can not communicate with each other using port numbers that identify the processes to be

performed on a currently transmitted message

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that each element individually responds to the NMS requests/queries it receives is an advantage of
SNMP.
Incorrect
Answers:
B: This statement is actually false as when specific network activities occur, these traps can be used to initiate
preconfigured events such as automatic administrative notices, email alerts, or network configuration changes.
C: This statement is actually false as SNMP agents can be programmed to send various unsolicited reports,
called traps, back to the NMS, using TCP port number 162.
D: This statement is actually false as servers communicate with each other using port numbers that identify the
processes to be performed on a currently transmitted message.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 404
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP?

A. Servers communicate with each other using port numbers that identify the processes to be performed on a
currently transmitted message

B. Event communications are not conducted using TCP port number 161 and using the NMS bolsters the
operation of the pre-established SNMP server "community"

C. SNMP agents can not be programmed to send various unsolicited reports, called traps, back to the NMS,
using TCP port number 162

D. When specific network activities occur, these traps can not be used to initiate preconfigured events such as
automatic administrative notices, email alerts, or network configuration changes



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that Servers communicate with each other using port numbers that identify the processes to be
performed on a currently transmitted message is an advantage of SNMP.
Incorrect
Answers:
B: This statement is actually false as Event communications are conducted using TCP port number 161 and
using the NMS bolsters the operation of the pre-established SNMP server "community".
C: This statement is actually false as SNMP agents can be programmed to send various unsolicited reports,
called traps, back to the NMS, using TCP port number 162.
D: This statement is actually false as when specific network activities occur, these traps can be used to initiate
preconfigured events such as automatic administrative notices, email alerts, or network configuration changes.
Reference:

Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 405
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP?

A. For security purposes, an agent validates each NMS request before taking action by verifying that the
requesting manager belongs to the SNMP community, and has the specific access privileges being
exercised for that particular agent

B. Servers can not communicate with each other using port numbers that identify the processes to be
performed on a currently transmitted message

C. When specific network activities occur, these traps can not be used to initiate preconfigured events such as
automatic administrative notices, email alerts, or network configuration changes

D. SNMP agents can not be programmed to send various unsolicited reports, called traps, back to the NMS,
using TCP port number 162

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that for security purposes, an agent validates each NMS request before taking action by verifying that
the requesting manager belongs to the SNMP community, and has the specific access privileges being
exercised for that particular agent.
Incorrect
Answers:
B: This statement is actually false as Servers communicate with each other using port numbers that identify the
processes to be performed on a currently transmitted message.
C: This statement is actually false as when specific network activities occur, these traps can be used to initiate
preconfigured events such as automatic administrative notices, email alerts, or network configuration changes.
D: This statement is actually false as SNMP agents can be programmed to send various unsolicited reports,
called traps, back to the NMS, using TCP port number 162.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 406
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of the new SNMP version?



A. SNMPv2 expands the protocol and resolves some of the shortcomings of the original
B. The SNMPv2 trap operation can not serve the same function as that used in SNMPv1, but uses a different

message format and replaces the SNMPv1 trap
C. SNMPv2 does not expand the protocol and resolves some of the shortcomings of the

original
D. In SNMPv2, if an agent responding to a bulk data request cannot provide values for all the listed variables, it

will provide no results

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that SNMPv2 expands the protocol and resolves some of the shortcomings of the original is an
advantage of the new SNMP versions.
Incorrect
Answers:
B: This statement is actually false as the SNMPv2 trap operation serves the same function as that used in
SNMPv1, but uses a different message format and replaces the SNMPv1 trap.
C: This statement is actually false as SNMPv2 expands the protocol and resolves some of the shortcomings of
the original.
D: This statement is actually false as In SNMPv2, if an agent responding to a bulk data request cannot provide
values for all the listed variables, it will provide at least partial results.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 407
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of the new SNMP version?

A. In SNMPv2, if an agent responding to a bulk data request cannot provide values for all the listed variables, it
will provide at least partial results

B. SNMPv2 does not expand the protocol and resolves some of the shortcomings of the original
C. The SNMPv2 trap operation does not serve the same function as that used in SNMPv1, but uses a different

message format and replaces the SNMPv1 trap
D. It does not defines two new operations, one of which can not efficiently retrieve large blocks of data.

Another operation allows one NMS to send trap information to another NMS and to receive a suitable
response

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that in SNMPv2, if an agent responding to a bulk data request cannot provide values for all the listed
variables, it will provide at least partial results is an advantage of the new SNMP versions.
Incorrect
Answers:
B: This statement is actually false as SNMPv2 expands the protocol and resolves some of the shortcomings of
the original.
C: This statement is actually false as the SNMPv2 trap operation serves the same function as that used in
SNMPv1, but uses a different message format and replaces the

SNMPv1 trap.
D: This statement is actually false as it also defines two new operations, one of which can efficiently retrieve
large blocks of data. Another operation allows one NMS to send trap information to another NMS and to receive



a suitable response.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 408
The Certkiller administrator wants to know from his new trainee which of the following statements about SNMP
is not true?

A. SNMP agents can be programmed to send various unsolicited reports, called traps, back to the NMS, using
TCP port number 162

B. When specific network activities occur, these traps can be used to initiate preconfigured events such as
automatic administrative notices, email alerts, or network configuration changes

C. Event communications are conducted using TCP port number 161 and using the NMS bolsters the
operation of the pre-established SNMP server "community"

D. SNMP agents can not be programmed to send various unsolicited reports, called traps, back to the NMS,
using TCP port number 162

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This statement is actually false as SNMP agents can be programmed to send various unsolicited reports, called
traps, back to the NMS, using TCP port number 162.
Incorrect
Answers:
A, B, C: The other statements are true and are all advantages of SNMP.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 409
The Certkiller administrator wants to know from his new trainee which of the following statements about SNMP
is not true?

A. When specific network activities occur, these traps can be used to initiate preconfigured events such as
automatic administrative notices, email alerts, or network configuration changes

B. Event communications are conducted using TCP port number 161 and using the NMS bolsters the
operation of the pre-established SNMP server "community"

C. For security purposes, an agent validates each NMS request before taking action by verifying that the
requesting manager belongs to the SNMP community, and has the
specific access privileges being exercised for that particular agent

D. When specific network activities occur, these traps can not be used to initiate preconfigured events such as
automatic administrative notices, email alerts, or network configuration changes

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This statement is actually false as when specific network activities occur, these traps can be used to initiate
preconfigured events such as automatic administrative notices, email alerts, or network configuration changes.
Incorrect
Answers:
A, B, C: The other statements are true and are all advantages of SNMP.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg



QUESTION 410
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of DMI to SNMP?

A. SNMP frequently makes use of DMI agents in the gathering of necessary system information
B. It's not designed to be independent of specific operating systems or server platforms so that programs can

make similar function calls when collecting information
C. Improvements to the original SNMP standard, most notably SNMPv2 and SNMPv3, have not resulted in a

cooperative relationship developing between SNMP and DMI
D. DMI does not collect information about a server network environment, such as what software and/or

expansion boards are installed on various client machines

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that SNMP frequently makes use of DMI agents in the gathering of necessary system information is an
advantage to DMI.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg 320. pg 321

QUESTION 411
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of DMI?

A. DMI collects information about a server network environment, such as what software and/or expansion
boards are installed on various client machines

B. It's not designed to be independent of specific operating systems or server platforms so
that programs can make similar function calls when collecting information

C. SNMP does not frequently make use of DMI agents in the gathering of necessary system information
D. Improvements to the original SNMP standard, most notably SNMPv2 and SNMPv3, have not resulted in a

cooperative relationship developing between SNMP and DMI

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that DMI collects information about a server network environment, such as what software and/or
expansion boards are installed on various client machines is and advantage to SNMP.
Incorrect
Answers:
B: This statement is actually false as it's designed to be independent of specific operating systems or server
platforms so that programs can make similar function calls when collecting information.
C: This statement is actually false as SNMP frequently makes use of DMI agents in the gathering of necessary
system information.
D: This statement is actually false as improvements to the original SNMP standard, most notably SNMPv2 and
SNMPv3, have resulted in a cooperative relationship developing between SNMP and DMI.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 412
The Certkiller administrator wants to know from his new trainee which of the following statements is an



advantage of DMI?

A. It's designed to be independent of specific operating systems or server platforms so that programs can
make similar function calls when collecting information

B. SNMP does not frequently make use of DMI agents in the gathering of necessary system information
C. DMI does not collect information about a server network environment, such as what software and/or

expansion boards are installed on various client machines
D. Improvements to the original SNMP standard, most notably SNMPv2 and SNMPv3, have not resulted in a

cooperative relationship developing between SNMP and DMI

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that it's designed to be independent of specific operating systems or server platforms so that programs
can make similar function calls when collecting information is an advantage.
Incorrect
Answers:
B: This statement is actually false as SNMP frequently makes use of DMI agents in the gathering of necessary
system information.

C: This statement is actually false as DMI collects information about a server network environment, such as
what software and/or expansion boards are installed on various client machines.
D: This statement is actually false as improvements to the original SNMP standard, most notably SNMPv2 and
SNMPv3, have resulted in a cooperative relationship developing between SNMP and DMI.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 413
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of DMI?

A. DMI allows a central server to not only gather information about computers connected to the network, but
also to configure them

B. DMI does not allow a central server to not only gather information about computers connected to the
network, but also to configure them

C. DMI does not make servers smarter by permitting them to report information about themselves
D. The SNMP service must not be installed at the administrator's workstation to facilitate the SNMP console, or

viewer, and allow him or her to view various SNMP traps

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that DMI allows a central server to not only gather information about computers connected to the
network, but also to configure them is an advantage to DMI.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 414
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of DMI?



A. DMI makes servers smarter by permitting them to report information about themselves
B. This system independence is not implemented by collecting data from Management Information Format

(MIF) files, which are plain text files that contain information about software or hardware components
C. DMI does not allow a central server to not only gather information about computers connected to the

network, but also to configure them
D. The SNMP service must not be installed on servers that are managed by SNMP enterprise management

consoles, including the Intel Server Control (ISC) management
console

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that DMI makes servers smarter by permitting them to report information about themselves is an
advantage to DMI.
Incorrect
Answers:
B: This statement is actually false as this system independence is implemented by collecting data from
Management Information Format (MIF) files, which are plain text files that contain information about software or
hardware components.
C: This statement is actually false as DMI allows a central server to not only gather information about
computers connected to the network, but also to configure them.
D: This statement is actually false as the SNMP service must also be installed on servers that are managed by
SNMP enterprise management consoles, including the Intel Server Control (ISC) management console
Reference: Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 415
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. The SNMP service must be installed at the administrator's workstation to facilitate the SNMP console, or
viewer, and allow him or her to view various SNMP traps

B. DMI does not make servers smarter by permitting them to report information about themselves
C. DMI does not allow a central server to not only gather information about computers connected to the

network, but also to configure them
D. This system independence is not implemented by collecting data from Management Information Format

(MIF) files, which are plain text files that contain information about software or hardware components

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that the SNMP service must be installed at the administrator's workstation to facilitate the SNMP
console, or viewer, and allow him or her to view various SNMP traps is an advantage to SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as DMI makes servers smarter by permitting them to report information about
themselves C: This statement is actually. false as DMI allows a central server to not only gather information
about computers connected to the network, but also to configure them.
D: This statement is actually false as this system independence is implemented by collecting data from
Management Information Format (MIF) files, which are plain text

files that contain information about software or hardware components.
Reference:



Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 416
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. The SNMP service must also be installed on servers that are managed by SNMP enterprise management
consoles, including the Intel Server Control (ISC) management console

B. DMI does not allow a central server to not only gather information about computers connected to the
network, but also to configure them

C. DMI does not make servers smarter by permitting them to report information about themselves
D. The SNMP service must not be installed at the administrator's workstation to facilitate the SNMP console, or

viewer, and allow him or her to view various SNMP traps

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that the SNMP service must also be installed on servers that are managed by SNMP enterprise
management consoles, including the Intel Server Control (ISC) management console is an advantage to
SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as DMI allows a central server to not only gather information about
computers connected to the network, but also to configure them.
C: This statement is actually false as DMI makes servers smarter by permitting them to report information
about themselves.
D: This statement is actually false as the SNMP service must be installed at the administrator's workstation to
facilitate the SNMP console, or viewer, and allow him or her to view various SNMP traps Reference: Server+
Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 417
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. The center of the DMI architecture is the DMI service provider, a system resident program that oversees
every DMI activity and it collects data from the server's management instrumentation and consolidates it in
the MIF database

B. The center of the DMI architecture is not the DMI service provider, a system resident program that oversees
every DMI activity and it collects data from the server's management instrumentation and consolidates it in
the MIF database

C. Local or remote management application programs, which do not use SNMP, can access the collected data
and apply control actions through the management interface

D. These programs are not include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that The center of the DMI architecture is the DMI service provider, a system resident program that
oversees every DMI activity and it collects data from the server's management instrumentation and
consolidates it in the MIF database is an advantage to SNMP/DMI translation.
Incorrect



Answers:
B: This statement is actually false as the center of the DMI architecture is the DMI service provider, a system
resident program that oversees every DMI activity and it collects data from the server's management
instrumentation and consolidates it in the MIF database.
C: This statement is actually false as local or remote management application programs, which use SNMP, can
access the collected data and apply control actions through the management interface.
D: This statement is actually false as these programs include management tools capable of interrogating,
tracking, listing, and changing the server's manageable objects.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 418
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. Local or remote management application programs, which use SNMP, can access the collected data and
apply control actions through the management interface

B. The center of the DMI architecture is not the DMI service provider, a system resident program that oversees
every DMI activity and it collects data from the server's management instrumentation and consolidates it in
the MIF database

C. These programs do not include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects

D. If the system is not configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to
the remote management interface through the service provider

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that Local or remote management application programs, which use SNMP, can access the collected
data and apply control actions through the management interface is an advantage to SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as the center of the DMI architecture is the DMI service provider, a system
resident program that oversees every DMI activity and it collects data from the server's management
instrumentation and consolidates it in the MIF database.
C: This statement is actually false as these programs include management tools capable of interrogating,
tracking, listing, and changing the server's manageable objects.
D: This statement is actually false as if the system is configured to monitor the minimum/maximum preset
temperatures of the server's processors, any deviation outside established ranges produces an "indication."
This indication is applied to the remote management interface through the service provider.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 419
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. These programs include management tools capable of interrogating, tracking, listing, and changing the
server's

B. manageable objects Local or remote management application programs, which do not use SNMP, can
access the collected data and apply control actions through the management interface

C. The center of the DMI architecture is not the DMI service provider, a system resident program that oversees
every DMI activity and it collects data from the server's management instrumentation and consolidates it in
the MIF database



D. If the system is not configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to
the remote management interface through the service provider

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that these programs include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects is an advantage to SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as local or remote management application programs, which use SNMP, can
access the collected data and apply control actions through the management interface.
C: This statement is actually false as the center of the DMI architecture is the DMI service

provider, a system resident program that oversees every DMI activity and it collects data from the server's
management instrumentation and consolidates it in the MIF database D: This statement is actually false as if
the system is configured to monitor the minimum/maximum preset temperatures of the server's processors,
any deviation outside established ranges produces an "indication." This indication is applied to the remote
management interface through the service provider.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 420
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. If the system is configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to
the remote management interface through the service provider

B. These programs do not include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects

C. The center of the DMI architecture is not the DMI service provider, a system resident program that oversees
every DMI activity and it collects data from the server's management instrumentation and consolidates it in
the MIF database

D. Local or remote management application programs, which do not use SNMP, can access the collected data
and apply control actions through the management interface

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that if the system is configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to the
remote management interface through the service provider is an advantage to SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as these programs include management tools capable of interrogating,
tracking, listing, and changing the server's manageable objects.
C: This statement is actually false as the center of the DMI architecture is the DMI service provider, a system
resident program that oversees every DMI activity and it collects data from the server's management
instrumentation and consolidates it in the MIF database.
D: This statement is actually false as local or remote management application programs, which use SNMP, can



access the collected data and apply control actions through the management interface.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 421
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. The installed management application provides the administrator with a number of predetermined
"responses" that can be implemented based on the specified condition, ranging from logging the event to
performing an emergency shutdown of the server

B. The installed management application does not provide the administrator with a number of predetermined
"responses" that can be implemented based on the specified condition, ranging from logging the event to
performing an emergency shutdown of the server

C. DMI/SNMP translators are not used to manage DMI-based server data from an SNMP-based workstation,
converting the information back and forth between the two standards

D. These programs do not include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that the installed management application provides the administrator with a number of predetermined
"responses" that can be implemented based on the specified condition, ranging from logging the event to
performing an emergency shutdown of the server is an advantage to SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as the installed management application provides the administrator with a
number of predetermined "responses" that can be implemented based on the specified condition, ranging from
logging the event to performing an emergency shutdown of the server.
C: This statement is actually false as DMI/SNMP translators are used to manage DMI-based server data from
an SNMP-based workstation, converting the information back and forth between the two standards.
D: This statement is actually false as these programs include management tools capable of interrogating,
tracking, listing, and changing the server's manageable objects.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 422
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. DMI/SNMP translators are used to manage DMI-based server data from an SNMP-based workstation,
converting the information back and forth between the two standards

B. If the system is not configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to
the remote management interface through the service provider

C. The installed management application does not provide the administrator with a number of predetermined
"responses" that can be implemented based on the specified condition, ranging from logging the event to
performing an emergency shutdown of the server

D. These programs do not include management tools capable of interrogating, tracking, listing, and changing
the server's manageable objects

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The fact that DMI/SNMP translators are used to manage DMI-based server data from an SNMP-based
workstation, converting the information back and forth between the two standards is an advantage to SNMP/
DMI translation.
Incorrect
Answers:
B: This statement is actually false as if the system is configured to monitor the minimum/maximum preset
temperatures of the server's processors, any deviation outside established ranges produces an "indication."
This indication is applied to the remote management interface through the service provider.
C: This statement is actually false as the installed management application provides the administrator with a
number of predetermined "responses" that can be implemented based on the specified condition, ranging from
logging the event to performing an emergency shutdown of the server.
D: This statement is actually false as these programs include management tools capable of interrogating,
tracking, listing, and changing the server's manageable objects.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 423
The Certkiller administrator wants to know from his new trainee which of the following statements is an
advantage of SNMP/DMI translation?

A. Management requests from the SNMP workstation are converted to the DMI format, whereas DMI
responses from the server are translated into SNMP format for processing and display

B. If the system is not configured to monitor the minimum/maximum preset temperatures of the server's
processors, any deviation outside established ranges produces an "indication." This indication is applied to
the remote management interface through the service provider

C. The installed management application does not provide the administrator with a number of predetermined
"responses" that can be implemented based on the specified condition, ranging from logging the event to
performing an emergency shutdown of the server

D. DMI/SNMP translators are not used to manage DMI-based server data from an SNMP-based workstation,
converting the information back and forth between the two standards

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The fact that management requests from the SNMP workstation are converted to the DMI format, whereas DMI
responses from the server are translated into SNMP format for processing and display is an advantage of
SNMP/DMI translation.
Incorrect
Answers:
B: This statement is actually false as if the system is configured to monitor the minimum/maximum preset
temperatures of the server's processors, any deviation outside established ranges produces an "indication."
This indication is applied to the remote management interface through the service provider.
C: This statement is actually false as the installed management application provides the administrator with a
number of predetermined "responses" that can be implemented based on the specified condition, ranging from
logging the event to performing an emergency shutdown of the server.
D: This statement is actually false as DMI/SNMP translators are used to manage DMI-based server data from
an SNMP-based workstation, converting the information back and forth between the two standards.
Reference:
Server+ Exam Cram 2 (Exam SK0-002), Charles J. Brooks, Que, November 2005, pg

QUESTION 424
The new technician at Certkiller .com was told to conducting a system analysis of the server. When is it
applicable to do a baseline measurement of how the server performs?



A. After all the installations is completed.
B. After all the configurations is completed.
C. After all the installations and configurations is completed.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A server baseline is an initial measurement of how the server performs after all installations and configurations
have been completed. Everything that is subsequently reconfigured can then be compared with the baseline.

Incorrect Answers
A, B: Only when the installation and the configuration is complete, you can conduct a system analysis of the
server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
334

QUESTION 425
Each performance object has its own set of counters. Which of the following is TRUE about the performance
monitors? (Choose all that apply)

A. Measure the processor utilization on the system.
B. Minimize the amount of network traffic.
C. Monitor the utilization of various hard disk drives.
D. None of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Administrators can use performance monitors to
1. Measure the processor utilization on the system
2. Optimize page file memory management
3. Monitor the utilization of various hard disk drives
4. Track the utilization of system memory
5. Estimate the amount of network traffic
Incorrect Answers
B: The performance monitor only allows you to monitor the system, not directly to minimize or change any
settings. It allows you to see where the problem is.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
334

QUESTION 426
Each performance object has its own set of counters. What can you use the performance monitors for?
(Choose all that apply)

A. Optimize page file memory management.
B. Monitor the utilization of various hard disk drives
C. Estimate the amount of network traffic



D. None of the above.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Administrators can use performance monitors to
1. Measure the processor utilization on the system

2. Optimize page file memory management
3. Monitor the utilization of various hard disk drives
4. Track the utilization of system memory
5. Estimate the amount of network traffic
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
334

QUESTION 427
Which of the following can cause a bottleneck?
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A. Faulty hardware that cause too much interrupts
B. IRQ conflicts between hardware devices
C. CPU-intensive applications
D. Memory problems
E. All of the above

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Bottlenecks include CPU-intensive applications, processes, drivers, and interrupts. Faulty hardware can cause
excessive interrupts, as can IRQ conflicts between hardware devices. In addition, memory problems have a
tricky way of hiding behind high processor use.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
335

QUESTION 428
Which of the following counters is used to measure the time the processor is busy executing a non-idle thread?

A. Percent of User Time
B. Percent Processor Time
C. Percent of Interrupt Time
D. Interrupts Per Second



E. Percent of Privileged Time
F. Percent Total Processor Time

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Percent Processor Time measures the period that a processor is busy executing a non-idle thread. Idle threads
are assigned to each processor to consume non-productive clock cycles.
Incorrect
Answers:

A: Percent of User Time measures the processor time spent in User Mode executing non-idle threads.
C: Percent of Interrupt Time measures the percentage of elapsed time that the processor spends handling
hardware interrupts.
D: Interrupts Per Second measures the number of device interrupts the processor is currently experiencing.
E: Percent of Privileged Time measures the percentage of processor time spent in Privileged Mode executing
non-idle threads.
F: Percent Total Processor Time measures the multiprocessor systems only, this counter is used the same way
as that for a single CPU counter.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 335, 336

QUESTION 429
Which of the following counters is used to measure the multiprocessor systems only?

A. Percent Total Processor Time
B. Percent Processor Time
C. Percent of Interrupt Time
D. Interrupts Per Second

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Percent Total Processor Time measures the multiprocessor systems only, this counter is used the same way
as that for a single CPU counter.
Incorrect
Answers:
B: Percent Processor Time measures the period that a processor is busy executing a non-idle thread. Idle
threads are assigned to each processor to consume non-productive clock cycles.
C: Percent of Interrupt Time measures the percentage of elapsed time that the processor spends handling
hardware interrupts.
D: Interrupts Per Second measures the number of device interrupts the processor is currently experiencing.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 335, 336

QUESTION 430
Which of the following counters is used to measure the percentage of processor time spent in Privileged Mode
executing non-idle threads?

A. Interrupts Per Second



B. Percent of User Time
C. Percent of Privileged Time
D. Percent of Interrupt Time

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Percent of Privileged Time measures the percentage of processor time spent in Privileged Mode executing
non-idle threads.
Incorrect
Answers:
A: Interrupts Per Second measures the number of device interrupts the processor is currently experiencing.
B: Percent of User Time measures the processor time spent in User Mode executing non-idle threads.
D: Percent of Interrupt Time measures the percentage of elapsed time that the processor spends handling
hardware interrupts.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 335, 336

QUESTION 431
Which of the following counters is used to measures the number of device interrupts the processor is currently
experiencing?

A. Percent Processor Time
B. Percent of Interrupt Time
C. Interrupts Per Second
D. Percent Total Processor Time

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Interrupts Per Second measures the number of device interrupts the processor is currently experiencing.
Incorrect
Answers:
A: Percent Processor Time measures the period that a processor is busy executing a non-idle thread. Idle
threads are assigned to each processor to consume non-productive clock cycles.
B: Percent of Interrupt Time measures the percentage of elapsed time that the processor spends handling
hardware interrupts.
D: Percent Total Processor Time measures the multiprocessor systems only, this counter is used the same
way as that for a single CPU counter.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 335, 336

QUESTION 432
Which of the following is TRUE with regards to Page File Optimization?

A. If a system board is set up to use no page file space, no RAM shortage problems would probably occur.
B. For systems running low on RAM, it's a good idea to optimize the page file.
C. The amount of swap space does not depend on the amount of RAM installed and the programs being run.
D. None of the above



Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Percent of User Time measures the processor time spent in User Mode executing non-idle threads.
Incorrect
Answers:
A: If a system board were to be configured to use no page file space, serious RAM shortage problems would
probably occur.
C: How much swap space is required depends on the amount of RAM installed and the programs being run.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 335, 336

QUESTION 433
To properly optimizing a server's memory, which of the following should you do?

A. Move the page file to a fast and dedicated hard disk that contains the system and boot partitions.
B. Move the page file to a fast and dedicated hard disk that does not contain the system and boot partitions.
C. You should make the page file smaller than the amount of physical RAM installed on the system.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Move the page file to a fast and dedicated hard disk that does not contain the system and boot partitions. Even
so, leave a small amount on the C: drive; an initial size of 2 to 50 MB is suitable for emergency use.
Incorrect
Answers:
A: Move the page file to a fast and dedicated hard disk that does not contains the system and boot partitions.
C: Under no circumstances should the page file be smaller than the amount of physical RAM installed on the
system.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
336

QUESTION 434
On which of the following can you use for the page file?

A. Mirrored RAID-1 volume
B. RAID-0
C. RAID-5 volume
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:



Use a RAID-0 (Stripe Set) array to store the page file, if available.
Incorrect
Answers:
A, C: It is best not to put a page file on a fault-tolerant drive, such as a mirrored RAID-1 volume, or a RAID-5
volume. Paging files do not require fault tolerance. Some fault-tolerant systems suffer from slow data writes, as
they write data to multiple locations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
337

QUESTION 435
What can be done to eliminate or to reduce a bottleneck effect on the system?

A. Leave the diskperf on whenever performance measuring is completed.
B. Use compression on files that are accessed often
C. Use a disk defragmenter utility to improve seek and read times.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After a disk bottleneck has been determined, several actions can be taken to eliminate or reduce its effects on
system performance. One of the actions is to use a disk defragmenter utility to improve seek and read times.
Incorrect
Answers:
B: After a disk bottleneck has been determined, several actions can be taken to eliminate or reduce its effects
on system performance. One of the actions is to turn off diskperf whenever performance measuring is
completed.
C: After a disk bottleneck has been determined, several actions can be taken to eliminate or reduce its effects
on system performance. One of the actions is to avoid using

compression on files that are accessed often.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 338, 339

QUESTION 436
To eliminate or to reduce a bottleneck, which of the following is applicable? (Choose all that apply)

A. Use a 32- or 64-bit bus mastering controller card.
B. Use compression on files that are accessed often
C. Exchange existing hard drives and drive controllers with faster models
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After a disk bottleneck has been determined, several actions can be taken to eliminate or reduce its effects on
system performance. The actions are to use a 32- or 64-bit bus mastering controller card or to Exchange
existing hard drives and drive controllers with faster models.
Incorrect
Answers:



B: After a disk bottleneck has been determined, several actions can be taken to eliminate or reduce its effects
on system performance. One of the actions is to avoid using compression on files that are accessed often.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 338, 339

QUESTION 437
With regards to memory related issues, which of the following can cause a bottleneck? (Choose all that apply)

A. Memory with slow RAM chips.
B. Memory Pages Input/sec counter reading shows a value of 1 or less.
C. Memory with faster RAM chips.
D. Memory Pages Input/sec counter reading shows a value of 3.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: Memory with slow RAM can cause a bottleneck, not a memory with fast RAM.
B: Suspect a physical RAM bottleneck when the memory Pages Input/sec counter reading shows a value of 1
or less.
Incorrect
Answers:

C: Memory with slow RAM can cause a bottleneck, not a memory with fast RAM.
D: Suspect a physical RAM bottleneck when the memory Pages Input/sec counter reading shows a value of 1
or less.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
340

QUESTION 438
Which of the following has an impact on the network communication performance? (Choose all that apply)

A. A slow workstation can cause network performance to slow.
B. Server that is always working at maximum capacity.
C. A server that is working 24/7.
D. None of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: An overburdened server, or even a sluggish workstation, can cause network performance to slow.
B: A server or workstation that is consistently operating at its maximum capacity will cause the network
performance to slow down.
Incorrect
Answers:
C: This has nothing to do with the performance of the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
341



QUESTION 439
Which of the following describes a server overload?

A. A network system that is consistently operating at its maximum capacity.
B. A server or workstation is consistently operating at its maximum capacity.
C. A network or an individual host who has faulty wiring, devices, or protocols.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This condition occurs when a server or workstation is consistently operating at, or near, its maximum capacity.
Under these conditions, network requests might not be adequately responded to.
Incorrect
Answers:
A: Network overload-This condition frequently occurs on a network system that is

consistently operating at, or near, its maximum capacity. Under these conditions, the network may not be
properly suited to the size and traffic of the organization.
C: Data loss-This condition occurs on a network or an individual host due to faulty wiring, devices, or protocols.
Under these conditions, data packets are not delivered properly, and normal communications will be interrupted
until the faulty device or element is located and replaced.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
341

QUESTION 440
Which of the following describes a network system that is consistently operating at its maximum capacity?

A. Data loss
B. Network overload
C. Server overload
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network overload-This condition frequently occurs on a network system that is consistently operating at, or
near, its maximum capacity. Under these conditions, the network may not be properly suited to the size and
traffic of the organization.
Incorrect
Answers:
A: Data loss-This condition occurs on a network or an individual host due to faulty wiring, devices, or protocols.
Under these conditions, data packets are not delivered properly, and normal communications will be interrupted
until the faulty device or element is located and replaced.
C: This condition occurs when a server or workstation is consistently operating at, or near, its maximum
capacity. Under these conditions, network requests might not be adequately responded to.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
341



QUESTION 441
Which of the following displays the amount of data transmitted to and from the NIC each second?

A. Network Interface: Output Queue Length
B. Network Interface: Bytes Total/sec
C. Network Interface: Current Bandwidth
D. Network Segment: % Network Utilization

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This object monitors the amount of data transmitted to and from the NIC each second. This should be
compared to the NIC's rated capacity.
Incorrect
Answers:
A: Network Interface: Output Queue Length: Displays the number of packets waiting to be processed by the
NIC.
C: Network Interface: Current Bandwidth: Displays the current NIC bandwidth, and is useful only on variable
bandwidth devices. The value helps to determine if the bandwidth-on-demand feature is functioning properly.
D: Network Segment: % Network Utilization: Displays the percentage of available bandwidth actually being
used for communications and data transmission.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
342

QUESTION 442
With regards to the object monitors of the Network Interface: Output Queue Length, which number will indicate
a bottleneck?

A. 1
B. 2
C. 3
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The NIC is acting as a bottleneck if the average value is consistently greater than 2.
Incorrect
Answers:
A, B: The NIC is acting as a bottleneck if the average value is consistently greater than 2.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
342

QUESTION 443
Which of the following indicates the number of requests queued for service?

A. Network Interface: Output Queue Length
B. Redirector: Current Commands
C. Redirector: Server Sessions Hung



D. Redirector

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Redirector: Current Commands: Indicates the number of requests queued for service.
Incorrect
Answers:
A: This object monitors the amount of data transmitted to and from the NIC each second.
This should be compared to the NIC's rated capacity.
B: Redirector: Server Sessions Hung: Identifies active sessions that have timed out due to communications
failures.
D: Redirector: Manages network connections to other computers that have originated from the source
computer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
342

QUESTION 444
Which of the following indicates the number of sessions terminated due to unexpected error conditions?

A. Network Segment: % Network Utilization
B. Server: Work Item Shortages
C. Server: Sessions Errored Out
D. Current Commands

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server: Sessions Errored Out: Indicates the number of sessions terminated due to unexpected error conditions.
This cumulative counter indicates network problems related to dropped server sessions.
Incorrect
Answers:
A: Network Segment: % Network Utilization: Displays the percentage of available bandwidth actually being used
for communications and data transmission.
B: Server: Work Item Shortages: Indicates the number of times a work item was not available for allocation to
an incoming request.
D: Current Commands: Displays the number of requests currently queued for service by the Redirector.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342, 343

QUESTION 445
Which of the following indicates the number of times a work item was not available for allocation to an incoming
request?

A. Server: Work Item Shortages
B. Server: Sessions Errored Out
C. Network Segment: % Network Utilization
D. Current Commands



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server: Work Item Shortages: Indicates the number of times a work item was not available for allocation to an
incoming request.
Incorrect
Answers:
B: Server: Sessions Errored Out: Indicates the number of sessions terminated due to unexpected error
conditions. This cumulative counter indicates network problems related to dropped server sessions.
C: Network Segment: % Network Utilization: Displays the percentage of available bandwidth actually being
used for communications and data transmission.
D: Current Commands: Displays the number of requests currently queued for service by the Redirector.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342, 343

QUESTION 446
The network administrator of Certkiller wants to know what object counter is used to see the number of times a
work item was not available for allocation to an incoming request.

A. Server: Work Item Shortages
B. Server: Sessions Errored Out
C. Current Commands
D. Network Segment: % Network Utilization

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server: Work Item Shortages: Indicates the number of times a work item was not available for allocation to an
incoming request.
Incorrect
Answers:
B: Server: Sessions Errored Out: Indicates the number of sessions terminated due to unexpected error
conditions. This cumulative counter indicates network problems related to dropped server sessions.
C: Current Commands: Displays the number of requests currently queued for service by the Redirector.
D: Network Segment: % Network Utilization: Displays the percentage of available bandwidth actually being
used for communications and data transmission.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342, 343

QUESTION 447
The network administrator of Certkiller wants to know what object counter is used to see the number of
sessions terminated due to unexpected error conditions.

A. Current Commands
B. Server: Work Item Shortages
C. Network Segment: % Network Utilization
D. Server: Sessions Errored Out



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server: Sessions Errored Out: Indicates the number of sessions terminated due to unexpected error conditions.
This cumulative counter indicates network problems related to dropped server sessions.
Incorrect
Answers:
A: Current Commands: Displays the number of requests currently queued for service by the Redirector.
B: Server: Work Item Shortages: Indicates the number of times a work item was not available for allocation to
an incoming request.
D: Network Segment: % Network Utilization: Displays the percentage of available bandwidth actually being
used for communications and data transmission.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342, 343

QUESTION 448
The network administrator of Certkiller has determined a network bottleneck on the system. Which of the
following can be done to reduce or to eliminate the effect? (Choose all that apply)

A. Install all the protocols used on the network.
B. Add more RAM to the servers.
C. Use NICs at identical speeds throughout the network.
D. Use only one NIC, with a routing solution.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To combat bottlenecks you must add more RAM to the servers. It is also best to use NICs at identical speeds
throughout the network.
Incorrect
Answers:
A: Install only those protocols actually used on the network.

D: Use more than one NIC, with a routing solution.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342, 343

QUESTION 449
To document a server baseline, which of the following components should you include in the performance
data?

A. Logical Disk
B. Logical System
C. Memory
D. Network Interface

Correct Answer: ACD
Section: (none)
Explanation



Explanation/Reference:
Explanation:
To effectively document a server baseline, a minimum approach will consider including performance data for
these components.
Incorrect Answers
B: There is no thing as Logical System to monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
349

QUESTION 450
Which of the following is monitored when you monitor the Logical Disk? (Choose all that apply)

A. Average Disk Queue Length
B. Pages/sec
C. Disk Bytes/sec
D. Cache Bytes
E. Average Disk sec/Transfer

Correct Answer: ACE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All these falls under the Logical Disk operations.
Incorrect Answers
B, D: Pages/sec and Cache Bytes will you find in the memory operations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347

QUESTION 451
A memory bottleneck will occur when the percentage of disk time for disks
containing the Pagefile.sys is more than _____________.

A. 5%
B. 8%
C. 10%
D. 20%

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If the percentage of disk time is over 10%, the available bytes are around 4 MB, and pages/sec is high, the
server is paging a significant number of memory requests to disk and is experiencing a memory bottleneck.
Incorrect Answers
A, B, D: If the percentage of disk time is over 10%, the server is paging a significant number of memory
requests to disk and is experiencing a memory bottleneck.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347



QUESTION 452
Which of the following would cause a bottle neck, if the value is more than 2? (Choose all that apply)

A. Disk Transfers/sec
B. Current Disk Queue Length
C. Average Disk Queue Length
D. Disk Bytes/sec

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When these disk counters is more than 2, it will cause a bottle neck.
Incorrect Answers
A: If this value is consistently over 80 for a single physical disk drive, and the average disk/sec transfer is less
than acceptable, this disk drive is slowing down the overall system performance.
D: This measurement is the rate at which bytes are transferred to or from the disk during write or read
operations. Add up this counter's values for each disk drive attached to the same SCSI channel, and compare it
to the throughput of the SCSI bus. If this summed value is close to 80% of the throughput for the SCSI bus, the
SCSI bus itself is becoming a bottleneck.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347

QUESTION 453
Which of the following would not cause a bottle neck, but slow down the system?

A. Average Disk Queue Length
B. Disk Transfers/sec
C. Current Disk Queue Length
D. Disk Bytes/sec

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If this value is over 80 for a physical disk and the average disk/sec transfer is less than acceptable, the disk
drive will slow down the overall system performance.
Incorrect Answers
A: If the value of the Average Disk Queue Length is more than 2 for a single disk drive, and the percentage of
disk time is high, the selected disk is becoming a bottleneck to the system.
C: If the value of the Current Disk Queue Length is more than 2 for a single disk drive over a sustained period,
and the percentage of disk time is high, the selected disk drive is becoming a bottleneck.
D:
Disk Bytes/sec is the rate at which bytes are transferred. Add up this counter's values for each disk drive
attached to the same SCSI channel, and compare it to the throughput of the SCSI bus. If this summed value is
close to 80% of the throughput for the SCSI bus, the SCSI bus itself is becoming a bottleneck.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347

QUESTION 454



Which of the following is memory counters? (Choose all that apply)

A. Disk Bytes/sec
B. Available Bytes
C. Pages/sec
D. Disk Transfers/sec

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The memory counters is the following: Available Bytes; Pages/sec and Cache Bytes.

Incorrect Answers
A, D: These counters you will find in the Logical Disk operations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
349

QUESTION 455
What does the Disk Bytes/sec displays?

A. It measurement is the rate at which bytes are transferred to or from the disk during write or read operations.
B. It displays the size of the virtual memory currently on the Zeroed, Free, and Standby lists.
C. It displays is the number of pages read from or written to the disk to resolve memory references to pages

that were not in memory at the time of the reference.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Disk Bytes/sec measures the rate at which bytes are transferred to or from the disk during write or read
operations.
Incorrect Answers
B: The Available Bytes displays the size of the virtual memory currently on the Zeroed, Free, and Standby lists.
C: The Pages/sec displays the number of pages read from or written to the disk to resolve memory references
to pages that were not in memory at the time of the reference.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347

QUESTION 456
Which of the following displays the virtual memory currently on the Zeroed, Free, and Standby lists?

A. Disk Bytes/sec
B. Available Bytes
C. Cache Bytes
D. None of the above.

Correct Answer: B
Section: (none)



Explanation

Explanation/Reference:
Explanation:
The Available Bytes displays the size of the virtual memory currently on the Zeroed, Free, and Standby lists.
Incorrect Answers

A: The Disk Bytes/sec measures the rate at which bytes are transferred to or from the disk during write or read
operations.
C: The Cache Bytes value represents the number of bytes of physical memory that are being used to cache
pages of data for applications.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
347

QUESTION 457
If you monitor the network interface, which of the following counters should you monitored? (Choose all that
apply)

A. Disk Bytes/sec
B. Bytes Total/sec
C. Cache Bytes
D. Current Bandwidth

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Bytes Total/sec is the sum of Frame Bytes/sec and Datagram Bytes/sec.
The Current Bandwidth value is an estimate of the interface's current bandwidth in bits per second (bps).
Incorrect Answers
A: The Disk Bytes/sec measures the rate at which bytes are transferred to or from the disk during write or read
operations.
C: The Cache Bytes value represents the number of bytes of physical memory that are being used to cache
pages of data for applications.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
350

QUESTION 458
If you monitor the Output Queue Length of the network interface, what does the value represents?

A. It represents the length in packets of the output packet queue.
B. It is the sum of Frame Bytes/sec and Datagram Bytes/sec.
C. This value is an estimate of the interface's current bandwidth in bits per second (bps).
D. This is the number of outbound packets that could not be transmitted due to system errors.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Output Queue Length value represents the length in packets of the



output packet queue. If this is longer than 3 for sustained periods, delays are being experienced and the
bottleneck in the selected network interface should be found and eliminated.
Incorrect Answers
B: The Bytes Total/sec is the sum of Frame Bytes/sec and Datagram Bytes/sec.
C: The Current Bandwidth value is an estimate of the interface's current bandwidth in bits per second (bps).
D: The Packets Outbound Errors is the number of outbound packets that could not be transmitted due to
system errors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
350

QUESTION 459
Which of the following counters is associated with the Network Interface?

A. Available Bytes
B. Packets Outbound Errors
C. Cache Bytes
D. Current Disk Queue Length

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This is one of the Network Interface counters. The Packets Outbound Errors shows the number of outbound
packets that could not be transmitted due to system errors.
Incorrect Answers
A: This is one of the memory counters.
C: This is one of the memory counters.
D: This is one of the Logical Disk counters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
350

QUESTION 460
Which of the following object monitors is used to test the network interface? (Choose all that apply)

A. Pool Paged Failures
B. Output Queue Length
C. Work Item Shortages
D. Available Bytes

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: This value reflects the number of times allocations from the paged pool have failed.
C: This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive
indication time.
Incorrect Answers
B: Output Queue Length value represents the length in packets of the output packet queue. It forms part of the
network interface counters.
D: The Available Bytes displays the size of the virtual memory currently on the Zeroed, Free, and Standby lists.
It forms part of the memory counters.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 461
Which of the following counters shows the number of times allocations from the paged pool have failed?

A. Pool Non-paged Failures
B. Pool Paged Failures
C. Bytes Total/sec
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Pool Paged Failures reflects the number of times allocations from the paged pool have failed. If this value is
less than 1 on a regular basis, either your physical memory is too small for the selected server application, or
you need to increase the paging file size.
Incorrect Answers
A: This value reflects the number of times allocations from the non-paged pool have failed.
C: This is the sum of Frame Bytes/sec and Datagram Bytes/sec.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 462
Which of the following counters shows the number of times a Status_Data_Not_Accepted error was denoted?

A. Bytes Total/sec
B. Pool Paged Failures
C. Pool Non-paged Failures
D. Work Item Shortages

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive indication
time.
Incorrect Answers
A: This is the sum of Frame Bytes/sec and Datagram Bytes/sec.
B: Pool Paged Failures reflects the number of times allocations from the paged pool have failed. If this value is
less than 1 on a regular basis, either your physical memory is too small for the selected server application, or
you need to increase the paging file size.
C: This value reflects the number of times allocations from the non-paged pool have failed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 463
The new network technician of Certkiller wants to know which counter is used to measurement is the rate at
which bytes are transferred?



A. Bytes Total/sec
B. Pool Non-paged Failures
C. Disk Bytes/sec
D. Work Item Shortages

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This measurement is the rate at which bytes are transferred to or from the disk during write or read operations.
Incorrect Answers
A: This is the sum of Frame Bytes/sec and Datagram Bytes/sec.
B: This value reflects the number of times allocations from the non-paged pool have failed.
D: This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive
indication time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 464
The new network technician of Certkiller wants to know which counter represents the number of bytes of
physical memory that are being used to cache pages of data

for applications?

A. Bytes Total/sec
B. Cache Bytes
C. Disk Bytes/sec
D. Work Item Shortages

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Cache Bytes value represents the number of bytes of physical memory that are being used to cache pages
of data for applications.
Incorrect Answers
A: This is the sum of Frame Bytes/sec and Datagram Bytes/sec.
C: This measurement is the rate at which bytes are transferred to or from the disk during write or read
operations.
D: This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive
indication time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 465
The new network technician of Certkiller wants to know which counter reflects the current length of the server
work queue for a given processor.

A. Queue Length
B. Work Item Shortages
C. Disk Bytes/sec



D. Cache Bytes

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This measurement reflects the current length of the server work queue for a given processor.
Incorrect Answers
B: This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive indication
time.
C: This measurement is the rate at which bytes are transferred to or from the disk during write or read
operations.
D: The Cache Bytes value represents the number of bytes of physical memory that are being used to cache
pages of data for applications.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 466
The new network technician of Certkiller wants to know which of the following counter reflects the interface's
current bandwidth in bits per second (bps).

A. Pool Paged Failures
B. Pool Non-paged Failures
C. Bytes Total/sec
D. Current Bandwidth

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Current Bandwidth counter shows the interface's current bandwidth in bits per second (bps).
Incorrect Answers
A: Pool Paged Failures reflects the number of times allocations from the paged pool have failed.
B: This value reflects the number of times allocations from the non-paged pool have failed.
C: This is the sum of Frame Bytes/sec and Datagram Bytes/sec.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 467
The new network technician of Certkiller wants to know which counter measurement the number of pages read
from or written to the disk to resolve memory references to pages that were not in memory at the time of the
reference.

A. Disk Bytes/sec
B. Pages/sec
C. Cache Bytes
D. Work Item Shortages

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
Explanation:
This measurement is the number of pages read from or written to the disk to resolve memory references to
pages that were not in memory at the time of the reference. High paging activity itself does not indicate a
problem unless it is accompanied by a low Available Bytes counter and a high percentage of disk time on the
paging file disks.
Incorrect Answers
A: This measurement is the rate at which bytes are transferred to or from the disk during

write or read operations.
C: The Cache Bytes value represents the number of bytes of physical memory that are being used to cache
pages of data for applications.
D: This value reflects the number of times a Status_Data_Not_Accepted error was denoted at receive
indication time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
351

QUESTION 468
Which of the following functions compliment the deployment of applications?

A. Upgrading of previously deployed software packages.
B. Web-enabled reporting of hardware/software inventory.
C. Scan for detailed hardware inventory data.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Upgrades to previously deployed software packages by propagating only the source changes rather than the
entire application Incorrect Answers B: Web-enabled reporting of hardware/software inventory goes with asset
management.
C: Scan for detailed hardware inventory data falls also under asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 469
Which of the following is TRUE with regards to the deployment of applications? (Choose all that apply)

A. The deployment of applications is the distribution of software to client machines.
B. The deployment of applications consists of the file-level software inventory search.
C. The deployment of applications is the reports on clients' current service pack.
D. The deployment of applications is the generation of summary or detailed reports specifying which

applications clients used.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This falls under the umbrella of the deployment of applications Incorrect Answers B: File-level software



inventory search has to do with the asset management.
D: Generation of summary or detailed reports specifying which applications clients used,

has to do with the asset management
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 470
Which of the following fall under the deployment of applications in the Server Management Software Services?

A. Web-enabled reporting software deployment progress.
B. Web-enabled reporting of hardware/software inventory.
C. Web-enabled reporting server status.
D. Upgrades to previously deployed software packages.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Upgrades to previously deployed software packages by propagating only the source changes rather than the
entire application Incorrect Answers A, B, C:Web-enabled reporting of hardware/software inventory, server
status, and software deployment progress falls under asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 471
The server management software when installed, the administrator knows it has certain functions. One of the
functions is the asset management. What does it consists of? (Choose all that apply)

A. File-level software inventory searches
B. Reports on clients' current hardware base and existing applications
C. Software distributions to client machines
D. Scan for detailed hardware inventory data

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The administrator has to see to the File-level software inventory searches. This means he also has to scan for
detailed hardware inventory data.
Incorrect Answers
B, C: The report on clients' current hardware base and existing applications and the software distributions to
client machines falls under the deployment of applications.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 472
Which of the following best describe asset management?



A. Web-enabled reporting of hardware/software inventory.
B. Web-enabled reporting of server status.
C. Web-enabled reporting of software deployment progress.
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All these services include Web-enabled reporting of
hardware/software inventory, server status, and software deployment progress;
which is done with asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 473
Which of the following is TRUE with regards to asset management? (Choose all that apply)

A. Asset management is the distribution of software to client machines.
B. Asset management is the reports on clients' current service pack.
C. Asset management consists of the file-level software inventory search.
D. Asset management is the generation of summary or detailed reports specifying which applications clients

used.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This falls under the umbrella of asset management.
Incorrect Answers
A: The distribution of software to client machines has to do with the deployment of applications.
B: The report on clients' current service pack has to do with the deployment of applications.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 474
Which of the following functions compliment the security patch management?

A. Upgrading of previously deployed software packages.
B. Reports on clients' current hardware base.
C. Scan for detailed hardware inventory data.
D. None of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
None of these goes under the security patch management.



Incorrect Answers
A: The upgrade of the service packages is done with the deployment of applications.
B: The report on clients' current hardware base is done with the deployment of applications.
C: Scan for detailed hardware inventory data is covered under the asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 475
Which of the following is TRUE with regards to security patch management?

A. Security patch management is the distribution of software to client machines.
B. Security patch management is the vulnerability assessment and mitigation reports
C. Security patch management consists of the file-level software inventory search.
D. Security patch management is the generation of summary or detailed reports specifying which applications

clients used.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Security patch management is the vulnerability assessment and mitigation reports Incorrect Answers A: The
distribution of software to client machines has to do with the deployment of applications.
C: Asset management consists of the file-level software inventory search D: Asset management consists of the
generation of summary or detailed reports specifying which applications clients used.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 476
Which of the following fall under security patch management in the Server

Management Software Services?

A. Elevated rights assignments on the fly during package software installations.
B. Reports on clients' current service pack and/or hotfix status.
C. Web-enabled reporting software deployment progress.
D. Patch deployment console wizards

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Patch deployment console wizards falls under security patch management.
Incorrect Answers
A, B: Elevated rights assignments on the fly during package software installations;
reports on clients' current service pack falls under the deployment of applications.
C: Web-enabled reporting of hardware/software inventory, server status, and software deployment progress
falls under asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.



QUESTION 477
The server management software when installed, the administrator knows it has certain functions. One of the
functions is mobility. Of which of the following does it consists of?

A. Remote detection of client network connection capacity
B. Reports on clients' current hardware base and existing applications
C. Vulnerability identifications
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The administrator has to see to the remote detection of client network connection capacity, which falls under
the mobility.
Incorrect Answers
B: The report on clients' current hardware base and existing applications falls under the deployment of
applications.
C: The vulnerability identifications fall under security patch management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 478
Which of the following is part of mobility, with regards to Server Management

Software Services?

A. The distribution of the software to the clients systems.
B. Vulnerability identifications.
C. Completion of partial client downloads
D. Generation of summary or detailed reports specifying which applications clients used.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Completion of partial client downloads are done by the administrator and it falls under mobility.
Incorrect Answers
A: The distribution of the software to the clients systems falls under the deployment of applications.
B: The vulnerability identifications fall under security patch management.
D: The asset management goes with the file-level software inventory searches and the generation of summary
or detailed reports specifying which applications clients used.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 479
Which of the following best describe mobility, with regards to Server Management Software Services?

A. Patch deployment console wizards.
B. Web-enabled reporting of hardware/software inventory.
C. Web-enabled reporting of software deployment progress.



D. Timed software package installations to client workstations

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Timed software package installations to client workstations falls under mobility.
Incorrect
Answers:
A: Patch deployment console wizards are done with security patch management.
B, C: All these services include Web-enabled reporting of hardware/software inventory, server status, and
software deployment progress; which is done with asset management.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 480
Which of the following is part of the windows management services integration,

with regards to Server Management Software Services?

A. Basing site boundaries on Active Directory names, rather than on Internet Protocol (IP) subnets.
B. Vulnerability identifications.
C. Completion of partial client downloads
D. Generation of summary or detailed reports specifying which applications clients used.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Basing site boundaries on Active Directory names, rather than on Internet Protocol (IP) subnets falls under the
windows management services integration.
Incorrect Answers
B: The vulnerability identifications fall under security patch management.
C: Completion of partial client downloads are done by the administrator and it falls under mobility.
D: The asset management goes with the file-level software inventory searches and the generation of summary
or detailed reports specifying which applications clients used.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 481
Which of the following best describe the windows management services integration, with regards to Server
Management Software Services?

A. Patch deployment console wizards.
B. Web-enabled reporting of hardware/software inventory.
C. Using built-in computer and local system accounts for all server functions.
D. Timed software package installations to client workstations

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Using built-in computer and local system accounts for all server functions falls under the windows management
services integration.
Incorrect
Answers:
A: Patch deployment console wizards are done with security patch management.
B: All these services include Web-enabled reporting of hardware/software inventory, server status, and
software deployment progress; which is done with asset management.
D: Timed software package installations to client workstations falls under mobility.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.

QUESTION 482
Which of the following should be done to improve the server availability?

A. You should introduced clustered systems through the use of interconnected servers sharing central storage.
B. Clustered environment do not provide high availability through the use of fault-tolerant hardware

components.
C. You should use less than the amount of bandwidth that is offered.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Clustered environments provide constant availability to the networks.
Incorrect Answers
B: Clustered environment provide high availability through the use of fault-tolerant hardware components.
C: The amount of bandwidth has nothing to do with the availability.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
355.

QUESTION 483
Which of the following is TRUE with regards to RAID?

A. RAID is required to ensure zero downtime from power supply failures.
B. RAID allows you to removal and replacement of a PCI card.
C. RAID allows you to removed or added drives to a system while the system is still operating.
D. None of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
RAID allows for continued hard drive access in cases of single drive failures, and increases the fault-tolerant
capabilities in a drive array.
Incorrect Answers
A: Two or more redundant power supplies are required to ensure zero downtime from power supply failures.
B: Hot-plug PCI cards allows you to removal and replacement of a PCI card while the system is in operation.



C: Hot-plug hard drives can be removed or added to a system while the system is still operating.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 355.

QUESTION 484
Which of the following describes Hot-plug hard drives?

A. It does not offer redundant power to the server in cases of power supply failure.
B. It reduces system downtime because you do not need to remove power from the server.
C. It increases the fault-tolerant capabilities in a drive array.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Hot-plug hard drives reduce system downtime by avoiding the need to remove power from the server.
Incorrect Answers
A: Hot-plug power supplies offer redundant power to the server in cases of power supply failure.
C: RAID increases the fault-tolerant capabilities in a drive array References: Charles J. Brooks, Server+
Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p. 356.

QUESTION 485
Which of the following is TRUE with regards to Hot-plug hard drives?

A. Hot-plug hard drives allow you to removed or added drives to a system while the system is still operating.
B. Hot-plug hard drives allow you to removal and replacement of a PCI card.
C. Hot-plug hard drives are required to ensure zero downtime from power supply failures.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Hot-plug hard drives can be removed or added to a system while the system is still operating.
Incorrect Answers
B: Hot-plug PCI cards allows you to removal and replacement of a PCI card while the system is in operation.
C: Two or more redundant power supplies are required to ensure zero downtime from power supply failures.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 356.

QUESTION 486
Which of the following is TRUE with regards to the clustered systems? (Choose all that apply)

A. The secondary server takes control of the cluster if the primary server fails.
B. The secondary server does not take control of the cluster if the primary server fails.
C. Software solutions are achieved in a clustered system via cluster-aware operating systems
D. Applications are not designed to monitor system operations and move them to a secondary server.
E. None of the above.



Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Software availability solutions are best achieved in a clustered system through the use of cluster-aware
operating systems and applications that are designed to monitor system operations and move them to a
secondary server, in the event of failure.
Incorrect Answers
B, D: Software availability solutions are best achieved in a clustered system through the use of cluster-aware
operating systems and applications that are designed to monitor system operations and move them to a
secondary server, in the event of failure.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
356

QUESTION 487
If changes are made to the server environment, you should document these changes.

Which of the following is important, with regards to the prelude of this question?

A. Undocumented server network changes cannot cause severe harm on an organization.
B. Changes must be implemented slowly and steadily, to give it enough time to take an effect.
C. You should make big and fast changes one time, so that the clients learn all at once about these changes.
D. Create a master plan to solve all the problems

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If changes are implemented slowly and steadily, sufficient time will be provided for them to take effect. Clients
will have time to get used to changes, step by step.
Incorrect Answers

A: Undocumented server network changes can inflict severe harm on an organization when a related problem
is not corrected for quite some time.
C: If changes are implemented slowly and steadily, sufficient time will be provided for them to take effect.
Clients will have time to get used to changes, step by step.
D: Forget about creating a master plan to solve all the problems, because it will never be implemented.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
357

QUESTION 488
Which of the following is a best practice in the Server Change Management needs with regards to
communication and documentation?

A. Clients must know what changes have been completed; they do not need to know the future plans.
B. Verbal communication is enough there is no need for documenting the long-term operations.
C. Documentation takes time to do properly, and should not be delayed.
D. None of the above.

Correct Answer: C
Section: (none)



Explanation

Explanation/Reference:
Explanation:
Documentation takes time to do properly, and should therefore not be delayed until the task becomes too
difficult.
Incorrect Answers
A: Clients must know what changes have been completed and what changes are planned.
B: Verbal communication is important in the short term, documentation is essential for long-term operations.
Because people often hear what they want to hear rather than the entire story, providing them with written
documentation facilitates later review.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
357

QUESTION 489
Which of the following is a best practice in the Server Change Management needs with regards to duty
assignments?

A. Documentation must define who is responsible for doing what.
B. Verbal communication is enough there is no need for documenting the long-term operations.
C. Documentation takes time to do properly, and should not be delayed.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Documentation must define who is responsible for doing what, and should require various signature signoffs to
verify that the targeted clients have read and understand it.
Incorrect Answers
B: This does not falls under duty assignments, but under communication and documentation, because verbal
communication is important in the short term, documentation is essential for long-term operations.
C: This does not falls under duty assignments, but under communication and documentation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
358

QUESTION 490
Which of the following best describe the back-out plan with regards to the Server Change Management needs?

A. During server upgrades, reconfigurations, or expansions, you should be able to back out if completed
changes threaten continued server operations.

B. A back-out plan is not as important as a roll-out plan.
C. There is need to spend time on a backup plan, because it is time and money consuming.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
During server upgrades, reconfigurations, or expansions, always be able to back out if completed changes
threaten continued server operations.



Incorrect Answers
B: A back-out plan is just as important as a roll-out plan.
C: A back-out plan is just as important as a roll-out plan. Hopefully, it will never be used. But if and when it's
needed, it will be worth the time spent putting it together.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
358

QUESTION 491
Which of the following is class as a server network security plan? Choose all that apply)

A. Security group policies
B. Back-out plan
C. Security group strategies
D. Duty assignments

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Regardless of the company's size, having a server network security plan in place is vital. The minimal
requirements for such a plan includes: security group policies; security group strategies etc.
Incorrect Answers
B: During server upgrades, reconfigurations, or expansions, always be able to back out if completed changes
threaten continued server operations. This has to do with the change management environment.
D: Duty assignments have to do with the change management environment.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
359

QUESTION 492
Which of the following best describe the Security group strategies? (Choose all that apply)

A. Planning the use of built-in universal groups.
B. Policies must be formulated for active directory objects.
C. Planning the use of global groups.
D. Each of these organizational items can be controlled through the use of group policy filters.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Security group strategies consist for the plan of the built-in universal, global, and local group types.
Incorrect Answers
B, D: This will fall under the security group policies.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
359

QUESTION 493
Which of the following can be defined as security group policies? (Choose all that apply)

A. Policies must be formulated for active directory objects, file systems, the registry, system services, network



accounts, which excludes the restricted groups.
B. Policies must be formulated for system services, network accounts, local computers,

event logs, and restricted groups.
C. Organizational items can be controlled through the use of group policy filters.
D. Only answer A is conclusive.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Policies must be formulated for active directory objects, file systems, the registry, system services, network
accounts, local computers, event logs, and restricted groups.
Incorrect Answers
A: Policies must be formulated for active directory objects, file systems, the registry, system services, network
accounts, local computers, event logs, and restricted groups.
D: Policies must be formulated for active directory objects, file systems, the registry, system services, network
accounts, local computers, event logs, and restricted groups.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
359

QUESTION 494
Which of the following can be defined as strategies for information security? (Choose all that apply)

A. Public key infrastructure.
B. Encrypting file system.
C. IPSec utilization
D. Secure email
E. Website security
F. Only A, B, C
G. None of the above

Correct Answer: ABCDE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Strategies for information security includes the organization's public key infrastructure, use of the encrypting file
system, authentication for remote access users, IPSec utilization, secure email, website security, and signed
software code, if applicable.
Incorrect Answers
F: Secure email and website security forms part of the information security.
G: Strategies for information security includes the organization's public key infrastructure, use of the encrypting
file system, authentication for remote access users, IPSec utilization, secure email, website security, and
signed software code, if applicable.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
359

QUESTION 495
Each type of backup media has associated disadvantages. Which of the following backup media has the
highest risk of original data loss and backup data loss?



A. CD and DVD.
B. Local hard disk.
C. Remote hard disk.
D. Magnetic tape

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Using the local hard disk as the backup media means that the risk of original data loss and backup data loss is
increased over the other backup media options.
Incorrect
Answers:
A: The disadvantage of using CDs and DVDs as a backup media is its tendency to be slow. In addition to this,
the storage capabilities of CDs and DVDs become limited for larger enterprises, especially when full backups
need to be performed.
C: The disadvantage of using remote hard drives as a backup media is the limitation placed on the quantity of
data that can be backed up. In addition to this, costs associated with performing backups tend to increase over
time when multiple remote hard drives are used.
D: Using magnetic tape as a backup media has a number of advantages over the other previously mentioned
media. For instance, magnetic tape is a removable media and it can store vast quantities of data - over 600
gigabytes of data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-379.

QUESTION 496
Which of the following backup types automatically backs up the entire contents of the server being backed up?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A full backup backs up all contents of the server, or disk, or drive being backed up. This includes all directories,
sub-directories, and files and data. When you need to perform a system restore, a readily available full backup
copy allows you to perform the restore in

the least quantity of time.
Incorrect
Answers:
B: A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
D: A differential backup checks each file to determine whether it has been modified or not, since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 378-380.

QUESTION 497
Which of the following concepts describes the process of streamlining the process of changing and replacing
backup tapes?

A. Tape rotation.
B. Autoloader.
C. Data restore.
D. System recovery.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When multiple-drive tape systems are used, autoloaders are the devices that can be used to streamline the
process of changing and replacing backup tapes. Autoloaders can automatically change backup tapes from
their attached storage libraries. This assists in reducing the number of times you have to manually load backup
tapes into single-drive tape devices.
Incorrect
Answers:
A: Tape rotation refers to the process of rotating backup tapes. This assists in preventing data loss because
you will have multiple backup tapes in the rotation.
C:
Data restore describes the process of recreating files and data from backup tapes onto the original drive, on an
alternate location, or under a different name.
D: System recovery describes the process of repairing/replacing malfunctioning hardware prior to reloading the
operating system. Once the operating system is functioning, you can use data restore to recreate the necessary
files and data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 498
Which backup type is small and saves time?

A. Full backups.
B. Incremental backups.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While full backups are used to back up all business data and applications that have been identified for backing
up, incremental backups are performed to back up data that have changed since the backup was performed.
Being smaller than full backups, incremental backups tend to reduce tape utilization and it also saves time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 379.

QUESTION 499



Before you can perform any hardware or software upgrade for a server, all data stored and managed by the
specific server must be backed up. Which of the following actions MUST be performed to do this? Choose all
correct options.

A. Notify all users.
B. Perform backups.
C. Shut down applications.
D. Power down the specific server and the peripherals.
E. All of the above

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each of the above mentioned activities must be performed before you can upgrade a server's hardware or
software. Because a number of unexpected issues can crop up when you perform server upgrades, it is
imperative that you a perform a backup of your data being stored/managed by the specific server first.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 374-375.

QUESTION 500
Which backup type backs up files that have been added and all data that have been modified since the most
recent backup was performed?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
Incorrect
Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data.
B: A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
D: A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 501
Which of the following concepts describes the process of taking turns with backup tapes so that you have
multiple backup tapes?



A. Tape rotation.
B. Autoloader.
C. Data restore.
D. System recovery.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Tape rotation refers to the process of rotating backup tapes. This assists in preventing data loss because you
will have multiple backup tapes in the rotation.
Incorrect
Answers:
B: When multiple-drive tape systems are used, autoloaders are the devices that can be used to streamline the
process of changing and replacing backup tapes. Autoloaders can automatically change backup tapes from
their attached storage libraries. This assists in reducing the number of times you have to manually load backup
tapes into single-drive tape devices.
C: Data restore describes the process of recreating files and data from backup tapes onto the original drive, on
an alternate location, or under a different name.
D: System recovery describes the process of repairing/replacing malfunctioning

hardware prior to reloading the operating system. Once the operating system is functioning, you can use data
restore to recreate the necessary files and data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 502
Each type of backup media has associated disadvantages. Which of the following backup media is
exceptionally slow and is limited in capacity for larger enterprises?

A. CD and DVD.
B. Local hard disk.
C. Remote hard disk.
D. Magnetic tape

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The disadvantage of using CDs and DVDs as a backup media is its tendency to be slow.
In addition to this, the storage capabilities of CDs and DVDs become limited for larger enterprises, especially
when full backups need to be performed.
Incorrect
Answers:
B: Using the local hard disk as the backup media means that the risk of original data loss and backup data loss
is increased when compared to the other backup media options.
C: The disadvantage of using remote hard drives as a backup media is the limitation placed on the quantity of
data that can be backed up. In addition to this, costs associated with performing backups tend to increase over
time when multiple remote hard drives are used.
D: Using magnetic tape as a backup media has a number of advantages over the other previously mentioned
media. For instance, magnetic tape is a removable media and can store vast quantities of data - over 600
gigabytes of data can be stored on magnetic tape.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-379.

QUESTION 503
Before server upgrade activities are performed, you need to perform a number of activities. On this point,
choose the statement that is FALSE.

A. Perform backups of all data already being managed by the server system you intend to perform the upgrade
for.

B. To prepare for problems encountered during server upgrade activities, use a systematic backup program.
C. You can use the Emergency Repair Disk (ERD) feature to be prepared for disasters

during server upgrade activities.
D. You can perform a software server upgrade without backing up data being managed by the server.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All data must be backed up before you perform any hardware or software upgrade for any server. This includes
performing a system firmware upgrade, peripheral firmware upgrade, and network operating system (NOS)
component upgrade.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 374-375.

QUESTION 504
Which of the following concepts describes the process of repairing/replacing malfunctioning hardware prior to
reloading the operating system?

A. Tape rotation.
B. Autoloader.
C. Data restore.
D. System recovery.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
System recovery describes the process of repairing/replacing malfunctioning hardware prior to reloading the
operating system. Once the operating system is functioning, you can use data restore to recreate the necessary
files and data.
Incorrect
Answers:
A: Tape rotation refers to the process of rotating backup tapes. This assists in preventing data loss because
you will have multiple backup tapes in the rotation.
B: When multiple-drive tape systems are used, autoloaders are the devices that can be used to streamline the
process of changing and replacing backup tapes. Autoloaders can automatically change backup tapes from
their attached storage libraries. This assists in reducing the number of times you have to manually load backup
tapes into single-drive tape devices.
C: Data restore describes the process of recreating files and data from backup tapes onto the original drive, on
an alternate location, or under a different name.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.



QUESTION 505
Which backup type checks each file to determine whether it has been modified or not since the last full backup
was performed, and based on this determination, either includes or excludes the file in the backup?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
Incorrect
Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data. When you need to perform a system restore, a
readily available full backup copy allows you to perform the restore in the least quantity of time.
B: A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 506
Each type of backup media has associated disadvantages. Which of the following backup media tends to have
an increase in the costs associated with performing backups over time, when multiple hard drives are used?

A. CD and DVD.
B. Local hard disk.
C. Remote hard disk.
D. Magnetic tape

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The disadvantage of using remote hard drives as a backup media is the limitation placed on the quantity of data
that can be backed up. In addition to this, costs associated with performing backups tend to increase over time
when multiple remote hard drives are used.

Incorrect
Answers:
A: The disadvantage of using CDs and DVDs as a backup media is its tendency to be slow. The storage
capabilities of CDs and DVDs become limited for larger enterprises, especially when full backups need to be
performed.
B: Using the local hard disk as the backup media means that the risk of original data loss and backup data loss
is increased over the other backup media options.



D: Using magnetic tape as a backup media has a number of advantages over the other previously mentioned
media. For instance, magnetic tape is a removable media and it can store vast quantities of data - over 600
gigabytes of data can be stored on magnetic tape.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-379.

QUESTION 507
Which of the following backup types enables you to perform a system restore in the least amount of time?

A. Full backup
B. Incremental backup
C. Differential backup
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A full backup allows you to perform the restore in the least quantity of time. This is due to a full backup backing
up all contents of the server or disk. This can be useful in situations where you need to perform a restore after a
server system failure.
Incorrect
Answers:
B: With incremental backups, to perform a restore after a server system failure, you need to restore the most
recent full backup first. You then need to perform a sequential restoration using each incremental backup that
was performed since the last full backup.
C: With differential backups, to perform a restore after a server system failure, you need to restore the most
recent full backup first. After this, you need to either perform a sequential restoration using each incremental
backup that was performed since the last full backup, or use a differential backup. Using a differential backup in
the system restoration process takes longer than using an incremental backup because every changed file
since the last full backup is included in the backup.
D: Full backup is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 508
When using magnetic tape as a backup media, the backup software performs a number of activities. Choose
all options that are FALSE for describing these activities.

A. The backup software can determine whether a tape has errors.
B. The backup software uses the magnetic tape effectively because it adds multiple backups to a single tape,

until that specific tape is full.
C. The backup software creates internal labels on the tape. This assists with tracking which backup tapes

store which data
D. The backup software cannot determine whether a tape needs to be removed from the media pool used for

backups.
E. The backup software manages a database of all files that were backed up to each tape.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The backup software CAN determine whether a tape needs to be removed from the media pool used for
backups.
Incorrect
Answers:
A, B, C, E: These options are TRUE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-379.

QUESTION 509
Which of the following backup media can store over 600 gigabytes of data?

A. CD and DVD.
B. Local hard disk.
C. Remote hard disk.
D. Magnetic tape

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Using magnetic tape as a backup media has a number of advantages over the other previously mentioned
media. For instance, magnetic tape is a removable media and it can store vast quantities of data - over 600
gigabytes of data can be stored on magnetic tape.
Incorrect
Answers:
A: CDs and DVDs have a tendency to be slow. In addition to this, the storage capabilities of CDs and DVDs
become limited for larger enterprises, especially when full backups need to be performed.
B: With local hard disks, the risk of original data loss and backup data loss is increased when compared to the
other backup media options.
C: Using remote hard disks as a backup media has a limitation on the quantity of data

that can be backed up. In addition to this, costs associated with performing backups tend to increase over time
when multiple remote hard drives are used.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-379.

QUESTION 510
When selecting between products that improve back up speed, automation, and back up efficiency; the solution
you choose should minimally provide a number of capabilities or features. Which of the following describes
some of these minimum features? Choose all options that apply.

A. Provide for backup for a multiple servers and workstations to a single tape device.
B. Provide for simultaneous backups of multiple data streams from multiple devices.
C. Provide for the backup of open files, for fully protected active databases.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The product that you eventually choose should allow for each of the following scenarios.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 374-375.

QUESTION 511
Which of the following concepts describes the process of recreating files and data from backup tapes?

A. Tape rotation.
B. Autoloader.
C. Data restore.
D. System recovery.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Data restore describes the process of recreating files and data from backup tapes onto the original drive, on an
alternate location, or under a different name.
Incorrect
Answers:
A: Tape rotation refers to the process of rotating backup tapes. This assists in preventing data loss because
you will have multiple backup tapes in the rotation.
B:
When multiple-drive tape systems are used, autoloaders are the devices that can be used

to streamline the process of changing and replacing backup tapes. Autoloaders can automatically change
backup tapes from their attached storage libraries. This assists in reducing the number of times you have to
manually load backup tapes into single-drive tape devices.
D: System recovery describes the process of repairing/replacing malfunctioning hardware prior to reloading the
operating system. Once the operating system is functioning, you can use data restore to recreate the necessary
files and data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 512
Which backup type backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
Incorrect
Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data.



C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
D: A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 378-380.

QUESTION 513
On the topic of using multiple processor slots, which of the following is TRUE?

A. The most efficient method of increasing server performance is by using one of the multiple processor slots.
B. The most efficient method of increasing server performance is to populate multiple processor slots with

multiple processors.
C. The most efficient method of increasing server performance is by using only a few of the multiple processor

slots.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can increase the performance of your server by populating multiple processor slots with multiple
processors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 514
When verifying a processor upgrade, which of the following applies?

A. You have to reboot the system to determine whether the system recognizes the new processor that you
have installed.

B. You can consult your error code reports to check whether the new installed processor was accepted.
C. If you observe an automatic rerouting to the CMOS program, there is an error with the newly installed

processor.
D. All statements apply.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After installing new processors, you have to reboot the system to determine whether the system recognizes the
new installed processor You should check your error code reports to check whether the new installed processor
was accepted.
Incorrect
Answers:
C: This is quite standard practice after installing a new processor and performing the initial system reboot - it
does not mean that there is error with the processor installation.
D: Option C is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.



QUESTION 515
After performing a processor upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following processor utilization measurement counters show the elapsed
period that a processor is busy executing a non-idle thread?

A. Percent of Interrupt Time
B. Percent Processor Time.
C. Interrupts Per Second
D. Percent of Privileged Time
E. Percent of User Time

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Percent Processor Time counter provides an indication of the elapsed period that a processor is busy
executing a non-idle thread. You should assign an instance of this counter for each processor in the system. A
counter value that is consistently over 90% could point to a CPU bottleneck.
Incorrect
Answers:
A: The Percent of Interrupt Time counter provides an indication of the elapsed time that the processor spends
handling hardware interrupts.
C: The Interrupts Per Second counter indicates the number of device interrupts the processor is currently
experiencing. Whenever a device requires attention or completes a task, the device interrupts the processor.
D:
The Percent of Privileged Time indicates the processor time spent in Privileged Mode executing non-idle
threads.
E: The Percent of User Time indicates the processor time spent in User Mode executing non-idle threads.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 345.

QUESTION 516
When adding processors, which of the following elements should be identical? Choose all correct options.

A. Brand and model
B. Cache size
C. Clock speed
D. Bus speed and multiplier
E. All of the above

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need to ensure processor compatibility when you add processors. The easiest way in which to ensure that
added processors are compatible with existing processors is to ensure that the brand, model, cache size, clock
speed, and bus speed and multiplier is the same.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.



QUESTION 517
Choose the option(s) that is FALSE.

A. When it comes to verifying processor compatibility, you need to verify that the production run of the
processor is within one level of the other processor(s) which it will join.

B. When it comes to verifying processor compatibility, you need to verify that the production run of the
processor is within two levels of the other processor(s) which it will join.

C. When it comes to verifying processor compatibility, you need to verify that the production run of the
processor is within three levels of the other processor(s) which it will join.

D. None of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When it comes to verifying processor compatibility, you need to verify that the production run of the processor is
within ONE LEVEL of the other processor(s) which it will join. This strategy is called a stepping level.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 518
When adding processors, which of these statements is FALSE.

A. You need to ensure processor compatibility when you add processors.
B. The cache size, clock speed, and bus speed and multiplier should be the same
C. The processor brand and model should be the same
D. The processors do not have to fit the identical socket.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To ensure processor compatibility, all processors must fit the identical socket.
Incorrect
Answers:
A, B, C: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 519
After performing a processor upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following processor utilization measurement counters provides an
indication of the elapsed time that the processor spends handling hardware interrupts?

A. Percent of Interrupt Time
B. Percent Processor Time.
C. Interrupts Per Second
D. Percent of Privileged Time
E. Percent of User Time



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Percent of Interrupt Time counter provides an indication of the elapsed time that the processor spends
handling hardware interrupts.
Incorrect
Answers:
B: The Percent Processor Time counter provides an indication of the elapsed period that a processor is busy
executing a non-idle thread. You should assign an instance of this counter for each processor in the system. A
counter value that consistently over 90% could point to a CPU bottleneck.
C: The Interrupts Per Second counter indicates the number of device interrupts the processor is currently
experiencing. Whenever a device requires attention or completes a task, the device interrupts the processor.
D: The Percent of Privileged Time counter indicates the processor time spent in Privileged Mode executing
non-idle threads.
E: The Percent of User Time counter indicates the processor time spent in User Mode executing non-idle
threads.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 345.

QUESTION 520
When should you perform an upgrade of the server's BIOS?

A. Annually.
B. When you install new server software.
C. When you perform a processor upgrade.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The most practical time to perform an upgrade of the server's BIOS is when you perform a processor upgrade.
You should strongly consider a BIOS upgrade when you add new, faster processors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 521
After installing new processors, which of the following actions should you perform? Choose all correct options.

A. Perform an upgrade to the server's BIOS.
B. Verify that the processor upgrade has been successfully performed.
C. Verify that the system recognizes the new installed processor.
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:



After installing new processors, you need to verify that the processor upgrade has been successfully
performed. This includes verifying that the system recognizes the new installed processor.
Incorrect
Answers:
A: Usually, updated BIOS programs are developed by the server board's manufacturer to cater for and allow for
the installation of new processors.
D: A is incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 522
After performing a processor upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following processor utilization measurement counters provides an
indication of the number of device interrupts the processor is currently experiencing?

A. Percent of Interrupt Time
B. Percent Processor Time.
C. Interrupts Per Second
D. Percent of Privileged Time
E. Percent of User Time

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Interrupts Per Second counter indicates the number of device interrupts the processor is currently
experiencing. Whenever a device requires attention or completes a task, the device interrupts the processor.
Incorrect
Answers:
A: The Percent of Interrupt Time counter provides an indication of the elapsed time that the processor spends
handling hardware interrupts.
B: The Percent Processor Time counter provides an indication of the elapsed period that a processor is busy
executing a non-idle thread. You should assign an instance of this counter for each processor in the system.
D: The Percent of Privileged Time indicates the processor time spent in Privileged Mode executing non-idle
threads.
E: The Percent of User Time indicates the processor time spent in User Mode executing non-idle threads.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 345.

QUESTION 523
Which of the following is a good source for searching for information on whether newly added processors have
been recognized by the server board?

A. Event Viewer
B. System logs
C. CMOS program.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The CMOS program is an excellent information source if you need to verify that newly added processors have
been recognized by the server board. Information provided by the CMOS program allows you to check whether
the processors are working properly. The information also enables you to check processor fan operation as well
as processor speed.
Incorrect
Answers:
A, B: Events associated with operating system components, applications or programs, and specific system
components and applications can be viewed using Event Viewer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 524
On the topic of adding hard drives to a server system which of the following

statements applies to SCSI drives? Choose all correct options.

A. You need to ensure that the hard drives you want to add are of the correct type.
B. All hard drives must be connected properly.
C. The hard drives MUST be fitted with proper cabling and terminations.
D. The hard drives MUST follow the master/slave ID conventions.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When adding any hard drive, you need to ensure that the hard drives you want to add are of the correct type.
You should also ensure that all hard drives are connected properly.
An additional factor to consider for SCSI drives is that these hard drives MUST be fitted with proper cabling and
terminations.
Incorrect
Answers:
D: When adding ATA/IDE drives, you need to make certain that the drives follow the master/slave ID
conventions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 525
When adding new hard drives, which of the following Electrostatic Discharge (ESD) procedures are TRUE?

A. When the new hard drive arrives, you can immediately remove it from its antistatic bag because it has been
transported already.

B. You should wear antistatic gear - grounded ankle straps, or grounded wrist straps when you perform the
actual hard drive installation.

C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wearing antistatic gear, such as grounded ankle straps, or grounded wrist straps when you install a new hard



drive is a recommended ESD best practice.
Incorrect
Answers:
A: You should keep the new hard drive in its antistatic bag until you perform the actual hard drive installation.
C: You should keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.
D: Only B is TRUE.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385-386.

QUESTION 526
On the topic of SCSI automatic termination, choose the option that is FALSE.

A. The system can detect modifications to the SCSI configuration when SCSI hard drives are installed.
B. The system cannot though provide the required terminations to allow the system to operate properly. You

have to do this manually.
C. The system can automatically assign SCSI IDs when necessary.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The system CAN also provide the required terminations to allow it to operate properly.
Incorrect
Answers:
A, C: It is TRUE that automatic termination enables the system to detect modifications to the SCSI
configuration when SCSI hard drives are installed. It also allows the system to automatically assign SCSI IDs
when necessary.
D: Only B is False.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 384-385.

QUESTION 527
When adding a new hard drive in an IDE-based RAID system, which of the following factors is FALSE?

A. You need to use the correct cabling.
B. You need to configure the new hard drive as a master or a slave drive.
C. You need to ensure that the jumper setting on the new drive is defined correctly.
D. You need to ensure that the proper termination exists at each end of the line.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When adding a new hard drive in a SCSI-based RAID system, ensuring that the proper termination exists at
each end of the line is an important factor.
Incorrect
Answers:
A, B, C: These statements are TRUE.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 528
When preparing to add new SCSI hard drives, which of the following should you be aware of if you have
existing older SCSI devices?

A. You need to be aware that all devices, both current and new, will operate at the lower performance levels of
the older devices.

B. You need to be aware that all new devices will attempt to operate at the higher performance levels, and the
older devices will continue to operate at their lower performance levels.

C. You need to be aware that all new devices, as well as the older devices, will operate at the higher
performance levels of the new devices.

D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When upgrading SCSI devices, you need to bear in mind that all new devices will attempt to operate at the
higher performance levels and the older devices will continue to operate at their lower performance levels. This
type of situation can lead to less than optimal operations. To avoid this, ensure that the controller is slowed
down to cater for your older devices. In addition to this, an updated SCSI device can only operate at the
maximum performance level of the adapter in a system.
Incorrect
Answers:
A, C: These statements are incorrectly specified.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385-386.

QUESTION 529
In which of the following circumstances would you need to perform a BIOS upgrade to ensure that a new hard
drive installation is supported?

A. When the current BIOS does not support the hard drive type that you want to add.
B. When the current BIOS does not support the hard drive size that you want to add.
C. When you add new, faster processors.
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need to perform a BIOS upgrade when your existing BIOS does not support the hard

drive type and size that you want to install. Also, when adding processors, you should perform a BIOS upgrade
when new, faster processors are going to be added. In fact, the most practical time to perform an upgrade of
the server's BIOS is when you perform a processor upgrade References: Charles J. Brooks, Server+
Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 380-381, 385-386.

QUESTION 530
After performing a hard drive upgrade, you should perform a new baseline and compare the results to the



previous baseline values. Which objects are used to measure disk performance?

A. LogicalDisk object
B. PhysicalDisk object
C. All of the above
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Both the LogicalDisk and PhysicalDisk objects are used to measure disk performance.
You enable these objects using the diskperf command.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 531
To improve server system performance, which of the following statements applies? Choose all correct options?

A. Use SCSI controller cards that support asynchronous I/O.
B. Upgrade from IDE and SCSI to UltraDMA or Wide Ultra SCSI.
C. Upgrade from UltraDMA to IDE.
D. Install separate drives on individual controller cards.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you opt to use SCSI controller cards that support asynchronous I/O, you enable multiple drives to
operate in parallel. This improves the performance of stripe sets.
Upgrading from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies is recommended as
well. Installing separate drives on individual controller cards has the advantage of spreading read and write
operations over multiple controllers. All of these

strategies assist in improving performance.
Incorrect
Answers:
C: You should upgrade from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 532
In a UNIX/Linux operating system environment, which of the following concepts describes the process of linking
the directory structures of multiple partitions, which connect the disks with each other?

A. Mounting
B. Mount point
C. Both of the above
D. None of the above



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Mounting is the concept that describes the process of linking the directory structures of multiple partitions,
which connect the disks with each other.
Incorrect
Answers:
B: A mount point is the directory location under which a specific file system can be accessed - the storage area
of that specific file system.
C: Mounting is the correct answer.
D: Mounting is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 387-388.

QUESTION 533
On the topic of adding hard drives to a server system which of the following statements applies to ATA/IDE
drives? Choose all correct options.

A. You need to ensure that the hard drives you want to add are of the correct type.
B. All hard drives must be connected properly.
C. The hard drives MUST to be fitted with proper cabling and terminations.
D. The hard drives MUST follow the master/slave ID conventions.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:

When adding any hard drive, you need to ensure that the hard drives you want to add are of the correct type.
You should also ensure that all hard drives are connected properly.
An additional factor to consider for ATA/IDE drives is that these hard drives MUST follow the master/slave ID
conventions.
Incorrect
Answers:
C: A factor to consider for SCSI drives is that these hard drives MUST to be fitted with proper cabling and
terminations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 534
After adding drives to your existing server system, which of the following should be used to determine whether
the new hard drive exists and to view the file system structure of the drive?

A. Power-On Self Test (POST)
B. File Manager
C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)



Explanation

Explanation/Reference:
Explanation:
Once the POST has verified the operating system, you have to check the File Manager to see whether the drive
exists. The File Manager shows information such as the file system structure of the drive, as well as allocated
space.
Incorrect
Answers:
A: During the reboot of the server, the Power-On Self Test (POST) examines the configuration and will indicate
whether a valid connection exists.
C: B is correct.
D: B is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386.

QUESTION 535
When adding new hard drives, you need to follow Electrostatic Discharge (ESD) best practice procedures.
Which of the following are incorrectly specified? (Choose all that apply)

A. When the new hard drive arrives, you can immediately remove it from its antistatic bag because it has been
transported already.

B. You should wear antistatic gear - grounded ankle straps, or grounded wrist straps
when you perform the actual hard drive installation.

C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All options are incorrect.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should keep the new hard drive in its antistatic bag until you perform the actual installation. You should
keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.
Incorrect
Answers:
B: Wearing antistatic gear, such as grounded ankle straps, or grounded wrist straps when you install a new
hard drive is recommended. This ESD best practice procedure is correctly specified.
D: B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385-386.

QUESTION 536
When adding a new hard drive in a SCSI-based RAID system, which of the following factors is FALSE?

A. You need to configure the new hard drive as a master or a slave drive.
B. You need to ensure that the proper termination exists at each end of the line.
C. You need to ensure that each system component has a unique identification number.
D. To avoid issues, use the same type of drive.

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
When adding a new hard drive in a IDE-based RAID system, you need to configure the new hard drive as a
master or a slave drive.
Incorrect
Answers:
B, C, D: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 537
When adding a new hard drive in an IDE-based RAID system, which of the following scenarios could result in
the system possibly not booting properly?

A. When you use an ATA 40 connector for an ATA-133 drive.
B. When you configure the jumper setting of the new drive for that of a second master drive.
C. When you use 80-wire cable for an ATA-133 drive.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When adding a new hard drive in an IDE-based RAID system, and you configure the jumper setting of the new
drive for that of a second master drive, you run the risk of the system possibly not booting properly, You need to
ensure that new hard drive is configured correctly as either a master or a slave, where appropriate.
Incorrect
Answers:
A, C: These statements are TRUE. You must use an ATA 40 connector for an ATA-133 drive. You must use a
80-wire cable for an ATA-133 drive.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 538
Which of the following concepts describes the process of adding hard drives to a server system?

A. Scaling out
B. Scaling down
C. Scaling up
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Scaling up is the concept used to refer to the adding of hard drives to a server system.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 539



To improve server system performance, which of the following would enable multiple drives to operate in
parallel and thereby improve the performance of stripe sets.

A. Use SCSI controller cards that support asynchronous I/O.
B. Upgrade from IDE and SCSI to UltraDMA or Wide Ultra SCSI.
C. Install separate drives on individual controller cards.
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you opt to use SCSI controller cards that support asynchronous I/O, you enable multiple drives to
operate in parallel. This improves the performance of stripe sets.
Incorrect
Answers:
B: While upgrading from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies is always
recommended, you must though use SCSI controller cards that support asynchronous I/O if you want multiple
drives to operate in parallel.
C: Installing separate drives on individual controller cards has the advantage of spreading read and write
operations over multiple controllers.
D: A is the correct option.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 540
If you want to minimize troubleshooting of hard drive issues, which of the following should you ensure?

A. The brand of the hard drives should be the same.
B. The model of the hard drives should be the same.
C. Both of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you want to minimize troubleshooting of hard drive issues, you should ensure that the brand and model of the
hard drives being used in your system is the same.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 541
When performing any server system upgrade, you need to correctly match the performance levels of devices
and controllers. Which of the following statements are FALSE?

A. Updated SCSI devices will operate at the maximum performance level of the adapter in a system.
B. Updated SCSI devices can operate at whichever performance level. The performance level of the adapter in

a system is irrelevant.
C. A SCSI host adapter that is upgraded to maximum performance levels will enable the SCSI devices to

operate at maximum performance levels as well.



D. All statements are FALSE.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When upgrading SCSI devices, you need to realize that an updated SCSI device will only operate at the
maximum performance level of the adapter in a system. Stating that the performance level of the adapter in a
system is irrelevant is incorrect. To ensure maximum performance levels, consider updating the SCSI host
adapter.
Incorrect
Answers:
A, C: These statements are TRUE.
D: B is False.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385-386.

QUESTION 542
When would you usually need to add additional hard drives? Choose all correct options.

A. When more users are added to the network.
B. When the size of your primary database increases.
C. When moving from one RAID implementation to another.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Additional hard drives are usually necessary when either of the above situations arise.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 543
After performing a hard drive upgrade, you should perform a new baseline and compare the results to the
previous baseline values. The LogicalDisk and PhysicalDisk objects are used to measure disk performance.
Which of following describes what the LogicalDisk object's counters tracks and measures?

A. The actual physical drives.
B. The logical volume constructions which have been created using the Disk Administrator.
C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The LogicalDisk object's counters tracks and measures aspects of the logical volume constructions which have
been created using the Disk Administrator.



Incorrect
Answers:
A: The PhysicalDisk object's counters tracks and measures various aspects of the actual physical drives.
C: B is the correct answer.
D: B is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 544
After adding drives to your existing server system, which of the following should be used to determine if a valid
connection exists?

A. Power-On Self Test (POST)
B. File Manager.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
During the reboot of the server, the Power-On Self Test (POST) examines the configuration and will indicate
whether a valid connection exists.
Incorrect
Answers:
B: Once the POST has verified the operating system, you have to check the File Manager to see whether the
drive exists. The File Manager shows information such as the file system structure of the drive as well as
allocated space information.
C: A is correct.
D: A is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386.

QUESTION 545
In a UNIX/Linux operating system environment, which of the following concepts describes the directory location
under which a specific file system can be accessed?

A. Mounting
B. Mount point
C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A mount point is the directory location under which a specific file system can be accessed - the storage area of
that specific file system.
Incorrect
Answers:
A: Mounting is the concept that describes the process of linking the directory structures of multiple partitions,
which connect the disks with each other.



C: Mount point is the correct answer.
D: Mount point is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 387-388.

QUESTION 546
Which of the following elements of existing and new hard drives should be the same, to assist in ensuring hard
drive compatibility? Choose all correct options.

A. Make
B. Model
C. Size
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before installing any new hard drives, you must ensure that the make, model, and size of the existing hard
drives and new hard drive(s) are compatible. The easiest way to ensure compatibility is to verify that each hard
drive's make, model, and size is the same.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 385-386.

QUESTION 547
When adding a new hard drive in an IDE-based RAID system, which of the following factors are relevant?
Choose all correct options.

A. You need to configure the new hard drive as a master or a slave drive.
B. You need to ensure that the jumper setting on the new drive is defined correctly.
C. You need to ensure that the proper termination exists at each end of the line.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When adding a new hard drive in a SCSI-based RAID system, ensuring that the proper termination exists at
each end of the line is an important factor. This is not a requirement when adding a new hard drive in a IDE-
based RAID system. With IDE-based RAID systems, you need to ensure that the jumper setting on the new
drive is defined correctly, and configure the new hard drive as a master or a slave drive.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384

QUESTION 548
If you want to minimize troubleshooting of hard drive issues where an additional hard drive is being added in a
current RAID implementation, which of the following should you ensure?

A. The brand and model of the hard drives must be the same.
B. RAID compatibility must be ensured for the type of drive being added.



C. RAID compatibility must be ensured for the drive connections being used.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you want to minimize troubleshooting of hard drive issues, you should ensure that the brand and model of the
hard drives being used in your system is the same. Additionally, if you are adding a hard drive in a current RAID
implementation, you must ensure RAID compatibility for the type of drive and the connections.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 549
To improve server system performance, which of the following strategies has the advantage of spreading read
and write operations over multiple controllers?

A. Use SCSI controller cards that support asynchronous I/O.
B. Upgrade from IDE and SCSI to UltraDMA or Wide Ultra SCSI.
C. Install separate drives on individual controller cards.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Installing separate drives on individual controller cards has the advantage of spreading read and write
operations over multiple controllers.
Incorrect
Answers:
A: When you opt to use SCSI controller cards that support asynchronous I/O, you enable multiple drives to
operate in parallel. This improves the performance of stripe sets.
B: While upgrading from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies is always
recommended, you must install separate drives on individual controller cards if you want to spread read and
write operations over multiple controllers.
D: C is the correct option.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 550
When replacing hard drives, which of the following statements are TRUE? Choose all correct options.

A. All hard drives that are not hot-swappable must be replaced after first turning off power to the specific
server.

B. For ATX-type systems, you do not need to remove the power cord.
C. All previously installed software must be reinstalled when you perform a server upgrade.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
When replacing hard drives, those hard drives that are not hot-swappable must be replaced after first turning
off power to the specific server. With server upgrades, all previously installed software must be reinstalled when
you perform a server upgrade.
This includes reinstalling of the operating system and system component drivers.
Incorrect
Answers:
B: It is for ATX-type systems that the power cord must be removed.
D: Only A and C are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 551
If you are adding a new hard drive in a SCSI-based RAID system, which of the following factors are relevant?

A. Ensure that the proper termination exists at each end of the line.
B. Ensure that each system component has a unique identification number.
C. All of the above.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When adding a new hard drive in a SCSI-based RAID system, you need to ensure that the proper termination
exists at each end of the line. You also need to ensure that each system component has a unique identification
number. Using the same type of drive can assist in avoiding issues.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 552
When adding a second IDE drive, which of the following factors are TRUE?

A. You need to install one or more jumpers on the jumper block of the drive.
B. You need to reposition one or more jumpers on the jumper block of the drive.
C. You need to remove one or more jumpers on the jumper block of the drive.
D. Either of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All IDE drives are shipped from the manufacturer as a single drive or the master drive in a multidrive system.
Hence, when you need to add a second IDE drive, you need to install, remove, or reposition one or more
jumpers on the jumper block of the drive.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.



QUESTION 553
After performing a hard drive upgrade, you should perform a new baseline and compare the results to the
previous baseline values. The LogicalDisk and PhysicalDisk objects are used to measure disk performance.
Which of following

describes what the PhysicalDisk object's counters tracks and measures?

A. The actual physical drives.
B. The logical volume constructions which have been created using the Disk Administrator.
C. Both of the above
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The PhysicalDisk object's counters tracks and measures various aspects of the actual physical drives.
Incorrect
Answers:
B: The LogicalDisk object's counters tracks and measures aspects of the logical volume constructions which
have been created using the Disk Administrator.
C: A is the correct answer.
D: A is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 554
When adding a new hard drive to SCSI-based RAID systems, you need to ensure that the proper termination
exists at either end of the SCSI line. When do you NOT need to attach a termination resistor on the end of the
SCSI cable?

A. When you are using only external SCSI hard drives.
B. When you are not using external SCSI hard drives.
C. All of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you are using only external SCSI hard drives, you not need to attach a termination resistor on the end of
the SCSI cable. This is because of the system automatically implementing termination. For all other scenarios,
you must attach a termination resistor on the end of the SCSI cable.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 383-384.

QUESTION 555
If after adding new hard drives, you discover a bottleneck, which of the following actions would NOT resolve the
issue?

A. Use the diskperf command to enable performance measuring.



B. Use a disk defragmenter tool to enhance read and seek times.
C. Add more drives to your existing RAID array.
D. Use hardware RAID instead of software RAID.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should disable hard disk performance measuring.
Incorrect
Answers:
B, C, D: Each of these actions could assist in resolving the disk bottleneck issue.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 556
To mount drive selections in a UNIX/Linux operating system environment, which of following is used when
logged on as the root user?

A. The mount command.
B. The linuxconf utility.
C. Both of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use the
mount command to mount drive selections in a UNIX/Linux operating system environment. The command
format is the name of the mount device, followed by the mount point name. The linuxconf utility is used when
working with the Red Hat version of Linux References: Charles J. Brooks, Server+ Certification Exam Cram 2
(Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 387-388.

QUESTION 557
Which of the following features does SCSI automatic termination provide? Choose all options that are TRUE.

A. The system can detect modifications to the SCSI configuration when SCSI hard drives
are installed.

B. The system cannot though provide the required terminations to allow it to operate properly. You have to do
this manually.

C. The system can automatically assign SCSI IDs when necessary.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Automatic termination enables the system to detect modifications to the SCSI configuration when SCSI hard



drives are installed. It also allows the system to automatically assign SCSI IDs when necessary.
Incorrect
Answers:
B: The system CAN provide the required terminations to allow it to operate properly.
D: Only A and C correctly describe the features of SCSI automatic termination.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 384-385.

QUESTION 558
After adding drives to your existing server system, which of the following should be used to test the
performance of the new hard drive?

A. Power-On Self Test (POST).
B. File Manager.
C. Performance Monitor tool.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use the Performance Monitor tool to test the performance of the new hard drive.
The Performance Monitor tool can be used to gather information on various aspects of server performance. If
you cannot verify performance of the new hard drive, check for any bottlenecks that might have been caused by
adding the new hard drive.
Incorrect
Answers:
A: During the reboot of the server, the Power-On Self Test (POST) examines the configuration and will indicate
whether a valid connection exists.
B: Once the POST has verified the operating system, you have to check the File Manager to see whether the
drive exists. The File Manager shows information such as the file system structure of the drive as well as
allocated space information.
D: C is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386.

QUESTION 559
When deciding on which type of RAM to add, which of the following considerations are TRUE? Choose all
options that are TRUE.

A. You can use Error-Correcting Code (ECC) and non-ECC memory modules interchangeably.
B. If your server boards are designed specifically for use with ECC memory modules, you cannot mix ECC

memory modules with non-ECC memory modules.
C. If your server boards are designed for use with non-ECC modules, you could install ECC memory modules

because there is a possibility that it might work.
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The rules for using ECC and non-ECC memory modules are simple: If your server boards are designed



specifically for use with ECC memory modules, you cannot mix ECC memory modules with non-ECC memory
modules. You should always avoid situations that require mixing of ECC and non-ECC memory modules.
However, if your server boards are designed for use with non-ECC modules, you could install ECC memory
modules because there is a possibility that it might work.
Incorrect
Answers:
A: The recommendation is to NOT use ECC and non-ECC memory modules interchangeably. This is because
of the chipset installed on the server board indicating the use of one memory module or the other.
D: Options A is FALSE
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 560
When adding memory, under which of the following rare circumstances would you possibly need to perform a
BIOS upgrade?

A. When there is an available BIOS upgrade that would allow for a greater amount of system RAM to be
added.

B. Whenever the BIOS does not support the new memory size that you want to install.
C. When the BIOS recognizes that compatible RAM has been installed.
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:

Performing a BIOS upgrade would be the solution if there is an available BIOS upgrade that would allow for a
greater amount of system RAM to be added.
Incorrect
Answers:
B: Upgrading the BIOS does not mean that it will automatically support the new memory size that you want to
install. To support a memory size, there must be an available BIOS upgrade that caters for it.
C: You do not need to upgrade the BIOS when it recognizes that compatible RAM has been installed. A, BIOS
upgrade could though possibly be the solution if the BIOS fails to recognize that compatible RAM has been
installed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 561
When installing additional memory, you need to verify compatibility between additional memory and current
memory. Which of the following action(s) should you perform before you add the memory?

A. Verify that the server board supports the memory type.
B. Verify that the server board supports the memory size.
C. Ensure that the server board is already loaded with the maximum amount of memory allowed.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:



Before adding additional memory, you have to ensure that the server board supports the memory type and
memory size.
Incorrect
Answers:
C: You need to ensure that the server board is NOT already loaded with the maximum amount of memory
allowed.
D: C is incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 562
Which type of memory device requires a continuous base current to maintain their memory states?

A. MOS memory devices
B. CMOS memory devices
C. Both of the above
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
MOS memory devices require a continuous base current to maintain their memory states.
This requirement leads to a net transfer loss from emitter to collector, which can run into vast quantities when
gigabytes of RAM are being used.
Incorrect
Answers:
B: CMOS memory devices do not require a continuous base current to maintain their memory states.
C: MOS memory devices is the correct answer.
D: MOS memory devices is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 563
When adding additional memory, which of the following Electrostatic Discharge (ESD) procedures are TRUE?

A. When the new RAM device arrives, you can immediately remove it from its antistatic bag because it has
been transported already.

B. You should wear antistatic gear.
C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wearing antistatic gear, such as grounded ankle straps, or grounded wrist straps when you install memory is a
recommended ESD best practice.
Incorrect
Answers:
A: You should keep new RAM devices in its antistatic bag until you perform the actual installation.
C: You should keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.



D: Only B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 391-394.

QUESTION 564
When deciding on the amount and speed of RAM required, which two of the following factors are most
relevant?

A. Ensure that the speed of the physical RAM is sufficient for the processor type and the operations that
should be performed.

B. Ensure that sufficient physical RAM is loaded to ensure high server performance.
C. Ensure that you use the ECC RAM type.
D. All of the Above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When deciding on the amount and speed of RAM required, the two important factors are listed in Option A and
Option B.
Incorrect
Answers:
C, D: The stability provided by the ECC RAM type should always be considered.
Generally, the ECC RAM type is used in server systems.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 565
On the topic of working with Metal Oxide Semiconductor (MOS) memory devices and Complementary Metal
Oxide Semiconductor (CMOS) memory devices, choose the option that best describes which memory device is
more sensitive to static-electricity discharges and voltage spikes.

A. MOS memory devices are more sensitive to static-electricity discharges and voltage spikes than CMOS
memory devices.

B. CMOS memory devices are more sensitive to static-electricity discharges and voltage spikes than MOS
memory devices.

C. MOS memory devices and CMOS memory devices have equal levels of sensitivity towards static-electricity
discharges and voltage spikes.

D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
CMOS memory devices are more sensitive to static-electricity discharges and voltage spikes than MOS
memory devices. With CMOS memory devices, incorrect handling procedures can cause damage to the
device's inputs.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.



QUESTION 566
When handling which of the following components, should a server technician wear an antistatic grounding
strap to prevent damage to the specific component being worked on? Choose all correct options.

A. Systems containing MOS devices.
B. Systems containing CMOS devices.
C. Power-supply units.
D. Monitors.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When working on systems containing MOS and CMOS devices, the server technician should wear an antistatic
grounding strap to prevent damage to the specific component being worked on. This will assist in discharging
static buildup on the server technician to ground, and not to these static-sensitive memory components.
Incorrect
Answers:
C, D: When working with high-voltage components, such as monitors and power-supply units, and when
dealing with large currents, an antistatic strap must NOT be worn.
Wearing an antistatic strap can cause serious damage to the server technician.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 567
After performing a memory upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of following solutions can be used to perform memory baseline tests and
document the results of the new memory installation?

A. Sandro.
B. Winbench.
C. The memory-testing utility of the system
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use either of these tools to document the results of a new memory installation.
Bear in mind though that each memory-testing utility might produce slightly differing results. This is why it is
important that you decide which memory-testing utility software to use for all memory baseline tests.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 568
ESD can cause damage to sensitive RAM devices. Which of the following is a cause of ESD? Choose all
correct options.

A. Low humidity conditions.
B. Improper equipment grounding.



C. Shielded electrical cables.
D. Electrical connections.
E. People moving around electrical equipment, and moving machines.

Correct Answer: ABE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each condition described in these options can cause ESD.
Incorrect
Answers:
C: Unshielded electrical cables cause ESD.
D: Poor electrical connections cause ESD.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 392

QUESTION 569
Which of the following scenarios point to a need for an upgrade of current memory with faster RAM chips?

A. When the memory Pages Input/sec counter reading has a value consistently over 1.
B. When the memory Pages Input/sec counter reading has a value less than 1.
C. When the memory Pages Input/sec counter reading has a value of 1 or less than 1.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should strongly consider an upgrade of current memory with faster RAM chips when the memory Pages
Input/sec counter reading has a value of 1 or less than 1. This condition usually points to a RAM bottleneck
because all memory usage is occurring within physical RAM, without a swap file.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 570
Before adding memory, which of the following actions should be performed? Choose all correct options.

A. Check the user manual of the server board to verify that the server board supports the memory
configuration and size that you want to install.

B. If necessary, compare the signal-to-clock Column Address Strobe (CAS) rates to verify compatibility
between your current memory and the memory you want to add.

C. Always perform a BIOS upgrade because when you add memory, it is the best time to upgrade the BIOS.
D. All of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:



Before adding additional memory, you must verify that the server board supports the memory configuration and
size that you want to install. You can compare the signal-to-clock Column Address Strobe (CAS) rates to verify
compatibility between your current memory and the memory you want to add.
Incorrect
Answers:
C: It is rarely necessary to upgrade the BIOS when you add memory. The recommended time to upgrade the
BIOS is when adding newer, faster processors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381, 390.

QUESTION 571
On the topic of MOS and CMOS memory devices, identify the statement that is
FALSE

A. MOS memory devices require a continuous base current to maintain their memory states.
B. CMOS memory devices are less efficient than MOS memory devices because they are more sensitive to

static damage than MOS memory devices.
C. MOS memory devices experience a net transfer loss from emitter to collector.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Even though CMOS memory devices are more sensitive to static damage than MOS memory devices, they are
still more efficient, simply because they do not require a base current to maintain their memory states.
Incorrect
Answers:

A: This statement is TRUE.
C: This statement is TRUE.
D: B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 572
You can consult the hardware compatibility list to determine compatibility between your system and various
elements. When adding memory, which combination of elements should you verify compatibility between?

A. Memory type and server boards.
B. Memory type and operating system.
C. Memory type, server board, and operating system.
D. None of the Above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before installing any memory, you must ensure compatibility between the operating system, server boards, and
the specific memory type that you want to install.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 390

QUESTION 573
When deciding on which type of memory module to add, which of the following considerations are FALSE?

A. You can use Error-Correcting Code (ECC) and non-ECC memory modules interchangeably.
B. If your server boards are designed specifically for use with ECC memory modules, you cannot mix ECC

memory modules with non-ECC memory modules.
C. If your server boards are designed for use with non-ECC modules, you could install ECC memory modules

because there is a possibility that it might work.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The recommendation is to NOT use ECC and non-ECC memory modules interchangeably. This is because of
the chipset installed on the server board indicating the use of one memory module or the other.

Incorrect
Answers:
B, C: The rules for using ECC and non-ECC memory modules are simple: If your server boards are designed
specifically for use with ECC memory modules, you cannot mix ECC memory modules with non-ECC memory
modules. You should always avoid situations that require mixing of ECC and non-ECC memory modules.
However, if your server boards are designed for use with non-ECC modules, you could install ECC memory
modules because there is a possibility that it might work.
D: The recommendation is to NOT use ECC and non-ECC memory modules interchangeably. This is because
of the chipset installed on the server board indicating the use of one memory module or the other.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 574
Which of the following should NOT be used to store ESD-sensitive components, such as MOS or CMOS
memory devices?

A. Special antistatic bags.
B. Antistatic foam.
C. Styrofoam-type materials.
D. Aluminum foil.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is strongly advised to NOT store ESD-sensitive components such as MOS or CMOS memory devices in
styrofoam-type materials. You should rather use special antistatic bags, antistatic foam, or even aluminum foil
References: Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing,
Indianapolis, 2006, pp. 393-394.

QUESTION 575
Before installing additional memory, you need to verify compatibility between the memory you want to add and
current memory. Which of the following should be the same? Choose all correct options.



A. Brand
B. Type
C. Speed
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is recommended that you use the same brand, type and speed of memory for all interrelated servers
throughout the system.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 576
When handling which of the following components, should a server technician NEVER wear an antistatic
grounding strap to prevent damage to the specific component being worked on? Choose all correct options.

A. Systems containing MOS devices.
B. Systems containing CMOS devices.
C. Power-supply units.
D. Monitors.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When working with high-voltage components, such as monitors and power-supply units, and when generally
dealing with large currents, an antistatic strap must NOT be worn.
Wearing an antistatic strap can cause serious damage to the server technician.
Incorrect
Answers:
A, B: When working on systems containing MOS and CMOS devices, the server technician should wear an
antistatic grounding strap to prevent damage to the specific component being worked on. This will assist in
discharging static buildup on the server technician to ground, and not to these static-sensitive memory
components.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 577
Which of the following statements are FALSE? Choose all FALSE options.

A. You should perform a BIOS upgrade when there is an available BIOS upgrade that would allow for a greater
amount of system RAM to be added.

B. You should perform a BIOS upgrade when the BIOS does not support the new memory size that you want
to install.

C. You should perform a BIOS upgrade when the BIOS recognizes that compatible RAM has been installed.
D. All of the above.



Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Upgrading the BIOS does not mean that it will automatically support the new memory size that you want to
install. To support a memory size, there must be an available BIOS upgrade that will enable this. You do not
need to upgrade the BIOS when it recognizes that compatible RAM has been installed. A, BIOS upgrade could
though possibly be the solution if the BIOS fails to recognizes that compatible RAM has been installed Incorrect
Answers: A: Performing a BIOS upgrade would be the solution if there is an available BIOS upgrade that would
allow for a greater amount of system RAM to be added..
D: Option A is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 578
Which type of memory device DOES NOT require a continuous base current to maintain their memory states?

A. MOS memory devices
B. CMOS memory devices
C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
CMOS memory devices do not require a continuous base current to maintain their memory states. This makes
CMOS memory devices more efficient than MOS memory devices.
Incorrect
Answers:
A: MOS memory devices require a continuous base current to maintain their memory states. This requirement
leads to a net transfer loss from emitter to collector, which can run into vast quantities when gigabytes of RAM
are being used..
C: CMOS memory devices is the correct answer.
D: CMOS memory devices is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 579
For working with sensitive RAM devices, a number of Electrostatic Discharge (ESD) best practice procedures
should be followed. Which of those below are

incorrectly specified?

A. When the new RAM device arrives, you can immediately remove it from its antistatic bag because it has
been transported already.

B. You should wear antistatic gear - grounded ankle straps, or grounded wrist straps when you perform the
actual installation.

C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All of the above.



Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should keep new RAM devices in its antistatic bag until you perform the actual installation. You should
keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.
Incorrect
Answers:
B: Wearing antistatic gear, such as grounded ankle straps, or grounded wrist straps when you install memory is
a recommended ESD best practice.
D: B correctly specified.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 391-394.

QUESTION 580
Which type of memory is typically used in modern server systems?

A. ECC RAM type
B. Non-ECC RAM type
C. ECC RAM type mixed with non-ECC RAM types
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The ECC RAM type is usually used in server systems because of its capabilities of detecting and correcting
parity errors. ECC RAM provides features such as data integrity, and stability. The ECC memory type found in
most server systems is registered ECC CAS2.
Incorrect
Answers:
B, D: While the non-ECC memory modules have higher performance levels than ECC memory modules, the
stability provided by the ECC RAM type is far more important than the performance advantage provided by the
non-ECC RAM types.
C: You should not use ECC and non-ECC memory modules interchangeably.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 581
ESD can cause damage to sensitive RAM devices. Which of the following is NOT a cause of ESD? Choose all
options that apply.

A. Low humidity conditions.
B. Improper equipment grounding.
C. Shielded electrical cables.
D. Electrical connections.
E. People moving around electrical equipment, and moving machines.

Correct Answer: CD
Section: (none)



Explanation

Explanation/Reference:
Explanation:
Unshielded electrical cables and poor electrical connections cause ESD.
Incorrect
Answers:
A, B, E: Each condition described in these options can cause ESD.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 392

QUESTION 582
From the options below, choose the condition under which you would need to perform a BIOS upgrade to
ensure that a new hard drive installation is supported?

A. When the current BIOS does not support the hard drive type that you want to add.
B. When the current BIOS does not support the hard drive size that you want to add.
C. When you add new, faster processors.
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need to perform a BIOS upgrade when your existing BIOS does not support the hard drive type and size
that you want to install. Also, when adding processors, you should perform a BIOS upgrade when new, faster
processors are going to be added. In fact, the most practical time to perform an upgrade of the server's BIOS is
when you perform a processor upgrade References: Charles J. Brooks, Server+ Certification Exam Cram 2
(Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 380-381, 385-386.

QUESTION 583
When a new firmware update becomes available, which of the following actions describes what you should do?

A. You should immediately apply the firmware update.
B. You should apply the new firmware update if you are experiencing some or other recurring issue.
C. You should apply the new firmware update even if your server is already performing optimally.
D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When a new firmware update becomes available, you should apply the new firmware update if you are
experiencing some or other recurring issue. If your server system is stable and performing at acceptable levels,
there is no need to apply the new firmware update. Just because it is available, does not mean that it must be
applied.
Incorrect
Answers:
A, C: You should generally refrain from modifying a server system to accommodate a new update. Remember
that if your server is operating without any issues and if it is stable, you might not need an update. Why modify a
server that is completing all tasks as required? D: B is TRUE.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 397-398.

QUESTION 584
Which of the following correctly describes when you should perform an upgrade of the server's BIOS?

A. Annually.
B. When you install new server software.
C. When you perform a processor upgrade.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The most practical time to perform an upgrade of the server's BIOS is when you perform a processor upgrade.
You should strongly consider a BIOS upgrade when you add new, faster processors.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 380-381.

QUESTION 585
On the topic of installing firmware updates, choose the option that is TRUE.

A. If you know of an easier installation method, you do not have to follow the recommended order of
installation.

B. Always follow the recommended order of installation.
C. Both of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need a special utility software program to perform a firmware update procedure and you MUST follow the
recommended order of installation. Failure to do so could cause severe damage to your existing firmware.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 397-398.

QUESTION 586
When adding memory, under which rare circumstance would you possibly need to perform a BIOS upgrade?

A. When there is an available BIOS upgrade that would allow for a greater amount of system RAM to be
added.

B. Whenever the BIOS does not support the new memory size that you want to install.
C. When the BIOS recognizes that compatible RAM has been installed.
D. All of the above.

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
Performing a BIOS upgrade would be the solution if there is an available BIOS upgrade that would allow for a
greater amount of system RAM to be added.
Incorrect
Answers:
B:
Upgrading the BIOS does not mean that it will automatically support the new memory size that you want to
install. To support a memory size, there must be an available BIOS upgrade that caters for it.
C: You do not need to upgrade the BIOS when it recognizes that compatible RAM has been installed. A, BIOS
upgrade could though possibly be the solution if the BIOS fails

to recognize that compatible RAM has been installed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 587
Choose the statement that is TRUE.

A. You should obtain the latest BIOS updates before preparing the chassis and the server board for assembly.
B. You should obtain the latest BIOS updates before installing server peripherals.
C. Both of the above.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before preparing the chassis and the server board for assembly, you should obtain the latest BIOS updates.
You will usually find the BIOS updates bundled with a proprietary installer program.
Incorrect
Answers:
B: Before installing server peripheral devices, you should obtain any necessary updates that have become
available for the peripheral device's firmware. You should check the website of the manufacturer for this
information.
C: A is TRUE.
D: A is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 397-398.

QUESTION 588
Choose all FALSE options.

A. You should perform a BIOS upgrade when there is an available BIOS upgrade that would allow for a greater
amount of system RAM to be added.

B. You should perform a BIOS upgrade when the BIOS does not support the new memory size that you want
to install.

C. You should perform a BIOS upgrade when the BIOS recognizes that compatible RAM has been installed.
D. All of the above.

Correct Answer: BC
Section: (none)



Explanation

Explanation/Reference:
Explanation:

Upgrading the BIOS does not mean that it will automatically support the new memory size that you want to
install. To support a memory size, there must be an available BIOS upgrade that will enable this. You do not
need to upgrade the BIOS when it recognizes that compatible RAM has been installed. A, BIOS upgrade could
though possibly be the solution if the BIOS fails to recognizes that compatible RAM has been installed Incorrect
Answers: A: Performing a BIOS upgrade would be the solution if there is an available BIOS upgrade that would
allow for a greater amount of system RAM to be added..
D: Option A is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 390-391.

QUESTION 589
To perform a firmware update procedure, which of the following is required?

A. The server manual.
B. A special utility software program.
C. Instructions from the manufacturer.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need a special utility software program to perform a firmware update procedure.
Check the website of the manufacturer for the utility software program that you need to perform a firmware
update.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 397-398.

QUESTION 590
Choose the option that is FALSE

A. When a new firmware update becomes available, you should apply the new firmware update if you are
experiencing some or other recurring issue.

B. You only need to apply the new firmware update when relevant to issues involving network security.
C. You must modify your server system to accommodate a new firmware update.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:

Just because a firmware update is available, does not mean that it must be applied. You should generally
refrain from modifying a server system to accommodate a new update.
A server that is completing all tasks as required should not be modified.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 397-398.

QUESTION 591
For which of the following upgrades can you use Device Manager of the NOS to verify operation of the
component? Choose all correct options.

A. SCSI controller verification.
B. RAID controller verification.
C. Modems.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After performing an adapter upgrade, you can use the Device Manager of the NOS to verify SCSI controller and
RAID controller updates. Device Manager is used to verify proper operation of these device components.
Incorrect
Answers:
C: To verify the operating speed of a new modem installation, you should connect to a website that contains a
number of utilities to test actual upload and download bandwidth.
Other methods include checking for a successful server connection, and checking the lights and sounds that
are associated with the component's operation to verify its activities.
D: Only A and B are correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 592
On the topic of upgrading a PCI card, which of the following are statements are TRUE? Choose all TRUE
options.

A. When the PCI slot is a 5v slot, you can use a 3.3v card.
B. When the PCI slot is a 5v slot, you can use a 5v card.
C. When the card is a dual-voltage card, no special requirements need to be adhered to if

3.3v and 5v are supported.
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When considering upgrading of PCI cards, the available PCI slot's voltage support would determine the type of
card you can install. A slot that supports 3.3 volts can only take a
3.3v card. Similarly, when the PCI slot is a 5v slot, you must use a 5v card. This is due to
the cards being configured differently. No special requirements need to be adhered to when the card is a dual-
voltage card that supports both 3.3v and 5v.
Incorrect
Answers:
A: You have to install a 5v card in a PCI slot that supports 5 volts - the cards are configured differently.
D: A is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 405-406.

QUESTION 593
Before adding adapter cards, for which combination of elements should you verify compatibility?

A. Server board, associated adapter slot.
B. Server board and all other cards installed in the server.
C. All cards installed in the server.
D. Server board, associated adapter slot, and all other cards installed in the server.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before attempting to install any additional adapter cards, you need to verify compatibility between the server
board, associated adapter slot, and all other cards already installed in the server. This applies for adapter
upgrades involving NICs, SCSI cards and RAID controllers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 594
After performing an adapter upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following object monitors shows the amount of data sent to and from the
NIC each second?

A. Network Interface: Output Queue Length
B. Network Interface: Bytes Total/sec.
C. Network Interface: Current Bandwidth.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network Interface: Bytes Total/sec shows the amount of data sent to and from the NIC each second. The value
of this counter should be compared to the rated capacity of the NIC.
Incorrect
Answers:
A: Network Interface: Output Queue Length indicates how many packets still have to be processed by the NIC.
C: Network Interface: Current Bandwidth shows the current NIC bandwidth and can be used to check whether
the bandwidth-on-demand feature works correctly.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342-344, 408.

QUESTION 595
On the topic of obtaining the latest drivers from the adapter's manufacturer, choose the option that is FALSE.

A. You should always obtain the latest drivers for the specified NOS.
B. When the adapter is shipped, there is no guarantee that the driver which is supplied is the latest driver

available for the specified NOS.
C. Always use beta drivers in the server environment.



D. You should check the manufacturer's website for driver updates.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that any beta drivers are stable enough for the NOS. You should always
choose to install the most recent validated driver.
Incorrect
Answers:
A, B, D: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 596
When verifying server adapter upgrades, which of the following methods would NOT be used for NIC
verification?

A. Check whether the data is being transferred through the NIC over the network.
B. Use a third-party utility to verify NIC performance over the network.
C. Connect to a website to test actual upload and download bandwidth.
D. Use NOS error-checking commands to ensure that data is being transmitted and received with no errors

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To verify the operating speed of the new modem, you should connect to a website that contains a number of
utilities to test actual upload and download bandwidth Incorrect Answers: A, B, D: These are all methods that
you can use to perform NIC verification.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 597
For which of the following would you have to preset jumper settings.

A. Older adapter cards.
B. Newer, later adapter cards.
C. Modern plug-and-play operating systems.
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Older adapter cards require you to preset jumper settings..
Incorrect
Answers:



B: Newer, later adapter cards use jumper-less BIOS programs.
C: Modern plug-and-play operating systems are able to automatically configure adapter settings.
D: Older adapter cards is the only correct answer References: Charles J. Brooks, Server+ Certification Exam
Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 406-407.

QUESTION 598
If you suspect a network bottleneck after performing an adapter upgrade, which of the following actions can
assist in eliminating the condition? Choose all TRUE options.

A. Uninstall all protocols and NICs not being used.
B. Install 32-bit or 64-bit PCI bus-mastering NICs.
C. Use one NIC in servers.
D. In each segment, use different use NICs at different speeds to improve performance.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Uninstalling all protocols and NICs not being used can assist in improving server performance and eliminating
the network bottleneck. If the issue persists, consider installing 32-bit or 64-bit PCI bus-mastering NICs.
Incorrect
Answers:
C: You should use multiple NICs in servers or use routers to divide segments.
D: If you cannot use NICs at identical speeds throughout the network, you should at least do so within each
network segment. Mixing speeds can result in the network actually operating at the transfer rate of the slowest
NIC.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 343-344.

QUESTION 599
You want to upgrade adapter cards. Choose the option below that correctly specifies when you should update
the system BIOS.

A. You do not have to update the system BIOS to perform the adapter card upgrade.
B. You must always update the system BIOS to perform adapter card upgrades.
C. You only have to update the system BIOS if the adapter cards contain proprietary BIOS programs that have

to be upgraded so that compatibility exists with your other server system components.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Other than when the adapter cards contain proprietary BIOS programs that have to be upgraded so that
compatibility exists with your other server system components, you do not have to update the system BIOS to
perform a adapter card upgrade.
Incorrect
Answers:
A: While this option correctly specifies that you do not need to update the system BIOS to perform the adapter
card upgrade, Option C is the more correct answer.
B, D: These are incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 405-406.

QUESTION 600
After performing an adapter upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following object monitors shows how many packets still have to be
processed by the NIC?

A. Network Interface: Output Queue Length
B. Network Interface: Bytes Total/sec.
C. Network Interface: Current Bandwidth.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network Interface: Output Queue Length indicates how many packets still have to be processed by the NIC.
Incorrect
Answers:
B: Network Interface: Bytes Total/sec shows the amount of data sent to and from the NIC each second. The
value of this counter should be compared to the rated capacity of the NIC.
C: Network Interface: Current Bandwidth shows the current NIC bandwidth and can be used to check whether
the bandwidth-on-demand feature works correctly.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342-344, 408.

QUESTION 601
Which of the following methods would you use to perform operational checks on new RAID controllers?

A. Use Device Manager within the NOS to verify proper operation.
B. Connect to a website that contains a number of utilities to test actual upload and download bandwidth.
C. All of the above
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To perform operational checks on new RAID controllers, you can use Device Manager within the NOS to verify
proper operation.
Incorrect
Answers:
B: To verify modem operation, you would connect to a website that contains a number of utilities to test actual
upload and download bandwidth C: Option A is correct.
D: Option A is correct.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 602
When adding new adapters, you need to follow Electrostatic Discharge (ESD) best practice procedures. Which



of the following are incorrectly specified? (Choose all that apply)

A. When the new adapter arrives, you can immediately remove it from its antistatic bag because it has been
transported already.

B. You should wear antistatic gear to protect all static sensitive components from damage.
C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All options are incorrect.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should keep the adapter in its antistatic bag until you perform the actual installation.
You should keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.
Incorrect
Answers:
B: Wearing antistatic gear when you install an adapter is recommended. This assists in protecting all static
sensitive components from damages that can be caused from electromagnetic shocks.
D: B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 603
Under which of the following conditions is it recommended to perform a server adapter upgrade?

A. When a server adapter upgrade becomes available.
B. When you need to add a new function to the server.
C. When the server is performing all required tasks efficiently.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should choose to use a server adapter upgrade that becomes available when you

need to add a new function to the server. Avoid simply performing the upgrade because it is there.
Incorrect
Answers:
A: Always place server stability before simply just installing new adapters when they become available.
C: When the server is performing all required tasks efficiently, you do not need to change anything.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 604
When installing PCI cards, and the PCI slot supports 3.3 volts, which of the following can you install?

A. A 3.3v card
B. A 5v card
C. A dual-voltage card tat supports support both 5 volts and 3.3 volts.



D. All of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can install a 3.3v card or a dual-voltage card that supports both 5 volts and 3.3 volts in the PCI slot.
Incorrect
Answers:
B, D: A slot that supports 3.3 volts cannot take a 5v card.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 605
For which of the following is diagnostic software (used for verification) usually bundled with the component?

A. RAID controller verification.
B. Modems.
C. None of the above
D. Both of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When RAID controllers are shipped, the diagnostic software that is used to verify its

operation is usually included. If it is not included, you should use Device Manager to verify operation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 606
The Network Interface: Output Queue Length counter shows how many packets are waiting to be processed by
the NIC. When is the NIC the bottleneck?

A. When the average value is consistently greater than 2.
B. When the average value is consistently less than 1.
C. When the average value is consistently less than 2.
D. None.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the average value is consistently greater than 2, you have a NIC that is acting as the bottleneck.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342-344, 408.



QUESTION 607
Which of the following methods would you use to perform NIC verification after an upgrade? Choose all correct
options.

A. Use a third-party utility to verify NIC performance over the network.
B. Connect to a website to test actual upload and download bandwidth.
C. Use NOS error-checking commands to ensure that data is being transmitted and received with no errors.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
These are all methods that you can use to perform NIC verification.
Incorrect
Answers:
B: To verify the operating speed of the new modem, you should connect to a website that contains a number of
utilities to test actual upload and download bandwidth.
D: B is incorrect.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 608
For which of the following does the system automaticallyconfigure adapter settings?

A. Older adapter cards
B. Newer, later adapter cards.
C. Modern plug-and-play operating systems.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Modern plug-and-play operating systems are able to automatically configure adapter settings. This in turn
assists in preventing hardware conflicts.
Incorrect
Answers:
A: Older adapter cards require you to preset jumper settings.
B: Newer, later adapter cards use jumper-less BIOS programs.
D: Modern plug-and-play operating systems is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 609
When adding new adapters, you need to follow Electrostatic Discharge (ESD) best practice procedures. Which
of the are TRUE?

A. When the new adapter arrives, you can immediately remove it from its antistatic bag because it has been
transported already.



B. You should wear antistatic gear to protect all static sensitive components from damage.
C. You should keep relative humidity levels in the work area above 30 percent to assist in preventing ESD.
D. All of the above..

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Wearing antistatic gear when you install an adapter is recommended. This assists in protecting all static
sensitive components from damages that can be caused from electromagnetic shocks.
Incorrect
Answers:
A: You should keep the adapter in its antistatic bag until you perform the actual

installation.
C: You should keep relative humidity levels in the work area above 50 percent to assist in preventing ESD.
D: OnlyB is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 610
If you suspect a network bottleneck after performing an adapter upgrade, which of the following actions will
NOT assist in eliminating the condition? Choose all FALSE options.

A. Uninstall all protocols and NICs not being used.
B. Install 32-bit or 64-bit PCI bus-mastering NICs.
C. Use one NIC in servers.
D. In each segment, use different use NICs at different speeds to improve performance.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should use multiple NICs in servers or use routers to divide segments. If you cannot use NICs at identical
speeds throughout the network, you should at least do so within each network segment. Mixing speeds can
result in the network actually operating at the transfer rate of the slowest NIC Incorrect Answers: A, B:
Uninstalling all protocols and NICs not being used can assist in improving server performance and eliminating
the network bottleneck. If the issue persists, consider installing 32-bit or 64-bit PCI bus-mastering NICs.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 343-344.

QUESTION 611
After performing an adapter upgrade, you should perform a new baseline and compare the results to the
previous baseline values. Which of the following object monitors can be used to check whether the bandwidth-
on-demand feature works correctly?

A. Network Interface: Output Queue Length
B. Network Interface: Bytes Total/sec.
C. Network Interface: Current Bandwidth.
D. None of the above



Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network Interface: Current Bandwidth shows the current NIC bandwidth and can be used to check whether the
bandwidth-on-demand feature works correctly.
Incorrect
Answers:
A: Network Interface: Output Queue Length indicates how many packets still have to be processed by the NIC.
B: Network Interface: Bytes Total/sec shows the amount of data sent to and from the NIC each second. The
value of this counter should be compared to the rated capacity of the NIC.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342-344, 408.

QUESTION 612
On the topic of obtaining the latest drivers from the adapter's manufacturer, choose ALL options that are TRUE.

A. You should always obtain the latest drivers for the specified NOS.
B. When the adapter is shipped, there is no guarantee that the driver which is supplied is the latest driver

available for the specified NOS.
C. Always use beta drivers in the server environment.
D. You should check the manufacturer's website for driver updates.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should always obtain the latest drivers for the specified NOS. While a driver is shipped with the adapter,
there is not guarantee that this driver is the latest driver available for the specified NOS. Before installing the
driver, you should check the manufacturer's website for driver updates.
Incorrect
Answers:
C: Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a
server environment. You cannot assume that beta drivers are stable enough for the NOS. You should always
choose to install the most recent validated driver.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 613
Which of the following methods would you use to perform SCSI controller verification after an upgrade? Choose
all correct options.

A. Connect to a website to test actual upload and download bandwidth.
B. Use Device Manager to verify proper operation.
C. Check that all devices which are attached to the SCSI controller are detected and available.
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
These are all methods that you can use to perform SCSI controller verification after a SCSI controller upgrade
has been performed.
Incorrect
Answers:
A: To verify the operating speed of the new modem, you should connect to a website that contains a number of
utilities to test actual upload and download bandwidth.
D: Only B and C are correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 614
Which of the following factors are TRUE?

A. You do not need to check for system resources of upgraded adapters for conflicts if the adapter has been
upgraded correctly.

B. After an adapter upgrade, you must check all resources of all active adapters to verify that no conflicts exist.
C. When you upgrade one component, there is no risk of the upgrade interfering with the resources of another

component.
D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After an adapter upgrade, you must check all resources of all active adapters to verify that no conflicts exist.
This should include all new and previous adapters. An upgrade of one component can affect the resources of
another component.
Incorrect
Answers:
A, C, D: These statements are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 615
When installing PCI cards, and the PCI slot supports 5 volts, which of the following can you install?

A. A 3.3v card
B. A 5v card
C. A dual-voltage card supports support both 5 volts and 3.3 volts.
D. All of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can install a 5v card or a dual-voltage card that supports support both 5 volts and 3.3 volts in the PCI slot.
Incorrect
Answers:
A, D: A slot that supports 5 volts cannot take a 3.3v card.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 616
Which of the following methods would you use to perform verification after a modem upgrade? Choose all
correct options.

A. Use NOS error-checking commands to ensure that data is being transmitted and received with no errors.
B. Use Device Manager within the NOS to verify proper operation.
C. Check the lights and sounds that are associated with the component's operation to check its activities.
D. Check for a successful server connection.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
These are all methods that you can use to perform modem verification. You should connect to a website that
contains a number of utilities to test actual upload and download bandwidth.
Incorrect
Answers:
A: To verify NIC performance, use a NOS error-checking commands to ensure that data is being transmitted
and received with no errors.
B: To perform operational checks on new RAID controllers, you can use Device Manager within the NOS to
verify proper operation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 406-407.

QUESTION 617
The Network Interface: Bytes Total/sec counter shows the amount of data sent to and from the NIC each
second. When the maximum throughput is less than 75% of the expected value, which of the following can be
the cause. Choose all correct options.

A. A bad protocol.
B. An incorrectly configured server.
C. A faulty network cable.
D. A faulty NIC.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Either of the above can cause the maximum throughput to be less than 75% of the expected value.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 342-344, 408.

QUESTION 618
Which of the following use jumper-less BIOS programs?

A. Older adapter cards
B. Newer, later adapter cards.



C. Modern plug-and-play operating systems.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Newer, later adapter cards use jumper-less BIOS programs.
Incorrect
Answers:
A: Older adapter cards require you to preset jumper settings.
B: Modern plug-and-play operating systems are able to automatically configure adapter settings. This in turn
assists in preventing hardware conflicts.
D: Newer, later adapter cards is the correct answer References: Charles J. Brooks, Server+ Certification Exam
Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 406-407.

QUESTION 619
Which of the following specifies the main reason why you should not use beta

drivers in a server environment?

A. Beta drivers have manufacturing flaws.
B. Beta drivers have not been extensively tested.
C. Beta drivers are cheaper than validated drivers.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that beta drivers are stable enough for the NOS. You should always choose
to install the most recent validated driver.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 620
Which of the following are recommendations for installing and upgrading NICs? Choose all correct options.

A. Install 32-bit or 64-bit PCI bus-mastering NICs.
B. Uninstall all protocols and NICs not being used to improving performance.
C. If you cannot use NICs at identical speeds throughout the network, you should at least do so within each

network segment
D. Use multiple vendor's so that at least one is available for support purposes.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
These options include strategies that can assist in reducing network bottlenecks.



Incorrect
Answers:
D: You should use a single vendor, and not multiple vendors. Using a single vendor reduces administration and
driver management efforts.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 343-344.

QUESTION 621
Before adding a peripheral device, which of the following actions should you perform? Choose all correct
options.

A. Inform users of the pending update.
B. Check whether an update has been released for the firmware of the peripheral device that includes features

required by your server system.
C. Obtain the update tool associated with the firmware update so that you can apply the update.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before installing any peripheral device you should visit the website of the manufacturer to determine whether
there are any newly released firmware updates for the peripheral device that includes features required by your
server system. You also need to obtain the update tool associated with the firmware update so that you can
apply the update. Before proceeding with the installation of the peripheral device, inform your users thereof.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 409-410.

QUESTION 622
When installing which type of peripheral devices do you have to ensure that the proper port is available for
installation of the specific peripheral device?

A. Internal peripheral devices.
B. External peripheral devices.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
External peripheral devices have to connect to the server via interface ports. You therefore need to ensure that
the proper port is available for installation of the specific peripheral device. External peripheral devices include
devices such as backup devices, and uninterruptible power supplies and data storage subsystems. The
external interface ports typically used when installing external peripheral devices are USB, FireWire, serial and
parallel.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 409-410.

QUESTION 623



On the topic of obtaining the latest peripheral drivers from the manufacturer, choose the option that is FALSE.

A. You should always obtain the latest drivers for the specified peripheral device.
B. When the peripheral device is shipped, there is no guarantee that the driver which is supplied is the latest

driver available for the specified NOS.
C. Always use beta drivers in the server environment.
D. You should check the manufacturer's website for driver updates.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that any beta drivers are stable enough for the NOS. You should always
choose to install the most recent validated driver.
Incorrect
Answers:
A, B, D: These statements are TRUE.

QUESTION 624
On the topic of upgrading peripheral devices, choose the option that is TRUE.

A. When upgrading peripheral devices, you never have to reboot the server to install the device.
B. When upgrading peripheral devices, you do not have to schedule server downtime for the upgrade.
C. When upgrading peripheral devices and you need to reboot the server system to install the device, you

should schedule server downtime to perform the upgrade.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While for some peripheral device installations, you can simply install the device without rebooting the server,
there are others for which you have to reboot the server system. In this case, you should schedule server
downtime to perform the upgrade.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 409-410.

QUESTION 625
On the topic of ESD and peripherals, choose the option that is TRUE.

A. You do not need to implement any ESD best practice measures because peripherals are not really sensitive
to electrostatic damage.

B. You do not need to implement any ESD best practice measures because peripherals are usually directly
grounded through their power cords.

C. Server technicians should be properly grounded before working on peripherals.
D. All of the above

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
While peripherals are usually directly grounded through their power cords and are not really sensitive to
electrostatic damage, you should still implement ESD best practice measures as far as possible. For instance,
server technicians should be properly grounded before working on peripherals. Remember that peripherals are
rather expensive devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 409-410.

QUESTION 626
Which of the following are external interface ports, typically used when installing external peripheral devices?

A. USB.
B. FireWire.
C. Serial.
D. Parallel
E. All of the above

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The external interface ports typically used when installing external peripheral devices are USB, FireWire, serial
and parallel. Remember that external peripheral devices have to connect to the server via interface ports.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 409-410.

QUESTION 627
Which of the following specifies the main reason why you should not use beta drivers in a server environment?

A. Beta drivers have manufacturing flaws.
B. Beta drivers have not been extensively tested.
C. Beta drivers are cheaper than validated drivers.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that beta drivers are stable enough for the NOS. You should always choose
to install the most recent validated driver of the peripheral device.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 405-406.

QUESTION 628
Which of the following buses runs through the server board, enables communication between the management
controller and the managed components, and checks the operation of field-replaceable units (FRUs) of the
board?



A. Private Management Bus (PMB)
B. Server Management bus (SMB)
C. Intelligent Platform Management Bus (IPMB)
D. Intelligent Chassis Management Bus (ICMB)

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The server management bus (SMB) runs through the server board, enables communication between the
management controller and the managed components, and checks the operation of field-replaceable units
(FRUs) of the board. In addition to this, it is the SMB that enables the management controller to monitor the
temperatures of the system processors.
Incorrect
Answers:
A: The Private Management Bus (PMB) provides a proprietary memory storage structure and enables data
movement into and out of this memory structure. It allows the management controller to grant access to its
private storage area with no impact on normal system data.
C: The Intelligent Platform Management Bus (IPMB) runs throughout the server chassis, and is the local serial
bus. The IPMB transfers important information between the monitoring and management devices of the server
board. This includes information such as event information, system environmental monitoring information, and
management control information.
D: The Intelligent Chassis Management Bus (ICMB) is used on Intel server systems to enable monitoring
information and platform management information to be exchanged between different server platforms and
peripherals. The ICMB therefore allows inter-chassis communications between different server platforms and
peripherals.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 629
Which of the following uses a client/server model to provide a system management function that enables
administrators to monitor server characteristics and network activities, without locking up the NOS?

A. Monitoring Analysis Reporting Technology (SMART).
B. Simple Network Management Protocol (SNMP).
C. Desktop Management Interface (DMI).
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Simple Network Management Protocol (SNMP) uses a client/server model to provide a system management
function that enables administrators to monitor server characteristics and network activities, without actually
locking up the NOS. SNMP is one of the widely used network management protocols. SNMP generates
notifications to warn administrators on situations such component failures and overheating.
Incorrect
Answers:
A: Self-Monitoring Analysis Reporting Technology (SMART) alerts administrators when hard disk drive
problems occur.
C: DMI collects information on computers connected to the network and on the software and expansion boards
which are installed on various client machines within a server network environment. It can be used to configure



computers connected to the network.
DMI does not implement a client/server model.
D: SNMP is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 630
Which of the following buses are elements of the Intelligent Management Bus (IMB)?

A. Intelligent Platform Management Bus (IPMB)
B. Intelligent Chassis Management Bus (ICMB)
C. Both of the above
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Intelligent Management Bus (IMB) provides an extension connector for routing

throughout the chassis, and to additional servers, thereby enabling inter-server communications. The Intelligent
Platform Management Bus (IPMB) is the local serial bus running throughout the server chassis, and the
Intelligent Chassis Management Bus (ICMB) provides inter-chassis communications between different server
platforms.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 631
Which of the following server software management components monitors and tracks server hardware and
software operations during monitoring software configuration?

A. Monitoring software.
B. Warning systems.
C. Remote management features.
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Monitoring software describes the process of monitoring and tracking server hardware and software operations
during monitoring software configuration.
Incorrect
Answers:
B: Warning systems pertain to warnings or alarms that are sent to an administrator when certain conditions
occur that can lead to a server system failure.
C: Remote management features enable an administrator to monitor the server's health and various diagnostic
logs from a remote site.
D: Monitoring software is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 423-423.



QUESTION 632
Which of the following initiates the management controller device to disable the front panel controls of the
server boards?

A. The sending of a secure mode signal over the server management bus.
B. The sending of a safe mode signal over the server management bus.
C. The sending of a disable mode signal over the server management bus.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you activate the secure mode of the server, the keyboard controller initiates the sending of a secure
mode signal over the server management bus. This in turn causes the management controller device to disable
the front panel controls of the server board.
Incorrect
Answers:
B, C: These are fictitious.
D: Secure mode signal is the correct option.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 422-423

QUESTION 633
Which of the following specifically alerts administrators when hard disk drive problems occur?

A. Monitoring Analysis Reporting Technology (SMART).
B. Simple Network Management Protocol (SNMP).
C. Desktop Management Interface (DMI).
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Self-Monitoring Analysis Reporting Technology (SMART) alerts administrators when hard disk drive problems
occur.
Incorrect
Answers:
B: Simple Network Management Protocol (SNMP) uses a client/server model to provide a system management
solution that enables administrators to monitor server characteristics and network activities.
C: DMI collects information on computers connected to the network and on the software and expansion boards
which are installed on various client machines within a server network environment.
D: SMART is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 634
Which of the following options describes what the Server Management Bus (SMB) provides? Choose all correct
options.



A. Provides inter-chassis communications between different server platforms.
B. Provides communication between the management controller device and the managed components of the

server board.
C. Provides a proprietary memory storage.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Server Management Bus (SMB) provides communication between the management controller device and
the managed components of the server board.
Incorrect
Answers:
A: The Intelligent Chassis Management Bus (ICMB) provides inter-chassis communications between different
server platforms as well as inter-chassis communications between different peripherals.
C: The Private Management Bus (PMB) provides a proprietary memory storage.
D: Option B is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 635
Which of the following requirements of SNMP is incorrectly specified?

A. The SNMP utility requires approximately 8 MB of drive space.
B. The SNMP utility does not need to reside in its own partition on the hard drive
C. The Master Boot Record (MBR) must point to the SNMP partition.
D. None of the above.

.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The SNMP utility MUST reside in its own partition on the hard drive.
Incorrect
Answers:
A, C: These statements are TRUE.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 636
Which of the following options describes what activating of the server's secure mode does? Choose all correct
options.

A. Enables the management controller device to disable the front panel controls of the server board.
B. Causes the server board to automatically reboot a single processor, in a multi-processor system.
C. Causes the keyboard controller to send a secure mode signal over the server management bus.



D. Enables a malfunctioning server to continue to provide service.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you activate the secure mode of the server, the keyboard controller initiates the sending of a secure
mode signal over the server management bus. This in turn causes the management controller device to disable
the front panel controls of the server board.
Incorrect
Answers:
B, D: These are functions provided by the fault-resilient booting feature of server boards.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 422-423.

QUESTION 637
Which of the following components of the SNMP protocol contain an SNMP agent, and collect and store
information?

A. Managed devices.
B. SNMP agents.
C. Network Management System (NMS).
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Managed devices are the components of SNMP that contain an SNMP agent and collect and store information.
The managed device then makes this information available to Network Management System (NMS).
Incorrect
Answers:
B: SNMP agents are software modules that obtain the information required by the Network Management
System (NMS), and then changes this information to an SNMP format so that it can be sent.
C: The Network Management System (NMS) is the name of the software program running all those applications
that monitor managed server network devices.
D: Managed devices is the correct component.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 638
Which of the following options describes the functions of the Intelligent Chassis Management Bus (ICMB)?
Choose all correct options.

A. Provides inter-chassis communications between different server platforms.
B. Connects the management controller to the non-volatile memory devices used to store system events and

sensor data readings.
C. Provides inter-chassis communications between different peripherals.
D. Connects the major printed circuit boards of the server together.

Correct Answer: AC



Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Intelligent Chassis Management Bus (ICMB) is used on Intel server systems. The ICMB provides inter-
chassis communications between different server platforms as well as inter-chassis communications between
different peripherals.
Incorrect
Answers:
B, D: The local serial bus is the Intelligent Platform Management Bus (IPMB). The IPMB runs throughout the
server chassis, connects the major printed circuit boards of the server together, and also connects the
management controller to the non-volatile memory devices used to store system events and sensor data
readings.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 639
The management controller device uses various components to perform its functions. (Choose all that apply)

A. Network protocols.
B. Management buses
C. Ports
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To perform its processor monitoring operation, the management controller device uses management buses
and ports. The management buses and ports used on Intel server boards include Server Management Bus
(SMB), Intelligent Management Bus (IMB), Private Management Bus (PMB), and Emergency Management Port
(EMP) interface.
Incorrect
Answers:
A, D: These are incorrect options.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 419-420.

QUESTION 640
Which of the following buses allows the management controller to grant access to its private storage area with
no impact on normal system data?

A. Private Management Bus (PMB)
B. Server Management bus (SMB)
C. Intelligent Platform Management Bus (IPMB)
D. Intelligent Chassis Management Bus (ICMB)

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The Private Management Bus (PMB) provides the proprietary memory storage structure and also enables data
movement into and out of this memory structure. It allows the management controller to grant access to its
private storage area with no impact on normal system data.
Incorrect
Answers:
B:
The server management bus (SMB) runs through the server board, enables communication between the
management controller and the managed components, and checks the operation of field-replaceable units
(FRUs) of the board. In addition to this, it is the SMB that enables the management controller to monitor the
temperatures of the system processors.
C: The Intelligent Platform Management Bus (IPMB) runs throughout the server chassis, and is the local serial
bus. The IPMB transfers important information between the monitoring and management devices of the server
board. This includes information such as event information, system environmental monitoring information, and
management control information.
D: The Intelligent Chassis Management Bus (ICMB) is used on Intel server systems to enable monitoring
information and platform management information to be exchanged between different server platforms and
peripherals. The ICMB therefore allows inter-chassis communications between different server platforms and
peripherals.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 641
Which of the following is the actual component that monitors the operation of the system processors?

A. Management controller device.
B. Watchdog timer.
C. System processor.
D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While management controller devices perform server board environmental and performance functions, the
actual component of the management controller device that monitors the operation of the system processors is
the watchdog timer.
Incorrect
Answers:
A: The management controller device's watchdog timer component monitors the operation of the system
processors.
C: System processors do not perform server board environmental and performance functions.
D: Watchdog timer is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 419-420.

QUESTION 642
Which of the following components of the SNMP protocol is software modules that obtain the information
required by the NMS and can also change the information into a format that can be interpreted by SNMP?

A. Managed devices.
B. SNMP agents.
C. Network Management System (NMS).



D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SNMP agents are software modules that obtain the information required by the Network Management System
(NMS), and then changes this information to an SNMP-acceptable format so that it can be sent.
Incorrect
Answers:
A: Managed devices contain an SNMP agent and collect and store information. The managed device then
makes this information available to Network Management System (NMS).
C: The Network Management System (NMS) is the name of the software program running all those applications
that monitor managed server network devices.
D: SNMP agents is the correct component.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 643
How many lines do the Intelligent Chassis Management Bus (ICMB) use to connect all system devices
together?

A. One line.
B. Two lines.
C. Three lines.
D. Four lines.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The ICMB uses two lines to connect all system devices together. The ICMB is based on the Philips I2C bus
specification. The specification is also referred to as the Inter-IC bus.
The Philips I2C bus specification uses two lines to connect system devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 644
Choose the option(s) that describes the functions of the Emergency Management Port (EMP).

A. The EMP provides remote systems management.
B. The EMP can perform power up and power down remote operations.
C. The EMP can be used to remotely access server diagnostic tools.
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The Emergency Management Port (EMP) is a serial COM port that is set up to provide remote management,
independently of the operating system type of the server. Each option details a function and capability of the
Emergency Management Port.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 419-422.

QUESTION 645
Which of the following buses runs throughout the server chassis, is the local serial

bus, and transfers important information between the devices of the server board and the management
devices?

A. Private Management Bus (PMB)
B. Server Management bus (SMB)
C. Intelligent Platform Management Bus (IPMB)
D. Intelligent Chassis Management Bus (ICMB)

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Intelligent Platform Management Bus (IPMB) runs throughout the server chassis, and is the local serial
bus. The IPMB transfers important information between the monitoring and management devices of the server
board. This includes information such as event information, system environmental monitoring information, and
management control information.
Incorrect
Answers:
A: The Private Management Bus (PMB) provides the proprietary memory storage structure and also enables
data movement into and out of this memory structure. It allows the management controller to grant access to its
private storage area with no impact on normal system data.
B: The server management bus (SMB) runs through the server board, enables communication between the
management controller and the managed components, and checks the operation of field-replaceable units
(FRUs) of the board. In addition to this, it is the SMB that enables the management controller to monitor the
temperatures of the system processors.
D: The Intelligent Chassis Management Bus (ICMB) is used on Intel server systems to enable monitoring
information and platform management information to be exchanged between different server platforms and
peripherals. The ICMB therefore allows inter-chassis communications between different server platforms and
peripherals.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 646
When does the watchdog timer reboot the server?

A. It detects a virus.
B. It detects a continuous system processor inactivity period..
C. It detects a hardware lockup
D. All of the above.

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
Explanation:

When the watchdog timer detects a continuous system processor inactivity period, it shuts down the server.
This assists in preventing hardware lockup conditions that could negatively impact the performance of the
server.
Incorrect
Answers:
A, C, D: These statements are FALSE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 419-420.

QUESTION 647
Choose the option below, on the SMART technology, which is TRUE.

A. SMART technology warns administrators of certain events, such as disk array and RAID adapter issues
before the operating system detects the events.

B. SMART technology warns administrators of certain events, such as disk array and RAID adapter issues
once the operating system detects the events.

C. SMART technology warns administrators of certain events, such as disk array and RAID adapter issues
after the operating system detects the events.

D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SMART technology is said to provide preventative maintenance, because it warns administrators of certain
events, such as disk array and RAID adapter issues before the operating system detects the events.
Incorrect
Answers:
B, C, D: These options are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 426-427.

QUESTION 648
Which of the following can operate, regardless of the CPU or NOS status?

A. SNMP network management protocol.
B. IPMI network management protocol.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The IPMI network management protocol can operate, regardless of the CPU or NOS

status. IPMI also does not require agents to be installed and configured.
Incorrect



Answers:
A: With SNMP, when a processor locks up, the SNMP software locks up. This is one of the shortcomings of the
SNMP management protocol.
C: IPMI is the correct answer.
D: IPMI is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 649
On the topic of the Emergency Management Port (EMP), choose the option that is FALSE.

A. The EMP provides remote systems management.
B. The EMP can perform power up and power down remote operations.
C. The EMP is the component of management controller device that monitors the operation of the system

processors.
D. The EMP can be used to remotely access server diagnostic tools.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The component of the management controller device that monitors the operation of the system processors is
the watchdog timer.
Incorrect
Answers:
A, B, D: These options are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 419-422.

QUESTION 650
Which of the following upgrades to SNMPv1 provides remote configuration capabilities?

A. SNMPv2
B. SNMPv3
C. All of the above.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While both SNMPv2 and SNMPv3 improve on the original SNMP standard, SNMPv3

includes enhancements that provide remote configuration capabilities.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 651
SNMP agents collect information on network resources and events. In which type of network equipment can
you use SNMP agents?



A. Servers
B. Routers
C. Hubs
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use SNMP agents in a variety of network equipment, of which servers, routers and hubs are a few.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 652
Which of the following provides a common definition of management information for systems, networks,
applications, and services?

A. Common Information Model (CIM)
B. Desktop Management Interface (DMI)
C. All of the above.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Common Information Model (CIM) provides a common definition of management information for systems,
networks, applications, and services. CIM allows for proprietary vendor extensions through the use of common
definitions. This in turn allows management information to be communicated between systems throughout the
network.
Incorrect
Answers:
B, C, D: The DMTF has already defined an End of Life process for Desktop Management Interface (DMI),
which means that the model you have to become familiar with is the Common Information Model (CIM).

QUESTION 653
Which of the following uses firmware embedded in the Baseboard Management Controller (BMC) chip located
on the server board, to operate?

A. SNMP
B. IPMI
C. DMI
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:



IPMI does not require agents to be installed and configured. It uses firmware embedded in the Baseboard
Management Controller (BMC) chip. The IPMI network management specification can operate, regardless of
the CPU or NOS status.
Incorrect
Answers:
A: SNMP uses components - SNMP agents, managed devices, and the Network Management System (NMS).
C: DMI uses DMI agents to collect system information.
D: IPMI is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 654
On the topic of the Intelligent Chassis Management Bus (ICMB), which of the following abetments are FALSE?
(Choose all that apply)

A. The ICMB is the local serial bus running throughout the server chassis.
B. The ICMB can remain active when the actual server is turned off
C. The management controller device, and not the ICMB can remain active when the actual server is turned off
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Intelligent Platform Management Bus (IPMB) is the local serial bus running throughout the server chassis.
Both the management controller device and the Intelligent Chassis Management Bus (ICMB) can remain
active, even when the actual server is turned off.
Incorrect
Answers:
B, D: Option B is TRUE: The ICMB can remain active when the actual server is turned off. This in turn allows
the management controllers from different platforms to monitor

and access management information at all times. The state of system power is irrelevant..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 655
Which of the following incorporates improvements on the original SNMP standard, SNMPv1? (Choose all that
apply)

A. SNMPv2
B. SNMPv3
C. DMI
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SNMPv2, SNMPv3, and DMI all improve on the original SNMP standard. DMI was originally designed as a
replacement of the initial SNMP standard. The two enhancements to SNMPv1, namely SNMPv2 and SNMPv3
include enhancements to the earlier SNMP standard.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 424-427.

QUESTION 656
Which of the following allows the management controller device to monitor the operation of the server board's
field-replaceable units (FRUs)?

A. Server Management Bus (SMB).
B. Intelligent Platform Management Bus (IPMB).
C. All of the above
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Server Management Bus (SMB) provides communication between the management controller and all
managed components, and allows the management controller to monitor the operation of the server board's
field-replaceable units (FRUs), and monitor the temperatures of the system processors.
Incorrect
Answers:
B: The Intelligent Platform Management Bus (IPMB) connects the management controller to non-volatile
memory devices which store information on the installed FRUs

that must be available for checking.
C, D: SMB is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 657
Which of the following buses runs enables management information to be exchanged between different server
platforms and peripherals?

A. Private Management Bus (PMB)
B. Server Management bus (SMB)
C. Intelligent Platform Management Bus (IPMB)
D. Intelligent Chassis Management Bus (ICMB)

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Intelligent Chassis Management Bus (ICMB) is used on Intel server systems to enable monitoring
information and platform management information to be exchanged between different server platforms and
peripherals. The ICMB therefore allows inter-chassis communications between different server platforms and
peripherals.
Incorrect
Answers:
A:
The Private Management Bus (PMB) provides a proprietary memory storage structure and also enables data
movement into and out of this memory structure. It allows the management controller to grant access to its
private storage area with no impact on normal system data.



B: The server management bus (SMB) runs through the server board, enables communication between the
management controller and the managed components, and checks the operation of field-replaceable units
(FRUs) of the board. In addition to this, it is the SMB that enables the management controller to monitor the
temperatures of the system processors.
C: The Intelligent Platform Management Bus (IPMB) runs throughout the server chassis, and is the local serial
bus. The IPMB sends important information between the monitoring and management devices of the server
board. This includes information such as event information, system environmental monitoring information, and
management control information.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 421-422.

QUESTION 658
When you have an instability issue that involves associated hardware or peripheral

devices, which of the following is the first action you should perform to address the issue?

A. Update the associated hardware or peripheral devices.
B. Replace the associated hardware or peripheral devices.
C. Perform a server NOS update.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Your very first action should be to check the vendor's site for available updates that might address your
hardware issue. Only after this, should you consider replacing the associated hardware or peripheral devices.
Performing a server NOS update should be last on your list.
Incorrect
Answers:
B: Consider replacing the associated hardware or peripheral devices when an upgrade is not available, or does
not resolve the instability issue.
C: A server NOS update should be considered after all other possible solutions have been attempted.
D: Option A is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 430-431.

QUESTION 659
Under which of the following scenarios can a RAID utility program be of assistance?

A. To restore data that has been lost because of file deletions.
B. To restore data that has been lost because of virus attacks.
C. To restore data that has been lost because of incorrect formats.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A RAID utility can be of assistance when data is lost due to file deletions, virus attacks and incorrect formats.
An effective RAID utility can determine the correct data values and reconstruct a copy of the RAID. The copy
can be placed on a physical drive or in an image file.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-432.

QUESTION 660
Which of the following functions can be performed using a RAID flash utility?

A. You can configure an installed host adapter.
B. You can upgrade the setup routines of a controller.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A RAID flash utility can be used to upgrade the setup routines of a controller.
Incorrect
Answers:
A: You would have to use a SCSI utility to configure an installed host adapter.
C: A RAID flash utility can be used to upgrade the setup routines of a controller.
D: A RAID flash utility can be used to upgrade the setup routines of a controller.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 661
When upgrading an existing operating system to a new version, there is a definite order you should follow to
install new components. Which of the following should be installed first?

A. The NOS release.
B. The original equipment manufacturer (OEM) patches.
C. The original equipment manufacturer (OEM) service packs.
D. The best device driver options.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The order for upgrading an existing operating system to a new version is as follows: 1 - install the NOS release,
2 - install the OEM patches and service packs, and 3 - install the best device driver options.
Incorrect
Answers:
B, C: The OEM patches and service packs should be installed after the NOS release has been installed.
D: The best device driver options should be installed last.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 308-309.

QUESTION 662
Choose the option that specifies what information you can observe in the System Setup Utility (SSU).

A. Information on Field Replaceable Units (FRUs).



B. Information on Single Data Rate (SDR) devices.
C. Event logs of the server.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The System Setup Utility (SSU) allows you to view information pertaining to Field Replaceable Units (FRUs),
Single Data Rate (SDR) devices, as well as the critical event logs of the server. Most SSUs are not specific to a
operating system. They are typically bundled with the server board.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 428-429.

QUESTION 663
When should you consider performing a server NOS update?

A. When the current use of the NOS requires a security update to be performed.
B. When the update addresses current stability problems that are directly related to the operating system.
C. When the security update involves areas of the OS that are actively being used by network operations.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All of the above options detail circumstances under which you should seriously consider performing a server
NOS update.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 430-431.

QUESTION 664
For which of the following can a RAID utility reconstruct a copy of the RAID? (Choose all that apply)

A. When RAID 0 or RAID 5 arrays have missing block size parameters.
B. When RAID 0 or RAID 5 arrays have missing drive order parameters.
C. When boot sectors or partitions have become damaged.
D. When you need to perform a tape recorder firmware update.
E. All of the above.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A RAID utility can reconstruct a copy of the RAID when RAID 0 or RAID 5 arrays have missing block size
parameters, or missing drive order RAID parameters. RAID utility programs can be used when you have boot
sectors or partitions that have become damaged.
Incorrect



Answers:
D: When you need to perform a tape recorder firmware update, you would need to use a SCSI utility program.
E: You cannot use a RAID utility program to perform a tape recorder firmware update.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 665
Under which of the circumstances listed below would you perform a server NOS update?

A. As soon as a new update becomes available.
B. When there are security flaws that make the server system vulnerable.
C. All of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When there are security flaws that make the server system vulnerable, you should investigate whether a
released update addresses your current security issue, and then plan for updating of the NOS.
Incorrect
Answers:
A: The general rule when it comes to upgrading operating systems on commercial servers is: Do not perform
an upgrade if nothing is broken.
C: Option B is the correct answer.
D: Option B is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 430-431.

QUESTION 666
Which of the following critical tasks should be performed prior to upgrading a server with a new installation of
the latest NOS version? (Choose all that apply)

A. You need to create a current backup of the existing system.
B. You need to test the backup restore function.
C. You need to shut down the server.
D. All of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before any attempts are made to upgrade a server with a new installation of the latest NOS version, it is
extremely important that you create a current backup of the existing system and then test the backup restore
function. You will then be prepared for any issues that crop up with the new installation of the NOS version.
Remember that if you do not have a current backup, you would unable to perform a system recovery should the
upgrade fail. Testing of the backup restore function is equally important. What is the point of having a current
backup copy if you cannot perform a backup restore function? References: Charles J. Brooks, Server+
Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 428-429.

QUESTION 667



What is the general rule when it comes to upgrading operating systems on commercial servers?

A. Do not perform an upgrade if nothing is broken.
B. Perform an upgrade if something is broken.
C. Always perform an upgrade to add all new features.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The general rule when it comes to upgrading operating systems on commercial servers is: Do not perform an
upgrade if nothing is broken. When an upgrade becomes available, you should carefully consider the
implications of performing the upgrade. If the system is performing as expected, is stable, and all tasks are
being completed, you should generally not perform any upgrade to the OS.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 428-429.

QUESTION 668
When looking for upgrades for service tools, which approach can you use? (Choose all that apply)

A. Contact the software vendor.
B. Access the website of the software vendor.
C. Contact the server board manufacturer.
D. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When looking for upgrades for service tools, you should contact the software vendor to determine whether any
updates exist. Some software vendors might have updates provided on the website, which you can download.
For updates to the System Setup Utility, you should contact the server board manufacturer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 428-429.

QUESTION 669
When upgrading an existing operating system to a new version, what is the general rule regarding NOS files?

A. Newer versions of NOS files should be overwritten with older NOS file versions.
B. Newer versions of NOS files should not be overwritten with older NOS file versions.
C. Older NOS file versions should be used as far as possible.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:



When upgrading an existing operating system to a new version, the general rule regarding NOS files is this:
Newer versions of NOS files should be overwritten with older NOS file versions.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 429-430.

QUESTION 670
For which of the following can a RAID utility program NOT be used. (Choose all that apply)

A. When boot sectors or partitions have become damaged.
B. When you need to perform a tape recorder firmware update.
C. When you need to configure an installed host adapter.
D. All of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would have to use a SCSI utility to perform a tape recorder firmware update and configure an installed host
adapter.
Incorrect
Answers:
A: RAID utility programs can be used when you have boot sectors or partitions that have become damaged. A
RAID utility can reconstruct a copy of the RAID when RAID 0 or RAID 5 arrays have missing block size
parameters, or missing drive order RAID parameters.
D: You can use a RAID utility program when boot sectors or partitions have become damaged.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 671
On the topic of when to perform a server NOS update, choose the option that is FALSE.

A. When the current use of the NOS requires the update to be performed.
B. When the update addresses security issues.
C. When the security update involves areas of the OS that are actively being used by network operations.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Just because a newly released NOS update addresses security issues, it does not mean that it is relevant to
your environment and the way in which you use the OS. You should apply the update if you have determined
that the current use of the NOS requires the update to be performed, or if the security update involves areas of
the OS that are actively being used by network operations.
Incorrect
Answers:
A, C: These options are TRUE.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 430-431.



QUESTION 672
Choose the option that is FALSE?

A. You can configure an installed host adapter by using a SCSI utility.
B. You can upgrade the setup routines of a controller by using a SCSI utility.
C. You can perform a tape recorder firmware update by using a SCSI utility.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A RAID flash utility is used to upgrade the setup routines of a controller.
Incorrect
Answers:
A, C: You would use a SCSI utility to configure an installed host adapter and to perform a tape recorder
firmware update.
D: A RAID flash utility is used to upgrade the setup routines of a controller.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 673
When upgrading an existing operating system to a new version, there is a definite order you should follow for
installing new components. Which of the following should be installed last? E. The NOS release.

F. The original equipment manufacturers (OEM) patches.

G. The original equipment manufacturers (OEM) service packs.

H. The best device driver options.

A.
B.
C.
D.

Correct Answer: 
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best device driver options should be installed last. The order for upgrading an existing operating system to
a new version is as follows: 1 - install the NOS release, 2 - install the OEM patches and service packs, and 3 -
install the best device driver options.
Incorrect
Answers:
A: The NOS release should be installed first.
B, C: The OEM patches and service packs should be installed after the NOS release has been installed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 308-309.

QUESTION 674



Choose the statement on the System Setup Utility (SSU) that is TRUE.

A. SSUs are usually specific to the operating system.
B. SSUs are usually bundled with the server board.
C. You cannot view critical event logs of the server through the SSU; you need to use Event Viewer.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
SSUs are usually bundled with the server board - this statement is TRUE.
Incorrect
Answers:
A: SSUs are usually NOT specific to an operating system.
C: You CAN view critical event logs of the server through the SSU.
D: Only Option B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 428-429.

QUESTION 675
On the topic of obtaining the latest drivers for a specific UPS, choose the option that is FALSE.

A. You should always obtain the latest drivers for the specified UPS.
B. Always use beta drivers.
C. You should check the manufacturer's website for driver updates.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that any beta drivers are stable enough for the NOS. You should always
choose to install the most recent validated driver.
Incorrect
Answers:
A, C: These statements are TRUE.
D: Option B is False.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 412-413.

QUESTION 676
What is the most important element that you should consider when purchasing a UPS?

A. The power rating of the UPS.
B. The cost associated with purchasing the UPS.
C. The amount of space needed to install the UPS.
D. The support agreement of the vendor.



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The power rating of the UPS, measured in Volt-Amps (VA), is the most important element that you should
consider when purchasing a UPS. The power rating of the UPS would indicate whether or not the UPS has the
necessary capacity to support your servers during power failures.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 677
On the topic of ESD and a UPS choose the option that is TRUE.

A. You do not need to implement any ESD best practice measures because a UPS is not really sensitive to
electrostatic damage.

B. You have to implement ESD best practice measures because a UPS is highly sensitive to electrostatic
damage.

C. Server technicians should be properly grounded before working on a UPS.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While a UPS is not really sensitive to electrostatic damage, you should still implement ESD best practice
measures as far as possible. For instance, server technicians should be properly grounded before working on a
UPS device. A UPS is a rather expensive device.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 412-413.

QUESTION 678
Which of the following specifies the main reason why you should not use beta drivers in a server environment?

A. Beta drivers have manufacturing flaws.
B. Beta drivers have not been extensively tested.
C. Beta drivers are cheaper than validated drivers.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because beta drivers have not been extensively tested, you must refrain from installing these drivers in a server
environment. You cannot assume that beta drivers are stable enough for the NOS. You should always choose
to install the most recent validated driver when upgrading a UPS.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 412-413.



QUESTION 679
When should you consider upgrading a UPS? (Choose all that apply)

A. When the UPS no longer provides the required power to operate the specific server system in a power
outage situation.

B. After you have added additional servers to your environment.
C. When the UPS no longer provides sufficient power to allow systems to shut down properly, with the result

being corrupt/lost data.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each options details instances in which you should seriously consider upgrading a UPS device.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 431-433.

QUESTION 680
Which of the following statements is TRUE?

A. You should upgrade the system UPS to only handle current loads.
B. You should upgrade the system UPS to handle current loads as well as loads which you have planned for

the future.
C. You should not upgrade the system UPS to handle loads other than the current load, because UPS devices

are rather expensive.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should upgrade the system UPS to handle current loads as well as loads which you have planned in the
future.
Incorrect
Answers:
A, C: These statements are FALSE.
D: Option B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 412-413.

QUESTION 681
When calculating the size of the required UPS for your systems, which of the following options are TRUE.
(Choose all that apply)

A. You should include all critical equipment that must be protected by the UPS.
B. You need to convert all the system's power outputs into volt-amps.
C. You need to convert volt-amps into watts.
D. A and C



Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When calculating the size of the required UPS for your systems, you should include all critical equipment that
must be protected by the UPS and then convert all the system's power outputs into volt-amps. The power rating
of the UPS is measured in Volt-Amps (VA).
Incorrect
Answers:
C: You need to convert watts into volt-amps.
D: You need to convert watts into volt-amps.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 412-413.

QUESTION 682
For which of the following is using Windows backup utilities not recommended for performing a backup?

A. System state data.
B. System boot files.
C. Microsoft SQL Server files.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should not use Windows backup utilities to back up Microsoft SQL Server files and database data.
Microsoft SQL Server includes a specific backup utility which you should use to back up Microsoft SQL Server
files and database data.
Incorrect
Answers:
A: System state data should be included with all other critical data being backed up. You should specify in the
Windows backup utility to include system state data in the backup.
This is done by selecting the appropriate option or setting within the Windows backup utility.
B: You should select the option in the Windows backup utility to include the system boot files when you back up
the system state data.
D: Microsoft SQL Server files and database data should be backed up using the backup utility provided by
Microsoft SQL Server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 683
Which of the following statements on the Windows backup utilities are TRUE? Choose all TRUE options.

A. You can perform a backup using the System Backup utility.
B. You can perform a backup using the Backup Wizard.
C. The Windows backup utility is automatically installed when you install the operating system.
D. All of the above.

Correct Answer: AB
Section: (none)



Explanation

Explanation/Reference:
Explanation:
The Windows server operating system provides the System Backup utility and Backup Wizard. You can use
either of these to back up files stored on the server or on a remote computer.
Incorrect
Answers:
C: The Windows backup utility is NOT always automatically installed when you install the operating system.
Therefore, when you install the operation system, you need to specify that the backup utility be installed as well.
D: Option C is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 684
The files in the \winnt\repair directory can be automatically scheduled for updating using the rdisk /s- command.
Choose the statement that is TRUE.

A. When your Emergency Repair Disk (ERD) is not up-to-date, an up-to-date \winnt\repair directory cannot be
used to repair a Windows server installation.

B. The /s parameter in the rdisk /s- command instructs the repair disk utility to only repair directory data, and
not the ERD.

C. The minus sign in the rdisk /s- command stops the repair disk utility from requesting a floppy disk to
generate a new ERD when the winnt\repair directory is being updated.

D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The minus sign in the rdisk /s- command stops the repair disk utility from requesting a floppy disk to generate a
new ERD when the winnt\repair directory is being updated.
Bear in mind though that using the \winnt\repair directory to repair a Windows server installation will only work
when the server happens to fail in the networked environment.
Incorrect
Answers:
A: An up-to-date winnt\repair directory CAN be used in place of an Emergency Repair Disk (ERD) to repair a
broken Windows server installation.
B: The /s parameter of the rdisk /s- command tells the repair disk utility to repair directory data and update the
ERD.
D: Only option C is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 376-377.

QUESTION 685
Which of the following backup types automatically backs up the entire contents of the server being backed up?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
A full backup backs up all contents of the server, or disk, or drive being backed up. This includes all directories,
sub-directories, and files and data. When you need to perform a

system restore, a readily available full backup copy allows you to perform the restore in the least quantity of
time.
Incorrect
Answers:
B:
A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
D: A differential backup checks each file to determine whether it has been modified or not, since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 686
Which of the following is used to recover the operating system in Windows Server 2003?

A. Emergency Repair Disk (ERD).
B. Automated System Recovery (ASR).
C. Windows backup utility.
D. Either of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Automated System Recovery (ASR) feature of Windows Server 2003 is used to recover an operating
system after a failure. In Windows Server 2003, the ASR feature replaces the use of an ERD.
Incorrect
Answers:
A: The Emergency Repair Disk (ERD) feature is included in the Windows Backup utility. You would use the
ERD to restore a server's configuration that refuses to boot or to restore a server that has failed. The ERD is no
longer used in Windows Server 2003.
C: The Windows backup utility is used to back up files and system state data. The correct answer is the
Automated System Recovery feature.
D: Automated System Recovery is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 441.

QUESTION 687
When using the Windows backup utilities, which of the following additional data should be included with all
other data being backed up? Choose all correct options.

A. System state data.
B. System boot files.
C. Server system component information



D. Microsoft SQL Server database information.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To protect yourself from a server system failure, you should back up system state data so that you can use it
when you need to perform a full server system restore. All important server system component information
needed to restore the server system is included in the backup when you select to back up system state data in
the Windows backup utility.
In addition to this, you need to specify that the backup includes all system boot files as well.
Incorrect
Answers:
D: You should not use Windows backup utilities to back up Microsoft SQL Server files and database data.
Microsoft SQL Server includes a specific backup utility which should be used to back up Microsoft SQL Server
files and database data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 688
Which of the following backups is NOT recommended for performing regular backups of an entire system?

A. Full backup
B. Incremental backup
C. Differential backup
D. Selective backup

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because a selective backup backs up the directories, sub-directories, and files that have been manually
selected for backing up by an administrator, it is generally not recommended for regular backups of an entire
system. This is due to selective backups being a time-consuming, labor intensive, manual, error-prone process.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 689
In Windows Server 2003, which of the following would you use to recover an operating system? Choose all
correct options

A. The floppy disk created by the Automated System Recovery (ASR) option, which stores the disk
configuration of the server.

B. The Windows Backup utility to create important Windows setup information.
C. The Emergency Repair Disk (ERD) feature of the Windows Backup utility.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation



Explanation/Reference:
Explanation:
In Windows Server 2003, the Emergency Repair Disk (ERD) feature is replaced by the Automated System
Recovery option. To recover a failed operating system, you would need to use the floppy disk created by the
Automated System Recovery (ASR) option.
This is the floppy disk which stores the disk configuration of the server. You would also need to use the
Windows Backup utility to create important Windows setup information.
Incorrect
Answers:
C, D: The Emergency Repair Disk (ERD) feature of the Windows Backup utility is replaced by the ASR option in
Windows Server 2003.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 441.

QUESTION 690
Which backup type is small and saves time?

A. Full backups.
B. Incremental backups.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While full backups are used to back up all business data and applications that have been identified for backing
up, incremental backups are performed to back up data that have changed since the backup was performed.
Being smaller than full backups, incremental backups tend to reduce tape utilization and it also saves time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 691
For which of the following should you use Windows backup utilities to perform a backup? Choose all correct
options.

A. System state data.
B. System boot files.
C. Microsoft SQL Server files.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
System state data should be included with all other critical data being backed up. You should select the option
in the Windows backup utility to include the system boot files when you back up system state data.
Incorrect
Answers:
C: You should not use Windows backup utilities to back up Microsoft SQL Server files and database data.
Microsoft SQL Server includes a specific backup utility which should be used to back up Microsoft SQL Server



files and database data.
D: Microsoft SQL Server files and database data should be backed up using the backup utility provided by
Microsoft SQL Server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 692
Which of the following statements on using Windows backup utilities are FALSE?

A. You can perform a backup using the System Backup utility or Backup Wizard.
B. The Windows backup utility is not always automatically installed when you install the operating system.
C. You can only use the backup utility to back up files and data that are located on the primary server.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use the backup utility to back up files and data that are located on the primary server and to back up
files on a remote computer that can be accessed over the network.
Incorrect
Answers:
A, B: These statements are TRUE.
D: Option C is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 693
Which backup type backs up files that have been added and all data that have been modified since the most
recent backup was performed?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
Incorrect
Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data.
B: A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
D: A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 694
Under which of the following circumstances should you create an Emergency Repair Disk (ERD)? Choose all
correct options.

A. After you initially install the server system.
B. When you back up files and data.
C. After you reboot the primary server.
D. After a driver update has been performed.

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Because an ERD is used to restore a server's configuration, you should create an ERD after you initially install
the server system, and after significant system changes have been made. Significant system changes include
modifications such as performing driver updates and applying service packs.
Incorrect
Answers:

B:
You do not need to create an ERD whenever you back up files and data. An ERD should be created after
significant system changes have been made.
C: There is no need to create an ERD whenever a primary server is rebooted.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 441.

QUESTION 695
When used in the process of performing a failed system restore, for which of the following backup types must
you start the data restoration process using a full backup?

A. Incremental backup
B. Differential backup
C. All of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
With incremental backups, to perform a restore after a server system failure, you need to restore the most
recent full backup first. You then need to perform a sequential restoration using each incremental backup that
was performed since the last full backup.
With differential backups, you also need to restore the most recent full backup first. After this, you need to
perform a sequential restoration using each incremental backup that was performed since the last full backup,
or use a differential backup. Using a differential backup in the system restoration process takes longer than
using an incremental backup because every changed file since the last full backup is included in the backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.



QUESTION 696
When using the Windows backup utilities, which of the following additional data should NOT be included with all
other data being backed up?

A. System state data.
B. System boot files.
C. Server system component information
D. Microsoft SQL Server database information.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should not use Windows backup utilities to back up Microsoft SQL Server files and database data.
Microsoft SQL Server includes a specific backup utility which should be used to back up Microsoft SQL Server
files and database data.
Incorrect
Answers:
A, B, C: To protect yourself from a server system failure, you should back up system state data so that you can
use it when you need to perform a full server system restore.
All important server system component information needed to restore the system is included in the backup
when you select to back up system state data in the Windows backup utility. In addition to this, you need to
specify that the backup includes all system boot files.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 697
Which backup type reduces tape utilization?

A. Full backups.
B. Incremental backups.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While full backups are used to back up all business data and applications that have been identified for backing
up, incremental backups are performed to back up data that have changed since the last backup was
performed. Being smaller than full backups, incremental backups tend to reduce tape utilization and it also
saves time.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 698
Before server upgrade activities are performed, you need to perform a number of activities. On this point,
choose the statement that is FALSE.

A. Perform backups of all data already being managed by the server system you intend to perform the upgrade
for.



B. To prepare for problems encountered during server upgrade activities, use a systematic backup program.
C. You can use the Emergency Repair Disk (ERD) feature to be prepared for disasters during server upgrade

activities.
D. You can perform a software server upgrade without backing up data being managed by the server.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All data must be backed up before you perform any hardware or software upgrade for any server. This includes
performing a system firmware upgrade, peripheral firmware upgrade, and network operating system (NOS)
component upgrade.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 374-375.

QUESTION 699
Which backup type checks each file to determine whether it has been modified or not since the last full backup
was performed, and based on this determination, either includes or excludes the file in the backup?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
Incorrect
Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data. When you need to perform a system restore, a
readily available full backup copy allows you to perform the restore in the least quantity of time.
B: A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 700
Choose the statement that is FALSE.

A. You can schedule the backup utility to perform automated backups.
B. You can back up data to a variety of backup media.
C. When there is no unused media to create a backup tape, you need to use Device Manager to add the

backup tape to the backup media pool.
D. You need administrator or backup operator permissions to perform a back up.



Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use the Removable Storage utility to add a backup tape to the backup media pool.
Incorrect
Answers:
A, B, D: These statements are TRUE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 439-440.

QUESTION 701
Which of the following backup types enables you to perform a system restore in the least amount of time?

A. Full backup
B. Incremental backup
C. Differential backup
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A full backup allows you to perform the restore in the least quantity of time. This is due to a full backup backing
up all contents of the server or disk. This can be useful in situations where you need to perform a restore after a
server system failure.
Incorrect
Answers:
B: With incremental backups, to perform a restore after a server system failure, you need to restore the most
recent full backup first. You then need to perform a sequential restoration using each incremental backup that
was performed since the last full backup.
C: With differential backups, to perform a restore after a server system failure, you need to restore the most
recent full backup first. After this, you need to either perform a sequential restoration using each incremental
backup that was performed since the last full backup, or use a differential backup. Using a differential backup in
the system restoration process takes longer than using an incremental backup because every changed file
since the last full backup is included in the backup.
D: Full backup is the correct answer.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 702
Which of the following information should you minimally keep in a backup maintenance log? Choose all correct
options.

A. Information on the types of backups performed.
B. Information on the dates when backups were performed.
C. Information on the locations used to store backup tapes.
D. All of the above.



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The backup maintenance log should be an important source of information on the backup state of a system.
The backup maintenance log should be updated immediately after backups are performed. The log should
minimally contain information on the types of backups performed, the dates that the backups were performed,
and the locations where backups are stored. You should include onsite and offsite storage information.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443.

QUESTION 703
Under which of the following circumstances should you NOT create an Emergency Repair Disk (ERD)? Choose
all FALSE options.

A. After you initially install the server system.
B. When you backup files and data.
C. After you reboot the primary server.
D. After a driver update was performed.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You do not need to create an ERD whenever you back up files and data. An ERD should be created after
significant system changes have been made. There is no need to create an ERD after rebooting the primary
server.
Incorrect
Answers:
A, D: These statements are TRUE: Because an ERD is used to restore a server's configuration, you should
create an ERD after you initially install the server system, and after significant system changes have been
made. Significant system changes include actions such as performing driver updates and applying service
packs.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 441.

QUESTION 704
You need to initially back up all business data and applications that have been identified for backing up. Which
type of backup would you need to perform?

A. Full backup.
B. Incremental backup.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:



Explanation:
Full backups are used to initially back up all business data and applications that have been unidentified for
backing up. Full backups are usually performed monthly.
Incremental backups are performed to back up data that have changed since the last backup was performed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 705
Which of the following concepts describes the process of recreating files and data from backup tapes?

A. Tape rotation.
B. Autoloader.
C. Data restore.
D. System recovery.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Data restore describes the process of recreating files and data from backup tapes onto the original drive, on an
alternate location, or under a different name.
Incorrect
Answers:
A: Tape rotation refers to the process of rotating backup tapes. This assists in preventing data loss because
you will have multiple backup tapes in the rotation.
B: When multiple-drive tape systems are used, autoloaders are the devices that can be used to streamline the
process of changing and replacing backup tapes. Autoloaders can automatically change backup tapes from
their attached storage libraries. This assists in

reducing the number of times you have to manually load backup tapes into single-drive tape devices.
D: System recovery describes the process of repairing/replacing malfunctioning hardware prior to reloading the
operating system. Once the operating system is functioning, you can use data restore to recreate the necessary
files and data.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 706
Which backup type backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator?

A. Full backup
B. Selective backup
C. Incremental backup
D. Differential backup

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A selective backup backs up the directories, sub-directories, and files that have been manually selected for
backing up by an administrator.
Incorrect



Answers:
A: A full backup backs up all contents of the server, or disk, or drive being backed up.
This includes all directories, sub-directories, and files and data.
C: An incremental backup backs up files that have been added and all data that have been modified since the
most recent backup was performed.
D: A differential backup checks each file to determine whether it has been modified or not since the last full
backup was performed, and based on this determination, either includes or excludes the file in the differential
backup.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 442-443.

QUESTION 707
After a complete restoration of a server, and you compare pre-disaster and post-disaster baselines, which of
the following scenarios represents the most favorable results or position? Choose all correct options.

A. The pre-disaster and post-disaster baseline results are the same.
B. The post-disaster baseline indicates that server network performance is quite below the pre-disaster

baseline.
C. The post-disaster baseline indicates an improvement over the pre-disaster baseline.
D. A and C.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When comparing pre-disaster and post-disaster baselines, you would want to be in a situation where the pre-
disaster and post-disaster baseline results are the same, or where post-disaster baseline indicates an
improvement over the pre-disaster baseline. The latter hardly ever occurs, except in cases where new devices
or equipment was added after the most recent pre-disaster baseline was performed.
Incorrect
Answers:
B: The least favored position to be in is where post-disaster baseline indicates that server network performance
is quite below the pre-disaster baseline.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443-444.

QUESTION 708
Which of the following factors should you determine before you record the initial server baseline? Choose all
correct options.

A. Determine the time when you record the initial server baseline.
B. Decide on the program or utility which you are going to use to record the initial server baseline, and all

ensuing baselines.
C. Determine which baseline measurements will be taken and documented.
D. All of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Before recording the initial server baseline, you need to be clear on which program or utility you are going to
use to record the initial server baseline. You should use the same program to record all ensuing baseline



measurements. You also need to be clear on which baseline measurements will be taken and documented.
Incorrect
Answers:
A: The time when you record the initial server baseline is not one of the important factors.
C: Option A is incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 348-349.

QUESTION 709
A number of logical disk operations should be documented for the baseline. When

which of the following has a value over 80% would you need to be wary of disk response time reaching
unacceptable levels?

A. The percentage of disk time for all disks that contain the Pagefile.sys.
B. The percentage of disk time for all disks other than those that contain the Pagefile.sys.
C. The Current Disk Queue Length disk counter.
D. The Average Disk Queue Length disk counter.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the percentage of disk time for all disks other than those that contain the
Pagefile.sys, is over 80%, you would need to be wary of disk response time reaching
unacceptable levels. You should start monitoring disk counters such as the Average Disk Queue Length disk
counter and the Current Disk Queue Length counter to isolate the issue.
Incorrect
Answers:
A: The percentage of disk time for all disks that contain the Pagefile.sys should be
monitored and documented for the baseline because you can use these values to determine whether the server
is paging a considerable number of memory requests to disk. When the available bytes are around 4 MB, and
pages/sec is high, then a memory bottleneck has occurred.
C: The disk has become a bottleneck when the Average Disk Queue Length disk counter's value is greater
than 2 for a disk drive and the percentage of disk time is high.
D: The disk has become a bottleneck when the Current Disk Queue Length disk counter's value is continuously
greater than 2 for a disk drive and the percentage of disk time is high.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 348-349.

QUESTION 710
After a server restore, which of the following can be a reason why post-disaster baseline indicates server
network performance considerably beneath pre-disaster values?

A. Damaged cabling.
B. Damaged hard drives.
C. Damaged server components.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



Explanation:
When comparing pre-disaster and post-disaster baselines, and you are in a situation

where post-disaster baseline indicates server network performance considerably beneath pre-disaster values;
you should check the actual baseline values to determine what the issue is. Either of the above mentioned
factors can be the cause of server network performance being considerably beneath pre-disaster values after a
server restore.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443-444.

QUESTION 711
Which of the following points on taking accurate memory load measurements are FALSE?

A. You should use an acceptable performance monitoring tool when taking memory load measurements.
B. You should first monitor the server under a No Load situation.
C. In the No Load situation, you should carefully monitor the disk I/O values.
D. You should log and document information such as page reads to virtual memory.
E. You should log and document information such as physical RAM usage at boot up.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You cannot monitor the disk I/O values under a No Load situation because there will be no disk activity. You
can only check disk I/O values for all measurements taken once the server is connected to your network.
Incorrect
Answers:
A, B, D, E: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 349-350.

QUESTION 712
Which of the following indicates the ideal situation when new software can be installed on the production
network?

A. After the software has been received by the manufacturer, you can install it on the production network.
B. After the software has been installed on a test system has been baselined.
C. After you have taken a new baseline of the new software on a test system has been baselined, and

compared pre-installation and post-installation baselines to verify that there are no negative repercussions
should you install the new software on the production network.

D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The best approach to take for installing new software is to first take a new baseline of the new software on a
test system has been baselined, and compared pre-installation and post-installation baselines to verify that
there are no negative repercussions should you install the new software on the production network References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443-444.



QUESTION 713
Which of the following factors is probably the most important baseline consideration?

A. The time when you record the initial server baseline.
B. The program or utility that you are going to use to record the initial server baseline, and all ensuing

baselines.
C. The baseline measurements that will be taken and documented.
D. The role of the server.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While deciding on the program or utility that you are going to use to record server baselines and which baseline
measurements to take are important, the most important baseline consideration is the role of the server. You
need to know the role of the serer when you determine the baseline measurements.
Incorrect
Answers:
A: The time when you record the initial server baseline is not one of the important factors.
C: Option A is incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 348-349.

QUESTION 714
Which of the following conditions describes the saturation point of the infrastructure of the server?

A. The situation where the network slows down the server to such an extent that the server requires upgrading.
B. The situation where the network does not slow down the server.
C. The situation where viruses and worms are depleting network resources.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The saturation point of the infrastructure of the server is reached when the network slows down the server to
such an extent that the server requires upgrading or replacement.
Incorrect
Answers:
A, B, D: These fictitious statements.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 351-352.

QUESTION 715
A number of logical disk operations should be documented for the baseline. Which of the following can be used
to determine whether the server is paging a considerable number of memory requests to disk?

A. The percentage of disk time for all disks that contain the Pagefile.sys.
B. The percentage of disk time for all disks other than those that contain the Pagefile.sys.
C. The Current Disk Queue Length disk counter.



D. The Average Disk Queue Length disk counter.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The percentage of disk time for all disks that contain the Pagefile.sys should be
monitored and documented for the baseline because you can use these values to determine whether the server
is paging a considerable number of memory requests to disk. When the available bytes are around 4 MB, and
pages/sec is high, then a memory bottleneck has occurred.
Incorrect
Answers:
B: When the percentage of disk time for all disks other than those that contain the
Pagefile.sys, is over 80%, you would need to be wary of disk response time reaching
unacceptable levels. You should start monitoring disk counters such as the Average Disk Queue Length disk
counter and the Current Disk Queue Length counter to isolate the issue.
C: The disk has become a bottleneck when the Average Disk Queue Length disk counter's value is greater
than 2 for a disk drive and the percentage of disk time is high.
D: The disk has become a bottleneck when the Current Disk Queue Length disk counter's value is continuously
greater than 2 for a disk drive and the percentage of disk time is high.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 348-349.

QUESTION 716
After a complete restoration of a server, and you compare pre-disaster and post-disaster baselines, which of
the following scenarios represents the least favorable results or position to be in? Choose all correct options.

A. The pre-disaster and post-disaster baseline results are the same.
B. The post-disaster baseline indicates that server network performance is quite below the pre-disaster

baseline.
C. The post-disaster baseline indicates an improvement over the pre-disaster baseline.
D. A and C.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The least favored position to be in is where post-disaster baseline indicates that server network performance is
quite below the pre-disaster baseline.
Incorrect
Answers:
A, C, D: When comparing pre-disaster and post-disaster baselines, you would want to be in a situation where
the pre-disaster and post-disaster baseline results are the same, or where post-disaster baseline indicates an
improvement over the pre-disaster baseline. The latter hardly ever occurs, except in cases where new devices
or equipment was added after the most recent pre-disaster baseline was performed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443-444.

QUESTION 717
You can use SNMP to collect important management information from servers and network devices. Which of
the following concepts refers to the time when servers and network devices will be polled for this information?



A. Threshold value
B. Polling interval
C. Internal polling
D. External polling

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The polling interval is the concept used to refer to when SNMP polls servers and network devices for important
management information.
Incorrect
Answers:
A: Threshold value refers to the point when action should be taken because a value has

dropped below a predetermined level.
C: Internal polling is a type of polling that takes place internal to the network device being polled. An agent that
is part of device is used.
D: External polling refers to a type of polling where a server is polled externally from another server or from an
administrator's computer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 718
Choose the statement that is TRUE. Choose all TRUE options.

A. An internal polling agent of a device must be an SNMP agent.
B. An internal polling agent of a device does not have to be an SNMP agent.
C. Your hardware and software systems must be able to support SNMP if you want to implement internal

polling.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An internal polling agent of a device does not have to be an SNMP agent. This essentially means that your
hardware and software systems do not have to support SNMP if you want to implement internal polling. All you
need for hardware and software systems that do not support SNMP is an internal polling program that is
capable of obtaining the status information produced by the internal agent of the device, and feeding it into an
SNMP trap.
Incorrect
Answers:
A: An internal polling agent of a device does not have to be an SNMP agent.
C: Your hardware and software systems do not have support SNMP if you want to implement internal polling.
All you need is a internal polling program that is capable of obtaining the status information produced by the
internal agent of the device.
D: Only option B is TRUE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 719



Choose the statement that is FALSE?

A. Internal polling provides the benefit of polling without the typical network bandwidth consumption used by
monitoring devices and polling devices.

B. External polling provides the benefit of polling without the typical network bandwidth consumption used by
polling.

C. None of the above.
D. Both of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
External polling does not provide the benefit of polling without the typical network bandwidth consumption used
by polling. External polling merely refers to a server or device that is polled from another server or device.
Incorrect
Answers:
A: This statement is TRUE.
C: Internal polling is the correct answer.
D: Internal polling is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 720
Which of the following parameters can be defined for the polling interval? Choose all correct options.

A. Binary value.
B. Hourly.
C. Daily.
D. Weekly.
E. Monthly.

Correct Answer: BCDE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The polling interval is the time that specifies when a device is to be polled for management information.
Therefore, you can set that a device be polled Hourly, Daily, Weekly, Monthly, every few minutes or seconds,
and so forth.
Incorrect
Answers:
A: You would use a binary value to define the threshold value. This is the point at which an action should be
performed because a predetermined value has been surpassed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 721
Which of type of polling takes place internal to the network device being polled?

A. Threshold value
B. Polling interval



C. Internal polling
D. External polling

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Internal polling takes place internal to the network device being polled. An agent that is part of device is used.
Incorrect
Answers:
A: Threshold value refers to the point at which an action should be taken because a value has dropped below a
predetermined level.
B: The polling interval is the concept used to refer to when SNMP polls servers and network devices for
important management information D: External polling refers to a type of polling where a device is polled
externally from another server or from an administrator's computer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 722
On the topic of setting and modifying SNMP threshold values, choose the statement that is FALSE.

A. You should modify SNMP thresholds periodically.
B. You need to set SNMP thresholds sensibly so that meaningful results are generated.
C. You do not need to modify SNMP thresholds periodically if you have initially set them correctly.
D. You can use a software tool to set SNMP thresholds.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should modify SNMP thresholds periodically. This would ensure that the SNMP thresholds are still correctly
set and that they produce meaningful results.
Incorrect
Answers:
A, B, D: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 723
When the server has SNMP installed, which of the following can be performed?

A. The server can be polled from another server.
B. The server can be polled from the console of an administrator.
C. Both of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
When the server has SNMP installed, the server can participate in external polling, and can be polled from
another server, or from the console of an administrator.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 724
Which of the following can be specified to perform a specific action such as sending SNMP traps?

A. An alarm.
B. An event.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An event is called when its associated alarm is initiated. The event then performs its preconfigured action such
as sending a SNMP trap or logging an error.
Incorrect
Answers:
A: An alarm is raised when a threshold is reached. At this point, the alarm initiates a specified event. Different
alarms are associated with events.
C: An event is the correct answer.
D: An event is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 725
On the topic of SNMP traps, choose the FALSE statement?

A. You can configure thresholds for the standard SNMP traps that are preset by the manufacturer of the agent.
B. Most standard SNMP traps are usually preconfigured by the manufacturer of the agent.
C. You usually cannot configure thresholds for the standard SNMP traps that are set by the agent's

manufacturer.
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Standard SNMP traps are usually preconfigured. You usually cannot configure or change the thresholds for the
standard SNMP traps that are set by the agent's manufacturer.
Incorrect
Answers:
B, C: These statements are TRUE.
D: Standard SNMP traps are usually preconfigured. You usually cannot configure or change the thresholds for
the standard SNMP traps that are set by the agent's manufacturer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.



QUESTION 726
You can use SNMP to collect important management information from servers and network devices. Which of
the following concepts is used to determine when action should be taken?

A. Threshold value
B. Polling interval
C. Internal polling
D. External polling

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Threshold value refers to the point when action should be taken because a value has dropped below a
predetermined level.
Incorrect
Answers:
B: The polling interval is the concept used to refer to when SNMP polls servers and network devices for
important management information C: Internal polling is a type of polling that takes place internal to the network
device being polled. An agent that is part of device is used.
D: External polling refers to a type of polling where a device is polled externally from another server or from an
administrator's computer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 727
Choose the statement that is FALSE. Choose all FALSE options.

A. An internal polling agent of a device must be an SNMP agent.
B. An internal polling agent of a device does not have to be an SNMP agent.
C. Your hardware and software systems must be able to support SNMP if you want to implement internal

polling.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An internal polling agent of a device does not have to be an SNMP agent, and your hardware and software
systems do not have to support SNMP if you want to implement internal polling. All you need is an internal
polling program that is capable of obtaining the status information produced by the internal agent of the device,
and feeding it into an SNMP trap.
Incorrect
Answers:
B: An internal polling agent of a device does not have to be an SNMP agent. This is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 728
Which of the following parameters can be defined for the threshold value?



A. Binary value.
B. Hourly.
C. Daily.
D. Weekly.
E. Monthly.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use a binary value to define the threshold value. This is the point at which an action should be
performed because a predetermined value has been surpassed.
Incorrect
Answers:
B, C, D, E: The polling interval is the time that specifies when a device is to be polled for management
information. Therefore, you can set that a device be polled Hourly, Daily, Weekly, Monthly, or every few minutes
and so forth.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 729
Which of type of polling takes place when a server is polled from another server?

A. Threshold value
B. Polling interval
C. Internal polling
D. External polling

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
External polling occurs when a server is polled externally from another server or from an administrator's
computer.
Incorrect
Answers:
A: Threshold value refers to the occasion when action should be taken because a value has dropped below a
predetermined level.
B: The polling interval is the concept used to refer to when SNMP polls servers and network devices for
important management information C: Internal polling is a type of polling that takes place internal to the network
device being polled. An agent that is part of device is used.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 730
On the topic of the benefits of internal polling, choose all statements that are TRUE.

A. Polling occurs without the typical network bandwidth usage innate of polling.
B. Polling occurs internal to the device being polled.



C. No initiating data traffic is necessary between the agent and the system manager.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Internal polling has the advantage of polling occurring without the typical network bandwidth usage innate of
polling. This is due to polling occurring internal to the device being polled. An agent that is already part of the
device is used. No initiating data traffic is necessary between the agent and the system manager.
Incorrect
Answers:
A, B, D: These statements are TRUE.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 731
Which of the following is triggered when a threshold is reached?

A. An alarm.
B. An event.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An alarm is raised when a threshold is reached. At this point, the alarm initiates is specified event. Different
alarms are associated with events.
Incorrect
Answers:
B: An event is called when its associated alarm is initiated. The event then performs an action such as sending
a SNMP trap or logging an error.
C: An alarm is the correct answer.
D: An alarm is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 732
When the server has SNMP installed, which of the following is TRUE?

A. The server can be polled from another server.
B. The server cannot be polled from the console of an administrator.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation



Explanation/Reference:
Explanation:
When the server has SNMP installed, the server can participate in external polling, and can be polled from
another server, or from the console of an administrator Incorrect Answers: B: The server CAN be polled from
the console of an administrator.
C: Only option A is TRUE.
D: Option A is TRUE.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 733
Which of the following parameters would you NOT specify to indicate the polling interval?

A. Binary value.
B. Hourly.
C. Daily.
D. Weekly.
E. Monthly.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use a binary value to define the threshold value and not the polling interval.
The threshold value is the point at which an action should be performed because a predetermined value has
been surpassed..
Incorrect
Answers:
B, C, D, E: The polling interval is the time that specifies when a device is to be polled for management
information. Therefore, you can set that a device be polled Hourly, Daily, Weekly, Monthly, or every few minutes
and so forth.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 734
Choose the statement that is FALSE.

A. Internal polling uses less network bandwidth.
B. With external polling, an agent that is part of the device is used for polling.
C. With internal polling, polling occurs internal to the device being polled.
D. All of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
With external polling, the device is polled externally from another server or from an administrator's computer.
Internal polling uses an agent that is already part of the device to perform polling for important management
information.



Incorrect
Answers:
A, C: These statements are TRUE.
D: B is the only FALSE statement.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 735
Which of the following factors should be considered to determine the polling interval? Choose all correct
options.

A. The processor of the device.
B. The data load of the network.
C. The quantity of bandwidth being used.
D. The value types being tracked and reported.
E. All of the above.

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each option contains a valid factor that should be considered when you determine the polling interval of servers
and network devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 736
On the topic of alarms and events, choose the FALSE statement?

A. An alarm is raised when a threshold is reached
B. An event is called when its associated alarm is initiated.
C. An alarm sends an SNMP trap.
D. Different alarms are associated with specified events.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An event is called when its associated alarm is initiated. The event then performs an action such as sending a
SNMP trap or logging an error log.
Incorrect
Answers:
A, B, D: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 446-448.

QUESTION 737
On the topic of setting SNMP threshold values, choose the statement that is FALSE.



A. When setting a SNMP threshold, you have to configure the required alarm thresholds correctly.
B. When a SNMP threshold is surpassed a trap alert should be triggered.
C. When a SNMP threshold is surpassed the server should automatically reboot.
D. Trap alerts should be sent to the appropriate authorities.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When a SNMP threshold is surpassed, a trap alert should be initiated and sent to either the console of an
administrator or to the enterprise console.
Incorrect
Answers:
A, B, D: These statements are TRUE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 738
Choose the statement that is TRUE.

A. Internal polling uses significant quantities of network bandwidth.
B. With external polling, the device is polled externally from another device.
C. With internal polling, the device is polled externally from another device.
D. With internal polling, a server is polled from another internal server.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
External polling refers to a type of polling where a device is polled externally from another server or from an
administrator's computer. With external polling, the device is polled externally from another device.
Incorrect
Answers:
A: Internal polling has the advantage of using less network bandwidth because an agent that is already part of
the device is used for polling.
C: With internal polling, polling occurs internal to the device being polled. An agent that is part of device is used.
D: With external polling, a server is polled from another server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 445-446.

QUESTION 739
On the topic of housekeeping and the exterior surfaces of server cases, which of the following measures
should you implement for unused rear expansion slots?

A. Use spray cleaners.
B. Install blank cover plates.
C. Configure a temperature sensor to raise an alarm.
D. Use a cleaning agent and process that simultaneously gets rid of surface soil and reduces static charges.

Correct Answer: B



Section: (none)
Explanation

Explanation/Reference:
Explanation:
You must install blank cover plates in unused rear expansion slots to make certain that no dust creeps into the
interior of the server case. The vacuum operation of the server's cooling fans will draw debris into the interior if
there are no blank cover plates installed in unused rear expansion slots. The consequences of not installing
blank cover plates is a disruption in normal airflow patterns and possible overheating of some server
components. You should therefore ensure that all gaps in the back of the server case are closed or covered.
Incorrect
Answers:
A: You should under no circumstances use spray cleaners to clean anything near the ventilation slots. You
might need to turn off the server when cleaning in the surroundings of the ventilation slots.
C: Temperatures sensors are usually configured to raise an alarm when the processor or the interior of the
server overheats or reaches undesirable temperature levels.
D: You should use a cleaning agent and process that simultaneously gets rid of surface soil and reduces static
charges when cleaning the exterior surfaces of a server case.
Remember that the more you handle a plastic server cabinet or a metal server cabinet, the more dust will
gather. Bear in mind that static charges on exterior surfaces attracts dust as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.

QUESTION 740
Which of the following can be used to clean magnetic media devices? Choose all correct options.

A. Approved isopropyl alcohol based cleaning solutions.
B. Only plain tissues not colored ones.
C. An approved cleaning pad
D. A lint-free cloth
E. Cotton swabs.

Correct Answer: ACD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should first opt to use approved isopropyl alcohol based cleaning solutions that have been designed to
clean magnetic media devices. If you do not have an approved isopropyl alcohol based cleaning solution, you
can use an approved cleaning pad or a lint-free cloth to clean floppy disk drives and tape drives.
Incorrect
Answers:
B, E: Colored and plain tissues, and cotton swabs should not be used to clean floppy disk drives and tape
drives. These types of products generally leave behind fiber traces that can clog up your read/write heads.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 454-455.

QUESTION 741
To ensure that physical housekeeping duties are performed, a realistic cleaning schedule should be drawn up
and followed. For which of the following is it advisable to perform weekly?

A. Check the ventilator slots of each server to ensure that there is nothing obstructing the ventilator slot.
B. Check the fans to ensure proper operation.
C. Perform an operational check on each hard drive.



D. Clean the exterior of all servers, monitors, and keyboards.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should clean the exterior of all servers, monitors, and keyboards on a weekly basis.
Incorrect
Answers:
A: A typical daily task should be to check the ventilator slots of each server to ensure that there is nothing
obstructing the ventilator slot.
B: Checking the fans to ensure proper operation can be specified as a monthly housekeeping duty.
C: Performing an operational check on each hard drive is also usually a monthly housekeeping duty.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 449-450.

QUESTION 742
Which of the following should NOT be used to remove dust and debris from between and under the keys of a
server's keyboard?

A. Compressed air.
B. Mini vacuum clean.
C. Natural bristle brush.
D. Foam based cleaners.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Foam based cleaners should be avoided when cleaning a server's keyboard. Foaming substances can cause
dirt particles to be deposited in the key switches.
Incorrect
Answers:
A, B, C: You can use either of the solutions mentioned in these options to remove dust and debris from
between and under the keys of a server's keyboard.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 453-454.

QUESTION 743
When cleaning the interior areas and exterior surfaces of server cases, when must you turn off the server
before cleaning? Choose all correct options.

A. When cleaning the interior areas and equipment.
B. When cleaning the exterior surfaces.
C. When cleaning the areas surrounding the ventilation slots.
D. All of above.

Correct Answer: AC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Cleaning of the interior of server cases requires care and caution when it comes to preventative maintenance.
You must shut down the server unit being cleaned and then remove the exterior cover of the server unit. It is
also recommended that you shut down the server before cleaning in areas surrounding the ventilation slots.
Incorrect
Answers:
B: When cleaning exterior surfaces of the unit, you do not need to turn off the server.
D: When cleaning exterior surfaces of the unit, you do not need to turn off the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.

QUESTION 744
Which of the following does not require manual cleaning?

A. Server hard disks.
B. CDs.
C. Server mice.
D. Server keyboards.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You do not have to manually clean server hard disks. This is primarily due to server hard disks being stored
within a sealed unit.
Incorrect
Answers:
B: CDs can be cleaned using lint-free cloths.
C, D: Server mice and keyboards should be cleaned using the correct cleaning materials and processes.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 451-454.

QUESTION 745
Which of the following should you NOT use to clean the interior areas of server racks and equipment? Choose
all incorrect options?

A. Compressed air systems.
B. A soft cloth that has been moistened with water.
C. Canisters of compressed air.
D. A liquid substance.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Only compressed air must be used to clean theinterior areas of server racks and equipment. You must not use
a soft cloth that has been moistened with water. Anything that consists of a type of liquid cleaning substance
must not be used for cleaning of the interior areas of server racks.
Incorrect
Answers:



A: Large server farms usually contain compressed air systems that are used to clean the interior areas of
server racks and equipment.
C: For smaller server farms, the use of canisters of compressed air is recommended.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.

QUESTION 746
When it comes to cleaning server monitors, which of the following cleaning materials should be avoided,
especially in the areas of the ventilation slots?

A. An approved VDU screen cleaner.
B. Spray cleaners.
C. Approved cleaning materials.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Spray cleaners should be avoided in the facility of the ventilation slots of the server monitor. Any materials that
happen to enter the monitor through spraying can cause it to malfunction.
Incorrect
Answers:
A: An approved VDU screen cleaner should be used to clean the monitor's glass screen.
C: You should always use approved cleaning materials to clean special antiglare coatings and mesh filters.
D: Spray cleaners must not be used in the facility of the ventilation slots of the server monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 452-453.

QUESTION 747
Which of the following can be used to clean surfaces and mechanisms?

A. Household cleaning cloths such hand towels and household tissues.
B. Fabrics and materials that have been approved for cleaning.
C. Synthetic cloths.
D. B and C

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Fabrics and materials that have been approved for cleaning should be used to clean surfaces and
mechanisms. Avoid using volatile substances such as paint thinners or isopropyl alcohol. They can damage
surfaces.
Incorrect
Answers:
A: Household cleaning cloths such as hand towels and household tissues should not be used as cleaning
mechanisms because they may contain dyes that will be transferred in the cleaning process. In addition to this,
household cleaning cloths can leave fibers behind that can jam delicate mechanisms.
C: Synthetic cloths may become dissolved by certain cleaning solvents, with the result being a possible coating
the surface being cleaned.
D: While option B is correct, option C is not.



References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 449-450.

QUESTION 748
Which of the following can you NOT use to clean and wipe dust off a server monitor screen?

A. A soft damp cloth.
B. An approved VDU screen cleaner.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A soft damp cloth must not be used to clean a server monitor screen. You should use an approved VDU screen
cleaner to clean and wipe dust off a server monitor screen. First wipe over the glass screen horizontally and
then wipe over the glass screen vertically.
Remember to clean the corners of the screen as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 452-453.

QUESTION 749
Which of the following should you use to clean the interior areas of server racks and equipment? Choose all
correct options?

A. Compressed air systems.
B. A soft cloth that has been moistened with water.
C. Canisters of compressed air.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Large server farms usually contain compressed air systems that are used to clean the interior areas of server
racks and equipment. For smaller server farms, the use of canisters of compressed air is recommended. You
must not use a soft cloth that has been moistened with water. Anything that consists of a type of liquid cleaning
substance must not be used.
Incorrect
Answers:
B: You should under no circumstances use a type of liquid cleaning substance for the interior areas of server
racks.
D: Liquid type cleaning substances should not be used for the interior areas of server

racks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.



QUESTION 750
Which of the following can be used to remove dust and debris from between and under the keys of a server's
keyboard? Choose all correct options.

A. Compressed air.
B. Mini vacuum clean.
C. Natural bristle brush.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can either of the above to remove dust and debris from between and under the keys of a server's
keyboard.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 453-454.

QUESTION 751
Which of the following requires manual cleaning?

A. Server hard disks.
B. Server mice.
C. Server keyboards.
D. B and C.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server mice and keyboards should be manually cleaned using the correct cleaning materials and cleaning
processes.
Incorrect
Answers:
A: You do not have to manually clean server hard disks. This is primarily due to server hard disks being stored
within a sealed unit.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 451-454.

QUESTION 752
On the topic of cleaning server keyboards, which of the following statements are TRUE?

A. You do not have to power off the computer and disconnect the keyboard.
B. You should power off the computer and disconnect the keyboard.
C. Ensure that the computer remains powered on so that you can clean the keyboard.
D. A and C

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
Explanation:
You should power off the computer and disconnect the keyboard before you attempt to clean server keyboards.
You can leave the server system running only if you are going to be cleaning the server monitor.
Incorrect
Answers:
A, C, D: These statements are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 453-454.

QUESTION 753
Which of the following has a side split that allows a number of cable groups to be separated and tucked within
it?

A. Split tubing.
B. A cable organizer.
C. Cable ties and cable clips.
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Split tubing has a side split that allows a number of cable groups to be separated and then tucked within.
Incorrect
Answers:
B: A cable organizer is a box that can be used to wrap and tuck cables inside it. Cable organizers are usually
mounted on the server room wall to assist in organizing cables.
C: Cable ties and cable clips can be used to organize cables into bundles. Cable ties and cable clips come in
different colors and lengths. Using cable ties and cable clips is the most cost-effective way in which to organize
cables.
D: Split tubing is the correct answer.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 456-457.

QUESTION 754
How much preventative maintenance is needed on the interior of server cases?

A. Low levels of preventative maintenance.
B. High levels of preventative maintenance.
C. Both of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The interior of server cases requires high levels of care and caution when it comes to preventative
maintenance. For the interior of server cases, you would need to turn off a server before cleaning its interior.
Because the exterior of server cases contain no operational components or moving parts, low levels of
preventative maintenance is required for exterior surfaces of server cases. You do not even need to turn off a



server before cleaning of a server's exterior surface.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.

QUESTION 755
To ensure that physical housekeeping duties are performed, a realistic cleaning schedule should be drawn up
and followed. For which of the following is it advisable to perform daily?

A. Check the ventilator slots of each server to ensure that there is nothing obstructing the ventilator slot.
B. Check the fans to ensure proper operation.
C. Perform an operational check on each hard drive.
D. Clean the exterior of all servers, monitors, and keyboards.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A typical daily task should be to check the ventilator slots of each server to ensure that there is nothing
obstructing the ventilator slot.
Incorrect
Answers:
B: Checking the fans to ensure proper operation can be specified as a monthly housekeeping duty.
C: Performing an operational check on each hard drive is also usually a monthly housekeeping duty.

D: You should clean the exterior of all servers, monitors, and keyboards on a weekly basis.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 449-450.

QUESTION 756
Which of the following can be used to clean the surface of the keyboard?

A. A mini vacuum cleaner.
B. An antistatic screen cleaner.
C. An approved cleaning solution.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should use an approved cleaning solution to clean the surface of the keyboard.
Unapproved cleaning solutions can result in the fading and removal of the key buttons' lettering.
Incorrect
Answers:
A: A mini vacuum cleaner is used to clean between and under the keys.
B: An antistatic screen cleaner should be avoided because it can deposit a conductive film across the cleaned
surface.
D: Option C is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 453-454.



QUESTION 757
Which of the following measures can assist in eliminating cross-contamination of bacteria between people?
Choose all correct options.

A. Limiting staff that has access to the server equipment room.
B. Regular cleaning of keyboards and telephones.
C. Regular cleaning of computer equipment.
D. All of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The measures you can implement to assist in eliminating cross-contamination of bacteria between people are
to regularly clean keyboards and telephones, and computer equipment.

Incorrect
Answers:
A: Limiting staff that has access to the server equipment room is more a security measure, and does not
directly assist in eliminating cross-contamination of bacteria between people.
D: Only option B and C are correct. Option A is incorrect.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 449-450.

QUESTION 758
Which of the following cannot be used to clean the surface of the keyboard? Choose all that apply.

A. A mini vacuum cleaner.
B. An antistatic screen cleaner.
C. An approved cleaning solution.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A mini vacuum cleaner is used to clean between and under the keys. An antistatic screen cleaner should be
avoided because it can deposit a conductive film over the cleaned surface. Unapproved cleaning solutions can
result in the fading and removal of the key buttons' lettering Incorrect Answers: C: You should use an approved
cleaning solution to clean the surface of the keyboard.
D: Unapproved cleaning solutions can result in the fading and removal of the key buttons' lettering.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 453-454.

QUESTION 759
Which of the following situations cannot cause injuries to employees? Choose all options that apply.

A. Cables that are inappropriately routed within walkways.
B. Cables that are carelessly deployed.
C. Deploying AC cables at right angles to audio.



D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Deploying AC cables at right angles to audio can assist in reducing AC hum in audio circuits.
Incorrect
Answers:
A, B: Cables that are inappropriately routed within walkways or that are carelessly deployed can cause serious
harm to employees that might happen to trip over them.
D: Deploying AC cables at right angles to audio cannot cause harm to employees, but can assist in reducing
AC hum in audio circuits.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 456-457.

QUESTION 760
When cleaning the interior areas and exterior surfaces of server cases, when do you NOT have to turn off the
server before cleaning?

A. When cleaning the interior areas and equipment.
B. When cleaning the exterior surfaces.
C. When cleaning the areas surrounding the ventilation slots.
D. All of above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When cleaning the exterior surfaces of the unit, you do not need to turn off the server.
Incorrect
Answers:
A: Cleaning of the interior of server cases requires care and caution when it comes to preventative
maintenance. You must shut down the server unit being cleaned first and then remove the exterior cover of the
server unit.
C: It is also recommended that you shut down the server before cleaning areas surrounding the ventilation
slots.
D: When cleaning only the exterior surfaces of the unit, you do not need to turn off the server.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 450-451.

QUESTION 761
On the topic of correctly handling and protecting floppy disks, choose the statement that is FALSE.

A. Floppy disks should not be stored in excessively hot or cold areas.
B. You can store floppy disks close to electromagnetic fields.
C. Avoid storing floppy disks in dusty environments.
D. None of the above.

Correct Answer: B
Section: (none)



Explanation

Explanation/Reference:
Explanation:
You should not store floppy disks close to electromagnetic fields or expose it to temperature extremes.
Incorrect
Answers:
A, C: These statements are TRUE.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 454-455.

QUESTION 762
Which of the following is the most cost-effective way for organizing cables?

A. Split tubing.
B. A cable organizer.
C. Cable ties and cable clips.
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Using cable ties and cable clips is the most cost-effective way to organize cables. Cable ties and cable clips
come in different colors and lengths.
Incorrect
Answers:
A: Split tubing has a side split that allows a number of cable groups to be separated and then tucked within.
C: A cable organizer is a box that can be used to wrap and tuck cables inside it. Cable organizers are usually
mounted on the server room wall.
D: Cable ties and cable clips is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 456-457.

QUESTION 763
Which of the following can be used to provide a central location for all AC cables to connect?

A. Rack-mounted power conditioners.
B. Power centers on the floor or that mount on a wall.
C. Using wireless networks and peripherals.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Rack-mounted power conditioners can be used to provide a central location for all AC cables to connect. This
assists in eliminating a lot of clutter in your server cabling system.
Incorrect
Answers:



B: Power centers on the floor or that mount on a wall assist in providing surge protection.
They also serve as a central, convenient location to switch peripheral equipment on/off.
C: Using wireless networks and peripherals can assist in reducing the usage of cabling.
D: Rack-mounted power conditioners is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 456-457.

QUESTION 764
Which of the following statements incorrectly specify how you should clean server mice?

A. You should disconnect the mouse cable from the server unit before you start cleaning server mice.
B. Use a strong detergent and a coarse cloth to rigorously clean the trackball.
C. Use a mild detergent and a soft cloth to gently clean the trackball.
D. Use a lint-free cloth to remove debris from the internal rollers.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Use a mild and not a strong detergent, and a soft and not coarse cloth, to gently clean the trackball.
Incorrect
Answers:
A: To prevent network commands from being executed in error in your production environment, refrain from
cleaning a server mouse while it is connected to the server.
C: You should use a mild detergent and a soft cloth to gently clean the trackball. Use a lint-free cloth to dry the
trackball.
D: You should use a lint-free cloth to remove debris from the internal rollers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 451-452.

QUESTION 765
Which of the following should you install if you want to control which ports of the

server are open to the Internet?

A. A firewall.
B. Antivirus programs.
C. Virus software updates.
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you want to control which server ports are open to the Internet, you should install a firewall solution. Firewall
solutions are available as hardware and software components.
A firewall can also detect when any intrusion attempts are made by hackers.
Incorrect
Answers:
B: Antivirus programs provide protection against viruses that can infect and cause damage to your server
systems. Antivirus programs do not allow you to define which ports are open/close to the Internet.
C: Virus software updates are released by software manufacturers to protect your server systems from new



viruses.
D: A firewall is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 766
Which of the following is NOT recommended for setting and changing passwords?

A. The same passwords should not be used for administrator accounts and personal accounts.
B. If a strong, difficult to guess password is set, you do not have to change it.
C. There must be a clear distinction between administrator accounts and normal company employee accounts.
D. A password should consist of a combination of numbers, letters and special characters.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should always regularly change passwords. You should always set strong, difficult to guess passwords.
Incorrect
Answers:
A, C, D: These statements correctly define how passwords should be managed References: Charles J. Brooks,
Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 457-458.

QUESTION 767
Choose the FALSE statement.

A. You should monitor the server for security loopholes.
B. If you already have a secure server system, you do not have to monitor the server environment for security

breaches.
C. You should configure your firewall system to detect intrusion attempts.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should always monitor the server and network environment for security breaches or for actions that
indicate the presence of hackers on your network. If you want your server system to remain secure, regular
monitoring for attacks and unusual behavior is a must.
Incorrect
Answers:
A, C: These statements are TRUE.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 768
Which of the following well-known service ports/services should be disabled if they are not being used?

A. Telnet.
B. FTP.



C. Both of the above.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Telnet and FTP ports that are open to the Internet serve as one of the bigger security risks to the company. All
ports that are not being used should be disabled.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 769
On the topic of setting and changing passwords for server systems, choose the option(s) that is FALSE.

A. You do not have to change the password for hosted systems because it is not a concern.
B. You should not change passwords after a new server system is obtained - the system is still new.
C. When setting passwords; choose long, complex passwords that are not easy to guess.
D. None of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After a new server system is obtained, you must change all default passwords. For hosted and internal server
systems, default passwords must be changed to long, complex passwords that are not easy to guess. Most
default passwords are sent in a clear text format over email. Passwords should be changed regularly.
Incorrect
Answers:
C: This statement is TRUE.
D: Options A and B are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 770
Which of the following should be included in your backups? Choose all that apply.

A. Data of all databases.
B. Server configuration files.
C. Dynamic files.
D. Customer profiles.
E. All of the above.

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All of the above mentioned files and data types should be included in your backups.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 771
Choose the option(s) that correctly define what a server management and service plan should include and
define.

A. The various methods which specifies how network administrators should deal with
potential security risks.

B. The various methods which specifies how employees should deal with customers.
C. The various methods for addressing risks such as viruses, data corruption and loss, and malicious attacks

and hacking activities.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A server management and service plan should include and define the methods that network administrators
should implement to deal with potential security risks. The server management and service plan should detail
how viruses, data corruption and loss, and malicious attacks and hacking activities are detected and handled.
Incorrect
Answers:
B: Customer relations has nothing to with a server management and service plan.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 772
Which of the following should you check for and apply regularly so that your server systems are protected from
newly discovered virus threats?

A. A firewall.
B. Antivirus programs.
C. Virus software updates.
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Virus software updates are released by software manufacturers to protect your server systems from new
viruses.
Incorrect
Answers:
A.: If you want to control which server ports are open to the Internet, you should install a firewall solution. A
firewall can detect when any intrusion attempts are made as well.
B: Antivirus programs provide protection against viruses that can infect and cause damage to your server
systems. Antivirus programs are not applied regularly, virus software updates are.
D: Virus software updates is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 458-459.

QUESTION 773
Which of the following should you always choose to use to send traffic over the Internet because it encrypts the
traffic being transmitted?

A. Telnet.
B. FTP.
C. SSH.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should rather use SSH, and not Telnet, to send traffic over the Internet. Telnet should not be used because
it does not offer data protection. Traffic can easily be interpreted when Telnet is used. Secure shell (SSH) on
the other hand encrypts the traffic. Even if traffic is intercepted while it is being transmitted, it will be
undecipherable.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 774
On the topic of securing your server systems, choose all TRUE options.

A. You should monitor the server system for security loopholes.
B. If you already have a secure server system, you do not have to monitor the server environment for security

breaches.
C. You should configure your firewall system to detect intrusion attempts.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
These statements are TRUE: You should always monitor the server system for security loopholes. You should
configure your firewall system to detect intrusion attempts.
Incorrect
Answers:
B:
If you want your server system to remain secure, regular monitoring for attacks and unusual behavior is a must.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 775
On the topic of settings and changing passwords for server systems, choose the option that is TRUE.

A. You do not have to change the password for hosted systems because it is not a concern.
B. You should not change passwords after a new server system is obtained - the system is still new.
C. When setting passwords; choose long, complex passwords that are not easy to guess.



D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you define passwords for your server systems, you must choose long, complex passwords which cannot
easily be determined.
Incorrect
Answers:
A, B: After a new server system is obtained, you must change all default passwords. For hosted and internal
server systems, default passwords must be changed to long, complex passwords that are not easy to guess.
Most default passwords are sent in the clear text format over email. Passwords should be changed regularly.
D: Only Option C is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 776
How much time is typically required for monitoring and securing your server systems from threats and issues?

A. Once a month.
B. A few hours only, on a weekly basis.
C. A couple of hours or more, on a weekly basis.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should minimally monitor and secure your server systems from threats and issues for a couple of hours or
more, on a weekly basis.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 777
Which of the following are recommendations for setting and changing passwords? Choose all that apply.

A. The same passwords should not be used for administrator accounts and personal accounts.
B. If a strong, difficult to guess password is set, you do not have to change it.
C. There must be a clear distinction between administrator accounts and normal company employee accounts.
D. A password should consist of a combination of numbers, letters and special characters.

Correct Answer: ACD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When setting passwords, you should never use the same passwords for administrator accounts and personal
accounts. There has to be a clear distinction between administrator accounts and normal company employee
accounts. Strong passwords are those that consist of a combination of numbers, letters and special characters.



Incorrect
Answers:
B: You should always regularly change passwords. You should always set strong, difficult to guess passwords.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 778
Which of the following well-known service ports/services do not have to be disabled, because they do not serve
as a security risk if left open?

A. Telnet.
B. FTP.
C. Both of the above.
D. None of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Telnet and FTP ports that are open to the Internet serve as one of the bigger security risks to the company. All
ports that are not being used should be disabled, especially unused Telnet and FTP ports.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 779
Choose the option that incorrectly specifies what a server management and service plan should include and
define.

A. The various methods which specifies how network administrators should deal with potential security risks.
B. The various methods which specifies how employees should deal with customers.
C. The various methods for addressing risks such as viruses, data corruption and loss, and malicious attacks

and hacking activities.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Customer relations has nothing to with a server management and service plan.
Incorrect
Answers:
A, C: These statements are TRUE: A server management and service plan should include and define the
methods that network administrators should implement to deal with potential security risks. The server
management and service plan should detail how viruses, data corruption and loss, and malicious attacks and
hacking activities are detected and handled.
D: Option B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 780



Which of the following should you install if you want to provide protection for server systems from virus attacks?

A. A firewall.
B. Antivirus programs.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Antivirus programs provide protection against viruses that can infect and cause damage to your server
systems. Virus software updates that are released by software manufacturers to protect your server systems
from new viruses should be applied regularly.
Incorrect
Answers:
A.: If you want to control which server ports are open to the Internet, you should install a

firewall solution.
C: Antivirus programs is the correct answer.
D: Antivirus programs is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 781
When it comes to monitoring servers for security and hacking activities, which of the following can be used?

A. Use a security auditing tool to check for hacking attempts.
B. Examine server logs to check for any unusual entries.
C. All of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use a security auditing tool to check for hacking attempts as part of your strategy to check for hacking
activities. You should also examine server logs to check for any unusual entries.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 458-459.

QUESTION 782
Which of the following should NOT be used to send sensitive data? Choose all that apply.

A. Telnet.
B. FTP.
C. SSH.
D. All of the above

Correct Answer: AB



Section: (none)
Explanation

Explanation/Reference:
Explanation:
Telnet should not be used because it does not offer data protection. Data can easily be interpreted when Telnet
is used. FTP, like Telnet sends data in clear text, and should therefore not be used.
Incorrect
Answers:
C: You should rather use SSH, to send traffic over the Internet. Secure shell (SSH) encrypts the data being
transmitted. Even if traffic is intercepted while it is being

transmitted, it will be undecipherable.
D: SSH can be used to send data over the Internet.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 457-458.

QUESTION 783
To safe guard the systems in Certkiller , the administrator wants to look at the physical security sues. This will
include which of the following? E. Ensuring that physical locks exist on all doors.

F. Because of the physical locks, you don't need antitheft devices, which will be cost saving.

G. You need to limit the access to the server room and to backup tapes.

H. None of the above.

A.
B.
C.
D.

Correct Answer: 
Section: (none)
Explanation

Explanation/Reference:
Explanation:
One of the most important aspects is to ensure that physical locks exist on all doors. It is also important to limit
the access to the sever room and to the backup tapes.
Incorrect
Answers:
B: Except the physical lock you do need antitheft devices.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 784
Which will best secure the security of the computer systems in Certkiller ?

A. With the implementation of the physical locks, there is n need for antitheft devices.
B. Set up antitheft devices for all hardware.
C. There is no need to lock the server racks, because there are locks on the doors.
D. None of the above.

Correct Answer: B



Section: (none)
Explanation

Explanation/Reference:
Explanation:
One of the most important aspects is to establishing antitheft devices for all hardware.
Incorrect
Answers:
A: Yes, physical lock is needed, but you also need antitheft devices.
C: The keys can fall into the wrong hands, so it is needed to lock the server racks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 785
Except the door key, what can be done to the server network security for entrance purposes?

A. Locks on the server chassis
B. Locks on the server rack
C. Entrance passwords to enter the server room
D. Installed server security software

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The first introduction to server network security for most employees occurs at the entrance to the server room.
Incorrect
Answers:
A, B, C: Yes, all this is security measures, but it does not keep them from entering the server room.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 786
What can be done to almost securely secure the server room from unauthorized access?

A. Locks on the server chassis
B. Locks on the server rack
C. Entrance passwords to enter the server room
D. Installed server security software

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The first introduction to server network security for most employees occurs at the entrance to the server room.
Incorrect
Answers:
A, B, C: Yes, all this is security measures, but it does not keep them from entering the server room. The
question states about unauthorized access to the server room.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.



464.

QUESTION 787
Which of the following is a more expensive form of authentication? (Choose all that

apply)

A. Miscellaneous characters
B. Fingerprint IDs
C. A phrase
D. Retinal scans

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To use the fingerprint IDs and the retinal scans is more expensive than the other forms of authentication,
because it is the expenses of the software involved.
Incorrect
Answers:
A, C: Passwords are less sophisticated and less expensive than alternate forms.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 788
Which of the following is TRUE? (Choose all that apply)

A. To secure the systems in a company, you need use the physical locks instead of antitheft devices.
B. Make sure that there is physical locks exist on all doors.
C. To best secure the computer systems do not need to lock the server racks, because there are locks on the

doors.
D. To secure the systems in a company you need to set up antitheft devices for all hardware.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
B: One of the most important aspects is to ensure that physical locks exist on all doors.
D: One of the most important aspects is to establishing antitheft devices for all hardware.
Incorrect
Answers:
A: Physical lock is needed, but you also need antitheft devices.
C: The keys can fall into the wrong hands, so it is needed to lock the server racks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 789
Which of the following is TRUE, with regards to the physical security at the Entrance?

A. A less inexpensive form of authentication is the retinal scan.
B. A more expensive form of authentication is the miscellaneous characters



C. To best secure the computer systems do not need to lock the server racks, because there are locks on the
doors.

D. A more expensive form of authentication is key cards.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To use the key cards is one of the more expensive than the other forms of authentication, because it is the
expenses of the software involved.
Incorrect
Answers:
A: The retinal scan is one of the more expensive forms of authentication.
B: This password is less sophisticated and less expensive than alternate forms.
C: The keys can fall into the wrong hands, so it is needed to lock the server racks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
464.

QUESTION 790
What is the process called by determining an unknown password?

A. Breaking
B. Cracking
C. Un-coding
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The process of determining an unknown password is called cracking.
Incorrect
Answers:
A: The process of determining an unknown password is called cracking.
C: The process of determining an unknown password is called cracking.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
465.

QUESTION 791
What is the best defense against intruders who wants to crack your password?

A. Get people to monitor your system.
B. Get longer passwords with miscellaneous characters.
C. Change the password regularly
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
The best defense against cracking is to reset or change the password frequently.
Incorrect
Answers:
A, B: To get people to monitor the system or to make the password longer with miscellaneous characters, will
not stop an intruder.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
465.

QUESTION 792
Which of the following can compromise the password of your systems network? (Choose all that apply)

A. Self-reminder notes of the employees of there passwords.
B. People claiming to be IT engineers, performing legitimate work.
C. Server room passwords using personal information
D. None of the above.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Self-reminder notes People claiming to be IT engineers, and passwords using personal information, is not a
good way of securing your networks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p.
465.

QUESTION 793
Which of the following should you avoid as passwords? (Choose all that apply)

A. Miscellaneous characters
B. Foreign words
C. Proper nouns
D. Conventional words with numbers

Correct Answer: BCD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Server room administrators should avoid using conventional words as passwords altogether. Proper nouns
should also be left untouched, as should foreign words that are familiar to people of any language. Similarly,
conventional words with numbers merely tacked onto their ends or with numbers substituted for

similar-looking letters such as a zero for the letter O will not provide much password security.
Incorrect
Answers:
A: With these options given the miscellaneous characters is a good choice.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 465 466.

QUESTION 794



What is the minimum recommendation for characters in a password?

A. 3
B. 4
C. 5
D. 6

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Passwords of five characters or less must be avoided.
Incorrect
Answers:
A, B, C: Passwords of five characters or less must be avoided.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 466 467.

QUESTION 795
What are the usual recommended characters in a password?

A. 5-9 characters
B. 3-9 characters
C. 6-9 characters
D. 4-9 characters

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is generally recommended that passwords should consist of between six and nine characters. Passwords of
five characters or less must be avoided.
Incorrect
Answers:
A, B, D: It is generally recommended that passwords should consist of between six and nine characters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 466 467.

QUESTION 796
Which of the following is class as special characters? (Choose all that apply)

A. ?
B. £
C. $
D. ?,

Correct Answer: AC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Special characters is the following: $, ?, &.
Incorrect
Answers:
B, D: These are examples of alternative characters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 466 467.

QUESTION 797
The password of a customer of Certkiller was easily cracked. Which of the following could have been the
mistake?

A. The customer did use uppercase letters, lowercase letters, numerals, special characters and alternate
characters

B. The customer did use uppercase letters, lowercase letters, numerals and 5 characters
C. The customer did use uppercase letters, lowercase letters, numerals and 6-9 characters
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A good password should have all the ingredients that were mentioned in the options, with up to 6-9 characters.
Incorrect
Answers:
A, C: A good password should have all the ingredients that were mentioned in the options, with up to 6-9
characters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 466 467.

QUESTION 798
To put extra password security to your networks you would make use of encryption.

What does it means?

A. The password is mangled it in such a way as to make it meaningless
B. You should make the password longer
C. It is passwords, that is provided by S/key
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Encryption is the process of taking a standard password, and garbling it in such a way as to make it
meaningless to sniffers, crackers, or other eavesdroppers.
Incorrect
Answers:
B: This is to make the password difficult to crack. It has nothing to do with encryption.
C: One-time passwords, is provided by the S/key



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 467

QUESTION 799
Which of the following is a big NO in password security? (Choose all that apply)

A. Encrypting passwords
B. Storing the password
C. These passwords can be discussed with the known system administrators.
D. Passwords should never be discussed with anyone.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The act of writing down or storing passwords should be avoided.
Incorrect
Answers:
A: Encryption is a good security measure.
C, D: Passwords should never be discussed with anyone other than known system administrators. Such
discussions should be conducted in person, and never over the telephone or through email.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 467

QUESTION 800
Which of the following are good password policies? (Choose all that apply)

A. Making password changes regularly
B. Storing the password
C. Prevent the reuse of passwords.
D. These passwords should never be discussed with anyone.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
It is a good thing to do, because you will make it difficult fir the hackers to crack the code. It is also not good to
reuse passwords.
Incorrect
Answers:
B: The act of writing down or storing passwords should be avoided.
D: Passwords should never be discussed with anyone other than known system administrators. Such
discussions should be conducted in person, and never over the telephone or through email.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 468

QUESTION 801
Which of the following is a good habit, with regards to passwords?

A. Discuss passwords with fellow workers



B. Keeping of a password history
C. There is no need to encrypting passwords.
D. Server room employees must read and sign off on the policy.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
B: Administrators can prevent the reuse of passwords through the keeping of a password history.
D: The company password policy should be completely integrated into its security policy and server room
employees must read and sign off on the policy several times each year.
Incorrect
Answers:
A: This is not a good thing because it could fall into the wrong hands.
C: Encryption is a good security measure.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 468

QUESTION 802
Which of the following can cause pose a potential threat to the server room security? (Choose all that apply)

A. An unlocked server room
B. Presence of food or drink
C. Permit a waste receptacle to be placed in the server room.
D. None of the above

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: An unlocked server room door should always be considered as the most immediate threat for catastrophic
server failure.
B: Accidents involving food and drink items risk causing severe damage to the company's network services,
data, and equipment.
C: Never permit a garbage can or waste receptacle to be placed in the server room. This helps discourage the
bringing of food and drink items into the room.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 470

QUESTION 803
What is the best practice for the securing the backup tapes?

A. The backup tape should be stored in the same room where the server is.
B. The room that is used to store the backup tapes should also use a sign-in/sign-out log
C. The tapes should be kept in a fireproof safe.
D. None of the above

Correct Answer: BC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
B: The room that is used to store the backup tapes should also use a sign-in/sign-out log to record and track
the people entering and exiting.
C: Fireproof safes are the most secure choices for the storage of backup tapes, for both the onsite and offsite
locations. Backup tapes usually contain all the valuable proprietary data that makes the company what it is.
Incorrect
Answers:
A: Backup tapes should be stored in separate rooms, where more physical security is needed.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 471

QUESTION 804
Which of the following causes discolored ceiling?

A. Presence of dust
B. Water leak
C. ESD
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Discolored ceiling tiles can indicate the existence of some type of water leak.
Incorrect
Answers:
A: Dust on the equipment can cause overheating.
C: The server room should also be reasonably humidified to reduce the likelihood of damaging electrostatic
discharge (ESD) occurring.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 473

QUESTION 805
Which of the following statements is TRUE? (Choose all that apply)

A. Dust is an indication of air sources other than those associated with the server room's access door.
B. Dust can cause the ceiling to be discolored.
C. The size and style of the server chassis has an effect on airflow.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A: The presence of dust on the equipment can indicate the intrusion of air sources other than those associated
with the server room's access door. This dust translates to eventual equipment overheating.
C: The size and style of the server chassis also have a major effect on airflow.
Incorrect
Answers:
B: Discolored ceiling tiles can indicate the existence of some type of water leak.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 474, 475

QUESTION 806
Which of the following statements is justified?

A. The warmer the server room is the better fans dissipate the heat generated by the components.
B. The servers and the network components run better in warmer conditions.
C. The cooler the server room, the better the fans will cool of the components.
D. None of the above

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The cooler the server room is, the easier it is for chassis and rack fans to dissipate the heat generated by the
components.
Incorrect
Answers:
A: The cooler the server room is, the easier it is for chassis and rack fans to dissipate the heat generated by the
components.
B: The servers and their associated networks run under less stressful conditions when the processors are kept
cool.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 474, 475

QUESTION 807
Who should be in charge of the server room temperature?

A. System administrator
B. Janitor
C. Guard
D. Office staff

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The temperature of the server room should be under the sole control of the system administrator.
Incorrect
Answers:
B, C: The authority to make adjustments to the air conditioning system, or to turn it on or off should not be
granted to other personnel, such as the janitor or a guard.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 474, 475

QUESTION 808
Which of the following can cause an ESD? (Choose all that apply)

A. A water leak



B. Dust
C. The humidity of the room
D. None of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
B: Dust facilitates electrical arcing and is another contributor to ESD.
C: The server room should also be reasonably humidified to reduce the likelihood of

damaging electrostatic discharge (ESD) occurring Incorrect Answers: A: A discolor ceiling is an indication of a
water leak. It can also goes on to the circuit board and damage the networks.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
475

QUESTION 809
Which of the following statements are TRUE?

A. ESD discharges result in currents of extremely high amperage.
B. Dust does not cause ESD, only overheating.
C. You should implement airflow filters to get rid of the dust
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Suitable airflow filters should be placed at various points in the air conditioning system to remove dust and other
small particles from the server environment.
Incorrect
Answers:
A: ESD discharges result in currents of extremely low amperage.
B: Dust facilitates electrical arcing and is another contributor to ESD.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
475

QUESTION 810
Which of the following is used to suppress a fire in the server room? (Choose all that apply)

A. Carbon dioxide fire extinguisher
B. Water
C. Class C fire extinguisher
D. Sand

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:



Explanation:
Every server room should be equipped with registered Class C (carbon dioxide) fire extinguishers. Carbon
dioxide is recognized as the preferred fire-extinguishing medium for electrical fires by the National Fire
Protection Association (NFPA) and by fire departments across the nation.
Incorrect
Answers:

B: You cannot use water on electrical fires.
D: You cannot put the fire out with sand, because it will damage the system.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
476

QUESTION 811
Which of the following statements is TRUE?

A. A, Class C fire extinguisher consists of water
B. A, Class C fire extinguisher consists of water and carbon dioxide.
C. A, Class C fire extinguisher consists of carbon dioxide
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, Class C fire extinguisher consists of carbon dioxide. Carbon dioxide is recognized as the preferred fire-
extinguishing medium for electrical fires.
Incorrect
Answers:
A, B: A, Class C fire extinguisher consists of carbon dioxide and not water or sand.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
476

QUESTION 812
Flooding can have a dangerous effect on you server systems. Which of the following precautions that can be
taken to minimize the effects that flooding can have on server operations? (Choose all that apply)

A. Keep the server operations on floatable foam.
B. Keep a set of backup tapes offsite
C. Keep server operations out of basement areas
D. None of the above

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
There are two precautions that can be taken to minimize the effects that flooding can have on server operations
whether located in a flood plain, or elsewhere.
1. Keep server operations out of basement areas and preferably on the higher levels of the
building.
2. Keep a set of backup tapes offsite and in a safe environment.
Incorrect
Answers:



A: This is not an option or it is unthinking of to do so.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, p
476

QUESTION 813
Once you have gathered information on the characteristics of a server system issue, you would typically need to
examine the documentation of the server system. Which of the following server-related documentation would
you consult for initial performance-tuning data?

A. Server equipment documentation.
B. Hardware, software and driver documentation.
C. Initial baseline data.
D. Baseline/upgrade documentation.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would need to consult your initial baseline data for initial performance-tuning information. Other initial
baseline data would typically be no-load baseline performance data and baseline data under network load.
Incorrect
Answers:
A: Server equipment documentation contains information on the repair policy of the manufacturer or vendor,
procedures for reinitiating the system, and procedures for component-swapping.
B: Hardware, software, and driver documentation is a good source of information when you need to verify that
you currently have the latest hardware and software versions and drivers installed.
D:
Baseline/upgrade documentation would contain information on server system upgrades, system maintenance,
device and device driver updates, and peripheral BIOS upgrades.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 814
When actually examining the startup process, what event should occur after the floppy disk drive access light
appears?

A. RAID controller BIOS information is displayed on the monitor.
B. The IDE hard drive's access light appears.
C. The operating system starts.
D. A beeping noise is made.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When powering a new system or when you perform a cold boot of a working server, RAID controller BIOS
information should be displayed on the monitor after the floppy disk drive access light appeared.
Incorrect
Answers:
B: The IDE hard drive's access light appears after the RAID controller BIOS information is displayed on the
monitor.



C: The operating system starts after a beeping noise is made, which indicates that the initialization process has
been completed.
D: A beeping noise is made after the IDE hard drive's access light has appeared. The beeping noise signifies
the completion of the initialization process and power-on self-tests.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 815
When troubleshooting server based issues and server equipment problems, which of the following should be
your first step in isolating the specific issue?

A. Determine which personnel are accountable for the resolving the specific problem.
B. Gather information on the issue.
C. Test the specific server system to isolate problem types.
D. Look for information in operating system errors, critical events, and error logs.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The first step in troubleshooting server based issues, and a server equipment problem is to gather information
on the issue. This usually involves direct communication with the individual that reported the issue. In this initial
troubleshooting step, you should investigate whether the user is possibly the source of the issue. Determine
whether the user understands how the system should be used, and whether the user performed an invalid
transaction.
Incorrect
Answers:
A: Determining which personnel are accountable for the resolving the specific problem usually follows after you
have gathered sufficient information on the issue. You need to understand what the issue is before you can
escalate it to the appropriate personnel accountable for the resolving the specific problem.
C, D: Testing the specific server system to isolate problem types and looking for information in operating
system errors, critical events, and error logs usually make up the last steps in troubleshooting server based
issues and server equipment problems.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 486-488.

QUESTION 816
On the topic of isolating specific software problem, which of type of error would you currently have if you
experience a problem while installing the operating system or upgrading operating system?

A. An operational problem
B. A setup problem
C. A startup problem
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you experience an issue while installing the operating system or when you upgrade the operating system, you
have a setup problem. Setup problems that occur when you attempt to upgrade the operating system can result



in an unusable server system.
Incorrect
Answers:
A: An operational problem occurs after the system has booted up and it is up and running, that is, during the
normal operation of a system.
C: A startup problem occurs while the system is booting. Startup problems usually result in the system
hardware and software failing to either initialize or operate.
D: Setup problem is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 817
You have a problem with the system startup process immediately after the power-supply fan activates. Which
of the following is likely to be the issue?

A. There is an issue with the RAID controller.
B. There is an issue with the floppy disk drive.
C. There is an issue with the CPU.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Immediately after power is applied, the power-supply fan activates. The second step that occurs when you start
a system is the reset of system components. This is indicated by the keyboard lights flashing. To move from the
power-supply fan activating to the

keyboard lights flashing, the processor is called. You should therefore check that the configured voltage
settings and speed settings match the CPU type and speed that have been selected.
Incorrect
Answers:
A, B: The
RAID controller and floppy disk drive are tested after the system components are tested, and cannot therefore
be the issue.
D: Option C is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 818
Which of the following information should also be included with server system-related documentation? Choose
all that apply.

A. Logs that specify which activities/transactions are performed on the server system.
B. Logs that contain information on who accessed the server and when individual(s) accessed the server

room.
C. Logs that contain information on which preventive maintenance (PM) has been performed on the server

system.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Logs that specify which activities/transactions are performed on the server system should also be included with
server system-related documentation. The logs should indicate which personnel are involved in activities/
transactions performed on the server system and should also contain information on the actual activities/
transactions performed on the server system. Logs that contain information on who accessed the server and
when individual(s) accessed the server room should also be coupled with server system-related documentation.
Logs that contain information on which preventive maintenance (PM) has been performed on the server system
should be included with server system-related documentation as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 819
If you hear a squealing noise when you are testing the startup process, which of the following is likely to be the
issue? Choose all that apply

A. There are misconfigured video cards.
B. An internal component of a modem could be failing.
C. The disk drives are losing track of their logical geometries.
D. The disk drives bearings are starting to wear.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A squealing noise could be caused by misconfigured video cards or by an internal component of a modem
failing.
Incorrect
Answers:
C: You have an issue with reads/write heads striking the sides of their enclosure if you hear clicking or clunking
noises. This usually occurs when disk drives start losing track of their logical geometries.
D: When the disk drives bearings are starting to wear, you would usually hear a whining noise.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 820
When actually examining the startup process, what is the first action that should occur when power is applied to
a new system being powered?

A. The keyboard lights flash.
B. The power-supply fan is activated.
C. You would see a BIOS message displayed on the monitor.
D. The floppy disk drive access light appears.
E. A memory test appears briefly on the monitor.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The first action that should occur when power is applied to a new system being powered or when you perform a
cold boot of a working server is the power-supply fan activating.



Incorrect
Answers:
A: The keyboard lights flash after the power-supply fan is activated.
C: A, BIOS message is displayed on the monitor after the keyboard lights flash.
D: The floppy disk drive access light appears after the memory test appears briefly on the monitor.
E: The memory test appears briefly on the monitor after a BIOS message is displayed on the monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 821
When evaluating the server system, for which of the following should you be alert when you observe the startup
process? Choose all that apply.

A. Look for signs of physical problems.
B. Pass the issue to the network administrator.
C. Check for disconnected cables.
D. Listen for any unusual noises.

Correct Answer: ACD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you test the system to gather more information on a server system problem, there are a few important
elements that you should evaluate. This includes starting the system and observing the startup process. You
should look for signs of physical problems, listen for any unusual noises, and check for loose or disconnected
cables.
Incorrect
Answers:
B: When you have isolated an issue as a network configuration issue, then you should refer it to the network
administrator.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 822
When examining the system's boot process and you encounter errors before the beep after the power-on self-
test (POST), or before the operating system loads, which type of error has been encountered? Choose all that
apply.

A. Hardware errors.
B. Software operating system errors.
C. Configuration errors.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Hardware and configuration errors usually show themselves before the beep after the power-on self-test
(POST), or before the operating system loads. Configuration errors typically occur when you install a new
server system and add additional hardware or software. Remember that the BIOS and the basic system
hardware are activated before the beep following the POST.
Incorrect



Answers:
B: The operating system and controlling software are activated after the beep noise.
D: Only Options A and C are correct.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 823
On the topic of configuration errors, choose the statement(s) that is TRUE. Choose all that apply.

A. Configuration errors typically occur when you install a new server system.
B. Configuration errors typically occur when you add additional hardware or software.
C. Configuration errors usually show themselves before the operating system loads.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All statements are TRUE. Configuration errors usually show themselves before the beep after the power-on
self-test (POST), or before the operating system loads. Configuration errors typically occur when you install a
new server system or you add additional hardware or software.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 824
If you encounter an error after the POST beep sounds, but before the operating system's user interface loads,
which of the following is likely to the issue? Choose all that apply.

A. A mismatch between installed hardware and the CMOS configuration settings.
B. A missing or corrupt missing boot file.
C. A mismatch between an application program's configuration parameters and the system's hardware

configuration.
D. A boot drive issue
E. A missing or corrupt operating system file.

Correct Answer: BDE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you encounter an error after the POST beep sounds, and the operating system's user interface fails to
load, you have an issue with your software. This can be attributed to a missing or corrupt boot file, a boot drive
issue, or a missing or corrupt operating system file.
Incorrect
Answers:

A, C: You have a configuration error when there is a mismatch between installed hardware and the CMOS
configuration settings, and a mismatch between an application program's configuration parameters and the
system's hardware configuration. These errors are encountered before the POST beep sounds.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,



pp. 494-497.

QUESTION 825
When actually examining the startup process, what is the action that should occur after the power-supply fan is
activated ?

A. The keyboard lights flash.
B. You would see a BIOS message displayed on the monitor.
C. The floppy disk drive access light appears.
D. A memory test appears briefly on the monitor.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The keyboard lights flash after the power-supply fan is activated.
Incorrect
Answers:
B: A, BIOS message is displayed on the monitor after the keyboard lights flash.
C: The floppy disk drive access light appears after the memory test appears briefly on the monitor.
D: The memory test appears briefly on the monitor after a BIOS message is displayed on the monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 826
To which of the following support personnel would network and computer operation issues typically be referred
to?

A. Network administrators
B. Computer technicians.
C. IT administrator
D. IT Help Desk personnel.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network and computer operation issues are typically referred to IT administrators.

Incorrect
Answers:
A: Network configuration issues are referred to network administrators.
B: Server hardware failures would usually be passed to computer technicians.
D: Small, simple operating system issues are usually passed to the IT Help Desk personnel.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 487-488.

QUESTION 827
Which of the following server-related documentation would contain information on all components of each
server and workstation in the system?



A. Baseline/upgrade documentation.
B. Disaster recovery plan.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The disaster recovery plan would contain detailed information on all components of each server and
workstation in the system, information on all related software, and information on procedures for ensuring that
departments remain operational when network downtime conditions prevail.
Incorrect
Answers:
A: Baseline/upgrade documentation typically contains information on server system upgrades, system
maintenance, device and device driver updates, and peripheral BIOS upgrades.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 828
You are at the initial stage of troubleshooting a server based issue, from which of the following sources should
you gather information on the current issue?

A. The individual which reported the issue.
B. Users that work in the same environment as the specific individual that reported the issue.
C. Both of the above.
D. None of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should investigate whether the user that reported the issue is possibly the source of the issue. You need to
determine whether the user understands how the system should be used and whether the user performed an
invalid transaction. Speaking to users that work in the same environment as the specific individual which
reported the issue would assist you in determining whether other users are experiencing the same issue.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 486-488.

QUESTION 829
On the topic of isolating specific software problem, which type of error would you have if the error occurs after
the system has booted up, and the system is up and running?

A. An operational problem
B. A setup problem
C. A startup problem
D. None of the above

Correct Answer: A
Section: (none)



Explanation

Explanation/Reference:
Explanation:
An operational problem would occur after the system has booted up and it is up and running, that is, during the
normal operation of a system Incorrect Answers: B: If you experience an issue while installing the operating
system or when you upgrade the operating system, you have a setup problem. Setup problems that occur when
you attempt to upgrade the operating system can result in an unusable server system.
C: A startup problem occurs while the system is booting. Startup problems usually result in the system
hardware and software failing to either initialize or operate.
D: Operational problem is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 830
Which of the following information should also be included with server system-related documentation? Choose
all that apply.

A. Logs that specify which activities/transactions are performed on the server system.
B. Information that indicates which personnel are involved in activities/transactions

performed on the server system.
C. Information on the actual activities/transactions being performed on the server system.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Logs that specify which activities/transactions are performed on the server system should also be included with
server system-related documentation. The logs should indicate which personnel are involved in activities/
transactions performed on the server system and should also contain information on the actual activities/
transactions performed on the server system.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 831
In order to troubleshoot server based issues and server equipment problems, you need to know to which
support personnel specific issues should be escalated. To which of the following support personnel would
network configuration issues typically be referred to?

A. Network administrators
B. Computer technicians.
C. IT administrator
D. IT Help Desk personnel.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Network configuration issues are referred to network administrators Incorrect Answers: B: Server hardware
failures would usually be passed to computer technicians.



C: Network and computer operation issues are typically referred to IT administrators.
D: Small, simple operating system issues are usually passed to the IT Help Desk personnel.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 487-488.

QUESTION 832
When evaluating the server system, and you need to pinpoint whether the current server system issue is
hardware or software-specific, which of the following are some of the actions you would perform? Choose all
that apply.

A. Check whether the system's hardware is the cause of the issue.
B. Look for software-specific issues.
C. Check for disconnected cables.
D. Check for server component failures.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When evaluating the server system, and you need to pinpoint whether the current server system issue is
hardware or software-specific, you would need to check whether the system's hardware is the cause of the
issue, look for software-specific issues, and check for server component failures.
Incorrect
Answers:
C: When you observe the startup process, you would look for signs of physical problems, such as loose or
disconnected cables.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 833
When actually examining the startup process of a new system being powered on, what is the action that should
occur after the keyboard lights flash?

A. The power-supply fan is activated.
B. You would see a BIOS message displayed on the monitor.
C. The floppy disk drive access light appears.
D. A memory test appears briefly on the monitor.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A, BIOS message is displayed on the monitor after the keyboard lights flash..
Incorrect
Answers:
A: The first action that should occur when power is applied to a new system being powered or when you
perform a cold boot of a working server is the power-supply fan being activated C: The floppy disk drive access
light appears after the memory test appears briefly on the monitor.
D: The memory test appears briefly on the monitor after a BIOS message is displayed on the monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.



QUESTION 834
A faulty video card issue is usually signified by which of the following noises? Choose all that apply.

A. A squealing noise.
B. A high-pitched whine.
C. A whining noise.
D. All of the above

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A monitor or video card issue is usually the problem when you hear a squealing noise or a high-pitched whine.
Incorrect
Answers:
C: You possibly have power supply or disk drive failure when you hear a whining noise.
The whining noise is usually made when the bearings of these components start to wear.
D: A squealing noise or a high-pitched whine is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 835
Once you have gathered information on the characteristics of a server system issue, your next step would
usually be to examine the documentation of server system.

Which of the following server-related documentation would you consult for information on server system
upgrades, and device and device driver updates?

A. Server equipment documentation.
B. Hardware, software and driver documentation.
C. Initial baseline data.
D. Baseline/upgrade documentation.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Baseline/upgrade documentation would contain information on server system upgrades, system maintenance,
device and device driver updates, and peripheral BIOS upgrades.
Incorrect
Answers:
A: Server equipment documentation contains information on the repair policy of the manufacturer or vendor,
procedures for reinitiating the system and procedures for component-swapping.
B: Hardware, software and driver documentation is a good source of information when you need to verify that
you currently have the latest hardware and software versions, and

drivers installed.
C: You would need to consult your initial baseline data for initial performance-tuning data. Other initial baseline
data would typically be no-load baseline performance data and baseline data under network load.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.



QUESTION 836
After you have identified the characteristics of a specific server problem, to which of the following would you
refer building maintenance and repair issues to?

A. IT Help Desk personnel.
B. Landlord.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Building maintenance and repair issues would usually be passed to the landlord.
Incorrect
Answers:
A: Small, simple operating system issues are usually passed to the IT Help Desk personnel.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 487-488.

QUESTION 837
You have a problem with the system startup process immediately after the power-supply fan activates. Which
of the following is NOT likely to be the issue? Choose all that apply.

A. There is an issue with the RAID controller.
B. There is an issue with the floppy disk drive.
C. There is an issue with the CPU.
D. None of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The RAID controller and floppy disk drive are tested after the system components are tested, and cannot
therefore be the issue.
Incorrect
Answers:

C: The second step that occurs when you start a system is the reset of system components. This is indicated
by the keyboard lights flashing. To move from the power-supply fan activating to the keyboard lights flashing,
the processor is called. You should therefore check that the selected voltage settings and speed settings match
the CPU type and speed.
D: Options A and B are the correct answers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 838
When actually examining the startup process of a new system being powered, what is the action that should
occur after a BIOS message is displayed on the monitor?



A. The keyboard lights flash.
B. The power-supply fan is activated.
C. The floppy disk drive access light appears.
D. A memory test appears briefly on the monitor.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The memory test appears briefly on the monitor after the BIOS message is displayed on the monitor.
Incorrect
Answers:
A: The keyboard lights flash after the power-supply fan is activated.
B: The first action that should occur when power is applied to a new system is the power-supply fan being
activated.
C: The floppy disk drive access light appears after the memory test has appeared briefly on the monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 839
Which of the following information would usually be included in logs that contain information on which
preventive maintenance (PM) was performed on the server system? Choose all that apply.

A. Information on when certain routines were performed
B. Information on when services were performed.
C. Information on the results of preventive maintenance.
D. Information on who accessed the server room.

Correct Answer: ABC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Logs that contain information on which preventive maintenance (PM) was performed on the server system
contain information such as when certain routines were performed, when services were performed, and
information on the results of preventive maintenance.
Incorrect
Answers:
D: Logs that contain information on who accessed the server and when individual(s) accessed the server room
should be coupled with server system-related documentation, but not with logs that contain information on
which PM was performed on the server system.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 840
When troubleshooting configuration errors, which of the following would be valid sources of information?
Choose all that apply.

A. The user manual of the problematic device.
B. The installation guide of the server board.
C. The website of the manufacturer of the product.



D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each option contains valid sources of information which you can reference when troubleshooting configuration
errors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 841
You have a problem with the system startup process immediately after a BIOS message displays on the
monitor. Which of the following is likely to be the issue?

A. There is an issue with the RAID controller.
B. You have a bad floppy disk drive.
C. The memory test failed.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The memory test is likely to be the issue. The memory test has to complete successfully before the floppy disk
drive and RAID controllers are tested.
Incorrect
Answers:
A, B: The RAID controller and floppy disk drive are tested after the memory test has completed, and cannot
therefore be the issue.
D: Option C is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493

QUESTION 842
Which of the following server-related documentation would you consult if you need to verify that you currently
have the latest hardware and software versions, and drivers installed?

A. Server equipment documentation.
B. Hardware, software and driver documentation.
C. Initial baseline data.
D. Baseline/upgrade documentation.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Hardware, software and driver documentation is a good source of information when you need to verify that you
currently have the latest hardware and software versions, and drivers installed.



Incorrect
Answers:
A: Server equipment documentation contains information on the repair policy of the manufacturer or vendor,
procedures for reinitiating the system, and procedures for component-swapping.
C: You would need to consult your initial baseline data for initial performance-tuning data, no-load baseline
performance data, and baseline data under network load.
D: Baseline/upgrade documentation would contain information on server system upgrades, system
maintenance, device and device driver updates, and peripheral BIOS upgrades.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 843
When actually examining the startup process, what event should occur after a beeping noise is made?

A. RAID controller BIOS information is displayed on the monitor.
B. The IDE hard drive's access light appears.
C. The operating system starts.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The operating system starts after a beeping noise is made, which indicates that the initialization process has
been complete.
Incorrect
Answers:
A: RAID controller BIOS information should be displayed on the monitor after the floppy disk drive access light
appeared.
B: The IDE hard drive's access light appears after the RAID controller BIOS information is displayed on the
monitor.
D: The operating system should start.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 844
To which of the following support personnel would small, simple operating system issues typically be referred
to?

A. Network administrators
B. Computer technicians.
C. IT administrator
D. IT Help Desk personnel.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Small, simple operating system issues are usually passed to the IT Help Desk personnel.
Incorrect
Answers:
A: Network configuration issues are referred to network administrators.



B: Server hardware failures would usually be passed to computer technicians.
C: Network and computer operation issues are typically referred to IT administrators.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 487-488.

QUESTION 845
On the topic of isolating specific software problem, when would you classify an error as being an operational
error? Choose all that apply.

A. When the error occurs after the system has booted up and the system is up and running.
B. When you experience an issue while installing the operating system.
C. When you experience a problem while the system is booting.
D. When you experience an issue while upgrading the operating system.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
An operational problem occurs after the system has booted up and the system is up and running, that is, during
the normal operation of a system..
Incorrect
Answers:
B, D: If you experience an issue while installing the operating system or when you attempt to upgrade the
operating system, you have a setup problem. Setup problems that occur when you attempt to upgrade the
operating system can result in an unusable server system.
C: A startup problem occurs while the system is booting. Startup problems usually result in the system
hardware and software failing to either initialize or operate.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 494-497.

QUESTION 846
If you hear a whining noise when you are testing the startup process, which of the following is likely to be the
issue? Choose all that apply

A. Power supply failure.
B. Monitor issue
C. Disk drive failure.
D. Video cards issue

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You possibly have power supply or disk drive failure when you hear a whining noise.
The whining noise is usually made when the bearings of these components start to wear.
Incorrect
Answers:
B, D: A monitor issue or a faulty video card is usually the problem when you hear a squealing noise or a high-
pitched whine.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.



QUESTION 847
When actually examining the startup process of a new system being powered, what is the action that should
occur after the memory test appears briefly on the monitor?

A. The keyboard lights flash.
B. The power-supply fan is activated.
C. You would see a BIOS message displayed on the monitor.
D. The floppy disk drive access light appears.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The floppy disk drive access light appears after the memory test has appeared briefly on the monitor.
Incorrect
Answers:
A: The keyboard lights flash after the power-supply fan is activated..
B: The first action that should occur when power is applied to a new system being powered or when you
perform a cold boot of a working server is the power-supply fan being activated C: A, BIOS message is
displayed on the monitor after the keyboard lights flash.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 848
Which POST card operational mode should you use if you want to specify which system components should be
tested?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use extended diagnostics mode if you want to specify which specific system components should be
tested.
Incorrect
Answers:
A: You would use basic diagnostics mode if you want to run automated tests on all system components after
the BIOS routines.
C: You would use forced start mode if you want to test a server board that seems unresponsive.

D: Extended diagnostics mode is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 849
Which Windows Server 2003 TCP/IP utility would you use if you want to transfer files to/from File Transfer



Protocol servers?

A. ARP utility.
B. FTP utility.
C. IPCONFIG utility.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The FTP utility is used to transfer files to/from File Transfer Protocol servers.
Incorrect
Answers:
A: You can use the ARP utility to view information and modify entries in the Address Resolution Protocol (ARP)
table. The ARP table contains information on IP address-to-Physical address mappings.
C: The IPCONFIG command-line utility is used to look up the TCP/IP configuration of the local computer. You
can verify MAC address, IP address, and subnet mask information.
D: FTP utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 850
Which of the following statements best describes what a POST card is? Choose all that apply.

A. An expansion card that plugs into one of the expansion slots of the server board.
B. POST cards are used to troubleshoot data communication cabling.
C. POST cards are used to test for faulty cable connections.
D. POST cards are used to troubleshoot the server system as it boots.

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A POST card is an expansion card that plugs into one of the expansion slots of the server board, and is then
used to troubleshoot the server system as it boots. POST cards are

developed by the manufacturer of the server board, and are used to perform hardware troubleshooting of that
specific server board.
Incorrect
Answers:
B, C: Cable testers, another hardware diagnostic tool, is used to troubleshoot data communication cabling and
for testing faulty cable connectors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 498-503.

QUESTION 851
Which TCP/IP utility would you use if you want to display existing TCP/IP connections information and TCP/IP
protocol statistical information?

A. PING utility.



B. TRACERT utility
C. NETSTAT utility.
D. NBTSTAT utility.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The NETSTAT utility can be used to view existing TCP/IP connections information and TCP/IP protocol
statistical information.
Incorrect
Answers:
A: The PING utility is used to verify remote host connections and connections to the Internet.
B: The TRACERT utility is used list route and hop count information to a specific destination.
D: The NBTSTAT utility is used to view current connections using NetBIOS over the TCP/IP connection.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 852
When testing the operation and functionality of Unshielded Twisted Pair (UTP) cabling, which of the following is
applicable? Choose all that apply.

A. Unplug the cable from the adapter card.
B. Install a terminating resistor at one end of the cable.
C. Plug the cable end into the tester.
D. Plug the unterminated end of the cable into the tester.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When testing the operation and functionality of Unshielded Twisted Pair (UTP) cabling, you need to first unplug
the cable from the adapter card. You then have to plug the cable end into the tester.
Incorrect
Answers:
B, D: When testing coaxial cable, you first have to unplug both ends of cable, install a terminating resistor at
one cable end, and then plug the unterminated end of the cable into the tester.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 508-513.

QUESTION 853
In a TCP/IP network, for nodes to communicate between each other, which of the following is required?
Choose all that apply.

A. IP address.
B. Subnet mask.
C. Default gateway address.
D. All of the above.

Correct Answer: D
Section: (none)



Explanation

Explanation/Reference:
Explanation:
In a TCP/IP network, a node needs a valid IP address and subnet mask, and default gateway address so that it
can communicate with other nodes in the network.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 508-513.

QUESTION 854
Which of the following are server board components that a modern POST troubleshooting card can test?
Choose all that apply.

A. DMA controller.
B. Interrupt controller.
C. CMOS RAM.
D. System RAM.
E. All of the above.

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:

Each of the above options list the server board components which modern POST troubleshooting cards can be
used to test.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 855
On the topic of using the IPCONFIG utility, which switch is used to update IP settings received from the DHCP
server?

A. /renew switch.
B. /release switch.
C. /all switch.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The /renew switch is used to update IP settings received from the DHCP server.
Incorrect
Answers:
B: The /release switch is used to release IP settings from the DHCP server.
C: The /all switch is used to display TCP/IP settings for network adapter cards.
D: The /renew switch is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.



QUESTION 856
Which of the following TCP/IP utilities for NetWare should you use if you want to view information on basic
system settings?

A. PING utility.
B. CONFIG utility.
C. INETCFG utility.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The CONFIG utility is used to list information on the basic settings of the system.
Information displayed includes server layout information, network card setting information, and system uptime
information.
Incorrect
Answers:
A: The PING utility is used to verify connections to remote hosts.

C: The INETCFG utility is used to configure the network settings of the server.
D: CONFIG utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 857
Which POST card operational mode should you use if you want the card to list all components that cannot be
found and to accurately show which system components are tested and which are not tested?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use basic diagnostics mode if you want to run automated tests on all system components after the
BIOS routines. In basic diagnostics mode, the card will list all system components that cannot be found, and will
also accurately show which system components are tested and which are not tested.
Incorrect
Answers:
B: In extended diagnostics mode, you specify which system components should be tested. You can use a
testing script to specify which system components should be tested.
C: Forced start mode should be used if you have a server board that seems unresponsive.
In this situation, the POST card initializes itself, with no assistance from the BIOS of the server board D: Basic
diagnostics mode is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.



QUESTION 858
Which of the following TCP/IP tools, used to troubleshoot TCP/IP connections, should you utilize if you want to
test a connection to a remote host?

A. PING utility.
B. TRACERT utility.
C. Both of the above
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should use the PING utility if you want to test a TCP/IP connection to a specific remote host. PING sends
ICMP packets to the destination that you specify, and then waits to receive an echo response packet.
Incorrect
Answers:
B: You should use the TRACERT utility if you want to determine which specific route an ICMP packet takes
over the network.
C: The PING utility is the correct answer.
D: The PING utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 859
Which of the following TCP/IP utilities for NetWare, should you use if you want to configure network settings for
a server?

A. PING utility.
B. CONFIG utility.
C. INETCFG utility.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The INETCFG utility is used to configure the network settings of the server.
Incorrect
Answers:
A: The PING utility is used to verify connections to remote hosts.
B: The CONFIG utility is used to list information on the basic settings of the system.
Information displayed includes server layout information, network card setting information, and uptime
information.
D: INETCFG utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 860
Which of the following statements best describes what a cable tester is? Choose all that apply.



A. An expansion card that plugs into one of the expansion slots of the server board.
B. Cable testers are used to troubleshoot data communication cabling.
C. Cable testers are used to test for faulty cable connectors.
D. Cable testers are used to troubleshoot the server system as it boots.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Cable testers are hardware diagnostic tools that are used to troubleshoot data communication cabling. Cable
testers such as digital multimeters (DMMs) can be used to test for broken cables and faulty connectors.
Incorrect
Answers:
A, D: A POST card is an expansion card that plugs into one of the expansion slots of the server board, and is
then used to troubleshoot the server system as it boots.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 498-503.

QUESTION 861
Which TCP/IP utility would you use if you want to list route and hop count information to a specific destination?

A. PING utility.
B. TRACERT utility
C. NETSTAT utility.
D. NBTSTAT utility.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The TRACERT utility is used is determine and list route and hop count information to a specific destination.
Incorrect
Answers:
A: The PING utility is used to verify remote host connections and connections to the Internet.
C: The NETSTAT utility can be used to view existing TCP/IP connections information and TCP/IP protocol
statistical information.
D: The NBTSTAT utility is used to view current connections using NetBIOS over the TCP/IP connection.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 862
Which TCP/IP utility would you use if you want to view current connections using NetBIOS over the TCP/IP
connection?

A. PING utility.
B. TRACERT utility
C. NETSTAT utility.
D. NBTSTAT utility.

Correct Answer: D



Section: (none)
Explanation

Explanation/Reference:
Explanation:
The NBTSTAT utility is used to view current connections using NetBIOS over the TCP/IP connection.
Incorrect
Answers:
A: The PING utility is used to verify remote host connections and connections to the Internet.
B: The TRACERT utility is used list route and hop count information to a specific destination.
C: The NETSTAT utility can be used to view existing TCP/IP connection information and TCP/IP protocol
statistical information.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 863
When troubleshooting server network problems, which of the following represents some of the actions which
you would perform? Choose all that apply.

A. Check whether the cabling and connectors are faulty.
B. Check that the Network Interface Card (NIC) is operating as expected.
C. Check that the local networking software is not the issue.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When troubleshooting server network problems, you would usually have to verify that the Network Interface
Card (NIC) is operating as expected, check whether the cabling and connectors are faulty, and verify that the
local networking software is working.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 508-513.

QUESTION 864
Which POST card operational mode should you use if you need the POST card to initialize itself, with no
assistance from the server board's BIOS?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Forced start mode should be used if you have a server board that seems unresponsive. In forced start mode,
the POST card initializes itself, with no assistance from the BIOS of the server board.
Incorrect
Answers:



A: You would use basic diagnostics mode if you want to run automated tests on all system components after
the BIOS routines. In basic diagnostics mode, the card will list all components that cannot be found and will
also accurately show which system components are tested and which are not tested.
B: In extended diagnostics mode, you specify which system components should be tested. You can use a
testing script to specify which system components should be tested.
D: Forced start is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 865
On the topic of using the IPCONFIG utility, which switch is used to display TCP/IP settings for network adapter
cards?

A. /renew switch.
B. /release switch.
C. /all switch.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The /all switch is used to display TCP/IP settings for network adapter cards.
Incorrect
Answers:
A: The /renew switch is used to update IP settings received from the DHCP server.
B: The /release switch is used to release IP settings from the DHCP server.
D: The /all switch is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 866
Which of the following TCP/IP tools returns information for each path hop over the network to a specific
destination?

A. PING utility.
B. TRACERT utility.
C. Both of the above
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should use the TRACERT utility if you want to determine which specific route an ICMP packet takes over
the network. The TRACERT utility returns information for each hop over the network to a specific destination.
This includes the host name and IP address, and round-trip time information for each path hop.
Incorrect
Answers:
A: You should use the PING utility if you want to test a TCP/IP connection to a specific remote host. PING
sends ICMP packets to the destination that you specify and then waits to receive an echo response packet.
C: TRACERT utility is the correct answer.



D: TRACERT utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 867
Which of the following can be used to test for faulty cabling and connectors?

A. Continuity testers.
B. Time Domain Reflectometers (TDRs).
C. Cabling testers.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You can use cabling testers, continuity testers or the more expensive Time Domain Reflectometers (TDRs) to
test for faulty cabling and connectors.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 501-503.

QUESTION 868
Which of the following are server board components that a modern POST troubleshooting card can test?
Choose all that apply.

A. PCI local bus.
B. DMA controller.
C. DMA page registers.
D. Keyboard controller.
E. All of the above

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each of the above options lists server board components that modern POST troubleshooting cards are capable
of testing.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 869
For nodes to communicate between each other, nodes need a valid IP address. On the topic of assigning valid
IP addresses to nodes, choose the TRUE statement(s).

Choose all that apply.

A. A node needs an IP address and subnet mask, as well as a default gateway address.
B. You can use a DHCP server to dynamically assign IP addresses to DHCP clients.
C. In a large TCP/IP based network, you can use one DHCP server to dynamically assign IP addresses for all



network segments.
D. In a large TCP/IP based network, you should use a DHCP server in each network segment to dynamically

assign IP addresses.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In a TCP/IP network, a node needs a valid IP address and subnet mask, and default gateway address so that it
can communicate with other nodes in the network. You can use a DHCP server to dynamically assign IP
addresses to DHCP clients. In a large TCP/IP based network, you should use a DHCP server in each network
segment to dynamically assign IP addresses References: Charles J. Brooks, Server+ Certification Exam Cram
2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 508-513.

QUESTION 870
Which of the following TCP/IP tools, used to troubleshoot TCP/IP connections, should you utilize if you want to
determine which specific route an ICMP packet takes over the network?

A. PING utility.
B. TRACERT utility.
C. Both of the above
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should use the TRACERT utility if you want to determine which specific route an ICMP packet takes over
the network.
Incorrect
Answers:
A: You should use the PING utility if you want to test a TCP/IP connection to a specific remote host. PING
sends ICMP packets to the destination that you specify and then waits to receive an echo response packet.
C: TRACERT utility is the correct answer.
D: TRACERT utility is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 871
Which of the following represents the quickest way in which you can determine whether network adapter cards
are operational? Choose all that apply.

A. Restart the server system.
B. Use a TCP/IP utility.
C. Use the diagnostic utility shipped with the product
D. All of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



Explanation:
Most network adapter cards are shipped with either a floppy disk or a CD-ROM disk that contains the diagnostic
utilities which you can use to troubleshoot the operation of that specific network adapter card. Using these
diagnostic utilities is generally the simplest way in which you can isolate a network adapter card issue.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 508-513.

QUESTION 872
Which POST card operational mode should you utilize if you want use a testing script to specify which system
components should be tested?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
In extended diagnostics mode, you specify which system components should be tested.
You can use a testing script to specify which system components should be tested.
Incorrect
Answers:
A: You would use basic diagnostics mode if you want to run automated tests on all system components after
the BIOS routines. In basic diagnostics mode C: Forced start mode should be used if you have a server board
that seems unresponsive.
In this mode, the POST card initializes itself, with no assistance from the BIOS of the server board D: Extended
diagnostics mode is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 873
Which TCP/IP utility would you use if you want to verify remote host connections and connections to the
Internet?

A. PING utility.
B. TRACERT utility
C. NETSTAT utility.
D. NBTSTAT utility.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The PING utility is used to verify remote host connections and connections to the Internet.
Incorrect
Answers:
B: The TRACERT utility is used list route and hop count information to a specific destination.
C: The NETSTAT utility can be used to view existing TCP/IP connection and TCP/IP

protocol statistical information.



D: The NBTSTAT utility is used to view current connections using NetBIOS over the TCP/IP connection.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 503-506.

QUESTION 874
Which POST card operational mode should you use if you want to run automated tests on all system
components after the BIOS routines?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use basic diagnostics mode if you want to run automated tests on all system components after the
BIOS routines.
Incorrect
Answers:
B: You would use extended diagnostics mode if you want to specify which system components should be
tested.
C: You would use forced start mode if you want to test a server board that seems unresponsive.
D: Basic diagnostics mode is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 875
Which of the following counters, used to monitor for disk subsystem bottlenecks, indicates how fast data moves
through the system as an average time of each data transfer for read/write requests?

A. Disk Transfers/sec.
B. Average Disk sec/Transfer.
C. Disk Bytes/sec.
D. Average Disk Bytes/Transfer

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:

The Average Disk sec/Transfer counter indicates how fast data moves through the system as an average time
of each data transfer for read/write requests.
Incorrect
Answers:
A: The Disk Transfers/sec counter indicates disk utilization as the number of read/writes requests completed
per second.
C: The Disk Bytes/sec counter shows the rate at which bytes are transferred. This counter can be regarded as
being the primary measurement of disk throughput.
D: The Average Disk Bytes/Transfer counter is a measurement of the overall size of the I/O operation.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 876
Which of the following counters used to identify memory bottlenecks, shows the quantity of RAM available after
working sets and cache?

A. Paging File/% Usage.
B. Available Bytes.
C. Pages/sec
D. Paging File/% Usage Peak

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Available Bytes counter shows the quantity of RAM available after working sets and cache.
Incorrect
Answers:
A: The Paging File/% Usage counter shows the percentage of the maximum page file used. This counter
should not have a consistently high value.
C: The Pages/sec counter shows how many pages are not immediately available in RAM.
Pages in this case pertain to hard disk reads or writes to the hard disk.
D: The Paging File/% Usage Peak counter provides an idea of the value of peak paging file usage.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 533-534.

QUESTION 877
Which of the following statements relates to a disk subsystem bottleneck?

A. When the processor is already running at maximum capacity and only system services are running
B. When the network interface is continuously being saturated.
C. When there is an excessive quantity of data being moved from RAM to the paging file on the hard disk.
D. When there is a mechanical defect or configuration error in hard disk operations.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A disk subsystem bottleneck is caused by a mechanical defect or a configuration error in hard disk operations.
Incorrect
Answers:
A: When the processor is already running at maximum capacity and only system services are running, you
have a processor bottleneck.
B: When the network interface is continuously being saturated, you have a network interface bottleneck.
C: When excessive quantities of data are being moved from RAM to a paging file on the hard disk, you have a
memory bottleneck.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 878



The throughput of a file server is directly affected by a number of elements. Choose the correct combination of
elements.

A. CPU speed, Disk I/O read/write speeds, Network transfer rates.
B. CPU speed, Disk I/O read/write speeds, Memory available, Memory access speed
C. Disk I/O read/write speeds, Memory available, Memory access speed
D. CPU speed, Disk I/O read/write speeds, Network transfer rates, Memory available, Memory access speed.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The throughput of a file server is directly affected by a number of elements: CPU speed, Disk I/O read/write
speeds, Network transfer rates, Memory available, Memory access speed.
Incorrect
Answers:
A, B, C: These combinations of elements are not complete.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 879
When the performance of the disk system is the issue in preventing a task from

completing faster, which of the following methods can be used to resolve the issue? Choose all that apply.

A. You can install faster hard disks.
B. You can try redistributing the disk load.
C. You should stop running the problematic task.
D. All of the above.

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
Explanation:
To improve the performance of the disk system, consider installing faster hard disks or try redistributing the disk
load.
Incorrect
Answers:
C: The disk system, not the specific task, is the issue.
D: Option C is not part of the solution.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 880
Which of the following Processor object counters should you monitor if you want to determine the percentage of
non-idle and non-user time spent processing?

A. % Processor Time.
B. % User Time.
C. % Privileged Time.



D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The % Privileged Time counter provides an indication of non-idle and non-user time spent processing.
Incorrect
Answers:
A: The % Processor Time counter should be used to determine how much time the processor is busy
processing a non-idle thread.
B: The % User Time counter shows the percentage of non-idle and non-privileged time spent processing.
D: % Privileged Time counter is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 881
Which of the following counters used to monitor for network interface bottlenecks, should you use to monitor
the performance of the network adapter?

A. Packets Outbound Discarded.
B. Output Queue Length.
C. Bytes Total/sec.
D. Current Bandwidth.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you want to monitor the performance of the network adapter, use the Bytes Total/sec counter.
Incorrect
Answers:
A: The Packets Outbound Discarded counter can be used to determine whether network saturation conditions
are present.
B: You should use the Output Queue Length counter to ascertain what the length of the output packet queue is.
D: Use the Current Bandwidth counter if you want an indication of the maximum transfer rate of the network.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 882
Which of the following represents the main causes of Computer-Aided Design and Drafting (CADD) application
bottlenecks? Choose all that apply.

A. Network traffic congestion.
B. CPU speed.
C. Disk I/O operations.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The main causes of Computer-Aided Design and Drafting (CADD) application bottlenecks is network traffic
congestion and disk I/O operations. CPU speed is not one of the main concerns any longer, basically due to the
usage of faster and multiple processors.
Incorrect
Answers:
B: CADD application bottlenecks are no longer usually caused by CPU speed. This is essentially due to the
usage of faster and multiple processors.

D: Option B is not part of the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 883
Which of the following processor parameters are symptoms of server bottleneck conditions? Choose all that
apply.

A. Processor queue of 1 and under.
B. Percentage processor time between 70-85%.
C. Processor queue of 2 and more.
D. Percentage processor time between 50-65%.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You have server bottleneck conditions when the percentage processor time is between 70-85%, and the
processor queue is 2 and more.
Incorrect
Answers:
A, D: You do NOT have server bottleneck conditions when the percentage processor time is between 50-65%,
and the processor queue is 1 and under.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 884
Which of the following parameters indicates a current physical memory bottleneck? Choose all that apply.

A. The percentage disk time for a disk using pagefile.sys is constantly over 10%.
B. A very high pages/sec value.
C. A very low pages/sec value.
D. Available memory is close to 4 MB.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You have a current physical memory bottleneck when the percentage disk time for a disk
using pagefile.sys is constantly over 10%, when available memory is close to 4 MB, and



when a very high pages/sec value exists
Incorrect
Answers:
C: A very low pages/sec value does not point to a current physical memory bottleneck condition.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 885
Which of the following counters, used to monitor for disk subsystem bottlenecks, is a measurement of the
overall size of the I/O operation?

A. Disk Transfers/sec.
B. Average Disk sec/Transfer.
C. Disk Bytes/sec.
D. Average Disk Bytes/Transfer

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Average Disk Bytes/Transfer counter is a measurement of the overall size of the I/O operation.
Incorrect
Answers:
A: The Disk Transfers/sec counter indicates disk utilization as the number of read/writes requests completed
per second.
B: The Average Disk sec/Transfer counter indicates how fast data moves through the system as an average
time of each data transfer for read/write requests.
C: The Disk Bytes/sec counter shows the rate at which bytes are transferred. This counter can be regarded as
being the primary measurement of disk throughput.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 886
Choose the statement that defines what the % Interrupt Time counter of the Processor object does.

A. Indicates the percentage of time the processor spends receiving and processing hardware interrupts.
B. Indicates the number of threads waiting for the processor.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The % Interrupt Time counter shows the percentage of time the processor spends receiving and processing
hardware interrupts.

Incorrect
Answers:
B: The Processor Queue Length counter indicates the number of threads waiting for the processor.
C: Only Option A is correct.



D: Option A is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 887
Which of the following disk performance counters shows the average disk queue length value?

A. Average Disk Queue Length.
B. Current Disk Queue Length.
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Average Disk Queue Length counter shows the average disk queue length over time value.
Incorrect
Answers:
B: The Current Disk Queue Length counter shows the current (immediate) number of outstanding requests as
well as all requests in service, when the counter was monitored.
C: Average Disk Queue Length is the correct answer.
D: Average Disk Queue Length is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 888
Which of the following statements relates to a memory bottleneck?

A. When the processor is already running at maximum capacity and only system services are running
B. When the network interface is continuously being saturated.
C. When there is an excessive quantity of data being moved from RAM to a paging file on the hard disk.
D. When there is a mechanical defect or configuration error in hard disk operations.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When excessive quantities of data are being moved from RAM to a paging file on the hard disk, you have a
memory bottleneck.
Incorrect
Answers:
A: When the processor is already running at maximum capacity and only system services are running, you
have a processor bottleneck.
B: When the network interface is continuously being saturated, you have a network interface bottleneck.
D: A disk subsystem bottleneck is caused by a mechanical defect or a configuration error in hard disk
operations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.



QUESTION 889
Which of the following counters commonly used to monitor for server bottlenecks, shows how many times
memory allocations from the nonpaged pool was unsuccessful?

A. Pool Nonpaged Failures.
B. Pool Paged Failures
C. Both of the above.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
If you want to see how many times memory allocations from the nonpaged pool was unsuccessful or has failed,
then you should monitor the Pool Nonpaged Failures counter.
Incorrect
Answers:
B: If you want to see how many times memory allocations from the paged pool was unsuccessful or has failed,
then you should monitor the Pool Paged Failures counter.
C: Pool Nonpaged Failures counter is the correct answer.
D: Pool Nonpaged Failures counter is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 538.

QUESTION 890
On the topic of the % Interrupt Time counter of the Processor object, choose the FALSE statement.

A. Shows the percentage of time the processor spends receiving and processing hardware interrupts.
B. A low counter value means that you have a current processor bottleneck condition.
C. A high counter value means that you have a current processor bottleneck condition.
D. When a bottleneck arises, check whether there are any peripheral devices generating significantly large

quantities of activity.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A low % Interrupt Time counter value does NOT mean that you have a current processor bottleneck condition.
A high % Interrupt Time counter value means that you have a current processor bottleneck.
Incorrect
Answers:
A, C, D: These statements are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 891
Which of the following conditions point to a network interface device as being a bottleneck?

A. An output packet queue of 2 and more.
B. An output packet queue of 1 and under.
C. The network is constantly being used at the maximum transfer rate.



D. A and C

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The network interface device is the bottleneck when the length of the output packet queue is 2 and more, and
the network is constantly being used at the maximum transfer rate.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 892
Which of the following statements on the Packets Outbound Discarded counter of the Network Interface object
are FALSE?

A. The Packets Outbound Discarded counter shows the length of the output packet queue.
B. The Packets Outbound Discarded counter provides an indication of network

saturation.
C. The value of the Packets Outbound Discarded counter should not consistently increase.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Output Queue Length counter provides an indication of the output packet queue length..
Incorrect
Answers:
B, C: These statements are TRUE: The Packets Outbound Discarded counter should be used if you want an
indication of network saturation. The value of the Packets Outbound Discarded counter should not consistently
increase. A consistently increasing counter value means that your network is excessively busy.
D: Option A is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 893
Which of the following counters used to identify memory bottlenecks, provides an idea of the value of peak
paging file usage?

A. Paging File/% Usage.
B. Available Bytes.
C. Pages/sec
D. Paging File/% Usage Peak

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Paging File/% Usage Peak counter provides an idea of the value of peak paging file usage.



Incorrect
Answers:
A: The Paging File/% Usage counter shows the percentage of the maximum page file used. This counter
should not have a consistently high value.
B: The Available Bytes counter shows the quantity of RAM available after working sets and cache.
C: The Pages/sec counter shows how many pages are not immediately available in RAM.
Pages in this case pertain to hard disk reads or writes to the hard disk.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 533-534.

QUESTION 894
Which of the following Processor object counters' values should not consistently exceed 80%?

A. % Processor Time.
B. % User Time.
C. % Privileged Time.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The % Processor Time counter, % User Time counter, and % Privileged Time counter should not have values
that consistently exceed 80%. Counter values that consistently exceed 80% point to a processor bottleneck.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 895
Which of the following Internet Protocol object's counters can you use to monitor for network bottlenecks?

A. Datagrams Forwarded/sec.
B. Datagrams Received/sec.
C. Datagrams Sent/sec.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each counter mentioned can be used to monitor for network bottlenecks because they provide traffic statistical
information at the Network layer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 896
When determining how to realize optimal performance for a Primary Domain Controller (PDC), which of the
following factors is relevant?

A. The time that it takes for a PDC to replicate a database over all domain controllers.
B. The quantity of network traffic generated by the synchronization of domain



controllers.
C. Both of the above.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When determining how to realize optimal performance for a Primary Domain Controller (PDC), the relevant
defining factors is the time that it takes for a PDC to replicate a database over all domain controllers, and the
quantity of network traffic generated by the synchronization of domain controllers.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 524-525.

QUESTION 897
Which of the following hard drive parameters are symptoms of server bottleneck conditions? Choose all that
apply.

A. Percentage disk time greater than 50%.
B. Percentage disk time greater than 20%.
C. Avg. Write Queue Length of 2 or greater.
D. Avg. Write Queue Length of 1 or less.
E. Avg. Read Queue Length of 3 or more.

Correct Answer: ACE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You have server bottleneck conditions when the percentage disk time is greater than 50%, when the Avg. Write
Queue Length is 2 or greater, and when the Avg. Read Queue Length is 3 or more.
Incorrect
Answers:
B, D: You do not have server bottleneck conditions when the percentage disk time is greater than 20%, and the
Avg. Write Queue Length is 1 or less.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 898
Which of the following counters, used to monitor for disk subsystem bottlenecks, indicates the rate at which
bytes are transferred, and can be said to be the primary measurement of disk throughput?

A. Disk Transfers/sec.
B. Average Disk sec/Transfer.
C. Disk Bytes/sec.
D. Average Disk Bytes/Transfer

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The Disk Bytes/sec counter shows the rate at which bytes are transferred. This counter can be regarded as
being the primary measurement of disk throughput.
Incorrect
Answers:
A: The Disk Transfers/sec counter indicates disk utilization as the number of read/writes requests completed
per second.
B: The Average Disk sec/Transfer counter indicates how fast data moves through the system as an average
time of each data transfer for read/write requests.
D: The Average Disk Bytes/Transfer counter is a measurement of the overall size of the I/O operation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 899
Which of the following NIC parameters are symptoms of server bottleneck conditions? Choose all that apply.

A. Processor %DPC Time greater than 50%.
B. %Net Utilization greater than 40%.
C. Bytes Total/sec more than 7 MBps for 100 Mbps cards.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You have server bottleneck conditions when either of these parameters exist.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 900
Which of the following counters used to identify memory bottlenecks, shows how many pages are not
immediately available in RAM?

A. Paging File/% Usage.
B. Available Bytes.
C. Pages/sec
D. Paging File/% Usage Peak

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Pages/sec counter shows how many pages are not immediately available in RAM.
Pages in this case pertain to hard disk reads or writes to the hard disk.
Incorrect
Answers:
A: The Paging File/% Usage counter shows the percentage of the maximum page file used. This counter
should not have a consistently high value.
B: The Available Bytes counter shows the quantity of RAM available after working sets and cache.
D: The Paging File/% Usage Peak counter provides an idea of the value of peak paging file usage.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 533-534.

QUESTION 901
On the topic of the % Interrupt Time counter of the Processor object, choose the TRUE statement.

A. Shows the percentage of time the processor spends receiving and processing hardware interrupts.
B. A high counter value means that you have a current processor bottleneck condition.
C. When a bottleneck arises, check whether there are any peripheral devices generating significantly large

quantities of activity.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
All statements on the % Interrupt Time counter of the Processor object are TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 902
Which of the following counters used to monitor for network interface bottlenecks, will provide an indication of
the maximum transfer rate of the network?

A. Packets Outbound Discarded.
B. Output Queue Length.
C. Bytes Total/sec.
D. Current Bandwidth.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Use the Current Bandwidth counter if you want an indication of the maximum transfer rate of the network.
Incorrect
Answers:
A: The Packets Outbound Discarded counter can be used to determine whether network saturation conditions
are present.
B: You should use the Output Queue Length counter to ascertain what the length of the output packet queue is.
C: If you want to monitor the performance of the network adapter, use the Bytes Total/sec counter.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 903
Which of the following disk performance counters shows the current (immediate) number of outstanding
requests?

A. Average Disk Queue Length.
B. Current Disk Queue Length.
C. Both of the above.



D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Current Disk Queue Length counter shows the current (immediate) number of outstanding requests as well
as all requests in service, when the counter was monitored.
Incorrect
Answers:
A: The Average Disk Queue Length counter shows the average disk queue length over time value.
C: Current Disk Queue Length is the correct answer.
D: Current Disk Queue Length is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 531-533.

QUESTION 904
Which of the following Transmission Control Protocol (TCP) object's counters can you use to monitor for
network bottlenecks?

A. Segments Received/sec.
B. Segments Sent/sec.
C. Segments Retransmitted/sec.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Each counter mentioned can be used to monitor for network bottlenecks because they provide traffic statistical
information at the Transport layer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 534-536.

QUESTION 905
Which of the following statements relates to a processor bottleneck?

A. When the processor is already running at maximum capacity and only system services are running
B. When the network interface is continuously being saturated.
C. When there is an excessive quantity of data being moved from RAM to a paging file on the hard disk.
D. When there is a mechanical defect or configuration error in hard disk operations.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the processor is already running at maximum capacity and only system services are running, you have a
processor bottleneck.
Incorrect



Answers:
B: When the network interface is continuously being saturated, you have a network interface bottleneck.
C: When excessive quantities of data are being moved from RAM to a paging file on the hard disk, you have a
memory bottleneck.
D: A disk subsystem bottleneck is caused by a mechanical defect or a configuration error in hard disk
operations.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 528-530.

QUESTION 906
Choose the statement that defines what the Processor Queue Length counter does.

A. Indicates the percentage of time the processor spends receiving and processing hardware interrupts.
B. Indicates the number of threads waiting for the processor.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The Processor Queue Length counter indicates the number of threads waiting for the processor.
Incorrect
Answers:
A: The % Interrupt Time counter shows the
percentage of time the processor spends receiving and processing hardware interrupts.
C: Only Option B is correct.
D: Option B is correct.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 536-537.

QUESTION 907
Which of the following represents some of those steps which should be performed when an actual disaster
occurs? Choose all that apply.

A. Determine what caused the issue and identify all failed components.
B. Determine how the repair necessary for the specific disaster should be performed.
C. Identity all spare servers and components and make certain that they are listed in the DRP.
D. Match any failed component(s) to current operational components.
E. Verify that the DRP is usable.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When an actual disaster occurs, you need to determine what caused the issue, identify all failed components,
determine how the repair necessary for the specific disaster should be performed, match any failed component
(s) to current operational components, and then implement the DRP.
Incorrect
Answers:
C, E: You need to identity all spare servers and components, make certain that they are listed in the DRP, and



verify that the DRP is usable when you TEST the DRP; not when you have an actual disaster and need to
implement the DRP.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-549.

QUESTION 908
On the topic of documenting the DRP, choose the statement(s) that are TRUE.

A. All components that make up each network within the system should be included.
B. All components that make up each server should be included.
C. Outline how all systems should be simultaneously restored.
D. Outline how critical systems should be restored first.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you document the DRP, your documentation should contain all components that make up each network
within the system, all components that make up each server, and all components that make up each
workstation. In addition to this, you should differentiate between critical systems and systems that are not as
critical. All critical systems should be restored first Incorrect Answers: C: You should not restore all systems
simultaneously - critical systems should be restored first.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 909
When testing the DRP, which of the following should the administrator ensure? Choose all that apply.

A. Ensure that the plan works properly.
B. Ensure that the staff is evacuated from the premises.
C. Ensure that each member of the disaster recovery team is aware of his/her specific area of responsibility.
D. All of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When the DRP is tested, administrators must ensure that the plan works properly and that each member of the
disaster recovery team is aware of his/her specific area of responsibility.
Incorrect
Answers:
B: Staff do not have to be evacuated from the premises.
D: Option B is incorrect.
References:

Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 910
Choose the option that defines what a point of failure is.



A. Contains all elements and processes necessary for a speedy restoration of the system.
B. Refers to the situation of being able to immediately replace failing devices.
C. Is the state when a server network element is lost which can cause a critical process to fail.
D. None of the above.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Point of failure is the state when a server network element is lost which can cause a critical process to fail.
Incorrect
Answers:
A: A disaster recovery plan (DRP) contains all the elements and processes necessary for a speedy restoration
of the system, and with no data loss. It includes elements such as planning, security, scheduled backups and
system redundancy.
B: Redundancy refers to the situation of being able to immediately replace failing devices.
D: Option C is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 544, 549.

QUESTION 911
What can be considered as being the most important part of a DRP?

A. Having the DRP printed out and stored in a secure, safe place.
B. Knowing when to create a DRP.
C. Storing DRP documentation offsite.
D. All of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Having the DRP printed out and stored in a secure, safe place is the most important part of a DRP.
Incorrect
Answers:
B, C, D: While knowing when to create a DRP, and storing DRP documentation offsite and on backup tapes is
important, the most important part of a DRP is having the DRP

printed out and stored in a secure, safe place.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 912
Which of the following additional information is normally packaged together with the DRP?

A. Copy of the official DRP.
B. Inventory of the DRP documentation package elements.
C. Copies of the critical hardware and software drivers.
D. All of the above.



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Critical planning elements and all other relevant information should be packaged together with the DRP. This
includes a copy of the official DRP, copies of the critical hardware and software drivers, and an inventory of the
DRP documentation package elements.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 913
Which of the following active offsite storage backup facilities is used to perform constant mirror operations of
the primary server?

A. Hot site
B. Warm site
C. Cold site
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A hot site is used to perform constant mirror operations of a specific primary server. A hot site is an active
offsite storage backup facility that is continuously connected to the primary server. The connection can take the
form of a direct or remote connection.
Incorrect
Answers:
B: A warm site is not continuously connected to the primary server like a hot site, and therefore cannot be used
to perform constant mirror operations of the specific primary server.
C: A cold site is not continuously connected to the primary server like a hot site and

cannot be used to perform constant mirror operations of the specific primary server.
D: A hot site is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.

QUESTION 914
When should the DRP be formulated?

A. After the server network has been installed.
B. After the server network has been installed, but only after you have verified that it is working.
C. When you plan the server network, before anything is installed.
D. When faced with a disaster.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:



The DRP be formulated when you plan the server network, before anything is installed.
Incorrect
Answers:
A, B, D: These options are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 915
Where and how should DRP documentation be stored? Choose all that apply.

A. Offsite only.
B. Onsite only.
C. Backup tapes.
D. Onsite and offsite.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
DRP documentation should be stored on backup tapes. DRP documentation should be stored onsite, so that it
can immediately be accessed. In addition to this, copies should be should be stored offsite as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 916
Which of the following is NOT considered the most important part of a DRP? Choose all that apply.

A. Having the DRP printed out and stored in a secure, safe place.
B. Knowing when to create a DRP.
C. Storing DRP documentation offsite and backup tapes.
D. All of the above.

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While knowing when to create a DRP, and storing DRP documentation offsite and on backup tapes is
important, the most important part of a DRP is having the DRP printed out and stored in a secure, safe place
Incorrect Answers: A: Having the DRP printed out and stored in a secure, safe place is the most important part
of a DRP.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 917
What are the most important factorsfor recovering from a disaster? Choose all that apply.

A. Planning.
B. System Redundancy.
C. Scheduled backups.



D. Security.
E. Having the network administrators on standby.

Correct Answer: ABCD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The most important elements of recovering from a disaster are planning, system redundancy, scheduled
backup and security. Planning is the first factor in being ready for recovering from a disaster. System
redundancy is the process of increasing the number of servers so that any failed server can immediately be
replaced. Scheduled backups should be performed regularly to copy the contents of your system hard drives to
backup tapes.
Security is always an important factor in various aspects of network management.
Incorrect
Answers:
E: Having the network administrators on standby is not one of the important factors for recovering from a
disaster.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 544-545.

QUESTION 918
When you document the DRP, which of the following should be included? Choose all the apply.

A. All components that make up each network within the system.
B. All components that make up each server.
C. All components that make up each workstation.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you document the DRP, your documentation should contain all components that make up each network
within the system, all components that make up each server, and all components that make up each
workstation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 919
Which of the following active offsite storage backup facilities only contains equipment for performing backup
and restore functions?

A. Hot site
B. Warm site
C. Cold site
D. All of the above

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
Cold sites usually only contain equipment for performing backup and restore functions.
A cold site does not have wide-area networking and other basic communications assets which are typical of
warm sites.
Incorrect
Answers:
A: A hot site is used to perform constant mirror operations of the specific primary server, and contains all
equipment necessary to perform this.
B: A warm site contains wide-area networking and other basic communications assets, which is not typical of a
cold site.
D: A cold site is the correct answer.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.

QUESTION 920
Choose the statement that is TRUE.

A. The DRP must be formulated after the server network has been installed.
B. The DRP must be formulated after the server network has been installed, and only after you have verified

that it is working.
C. The DRP must be formulated when you plan the server network, before anything is installed
D. The DRP must be formulated when you are faced with a disaster.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The DRP must be formulated when you plan the server network, before anything is installed.
Incorrect
Answers:
A, B, D: These options are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 921
Which of the following is not one of those steps which should be performed when an actual disaster occurs?

A. Determine what caused the issue and identify all failed components.
B. Determine how the repair necessary for the specific disaster should be performed.
C. Verify that the DRP is usable.
D. Match any failed component(s) to current operational components.
E. Implement the DRP.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You need to verify that the DRP is usable when you test the DRP.



Incorrect
Answers:
A, B, D, E: When an actual disaster occurs, you need to determine what caused the issue, identify all failed
components, determine how the repair necessary for the specific disaster should be performed, match any
failed component(s) to current operational components, and then implement the DRP.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-549.

QUESTION 922
How often should the full systems restore process be tested?

A. Once a week.
B. Once a month.
C. Once a quarter.
D. Once every six months.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A full systems restore must be tested minimally once a quarter.
Incorrect
Answers:
A: Backup tapes for critical servers are usually tested at least once a week.
B: Backup tapes for all systems other than critical systems, are usually tested once a month.
D: The full systems restore process should be tested at least four times a year, and not twice a year.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 923
On the topic of testing the DRP, administrators need to verify a number of factors.

Choose the incorrect option.

A. Ensure that the plan works properly.
B. Ensure that the staff is evacuated from the premises.
C. Ensure that each member of the disaster recovery team is aware of his/her specific area of responsibility.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Staff do not have to be evacuated from the premises..
Incorrect
Answers:
A, C: These statements are TRUE: When the DRP is tested, administrators must ensure that the plan works
properly and that each member of the disaster recovery team is aware of his/her specific area of responsibility.

D: Option B is incorrect.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 924
What should be included in the DRP?

A. Processes for recovery from data loss due to natural disasters.
B. Processes for recovery from data loss due to power outages.
C. Processes for recovery from data loss due to server shutdowns.
D. Processes for recovery from data loss due hacking and viruses.
E. All of the above.

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The DRP must contain processes for recovery from data loss due to natural disasters, power outages, server
shutdowns, hacking and viruses.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 925
Which of the following eliminates the requirement of having proprietary software licenses at both the primary
and warm site?

A. Hot site.
B. Warm site.
C. Cold site.
D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A warm site eliminates the requirement of having proprietary software licenses at both the primary and warm
site. A warm site is not continuously connected to the primary server like a hot site but does have wide-area
networking and other basic communications assets, which is not typical of a cold site.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.

QUESTION 926
Choose the option that is TRUE.

A. The most important part of a DRP is knowing when to create a DRP.
B. The most important part of a DRP is having the DRP printed out and stored in a secure, safe place.
C. The most important part of a DRP is storing DRP documentation offsite and backup tapes.
D. All of the above.

Correct Answer: B
Section: (none)



Explanation

Explanation/Reference:
Explanation:
While knowing when to create a DRP, and storing DRP documentation offsite and backup tapes is important,
the most important part of a DRP is having the DRP printed out and stored in a secure, safe place Incorrect
Answers: A, C: Having the DRP printed out and stored in a secure, safe place is the most important part of a
DRP.
D: Option B is TRUE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 927
On the topic of storing DRP documentation, choose all statements that are TRUE.

A. DRP documentation should be stored offsite only.
B. DRP documentation should be stored onsite only.
C. DRP documentation should be stored on backup tapes.
D. DRP documentation should be stored onsite and offsite.

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
DRP documentation should be stored on backup tapes. DRP documentation should be stored onsite, so that it
can immediately be accessed. In addition to this, copies should be should be stored offsite as well.
Incorrect
Answers:
A, B: These statements are FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 928
On the topic of documenting the DRP, choose the statement that is FALSE.

A. All components that make up each network within the system should be included.
B. All components that make up each server should be included.
C. Outline how all systems should be simultaneously restored.
D. Outline how critical systems should be restored first.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should not restore all systems simultaneously - critical systems should be restored first.
Incorrect
Answers:
A, B, D: When you document the DRP, your documentation should contain all components that make up each
network within the system, all components that make up each server, and all components that make up each
workstation. In addition to this, you should differentiate between critical systems and systems that are not as
critical. All critical systems should be restored first.



References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-547.

QUESTION 929
Choose the option that defines what a disaster recovery plan (DRP) is.

A. Contains all elements and processes necessary for a speedy restoration of the system.
B. Refers to the situation of being able to immediately replace failing devices.
C. Is the state when a server network element is lost which can cause a critical process to fail.
D. None of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A disaster recovery plan (DRP) contains all the elements and processes necessary for a speedy restoration of
the system, and with no data loss. It includes elements such as planning, security, scheduled backups and
system redundancy Incorrect Answers: B: Redundancy refers to the situation of being able to immediately
replace failing devices.
C: Point of failure is the state when a server network element is lost which can cause a critical process to fail.
D: Option A is the correct answer.

References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 544, 549.

QUESTION 930
Choose the statement that is FALSE?

A. Backup tapes for critical servers must be tested at least once a week.
B. Backup tapes for non-critical servers must be tested at least once a month.
C. Backup tapes for non-critical servers must be tested at least once a quarter.
D. A full systems restore must be tested minimally once a quarter.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
For all systems other than critical systems, backup tapes should be tested once a month and not at least once
a quarter.
Incorrect
Answers:
A, B, D: These statements are TRUE..
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 931
Which of the following is typically used by small businesses as a remote backup system?

A. Hot site
B. Warm site



C. Cold site
D. All of the above

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A cold site is not continuously connected to the primary server and usually only contain equipment for
performing backup and restore functions, making it the ideal remote backup system for small companies.
Incorrect
Answers:
A: A hot site is an active offsite storage backup facility that is continuously connected to the primary server,
making it impractical for small businesses.
B: While a warm site not continuously connected to the primary server, it does have wide-area networking and
other basic communications assets which is not usually required by smaller businesses.

D: A cold site is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.

QUESTION 932
After you have implemented the DRP to deal with an actual disaster, what should be the result? Choose all that
apply.

A. All failed server components should be repaired or replaced.
B. The network should be restored to its normal operational state.
C. All data that has been lost or corrupt should be fully restored.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
After you have implemented the DRP to deal with an actual disaster, the network should be restored to its
normal operational state. All failed server components should have been repaired or replaced. All data that has
been lost or corrupt should be fully restored References: Charles J. Brooks, Server+ Certification Exam Cram 2
(Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 547-549.

QUESTION 933
Which of the following can be excluded from the DRP? Choose all that apply.

A. Processes for recovery from data loss due to natural disasters.
B. Processes for recovery from data loss due to power outages.
C. Processes for recovery from data loss due to server shutdowns.
D. Processes for recovery from data loss due hacking and viruses.
E. None of the above.

Correct Answer: E
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The DRP must contain processes for recovery from data loss due to natural disasters, power outages, server
shutdowns, hacking and viruses.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 934
Which of the following represents some of those steps which should be performed when an actual disaster
occurs? Choose all that apply.

A. Determine what caused the issue and identify all failed components.
B. Determine how the repair necessary for the specific disaster should be performed.
C. Verify that the DRP is usable.
D. Match any failed component(s) to current operational components.
E. Implement the DRP.

Correct Answer: ABDE
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When an actual disaster occurs, you need to determine what caused the issue, identify all failed components,
determine how the repair necessary for the specific disaster should be performed, match any failed component
(s) to current operational components, and then implement the DRP.
Incorrect
Answers:
C: You need to verify that the DRP is usable when you test the DRP.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-549.

QUESTION 935
To ensure that critical company data can easily be restored and operations can continue; which of the following
is necessary? Choose all that apply.

A. Store a copy of each backup onsite and offsite.
B. Store copies of critical applications offsite.
C. Have a spare tape drive and cable on hand.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You should make two sets of each backup and store one copy onsite so that it can easily be accessed. The
other copy should be stored offsite so that you can use it to recover from natural disasters, such as floods and
hurricanes. You should also store copies of critical applications offsite. You should have a spare tape drive and
cable on hand as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.



QUESTION 936
Which of the following is relatively slow when restoring only a small quantity of data?

A. Backup tape cartridges.
B. Tape libraries.
C. Tape arrays.
D. Hierarchical Storage Management (HSM)

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
While backup tape cartridges have cost effectiveness as an advantage, they are relatively slow when restoring
only a small quantity of data. Tape drives should not be used for online data storage, especially where speedy
data recovery is important.
Incorrect
Answers:
B: You can use a high-capacity tape library to store, read, retrieve, and write multiple magnetic tape cartridges.
C: Tape arrays make use of special controllers which can stripe data over multiple tape drives simultaneously.
D: A Storage Management (HSM) application combines multiple storage media into a one logical unit.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 551-552, 563.

QUESTION 937
Which of the following active offsite storage backup facilities is continuously connected to the primary server?

A. Hot site
B. Warm site
C. Cold site
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
A hot site is an active offsite storage backup facility that is continuously connected to the primary server. The
connection can take the form of a direct or remote connection. A hot site is typically used to perform constant
mirror operations of the specific primary server.
Incorrect
Answers:
B: A warm site is not continuously connected to the primary server like a hot site. It does though have wide-area
networking and other basic communications assets, which is not typical of a cold site.
C: A cold site, like a warm site, is not continuously connected to the primary server. A

cold site does not have wide-area networking and other basic communications assets.
Cold sites usually only contain equipment for performing backup and restore functions.
D: A hot site is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 549-551.

QUESTION 938



For critical servers, how often should you test backup tapes?

A. Once a week.
B. Once a month.
C. Once a quarter.
D. Once every six months.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Backup tapes for critical servers must be tested at least once a week.
Incorrect
Answers:
B: For all systems other than critical systems, backup tapes should be tested once a month.
C: Backup tapes for critical servers and non-critical servers should be tested more frequently than once a
quarter. A full systems restore is usually tested once a quarter.
D: Backup tapes for critical servers and non-critical servers should be tested more frequently than once half
yearly.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 939
When an actual disaster occurs, there are a number of steps which you should follow to ensure that all lost
server components and data is restored. Which of the following represents some of those steps?

A. Ensure that the telephone numbers for all equipment manufacturers are correct.
B. Determine what caused the issue and identify all failed components.
C. Identity all spare servers and components and make certain that they are listed in the DRP.
D. Determine how the repair necessary for the specific disaster should be performed.

Correct Answer: BD
Section: (none)
Explanation

Explanation/Reference:
Explanation:

When an actual disaster occurs, you need to determine what caused the issue, identify all failed components,
and then determine how the repair necessary for the specific disaster should be performed Incorrect Answers:
A, C: These are tasks that should be performed when you test the DRP, and not when you need to implement it
in a disaster situation.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-549.

QUESTION 940
Which of the following additional information is normally packaged together with the DRP?

A. Information on the storage locations for primary and offsite backup data packages.
B. Contact information for persons of the disaster recovery team.
C. Inventory of the DRP documentation package elements.
D. All of the above.



Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Critical planning elements and all other relevant information should be packaged together with the DRP. This
includes a copy of the official DRP, copies of the critical software and hardware drivers, an inventory of the DRP
documentation package elements, information on the storage locations for primary and offsite backup data
packages, and contact information for persons of the disaster recovery team.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 545-546.

QUESTION 941
When testing the DRP, why should notification procedures be tested?

A. To ensure that the members of the disaster recovery team can be contacted when server system issues
arise.

B. To ensure that the correct individuals are notified when specific areas are affected by disasters.
C. To ensure that the correct contact details are available for those individuals that should be contacted.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Notification procedures should be tested to ensure that the members of the disaster recovery team can be
contacted when server system issues arise, and to ensure that the correct contact details for these individuals
are at hand. You also need to ensure that the correct individuals are notified when specific areas are affected
by disasters.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 547-548.

QUESTION 942
Which of the following system bus architectures operates at 66 MHz and has a throughput of approximately
264 MBps?

A. 32-bit PCI
B. PCI-X
C. AGPx1
D. AGPx2

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Explanation:
AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had an approximate data transfer rate of 264 MBps.
Incorrect
Answers:



A: PCI operates at a clock speed of 33 MHz. The 32-bit version of the PCI specification has a data transfer rate
of 132 MBps.
B: PCI-X operates at a clock speed of 133 MHz.
D: AGP operates at a clock speed of 66 MHz. The original AGP specification; sometimes referred to as AGPx1
had a data transfer rate of 264 MBps. AGPx2 has a transfer rate of 528 MBps, or twice the transfer rate of
AGPx1.
References:
Gary Govanus, William Heldman and Jarret Buse, Server + Study Guide, Sybex, Alameda, CA, 2001, pp. 180,
192-193.
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 107-108, 111-112, 114-117.

QUESTION 943
On the topic of working with Metal Oxide Semiconductor (MOS) memory devices and Complementary Metal
Oxide Semiconductor (CMOS) memory devices, choose the option that best describes which memory device is
more sensitive to static-electricity discharges and voltage spikes.

A. MOS memory devices are more sensitive to static-electricity discharges and voltage spikes than CMOS
memory devices.

B. CMOS memory devices are more sensitive to static-electricity discharges and voltage spikes than MOS
memory devices.

C. MOS memory devices and CMOS memory devices have equal levels of sensitivity towards static-electricity
discharges and voltage spikes.

D. All of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
CMOS memory devices are more sensitive to static-electricity discharges and voltage spikes than MOS
memory devices. With CMOS memory devices, incorrect handling procedures can cause damage to the
device's inputs.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 944
On the topic of MOS and CMOS memory devices, identify the statement that is
FALSE

A. MOS memory devices require a continuous base current to maintain their memory states.
B. CMOS memory devices are less efficient than MOS memory devices because they are more sensitive to

static damage than MOS memory devices.
C. MOS memory devices experience a net transfer loss from emitter to collector.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Even though CMOS memory devices are more sensitive to static damage than MOS memory devices, they are
still more efficient, simply because they do not require a base current to maintain their memory states.
Incorrect
Answers:



A: This statement is TRUE.
C: This statement is TRUE.
D: B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 945
Which type of memory device DOES NOT require a continuous base current to maintain their memory states?

A. MOS memory devices
B. CMOS memory devices
C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
CMOS memory devices do not require a continuous base current to maintain their memory states. This makes
CMOS memory devices more efficient than MOS memory devices.
Incorrect
Answers:
A: MOS memory devices require a continuous base current to maintain their memory states. This requirement
leads to a net transfer loss from emitter to collector, which can run into vast quantities when gigabytes of RAM
are being used..
C: CMOS memory devices is the correct answer.
D: CMOS memory devices is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 946
Which of the following PCI system buses has a maximum data transfer rate of 132 Mbps?

A. PCI 32/33
B. PCI 32/66
C. PCI 64/33
D. PCI 64/66

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The data transfer rate of a PCI bus can be calculated by multiplying the PCI bus width by the PCI bus speed
and dividing the result by eight to convert it from Megabits per second (Mbps) to Mega bytes per second
(Mbps). Thus PCI 32/33 has a maximum data transfer rate of approximately 132 Mbps as 32 × 33 / 8 = 132.
Incorrect
Answers:
B, C: Both PCI 32/66 and PCI 64/33 have a maximum data transfer rate of approximately 264 Mbps as 32 ×
66 / 8 = 264 and 64 × 33 / 8 = 264.
D: PCI 64/66 has a maximum data transfer rate of approximately 528 Mbps as 64 × 66 / 8 = 528.
References:



Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 114-117.

QUESTION 947
Which of the following are functions of the ESCOM's in-band appliance?

A. It minimizes the drawback of routing tables.
B. It permits the organization to retain its existing infrastructure.
C. The in-band appliance is not permitted to configure and discover all storage.
D. None of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ESCOM's in-band appliance creates a new interconnecting layer between the telecom and ESCON
architectures, providing three important functions:
1. It minimizes the drawback of routing tables, because all storage traffic is routed to, and
all storage devices are controlled by, the appliance. This minimizes the complexity found in a large telecom
model.
2. The in-band appliance is permitted to configure and discover all storage. SAN
administrators no longer face the current masking and zoning headaches presented by LUNs.
3. It permits the organization to retain its existing infrastructure and gradually grow into
the new environment.
Incorrect
Answers:
C: The in-band appliance is permitted to configure and discover all storage.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.

QUESTION 948
Which of the following is TRUE with regards to the deployment of applications? (Choose all that apply)

A. The deployment of applications is the distribution of software to client machines.
B. The deployment of applications consists of the file-level software inventory search.
C. The deployment of applications is the reports on clients' current service pack.
D. The deployment of applications is the generation of summary or detailed reports specifying which

applications clients used.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
This falls under the umbrella of the deployment of applications Incorrect Answers B: File-level software
inventory search has to do with the asset management.
D: Generation of summary or detailed reports specifying which applications clients used,

has to do with the asset management
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 353, 354.



QUESTION 949
For which of the following would you have to preset jumper settings.

A. Older adapter cards.
B. Newer, later adapter cards.
C. Modern plug-and-play operating systems.
D. All of the above

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Older adapter cards require you to preset jumper settings..
Incorrect
Answers:
B: Newer, later adapter cards use jumper-less BIOS programs.
C: Modern plug-and-play operating systems are able to automatically configure adapter settings.
D: Older adapter cards is the only correct answer References: Charles J. Brooks, Server+ Certification Exam
Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006, pp. 406-407.

QUESTION 950
Once you have gathered information on the characteristics of a server system issue, your next step would
usually be to examine the documentation of server system.

Which of the following server-related documentation would you consult for information on server system
upgrades, and device and device driver updates?

A. Server equipment documentation.
B. Hardware, software and driver documentation.
C. Initial baseline data.
D. Baseline/upgrade documentation.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Baseline/upgrade documentation would contain information on server system upgrades, system maintenance,
device and device driver updates, and peripheral BIOS upgrades.
Incorrect
Answers:
A: Server equipment documentation contains information on the repair policy of the manufacturer or vendor,
procedures for reinitiating the system and procedures for component-swapping.
B: Hardware, software and driver documentation is a good source of information when you need to verify that
you currently have the latest hardware and software versions, and

drivers installed.
C: You would need to consult your initial baseline data for initial performance-tuning data. Other initial baseline
data would typically be no-load baseline performance data and baseline data under network load.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 951



Which POST card operational mode should you use if you want to run automated tests on all system
components after the BIOS routines?

A. Basic diagnostics mode.
B. Extended diagnostics mode.
C. Forced start mode.
D. None of the above.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
You would use basic diagnostics mode if you want to run automated tests on all system components after the
BIOS routines.
Incorrect
Answers:
B: You would use extended diagnostics mode if you want to specify which system components should be
tested.
C: You would use forced start mode if you want to test a server board that seems unresponsive.
D: Basic diagnostics mode is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 499-501.

QUESTION 952
On the topic of MOS and CMOS memory devices, identify the statement that is
FALSE

A. MOS memory devices require a continuous base current to maintain their memory states.
B. CMOS memory devices are less efficient than MOS memory devices because they are more sensitive to

static damage than MOS memory devices.
C. MOS memory devices experience a net transfer loss from emitter to collector.
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Even though CMOS memory devices are more sensitive to static damage than MOS memory devices, they are
still more efficient, simply because they do not require a base current to maintain their memory states.
Incorrect
Answers:

A: This statement is TRUE.
C: This statement is TRUE.
D: B is FALSE.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 393-394.

QUESTION 953
Which of the following statements regarding the Northbridge are TRUE? Choose all that apply)



A. The memory controller is referred to as the Northbridge.
B. The PCI-to-ISA host bridge is referred to as the Northbridge.
C. The Northbridge is the interface between the processor, the memory, and the PCI bus.
D. The Northbridge is the interface between the PCI bus, the IDE bus, and the ISA bus.
E. The Northbridge is the interface between the standard PC peripherals and the ISA bus.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
The Northbridge is the system's memory controller and is the interface between the processor, the memory,
and the PCI bus.
Incorrect
Answers:
B, D: The PCI-to-ISA host bridge is referred to as the Southbridge and is the interface between the PCI bus, the
IDE bus, and the ISA bus.
E: The enhanced I/O controller chip is the interface between the standard PC peripherals and the ISA bus.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 109-111.

QUESTION 954
To improve server system performance, which of the following statements applies? Choose all correct options?

A. Use SCSI controller cards that support asynchronous I/O.
B. Upgrade from IDE and SCSI to UltraDMA or Wide Ultra SCSI.
C. Upgrade from UltraDMA to IDE.
D. Install separate drives on individual controller cards.

Correct Answer: ABD
Section: (none)
Explanation

Explanation/Reference:
Explanation:
When you opt to use SCSI controller cards that support asynchronous I/O, you enable multiple drives to
operate in parallel. This improves the performance of stripe sets.
Upgrading from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies is recommended as
well. Installing separate drives on individual controller cards has the advantage of spreading read and write
operations over multiple controllers. All of these

strategies assist in improving performance.
Incorrect
Answers:
C: You should upgrade from IDE and SCSI to the faster UltraDMA or Wide Ultra SCSI technologies.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 955
After performing a hard drive upgrade, you should perform a new baseline and compare the results to the
previous baseline values. The LogicalDisk and PhysicalDisk objects are used to measure disk performance.
Which of following describes what the LogicalDisk object's counters tracks and measures?

A. The actual physical drives.
B. The logical volume constructions which have been created using the Disk Administrator.



C. Both of the above
D. None of the above

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The LogicalDisk object's counters tracks and measures aspects of the logical volume constructions which have
been created using the Disk Administrator.
Incorrect
Answers:
A: The PhysicalDisk object's counters tracks and measures various aspects of the actual physical drives.
C: B is the correct answer.
D: B is the correct answer.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 386-387.

QUESTION 956
Which of the following information should you minimally keep in a backup maintenance log? Choose all correct
options.

A. Information on the types of backups performed.
B. Information on the dates when backups were performed.
C. Information on the locations used to store backup tapes.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The backup maintenance log should be an important source of information on the backup state of a system.
The backup maintenance log should be updated immediately after backups are performed. The log should
minimally contain information on the types of backups performed, the dates that the backups were performed,
and the locations where backups are stored. You should include onsite and offsite storage information.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443.

QUESTION 957
Which of the following indicates the ideal situation when new software can be installed on the production
network?

A. After the software has been received by the manufacturer, you can install it on the production network.
B. After the software has been installed on a test system has been baselined.
C. After you have taken a new baseline of the new software on a test system has been baselined, and

compared pre-installation and post-installation baselines to verify that there are no negative repercussions
should you install the new software on the production network.

D. None of the above.

Correct Answer: C
Section: (none)
Explanation



Explanation/Reference:
Explanation:
The best approach to take for installing new software is to first take a new baseline of the new software on a
test system has been baselined, and compared pre-installation and post-installation baselines to verify that
there are no negative repercussions should you install the new software on the production network References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 443-444.

QUESTION 958
Which of the following information should also be included with server system-related documentation? Choose
all that apply.

A. Logs that specify which activities/transactions are performed on the server system.
B. Logs that contain information on who accessed the server and when individual(s) accessed the server

room.
C. Logs that contain information on which preventive maintenance (PM) has been performed on the server

system.
D. All of the above.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Logs that specify which activities/transactions are performed on the server system should also be included with
server system-related documentation. The logs should indicate which personnel are involved in activities/
transactions performed on the server system and should also contain information on the actual activities/
transactions performed on the server system. Logs that contain information on who accessed the server and
when individual(s) accessed the server room should also be coupled with server system-related documentation.
Logs that contain information on which preventive maintenance (PM) has been performed on the server system
should be included with server system-related documentation as well.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 488-490.

QUESTION 959
When actually examining the startup process, what is the action that should occur after the power-supply fan is
activated ?

A. The keyboard lights flash.
B. You would see a BIOS message displayed on the monitor.
C. The floppy disk drive access light appears.
D. A memory test appears briefly on the monitor.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Explanation:
The keyboard lights flash after the power-supply fan is activated.
Incorrect
Answers:
B: A, BIOS message is displayed on the monitor after the keyboard lights flash.
C: The floppy disk drive access light appears after the memory test appears briefly on the monitor.



D: The memory test appears briefly on the monitor after a BIOS message is displayed on the monitor.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 490-493.

QUESTION 960
After you have identified the characteristics of a specific server problem, to which of the following would you
refer building maintenance and repair issues to?

A. IT Help Desk personnel.
B. Landlord.
C. Both of the above.
D. None of the above.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
Explanation:
Building maintenance and repair issues would usually be passed to the landlord.
Incorrect
Answers:
A: Small, simple operating system issues are usually passed to the IT Help Desk personnel.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 487-488.

QUESTION 961
Which of the following are functions of the ESCOM's in-band appliance?

A. It minimizes the drawback of routing tables.
B. It permits the organization to retain its existing infrastructure.
C. The in-band appliance is not permitted to configure and discover all storage.
D. None of the above.

Correct Answer: AC
Section: (none)
Explanation

Explanation/Reference:
Explanation:
ESCOM's in-band appliance creates a new interconnecting layer between the telecom and ESCON
architectures, providing three important functions:
1. It minimizes the drawback of routing tables, because all storage traffic is routed to, and
all storage devices are controlled by, the appliance. This minimizes the complexity found in a large telecom
model.
2. The in-band appliance is permitted to configure and discover all storage. SAN
administrators no longer face the current masking and zoning headaches presented by LUNs.
3. It permits the organization to retain its existing infrastructure and gradually grow into
the new environment.
Incorrect
Answers:
C: The in-band appliance is permitted to configure and discover all storage.
References:
Charles J. Brooks, Server+ Certification Exam Cram 2 (Exam SK0-002), QUE Publishing, Indianapolis, 2006,
pp. 283-290.



 

 

http://www.gratisexam.com/ 


