Microsoft.Passguide.70-410.v2013-12-19.by.ROD.143q

Number: 70-410

Passing Score: 700
Time Limit: 120 min
File Version: 18.5

GRATIS

Free Practice Exams

http://www.gratisexam.com/

Exam Code: 70-410

Exam Name: Installing and Configuring Windows Server 2012

Pass Guide

IT Certification « Exam Materials



Exam A

QUESTION 1

Your network contains an active directory domain named Contoso.com. The domain contains a server
named Serverl that runs Windows server 2012.

You create a group Managed Service Account named gservicel. You need to configure a service named
servicel to run as the gservicel account.

How should you configure servicel?

From Services Console configure the recovery settings

From a command prompt ,run sc.exe and specify the config parameter

From Windows PowerShell,run Set-Service and specify the -PassThrough parameter
From a command prompt ,run sc.exe and specify the sdset parameter

Sow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc990290.aspx

obj= {<AccountName> | <ObjectName>}
Specifies a name of an account in which a service will run, or specifies a name of the Windows driver
object in which the driver will run. The default setting is LocalSystem

QUESTION 2
You have a server named Serverl that runs Windows Server 2012. You promote Serverl to domain
controller. You need to view the service location (SVR) records that Serverl registers on DNS.

What should you do on Serverl?

Open the Srv.sys file

Open the Netlogon.dns file

Run ipconfig/displaydns

Run Get-DnsServerDiagnostics

CSow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

A. Timestamp server driver

B. Netlogon service creates a log file that contains all the locator resource records stored in netlogon.
C. used to display current resolver cache content

D. Gets DNS event logging details
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QUESTION 3

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Windows Server 2012. You create a group Managed Service Account named gservicel. You need
to configure a service named Servicel to run as the gservicel account.

How should you configure Servicel?

From the Services console, configure the General settings.

From Windows PowerShell, run Set-Service and specify the -PassThrough parameter.
From a command prompt, run sc.exe and specify the config parameter.

From the Services console, configure the Recovery settings.

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

A. General settings only allow you to stop, start and set type/paramaters

B. Set-Service provides a way for you to change the Description, StartupType, or DisplayName of a service
C. Modifies service configuration

D. Sets the response/action on service failure

http://windows.microsoft.com/en-us/windows-vista/using-system-configuration http://technet.microsoft.com/
en-us/library/ee176963.aspx

http://technet.microsoft.com/en-us/library/cc990290(v=ws.10).aspx http://technet.microsoft.com/en-us/
library/cc738230(v=ws.10).aspx

QUESTION 4

Your network contains an Active Directory domain named contoso.com. The network contains 500 client
computers that run Windows 8. All of the client computers connect to the Internet by using a web proxy.
You deploy a server named Serverl that runs Windows Server 2012. Serverl has the DNS Server server
role installed. You configure all of the client computers to use Serverl as their primary DNS server.

You need to prevent Serverl from attempting to resolve Internet host names for the client computers.



What should you do on Serverl? (choose 2)

Configure the Security settings of the contoso.com zone.
Remove all root hints.

Create a primary zone named ".".

Create a primary zone named "root".

Create a primary zone named "GlobalNames".

Create a forwarder that points to 169.254.0.1.

Create a stub zone named "root".

Create a zone delegation for GlobalNames.contoso.com.

ITOmMmMmoOOoOw>»

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:

B. necessary to remove the default root hints files

C. install a root (.) zone on all internal DNS servers to prevent name resolution on the Internet http://
support.microsoft.com/kb/298148

QUESTION 5
Your network contains an Active Directory domain named contoso.com. The domain contains two domain
controllers. The domain controllers are configured as shown in the following table.

Name Operating system Operation master role

DC1 Windows Server 2012 Domain naming master
Schema master

DC2 Windows Server 2008 R2 PDC emulator
RID master
Infrastructure master

In the perimeter network, you install a new server named Serverl that runs Windows Server 2012. Serverl
is in a workgroup. You need to perform an offline domain join of Serverl to the contoso.com domain. What
should you do first?

Transfer the PDC emulator role to Dc1.

Run the djoin.exe command.

Run the dsadd.exe command.

Transfer the infrastructure master role to DC1.

Cow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

A. Creates a new Active Directory computer.

B. Use djoin for offline join in the perimeter network

C. Adds specific types of objects to the directory.

D. Add the local computer to a domain or workgroup.

To perform an offline domain join, you run commands by using a new tool named Djoin.exe. You use
Djoin.exe to provision computer account data into AD DS. You also use it to insert the computer account
data intothe Windows directory of the destination computer, which is the computer that you want to join to
the domain.

Create the account djoin /provision /domain winsrvtuts.wst /machine Win7 /savefile c:\yourFile.txt Run on
the target systemdjoin /requestod] /loadfile c:\yourFile.txt /windowspath c:\Windows /localos http://
technet.microsoft.com/en-us/library/ee617245.aspx http://technet.microsoft.com/en- us/library/ff793312
(v=ws.10).aspx http://technet.microsoft.com/en- us/library/cc753708(v=ws.10).aspx
http://technet.microsoft.com/en-us/library/hh849798.aspx
http://winsrvtuts.com/2011/08/off-line-domain-join-with-djoin-exe/ http://technet.microsoft.com/en-us/library/



offline-domain-join-djoin-step- bystep%28v=ws.10%29.aspx

QUESTION 6
You have a file server named Serverl that runs Windows Server 2012. Serverl has following hardware
configurations:

- 16GB of RAM
- A single quad-core CPU
- Three network teams that have two network adapters each

You add additional CPUs and RAM to Serverl. You repurpose Serverl as a virtualization host. You install
the Hyper-V server role on Serverl. You need to create four external virtual switches in Hyper-V.

Which cmdlet should you run first?

Add-VMNetworkAdapter
Add-NetLbfoTeamNic
Remove-NetLbfoTeam
Set-NetAdapter

CSow>

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

A. Sets adapter properties

B. Add new interface to NIC Team
C. Adds vadapter to vm

D. Removed NIC from host

You need 4 virtual switches but currently only have 3 teams available. You would need to break a team first.

http://technet.microsoft.com/en-us/library/jj130875(v=wps.620).aspx http://technet.microsoft.com/en-us/
library/jj130850(v=wps.620).aspx http://technet.microsoft.com/en-us/library/hh848564(v=wps.620).aspx
http://technet.microsoft.com/en-us/library/jj130848(v=wps.620).aspx http://technet.microsoft.com/en-us/
library/jj130848.aspx

QUESTION 7
You perform a Server Core Installation of Windows Server 2012 on a server named Serverl. You need to
add a graphical user interface (GUI) to Serverl.

Which tool should you use?

The setup.exe command

The dism.exe command

The imagex.exe command

The Add-WindowsPackage cmdlet

CSow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

The DISM command is called by the Add-WindowsFeature command. Here is the systax for DISM:
Dism /online /enable-feature /featurename:ServerCore-FullServer /featurename:ServerGui-Shell /
featurename:Server-Gui-Mgmt
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QUESTION 8

Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Server2 runs Windows Server 2012. You create a security template named Template 1 by using the
Security Templates snap-in. You need to apply template 1 to Server 2.
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Which tool should you use?

Security Templates.

Computer Management.

Security Configuration and Analysis.
System Configuration.

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://searchwindowsserver.techtarget.com/feature/Deploying-security-templates

The Security Configuration and Analysis tool performs two tasks: configuring and analyzing security. The
tool works with security templates only to perform these duties. Therefore, once you have a security
template, you can use this tool to deploy the settings. The drawback of the tool is that it is not capable of
configuring multiple computers at once -- it can configure only the computer on which it is running. You
must therefore visit each computer that should receive the security template settings. Of course, this is not
feasible in most environments, even those with only a few dozen computers. Therefore, this method is best
suited to hardening standalone servers that are not part of an Active Directory domain.

Security templates are inactive until imported into a Group Policy object or the Security Configurationand
Analysis.
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QUESTION 9

You have a server named Server 2 that runs Windows Server 2012. Server 2 has the Hyper-V server role

installed.

The disks on Server2 are configured as shown in the exhibit. You create a virtual machine on Server2
named VM1. You need to ensure that you can configure a pass-through disk for VM1.

What should you do?
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Convert Disk 1 to a MBR disk.
Convert Disk 1 to a basic disk.
Take Disk 1 offline.

Create a partition on Disk 1.

CSow>

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://blogs.technet.com/b/askcore/archive/2008/10/24/configuring-pass-through-disks-in-hyper-v.aspx

Hyper-V allows virtual machines to access storage mapped directly to the Hyper-V server without requiring
the volume be configured. The storage can either be a physical disk internal to the Hyper-V server or it can
be a Storage Area Network (SAN) Logical Unit (LUN) mapped to the Hyper-V server. To ensure the Guest
has exclusive access to the storage, it must be placed in an Offline state from the Hyper-V server
perspective. Additionally, this raw piece of storage is not limited in size so, hypothetically, it can be a multi-
terabyte LUN.

QUESTION 10

Your network contains an Active Directory domain named contoso.com. The domain contains two servers
that run Windows Server 2012. You create a security template named templatel by using the Security
Templates snap-in. You need to apply Template 1 to Server2.

Which tool should you use?



System Configuration
Local Security Policy
Server Manager

Certificate Templates

Cowz>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
B http://searchwindowsserver.techtarget.com/feature/Deploying-security-templates

A best practice for deploying security templates is to import them into a GPO, which will then push out the
security settings that you initially configured in the security template. This method relies on the Active
Directory and OU design accommodating this rollout.Before you can implement this method, you must
complete the following steps. First, create OUs for the different types of computers that will receive a
different security template. Second, move the computer accounts for these computers into the appropriate
OU. Third, create and link a GPO for each of the computer OUs that you created in the first step. Now, you
are ready to include the security templates into the GPOs.

To import a security template into a GPO, complete these steps:

Open the target GPO using the Group Policy Object Editor.

Expand the GPO to the following node: Computer Configuration\Windows Settings\Security Settings.
Right-click Security Settings and select the Import Policy from the shortcut menu.

Browse and select the security template (.inf file) that you want to include and click Open.

Verify that some of the configurations from the security template are correct in the GPO, and then close the
Group Policy Object Editor.

Repeat these steps for each security template that you create. The settings that have been imported into
the GPO will take approximately 90 minutes to reach the target computer, not considering any intersite
replication considerations.

QUESTION 11

Your network contains an Active Directory domain named contoso.com. The network contains 500 client
computers that run Windows 8. All of the client computers connect to the Internet by using a web proxy.
You deploy a server named Serverl that runs Windows Server 2012. Serverl has the DNS Server server
role installed. You configure all of the client computers to use Serverl as their primary DNS server. You
need to prevent Serverl from attempting to resolve Internet host names for the client computers.

What should you do on Serverl1?

Create a primary zone named ".".
Configure the Security settings of the contoso.com zone.
Create a zone delegation for GlobalNames.contoso.com.
Create a stub zone named "root".

Cow>

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:

QUESTION 12

Your network contains an Active Directory domain named contoso.com. The domain contains 100 user
accounts that reside in an organizational unit (OU) named OU1. You need to ensure that a user named
Userl can link and unlink Group Policy objects (GPOs) to OU1. The solution must minimize the number of
permissions assigned to User1.

What should you do?

A. Modify the permissions on OUL.



B. Run the Set-GPPermission cmdlet.
C. Add Userl to the Group Policy Creator Owners group.
D. Modify the permissions on the Userl account.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee461038.aspx

Grants a level of permissions to a security principal (user, security group, or computer) for one GPO or all
the GPOs in a domain. You use the TargetName and TargetType parameters to specify a user, security
group, or computer for which to set the permission level. You can use the Name or the Guid parameter to
set the permission level for the security principal on a single GPO, or you can use the All parameter to set
the permission level for the security principal on all GPOs in the domain.

QUESTION 13
Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2.

Serverl runs Windows Server 2012. Server2 runs Windows Server 2008 R2 Service Pack 1 (SP1) and has
the DHCP Server server role installed. You need to manage DHCP on Server2 by using the DHCP console
on Serverl.

What should you do first?

From the Microsoft Management Console on Serverl, add a snap-in.

From Windows PowerShell on Serverl, run Install-WindowsFeature.

From Windows Firewall with Advanced Security on Server2, create an inbound rule.

From Internet Explorer on Server2, download and install Windows Management Framework 3.0.

Cow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://www.theeldergeek.com/microsoft_management_console.htm

QUESTION 14
Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2.

Serverl runs Windows Server 2012. Server2 runs Windows Server 2008 R2 Service Pack 1 (SP1) and has
the DHCP Server server role installed.

You need to manage DHCP on Server2 by using the DHCP console on Serverl.

What should you do first?

From Windows Firewall with Advanced Security on Server2, create an inbound rule.

From Internet Explorer on Server2, download and install Windows Management Framework 3.0.
From Server Manager on Serverl, install a feature.

From Windows PowerShell on Server2, run Enable PSRemoting.

Cow>

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Explanation:



The Enable-PSRemoting cmdlet configures the computer to receive Windows PowerShell remote
commands that are sent by using the WS-Management technology. On Windows Server?2012, Windows
PowerShell remoting is enabled by default. You can use Enable-PSRemoting to enable Windows
PowerShell remoting on other supported versions of Windows and to re-enable remoting on Windows
Server 2012 if it becomes disabled. You need to run this command only once on each computer that will
receive commands. You do not need to run it on computers that only send commands. Because the
configuration activates listeners, it is prudent to run it only where it is needed.

Note: (not B) You can use Server Manager to manage remote servers that are running Windows Server
2008 and Windows Server 2008 R2, but the following updates are required to fully manage these older
operating systems.

/ Windows Management Framework 3.0

/ Performance Updates

Reference: Enable-PSRemoting

QUESTION 15

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl that runs Windows Server 2012. Serverl has the Hyper- V server role installed. Serverl
has a virtual switch named RDS Virtual. You replace all of the network adapters on Serverl with new
network adapters that support single- root I/O virtualization (SR-IOV). You need to enable SR-IOV for all of
the virtual machines on Serverl.

Which two actions should you perform? (Each correct answer presents part of the solution. Choose two.)

On each virtual machine, modify the Advanced Features settings of the network adapter.
Modify the settings of the RDS Virtual virtual switch.

On each virtual machine, modify the BIOS settings.

Delete, and then recreate the RDS Virtual virtual switch.

On each virtual machine, modify the Hardware Acceleration settings of the network adapter.

moowy»

Correct Answer: DE
Section: (none)
Explanation

Explanation/Reference:
http://blogs.technet.com/b/jhoward/archive/2012/03/12/everything-you-wanted-to-know-about-sr-iov-in-
hyper-v-part-1.aspx

Page 174 exam ref 70-410 book: Enabling SR-IOV is only available when creating a new virtual switch, you
cannot modify an existing switch to use this option

Explanation:

The first step when allowing a virtual machine to have connectivity to a physical network is to create an
external virtual switch using Virtual Switch Manager in Hyper-V Manager. The additional step that is
necessary when using SR-IOV is to ensure the checkbox is checked when the virtual switch is being
created. It is not possible to change a "non SR-IOV mode" external virtual switch into an "SR-IOV mode"
switch. The choice must be made a switch creation time . E: Once a virtual switch has been created, the
next step is to configure a virtual machine. SR-I0V in Windows Server "8" is supported on x64 editions of
Windows "8" as a guest operating system (as in Windows "8" Server, and Windows "8" client x64, but not
x86 client). We have rearranged the settings for a virtual machine to introduce sub-nodes under a network
adapter, one of which is the hardware acceleration node. At the bottom is a checkbox to enable SR-IOV.
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Note:

* Steps:

/ SR-IOV must be enabled on virtual switch

/ Install additional network drivers in the guest OS

/ Enable SR-IOV within the VMs though Hyper-V Manager

* Single Root I/O Virtualization (SR-I0V) is a standard introduced by the PCI-SIG that owns and manages
PCI specifications as open industry standards. SR-IOV enables network traffic to bypass the software
switch layer of the Hyper-V Virtualization stack to reduce the 1/O overhead in this layer. It allows an SR-IOV
virtual function of a physical network adapter to be assigned directly to a virtual machine to increase
network throughput by reducing latency. Host CPU overhead also get reduced for processing network
traffic.

* The diagram below illustrates how SR-IOV allows virtual machines to directly address the physical NIC.
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Reference: Everything you wanted to know about SR-IOV in Hyper-V Part 5

QUESTION 16

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl. Serverl runs Windows Server 2012. You need to create 3-TB virtual hard disk (VHD) on
Serverl.

Which tool should you use?

Server Manager
Diskpart
New-StoragePool
New-VirtualDisk

o0

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http:/technet.microsoft.com/en-us/magazine/ee872416.aspx

From the DiskPart command-line tool at an elevated command prompt, run the create vdisk command and
specify the file (to name the file) and maximum (to set the maximum size in megabytes) parameters. The
following code demonstrates how to create a VHD file at C:\vdisks\disk1.vdh with a maximum file size of 16
GB (or 16,000 MB).

The New-VirtualDisk command creates a new virtual disk in the specified storage pool only.

QUESTION 17

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl that runs Windows Server 2012, Serverl has the Hyper- V server role installed. The
domain contains a virtual machine named VML1. A developer wants to attach a debugger to VM1. You need
to ensure that the developer can connect to VM1 by using a named pipe.

Which virtual machine setting should you configure?

A. Network Adapter
B. BIOS



C. Processor
D. COM1

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:

Named pipe. This option connects the virtual serial port to a Windows named pipe on the host
operatingsystem or a computer on the network. A named pipe is a portion of memory that can be used by
one processto pass information to another process, so that the output of one is the input of the other. The
second processcan be local (on the same computer as the first) or remote (on a networked computer). For
example, a localnamed pipe path could be \\.\pipe\mypipename. Named pipes can be used to create a
virtual null modem cable between two virtual machines, or between avirtual machine and a debugging
program on the host operating system that supports the use of named pipes.

By connecting two virtual serial ports to the same named pipe, you can create a virtual null modem
cableconnection. Named pipes are useful for debugging or for any program that requires a null modem
connection.
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QUESTION 18
Your network contains two subnets. The subnets are configured as shown in the following table.

Fuhr_mt name ;_ﬂetu!nrk 1P address
LAN1 {172.23.1.0/24
LANZ |172.23.2.0/24




You have a server named Server2 that runs Windows Server 2012. Server2 is connected to LAN1. You run
the route print command as shown in the exhibit.

Administrator: Windows PowerShell S

1l " [ ITC

n-link
On-1ink

On=11nk
an-11nk

outes

dm Al strators: "
mn 2

You need to ensure that Server2 can communicate with the client computers on LAN2.

What should you do?

Change the metric of the 10.10.1.0 route.

Set the state of the Teredo interface to disable.

Set the state of the Microsoft ISATAP Adapter #2 interface to disable.
Run route delete 172.23.2.0.

Cow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



QUESTION 19

You have a server named Serverl that runs a Server Core installation of Windows Server 2012. Serverl is
configured to obtain an IPv4 address by using DHCP. You need to configure the IPv4 settings of the
network connection on Serverl as follows:

IP address: 10.1.1.1
Subnet mask: 255.255.240.0
Default gateway: 10.1.1.254

What should you run?

netsh.exe
netcfg.exe
msconfig.exe
ipconfig.exe

CSow>

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://support.microsoft.com/kb/242468/en-us

You can use the Netsh.exe tool to perform the following tasks:

Configure interfaces.

Configure routing protocols.

Configure filters.

Configure routes.

Configure remote access behavior for Windows-based remote access routers that are running the Routing
and Remote Access Server (RRAS) Service.

Display the configuration of a currently running router on any computer.

Use the scripting feature to run a collection of commands in batch mode against a specified router.

In order to configure TCP/IP settings such as the IP address, Subnet Mask, Default Gateway, DNS and
WINS addresses and many other options you can use Netsh.exe.

Incorrect:

not D: Windows Server 2012 Core still has IPCONFIG.EXE that can be used to view the IP configuration.
Modern servers typically come with several network interface ports. This causes IPCONFIG.EXE to scroll
off the screen when viewing its output. Consider piping the output if IPCONFIG.EXE to a file and view it with
Notepad.exe.

QUESTION 20
You have an existing Active Directory site named Sitel. You create a new Active Directory site and name it
Site2.

You need to configure Active Directory replication between Sitel and Site2. You install a new domain
controller. You create the site link between Sitel and Site2.

What should you do next?

A. Use the Active Directory Sites and Services console to configure a new site link bridge object.

B. Use the Active Directory Sites and Services console to decrease the site link cost between Sitel and
Site2.
"First Test, First Pass" - www.lead2pass.com 90

C. Use the Active Directory Sites and Services console to assign a new IP subnet to Site2. Move the new
domain controller object to Site2.

D. Use the Active Directory Sites and Services console to configure the new domain controller as a
preferred bridgehead server for Sitel.

Correct Answer: C



Section: (none)
Explanation

Explanation/Reference:

QUESTION 21

Your company has an Active Directory forest. Not all domain controllers in the forest are configured as
Global Catalog Servers. Your domain structure contains one root domain and one child domain. You modify
the folder permissions on a file server that is in the child domain. You discover that some Access Control
entries start with S-1-5-21... and that no account name is listed.

You need to list the account names.

What should you do?

A. Move the RID master role in the child domain to a domain controller that holds the Global Catalog.
B. Modify the schema to enable replication of the friendlynames attribute to the Global Catalog.

C. Move the RID master role in the child domain to a domain controller that does not hold the Global
Catalog.

D. Move the infrastructure master role in the child domain to a domain controller that does not hold the
Global Catalog.

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:

QUESTION 22

Your company has an Active Directory domain. You log on to the domain controller. The Active Directory
Schema snap-in is not available in the Microsoft Management Console (MMC). You need to access the
Active Directory Schema snap-in.

What should you do?

A. Register Schmmgmt.dll.
B. Log off and log on again by using an account that is a member of the Schema Admins group.

C. Use the Ntdsutil.exe command to connect to the schema master operations master and open the
schema for writing.

D. Add the Active Directory Lightweight Directory Services (AD/LDS) role to the domain controller by using
Server Manager.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc737499(v=ws.10).aspx

QUESTION 23

Your network contains a domain controller that is configured as a DNS server. The server hosts an Active
Directory-integrated zone for the domain. You need to reduce how long it takes until stale records are
deleted from the zone.

What should you do?

From the configuration directory partition of the forest, modify the tombstone lifetime.

From the configuration directory partition of the forest, modify the garbage collection interval.

From the aging properties of the zone, modify the no-refresh interval and the refresh interval.

From the start of authority (SOA) record of the zone, modify the refresh interval and the expire interval.

CSow>



Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://blogs.technet.com/b/networking/archive/2008/03/19/don-t-be-afraid-of-dns-scavenging-just-be-
patient.aspx

QUESTION 24

You have an Active Directory domain named contoso.com. You have a domain controller named Serverl
that is configured as a DNS server. Serverl hosts a standard primary zone for contoso.com. The DNS
configuration of Serverl is shown in the exhibit. You discover that stale resource records are not
automatically removed from the contoso.com zone. You need to ensure that the stale resource records are
automatically removed from the contoso.com zone.

What should you do?

21x|
Diebug Logging I Event Logging i Trust Anchors I Monitoring I
Interfaces I Forwarders Advanced | RootHints |
Server version number:
I 1 7600 [ 1dho)
Server options:
[ Disable recursion {also disables forwarders)
[ BIND secondaries
[ Fail on load if bad zone data
v Enable round robin
v Enable netmask ordering
v Secure cache against pollution
Mame checking: Irumlﬁbyte {UTF&) j
Load zone data on startup: IFrnm Active Directory and registry j
¥ Enable automatic SCAVENGING of stale records
Scavenging period: | 1 _idays _‘J
Reset to Defauit |
o | Cancel | Apply | Help |

Set the scavenging period of Serverl to 0 days.

Modify the Server Aging/Scavenging properties.

Configure the aging properties for the contoso.com zone.

Convert the contoso.com zone to an Active Directory-integrated zone.

CSow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://blogs.technet.com/b/networking/archive/2008/03/19/don-t-be-afraid-of-dns-scavenging-just-be-



patient.aspx

QUESTION 25
You have a server that runs Windows Server 2012. The server contains the disks configured as shown in
the following table.

Disk name Partition table |Disk storage |Unallocated
type type disk space

Disk 0 GPT Diynamic 2TB

Disk 1 MER Basic 4 TB

Disk 2 GPT Dynamic 4 TBE

Disk 3 GPT Dynamic 4 TB

Disk 4 MER Basic 2TB

You need to create a volume that can store up to 3 TB of user files. The solution must ensure that the user
files are available if one of the disks in the volume fails. What should you create?

a storage pool on Disk 2 and Disk 3

a spanned volume on Disk 2 and Disk 3

a mirrored volume on Disk 1 and Disk 3

a mirrored volume on Disk 2 and Disk 3

a RAID-5 volume on Disk 1, Disk 2, and Disk 3
a storage pool on Disk 1 and Disk 3

a spanned volume on Disk 0 and Disk 4

a mirrored volume on Disk 1 and Disk 4

ITOmMmMmoOOoOw»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Page 44 exam ref 70-410 book: Based on this info, only option D is possible

n

Simple volume Consists of space from a single disk. After you have created a simple volume, you can
extend it to multiple disks to create a spanned or striped volume, as long as it is not a system volume or
boot volume. You can also extend a simple volume into any adjacent unallocated space on the same disk
or, with some limitations, shrink the volume by deallocating any unused space in the volume.

[ 1]

Spanned volume Consists of space from 2 to 32 physical disks, all of which must be dynamic disks. A
spanned volume is essentially a method for combining the space from multiple dynamic disks into a single
large volume. Windows Server 2012 writes to the spanned volume by filling all the space on the first disk
and then filling each of the additional disks in turn. You can extend a spanned volume at any time by adding
disk space. Creating a spanned volume does not increase the disk’s read/write performance, or provide
fault tolerance. In fact, if a single physical disk in the spanned volume fails, all the data in the entire volume
is lost.

[ 1]

Striped volume Consists of space from 2 to 32 physical disks, all of which must be dynamic disks. The
difference between a striped volume and a spanned volume is that in a striped volume, the system writes
data one stripe at a time to each successive disk in the volume. Striping provides improved performance
because each disk drive in the array has time to seek the location of its next stripe while the other drives
are writing. Striped volumes do not provide fault tolerance, however, and you cannot extend them after
creation. If a single physical disk in the striped volume fails, all the data in the entire volume is lost.

[ 1]

Mirrored volume Consists of an identical amount of space on two physical disks, both of which must be
dynamic disks. The system performs all read and write operations on both disks simultaneously, so they
contain duplicate copies of all data stored on the volume. If one of the disks fails, the other continues to
provide access to the volume until the failed disk is repaired or replaced.

[ 1]



RAID-5 volume Consists of space on three or more physical disks, all of which must be dynamic. The
system stripes data and parity information across all the disks so that if one physical disk fails, the missing
data can be re-created by using the parity information on the other disks. RAID-5 volumes provide improved
read performance because of the disk

QUESTION 26
You have a server that runs Windows Server 2012. The server contains the disks configured as shown in
the following table.

Disk name Partition table |Disk storage Unallocated
type type disk space

Disk O GPT Dynamic 2 T8

Disk 1 MBR Basic l4 T8

Disk 2 GPT Dynamic |4 TB

Disk 3 GPT Dynamic 478 |

Disk 4 MER Basic 278 |

You need to create a volume that can store up to 3 TB of user files. The solution must ensure that the user
files are available if one of the disks in the volume fails. What should you create?

A mirrored volume on Disk 1 and Disk 4
A storage pool on Disk 2 and Disk 3
A storage pool on Disk 1 and Disk 3
A mirrored volume on Disk 2 and Disk 3

CSow>

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:

QUESTION 27
Your network contains an Active Directory domain named contoso.com. The domain contains a print server
named Serverl that runs Windows Server 2012. Serverl contains a local group named Groupl.

You share a printer named Printerl on Serverl.

You need to configure Printerl to meet the following requirements:

Ensure that the members of Groupl, the Server Operators group, the Administrators group, and the Print
Operators group can send print jobs to Printerl.

Prevent other users from sending print jobs to Printerl.

Which two actions should you perform? (Each correct answer presents part of the solution. Choose two.)

Assign the Print permission to the Server Operators group
Remove the permissions for the Creator Owner group.
Remove the permissions for the Everyone group.

Assign the Print permission to Groupl.

Assign the Print permission to the Administrators group.

moow>

Correct Answer: CD
Section: (none)
Explanation

Explanation/Reference:
C: To prevent other users from sending print jobs to Printerl



D: To enable Groupl to send print jobs.
Note: The Server Operators group, the Administrators group, and the Print Operators group are all built-in
and already have permissions to send print jobs.

QUESTION 28

You have a new server named Serverl that runs Windows Server 2012. Serverl has two dual-core
processors and 32 GB of RAM. You install the Hyper-V server role on Serverl. You create two virtual
machines on Serverl that each have 8 GB of memory. You need to minimize the amount of time it takes for
both virtual machines to access memory.

What should you configure on each virtual machine?

Resource control
Dynamic Memory
NUMA topology
Memory weight

CSow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ff817651(v=ws.10).aspx

* Dynamic Memory is a new Hyper-V feature that helps you use physical memory more efficiently. With
Dynamic Memory, Hyper-V treats memory as a shared resource that can be reallocated automatically
among running virtual machines. Dynamic Memory adjusts the amount of memory available to a virtual
machine, based on changes in memory demand and values that you specify. Dynamic Memory is available
for Hyper-V in Windows Server 2008 R2 Service Pack 1 (SP1).

* Dynamic Memory helps you use memory resources more efficiently. Before this feature was introduced,
changing the amount of memory available to a virtual machine could be done only when the virtual machine
was turned off. With Dynamic Memory, Hyper-V can provide a virtual machine with more or less memory
dynamically in response to changes in the amount of memory required by the workloads or applications
running in the virtual machine. As a result, Hyper-V can distribute memory more efficiently among the
running virtual machines configured with Dynamic Memory. Depending on factors such as workload, this
efficiency can make it possible to run more virtual machines at the same time on one physical computer.
Reference: Hyper-V Dynamic Memory Configuration Guide

QUESTION 29
Your network contains an Active Directory domain named contoso.com. The domain contains 20 computer
accounts that reside in an organizational unit (OU) named OUL.

A Group Policy object (GPO) named GPOL is linked to OU1. GPOL is used to assign several user rights to
a user named Userl. In the Users container, you create a new user named User2.

You need to ensure that User2 is assigned the same user rights as Userl on all of the client computers in
Ou1.

What should you do?

Move User2 to OUL.

Modify the settings in GPOL1.
Modify the link of GPOL1.
Link a WMI filter to GPOL.

CSow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
You can modify the scope of the GPO in order to apply the GPO directly to User2 as well.



QUESTION 30
You have a server named Serverl that runs Windows Server 2012. Serverl has the Hyper-V server role
installed. You need to configure storage for a virtual machine to meet the following requirements:

- Support up to 3 TB of data on a single hard disk.
- Allocate disk space as needed.
- Use a portable storage format.

What should you configure?

A pass-through disk

A fixed-size VHD

A dynamically expanding VHD
A fixed-size VHDX

A dynamically expanding VHDX

moowp»

Correct Answer: E
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh831446.aspx

Support for virtual hard disk storage capacity of up to 64 TB.
vhd max is 2TB

QUESTION 31
You have a virtual machine named VM1. You install Windows Server 2012 on VM1.

You plan to use VM1 as an image that will be distributed to sales users to demonstrate the features of a
custom application.

The custom application only requires the Web Server (IIS) server role to be installed. You need to ensure
that the VHD file for VM1 only contains the required Windows Server 2012 source files.

Which tool should you use?

dism.exe

ocsetup.exe
imagex.exe
servermanagercmd.exe

CSow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/magazine/dd490958.aspx

You can use DISM to:

Add, remove, and enumerate packages and drivers.

Enable or disable Windows features.

Apply changes based on the offline servicing section of an unattend.xml answer file.

Configure international settings.

Upgrade a Windows image to a different edition.

Prepare a Windows PE image.

Take advantage of better logging.

Service down-level operating systems like Windows Vista with SP1 and Windows Server 2008.



Service all platforms (32-bit, 64-bit, and Itanium).
Service a 32-bit image from a 64-bit host and service a 64-bit image from a 32-bit host.
Make use of old Package Manager scripts.

QUESTION 32
Your network contains an Active Directory domain named contoso.com.

The domain contains a file server named Serverl that runs Windows Server 2012.

Serverl contains a shared folder named Sharel. Sharel contains the home folder of each user. All users
have the necessary permissions to access only their home folder. The users report that when they access
Sharel, they can see the home folders of all the users.

You need to ensure that the users see only their home folder when they access Sharel.

What should you do from Serverl?

From Windows Explorer, modify the properties of the volume that contains Sharel.
From Server Manager, modify the properties of the volume that contains Sharel.
From Server Manager, modify the properties of Sharel.

From Windows Explorer, modify the properties of Sharel.

CSow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc784710(v=ws.10).aspx

Access based enumeration needs to be enabled:
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QUESTION 33

Your network contains an Active Directory domain named contoso.com. The domain contains an
organizational unit (OU) named QUL1.

You need to ensure that when new client computers join the domain, their computer accounts are created
in OU1 by default.

What should you do?

From a command prompt, run the redircmp.exe command.
From Windows PowerShell, run the Move-ADObject cmdlet.
From Ldp, configure the properties of the Computers container.
From ADSI Edit, configure the properties of the OU1 object.

Sow>



Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc770619.aspx

Redirects the default container for newly created computers to a specified, target organizational unit (OU)
so that newly created computer objects are created in the specific target OU instead of in CN=Computers.

QUESTION 34
Your network contains an Active Directory domain named contoso.com. The domain contains a user
account named User1 that resides in an organizational unit (OU) named OUL1.

A Group Policy object (GPO) named GPOL is linked to OU1. GPOL is used to publish several applications
to a user named Userl. In the Users container, you create a new user named User2.

You need to ensure that the same applications are published to User2.

What should you do?

Modify the security of GPOL1.
Modify the settings in GPOL1.
Link a WMI filter to GPOL.
Move User2 to OUL.

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
Moving user2 to OU1 will give him the same access as Userl

QUESTION 35
You have a server that runs Windows Server 2012. The server contains the disks configured as shown in
the following table.

Disk name Partition table |Disk storage Unallocated
type type disk space

Disk O GPT Dynamic 27TB

Disk 1 MBR Basic 4 TB

Disk 2 GPT Dynamic 4 TB

Disk 3 GPT Dynamic 4 TB

Disk 4 MBR Basic 278

You need to create a volume that can store up to 3 TB of user files. The solution must ensure that the user
files are available if one of the disks in the volume fails.

What should you create?

A. A RAID-5 volume on Disk 1, Disk 2, and Disk 3
B. A storage pool on Disk 2 and Disk 3

C. A mirrored volume on Disk 1 and Disk 4

D. A mirrored volume on Disk 1 and Disk 3

Correct Answer: B
Section: (none)
Explanation



Explanation/Reference:
http://blogs.technet.com/b/yungchou/archive/2012/08/31/windows-server-2012-storage-virtualization-
explained.aspx

Raid 5 and mirrored volumes require disks to be dynamic, we cannot imply converting a disk, we need to
work with what the exhibit gives us.. A storage pool on disk 2 and 3 is possible and you could use it to
create a mirrored volume.

QUESTION 36
Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl.

Serverl runs Windows Server 2012. You need to create 3-TB virtual hard disk (VHD) on Serverl.

Which tool should you use?

New-StorageSubsytemVirtualDisk

File Server Resource Manager (FSRM)
Server Manager

Computer Management

Sow>

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
From computer management all you need to do is right-click disk management and select create VHD.

QUESTION 37
Your network contains two Hyper-V hosts that run Windows Server 2012.

The Hyper-V hosts contains several virtual machines that run Windows Server 2012. You install the
Network Load Balancing feature on the virtual machines.

You need to configure the virtual machines to support Network Load Balancing (NLB).

Which virtual machine settings should you configure?

Port mirroring
DHCP guard

Router guard
MAC address

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://social.technet.microsoft.com/Forums/windowsserver/en-US/5b3a0a9d-26a2-49ba-bbbe-
29d11fcbb7ce/nlb-on-hyperv?forum=winserverhyperv

For NLB to be configured you need to enable MAC address spoofing.

QUESTION 38

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl that runs Windows Server 2012,

You create a new inbound rule by using Windows Firewall with Advanced Security.

You need to configure the rule to allow Serverl to accept unsolicited inbound packets that are received
through a network address translation (NAT) device on the network.



Which setting in the rule should you configure?

A. Edge traversal

B. Authorized computers
C. Interface types

D. Remote IP address

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:

Edge traversal - This indicates whether edge traversal is enabled (Yes) or disabled (No). When edge
traversalis enabled, the Application, service, or port to which the rule Applies is globally addressable and
accessiblefrom outside a network address translation (NAT) or edge device.

—
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= : D =~

Private

Public

]

ALY

Interface types

T Specify the interface types to which this ; |
- = Customize... |

Edge travemsal

. Edgetraversal allows the computer to accept unsolicted
=& nbound packets that have passed through an edge device
such as a Network Address Translation (NAT) router or
firewall.

Pﬂaw edge traversal
| Defer to user
!_Dsfﬂrtl: application

| ok || ‘Cancel || aeeh

Select one of the following options from the list:

Block edge traversal (default) - Prevent Applications from receiving unsolicited traffic from the Internet
througha NAT edge device.

Allow edge traversal - Allow Applications to receive unsolicited traffic directly from the Internet through
aNAT edge device.



Defer to user - Let the user decide whether to allow unsolicited traffic from the Internet through a NAT
edgedevice when an Application requests it.

Defer to Application - Let each Application determine whether to allow unsolicited traffic from the
Internetthrough a NAT edge device.

http://technet.microsoft.com/en-us/library/cc731927.aspx
http://technet.microsoft.com/en-us/library/dd421713%28v=ws.10%29.aspx

QUESTION 39
You have a server named Serverl that runs a Server Core installation of Windows Server 2012.

Serverl is configured to obtain an IPv4 address by using DHCP. You need to configure the IPv4 settings of
the network connection on Serverl as follows:

IP address: 10.1.1.1
Subnet mask: 255.255.240.0
Default gateway: 10.1.1.254

What should you run?

Set-NetlPInterface
netcfg.exe
New-NetlPAddress
msconfig.exe

CSow>

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

http://technet.microsoft.com/en-us/library/hh826125.aspx
http://blogs.technet.com/b/askpfeplat/archive/2013/03/29/mailbag-how-do-you-set-network-adapter-
settings-with-powershell-in-windows-8-or-windows-server-2012.aspx

The New-NetIPAddress cmdlet creates and configures an IP address. To create a specific IP address
object, specify either an IPv4 address or an IPv6 address, and an interface index or interface alias. We
recommend that you define the prefix length, also known as a subnet mask, and a default gateway.

If you run this cmdlet to add an IP address to an interface on which DHCP is already enabled, then DHCP is
automatically disabled.

OLD answer was:

Set-NetlPInterface

Modifies IP interface properties.

The Set-NetlPInterface cmdlet modifies IP interface properties such as is DHCP, IPv6 neighbor discovery
settings, router settings and Wake on LAN (Wol) settings.

QUESTION 40
Your network contains an Active Directory domain named adatum.com. The domain contains the servers
shown in the following table.

Server EDperating system Configuration
fname

DC1 Windows Server 2012 Domain controller
DC2 Windows Server 2008 R2 Service Pack 1 (5P1) Domain controller
Serverl |Windows Server 2008 R2 Service Pack 1 (SP1) |File server M
Serverd inaawg Szrver 2012__- File E_EWEI' 1

You need to ensure that you can use Server Manager on DC1 to manage DC2.



Which two tasks should you perform? (Each correct answer presents part of the solution. Choose two.)

Install Microsoft .NET Framework 4 on DC2.

Install Remote Server Administration Tools on DC1.
Install Remote Server Administration Tools on DC2.
Install Windows Management Framework 3.0 on DC2.

CSow>»

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh921475.aspx

Windows Management Framework 3.0 To use this release of Server Manager to access and manage
remote servers that are running Windows Server 2008 or Windows Server 2008 R2, you must first install
.NET Framework 4.0, and then install Windows Management Framework 3.0 on those servers. Note: In
Windows Server 2012, you can use Server Manager to perform management tasks on remote servers.
Remote management is enabled by default on servers that are running Windows Server 2012. To manage
a server remotely by using Server Manager, you add the server to the Server Manager server pool. You can
use Server Manager to manage remote servers that are running Windows Server 2008 and Windows
Server 2008 R2, but the following updates are required to fully manage these older operating systems (see
above). Reference:

Configure Remote Management in Server Manager

QUESTION 41
Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2.

Serverl runs Windows Server 2012. Server2 runs Windows Server 2008 R2 Service Pack 1 (SP1) and has
the DHCP Server server role installed.

You need to manage DHCP on Server2 by using the DHCP console on Serverl.

What should you do first?

From Server Manager on Server2, enable Windows Remote Management.
From a command prompt on Server2, run winrm.exe.

From Server Manager on Serverl, install a feature.

From the Microsoft Management Console on Serverl, add a snap-in.

CSow>

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/dd759202.aspx#BKMK_windows

To configure Server Manager remote management by using the Windows interface

On the computer that you want to manage remotely, open Server Manager. To open Server Manager, click
Start, point to Administrative Tools, and then click Server Manager.

In the Server Summary area of the Server Manager home page, click Configure Server Manager Remote
Management.

Do one of the following.

To let this computer to be managed remotely by using Server Manager, select Enable remote management
of this server from other computers.



v g (1 PR,

B s S

i Mk [ P —

BT rR— A (Petin Bty Praguton
= | '“W"mg o v e
— [ BT -

e
i
i i oy b
wal Sam Aim

-t b ok Lt v | g
Pk, @ g

e WEDITI A G

1% byt bt o |1 i st

=% & - o e

Note:

* You can use Server Manager to manage remote servers that are running Windows Server 2008 and
Windows Server 2008 R2, but the following updates are required to fully manage these older operating
systems.

/ Windows Management Framework 3.0

/ Performance Updates

* Windows Server 2008 R2, unlike Windows Server 2008 RTM, has a nice feature that allows you to
remotely manage it, from another server or from a Windows 7 workstation, by using Server Manager.
* The tasks that you can perform remotely by using Server Manager include:

View Windows automatic updating status Run Best Practices Analyzer scans on roles.

View or change Windows Firewall information

View and manage roles

Manage installed services roles

View Internet Explorer Advanced Security Configuration settings (IE ESC) Configure Windows Error
Reporting

View or change Windows Customer Experience Improvement Program (CEIP) status Reference:
Configure Remote Management in Server Manager

QUESTION 42
You have a server named Serverl that runs Windows Server 2012. You plan to enable Hyper-V Network
Visualization on Serverl.

You need to install the Windows Network Virtualization Filter Driver on Serverl. Which Windows
PowerShell cmdlet should you run?

A. Set-NetVirtualizationGlobal
B. Set-NetAdapterVmq
C. Add-WindowsFeature
D. Enable-NetAdapterBinding

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:



QUESTION 43
Server 1 and Server2 host a load-balanced Application pool named AppPool1l.

You need to ensure that AppPooll uses a group Managed Service Account as its identity. Which 3 actions
should you perform?

A. Install a domain controller that runs Windows Server 2012, Run the New- ADServiceAccountc mdlet,
Modify the settings of AppPooll.

B. Configure the Security settings of the contoso.com zone.
C. Add a second legacy network adapter, and then run the Set-VMNetworkAdoptercmdlet.
D. From Windows Powershell, run Get-DNSServerDiagnostics.

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
QUESTION 44
Your network contains an Active Directory domain named contoso.com.

The domain contains a server named Serverl. Serverl runs Windows Server 2012 and has the HyperV
server role installed.

You need to log the amount of system resources used by each virtual machine. What should you do?

From Windows PowerShell, run the Enable-VMResourceMetering cmdlet.
From Windows System Resource Manager, enable Accounting.

From Windows System Resource Manager, add a resource allocation policy.
From Windows PowerShell, run the Measure-VM cmdlet.

CSow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh848481.aspx

The Enable-VMResourceMetering cmdlet starts collecting resource utilization data for a virtual machine or

resource pool.
You can use the Measure-VM or Measure-VMResourcePool cmdlet to obtain this data.

QUESTION 45
You have two servers named Serverl and Server2 that run Windows Server 2012.

Serverl and Server2 are part of a workgroup. On Serverl, you add Server2 to Server Manager.

When you attempt to connect to Server2 from Server Manager, you receive the following error message:
"Credentials not valid."

You need to ensure that you can manage Server2 from Serverl by using Server Manager on Serverl.

What should you do?

On Server 2, run the Configure-SmRemoting cmdlet.

On Server 1, run the Set-NetFirewallRule cmdlet.

On Server 1, run the Set-ltem cmdlet.

On Server 2, install the Remote Server Administration Tools (RSAT).

Sow>

Correct Answer: A



Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh921475.aspx

To enable Server Manager remote management by using Windows PowerShell

On the computer that you want to manage remotely, do one of the following to open a Windows PowerShell
session with elevated user rights.

On the Windows desktop, right-click Windows PowerShell on the taskbar, and then click Run as
Administrator.

On the Windows Start screen, right-click Windows PowerShell, and then on the app bar, click Run as
Administrator.

Type the following, and then press Enter to enable all required firewall rule exceptions.
Configure-SMRemoting.exe -enable

QUESTION 46
You have a server named Serverl that runs a Server Core installation of Windows Server 2012 Standard.
You establish a Remote Desktop session to Serverl.

You need to identify which task can be performed on Serverl from within the Remote Desktop session.

What should you identify?

Modify the network settings by using Sconfig.
Join a domain by using the System Properties.
Disable services by using Msconfig.

Install a feature by using Server Manger.

CSow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
Isn't this just obvious? -.-

QUESTION 47
You have a server named Serverl. Serverl runs Windows Server 2012 and is located in a perimeter
network.

You need to configure a custom connection security rule on Serverl. The rule must encrypt network
communications across the Internet to a computer at another company.

GRATIS

Free Practice Exams,

http://www.gratisexam.com/

Which authentication method should you configure in the connection security rule?

Advanced

User (Kerberos V5)

Computer (Kerberos V5)
Computer and user (Kerberos V5)
Default

moow»

Correct Answer: A



Section: (none)
Explanation

Explanation/Reference:
QUESTION 48
Your network contains two Active Directory forests named contoso.com and adatum.com.

All servers run Windows Server 2012. A one-way external trust exists between contoso.com and
adatum.com.

Adatum.com contains a universal group named Groupl.
You need to prevent Groupl from being used to provide access to the resources in contoso.com.

What should you do?

Modify the Managed By settings of Groupl.

Modify the Allowed to Authenticate permissions in adatum.com.
Change the type of Groupl to distribution.

Modify the name of Groupl.

Sow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

Explanation:

* Accounts that require access to the customer Active Directory will be granted a special right called
Allowed to Authenticate. This right is then applied to computer objects (Active Directory domain controllers
and AD RMS servers) within the customer Active Directory to which the account needs access.

* For users in a trusted Windows Server 2008 or Windows Server 2003 domain or forest to be able to
access resources in a trusting Windows Server 2008 or Windows Server 2003 domain or forest where the
trust authentication setting has been set to selective authentication, each user must be explicitly granted the
Allowed to Authenticate permission on the security descriptor of the computer objects (resource computers)
that reside in the trusting domain or forest.

QUESTION 49
Your network contains an Active Directory forest named contoso.com. The forest contains a child domain
named corp.contoso.com.

The network has Microsoft Exchange Server 2010 deployed. You need to create a mail-enabled distribution
group.

Which type of group should you create?

Domain local
Global

Local
Universal

Sow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/bb726978.aspx

Universal groups Groups that are used to grant permissions on a wide scale throughout a domain tree or
forest. Members of global groups include accounts and groups from any domain in the domain tree or
forest.



Microsoft Exchange Server 2007: Implementation and Administration
By Jim McBee, Benjamin Craig page 248:

Only universal groups should be used as mail-enabled groups.

QUESTION 50
Your network contains an Active Directory forest named contoso.com.

The forest contains a single domain.

The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012. The
domain contains a user named Userl and a global security group named Groupl.

You need to add a new domain controller to the domain. You install Windows Server 2012 on a new server
named DC3.

Which cmdlet should you run next?

Add-AdPrincipalGroupMembership
Install-AddsDomainController
Install WindowsFeature

Install AddsDomain
Rename-AdObject
Set-AdAccountControl
Set-AdGroup

Set-User

ITOmMmMmoOoOw»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh974723.aspx

The Install-ADDSDomainController cmdlet installs a domain controller in Active Directory.

Example: C:\PS>Install-ADDSDomainController -InstallDns -Credential (Get-Credential CORP
\Administrator) -DomainName "corp.contoso.com"

QUESTION 51
Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.
The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012.

The domain contains a user named Userl and a global security group named Groupl. Userl logs on to a
client computer named Computerl.

You need to disable the computer account of Computerl.

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install-AddsDomainController
Install-WindowsFeature
Install-AddsDomain
Rename-AdObject
Set-AdAccountControl
Set-AdGroup

Set-User

ITOmMmMmooOw»



Correct Answer: F
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee617249.aspx

Set-ADAccountControl

Enabled

Specifies if an account is enabled. An enabled account requires a password. This parameter sets the
Enabled property for an account object. This parameter also sets the ADS_UF_ACCOUNTDISABLE flag of
the Active Directory User Account Control (UAC) attribute. Possible values for this parameter include:
$false or 0

$true or 1

The following example shows how to set this parameter to enable the account.
-Enabled $true

QUESTION 52
Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.
The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012.

The domain contains a user named Userl and a global security group named Groupl.

You reconfigure DC2 as a member server in the domain. You need to add DC2 as the first domain
controller in a new domain in the forest.

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install-AddsDomainController
Install-WindowsFeature
Install-AddsDomain
Rename-AdObject
Set-AdAccountControl
Set-AdGroup

Set-User

ITOmMmMmoOOoOw»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh974722.aspx

Installs a new Active Directory domain configuration

C:\PS>Install-ADDSDomain -Credential (Get-Credential CORP\EnterpriseAdminl) -NewDomainName child
-ParentDomainName corp.contoso.com -InstallDNS -CreateDNSDelegation -DomainMode Win2003 -
ReplicationSourceDC DC1.corp.contoso.com -SiteName Houston -DatabasePath "D:\NTDS" -
SYSVOLPath "D:\SYSVOL" -LogPath "E:\Logs" -NoRebootOnCompletion

QUESTION 53

Your network contains an Active Directory domain named contoso.com. The domain contains a member
server named Serverl. Serverl runs Windows Server 2012 and has the Hyper-V server role installed. You
create an external virtual switch named Switchl. Switchl has the following configurations:

Connection type: External network
Single-root I/O visualization (SR-I0V): Enabled
Ten virtual machines connect to Switch1l.



You need to ensure that all of the virtual machines that connect to Switchl are isolated from the external
network and can connect to each other only. The solution must minimize network downtime for the virtual

machines. What should you do?

CSow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

Change the Connection type of Switchl to Internal network.
Change the Connection type of Switchl to Private network.
Remove Switchl and recreate Switchl as an internal network.
Remove Switchl and recreate Switchl as a private network.

You can change the connection type of a virtual switch from the virtual switch manager without having to

remove it:

# Virtual Switches

'i?._ Mew wirtual network switch
[ 4% Le switch 2
irtual switch
ooy Le Switch 1

Private ¥

Internal anly
# Global Network Settings

[l mac Address Range

00-15-50-02-0F-00 to 00-15-50-0...

I Wirtual Switch Properties

MName:

Le Switch 1

Motes:

Connection type
What do you want to connect this virtual switch to?

() External network:
Intel{R} PRO/1000 MT Deskiop Adapter

(®! Internal network

() Private network

VLAN ID
[ ] Enable virtual LAN identification for management operating system

Cancel




QUESTION 54

You have a Hyper-V host named Serverl that runs Windows Server 2012. Serverl hosts a virtual machine
named VM1 that runs Windows Server 2012. VM1 has several snapshots. You need to modify the
shapshot file location of VML1.

What should you do?

Right-click VM1, and then click Export...

Modify the Hyper-V settings.

Delete the existing snapshots, and then modify the settings of VML1.
Shut down VM1, and then modify the settings of VML1.

CSow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
In order for snapshot file location to be changed, all previous snapshots need to be deleted:

i Snapshot File Location

Specify the folder to store the snapshot files for this virtual machine.

P | b VI e g B L
L rogr amData Microsoft\Windows \Hyper-y

‘¥, The snapshot file location cannot be changed because the virtual machine has at
least one snapshot.
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3= w
Le Switch 1
T com 1

None
¥ com
[d Diskette Drive

# HManagement

|%5| Integration Services
All zervices affered
7 | Snapshot File Location

Ty

ﬁ Smart Paging File Location
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_L:- Automatic Start Action

i8) Automatic Stop Action
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QUESTION 55

You have a server that runs a Server Core installation of Windows Server 2012. You need to change the

DNS server used by IPv6.

What should you do?

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

ri if previously rannin
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K BIOS 1 | Snapshot File Location
Boot from CD
B Mo Spedfy the folder to store the snapshot files for this virtual machine.
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Ok

From Windows PowerShell, run the Set-Netlpv6Protocol cmdlet.

From Sconfig, configure the Network Settings.

From Windows PowerShell, run the Set-DnsClientServerAddress cmdlet.
Run the sc.exe command and specify the config parameter.

http://technet.microsoft.com/en-us/library/jj590768.aspx

| Browse...



The Set-DnsClientServerAddress cmdlet sets one or more IP addresses for DNS servers associated with
an interface. This cmdlet statically adds DNS server addresses to the interface. If this cmdlet is used to add
DNS servers to the interface, then the DNS servers will override any DHCP configuration for that interface.

PS C:\> Set-DnsClientServerAddress -Interfacelndex 12 -ServerAddresses ("10.0.0.1","10.0.0.2")
QUESTION 56

You have a server named Serverl that runs Windows Server 2012. You plan to create a storage pool that
will contain a new volume. You need to create a new 600-GB volume by using thin provisioning. The new
volume must use the parity layout.

What is the minimum number of 256-GB disks required for the storage pool?

oo w>
O WwN

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

Based on the RAID calculators, in order to do a parity drive (raid 5) of 600GB we will need at least 4 drives,
do the math yourself:

http://www.ibeast.com/content/tools/RaidCalc/RaidCalc.asp

http://www.raid-calculator.com/default.aspx

https://www.icc-usa.com/raid-calculator

QUESTION 57
You have a server named Serverl that runs Windows Server 2012. You try to install the Microsoft .NET
Framework 3.5 Features feature on Serverl, but the installation fails repeatedly.

You need to ensure that the feature can be installed on Serverl.

What should you do?

Install the Web Server (1IS) server role.

Run the Add-WindowsPackage cmdlet.

Run the Add-AppxProvisionedPackage cmdlet.
Connect Serverl to the Internet.

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://msdn.microsoft.com/en-us/library/hh506443(v=vs.110).aspx

If installing the .NET Framework 3.5 on demand or enabling it in Control Panel fails, you may get one of the
following error messages:

0x800f0906: “Windows couldn't connect to the Internet to download necessary files. Make sure that you're
connected to the Internet, and click Retry to try again.”

0x800F081F: “The changes could not be completed. Please reboot your computer and try again.”

These messages may be displayed for the following reasons:

Your computer is not connected to the Internet. Please connect, and then retry the operation.



If you cannot connect to the Internet, you can enable the .NET Framework 3.5 by using the Deployment
Image Servicing and Management (DISM) command-line tool and specifying the installation media (ISO
image or DVD) you installed Windows 8 from.

QUESTION 58

Your network contains an Active Directory forest named contoso.com. The forest contains two domains
named contoso.com and child.contoso.com. The forest contains two domain controllers. The domain
controllers are configured as shown in the following table.

Server name ! Domain Role

BC1 iContoso.com DNS Server
Domain controller

DC2 {Child.contoso.com Domain controlier

You need to ensure that DC2 can provide authoritative responses for queries to the contoso.com
namespace.

What should you do?

On DC1, create a delegation.

On DC1, change the replication scope of the contoso.com zone.
On DC2, create a forwarder.

On DC2, modify the Zone Transfers settings.

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

QUESTION 59

You are configuring the IPv6 network infrastructure for a branch office. The corporate network administrator
allocates the 2001:DB8:0:C000::/58 address space for use in the branch office. You need to identify the
maximum number of IPv6 subnets you can create.

How many IPv6 subnets should you identify?

32
64
128
1024

Cow>

Correct Answer: B

Section: (none)

Explanation

Explanation/Reference:

QUESTION 60

You have two servers named Serverl and Server2 that run Windows Server 2012.

Serverl has the DHCP Server server role installed. You need to create an IPv6 reservation for Server2.

Which two values should you obtain from Server2? (Each correct answer presents part of the solution.
Choose two.)

A. the hardware ID



the DHCPV6 unique identifier

the DHCPvV6 identity association 1D
the SMSBIOS GUID

the MAC address

mooOw

Correct Answer: BC
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/jj590730.aspx

The Add-DhcpServerv6Reservation cmdlet reserves a specified IPv6 address for the client identified by the
specified Dynamic Host Configuration Protocol (DHCP) v6 unique identifier (ID) (DUID) and identity
association ID (IAID).

QUESTION 61
You have a print server named Serverl. You install a printer on Serverl. You share the printer as Printer1l.

You need to configure Printerl to be available only from 19:00 to 05:00 every day.

Which settings from the properties of Printerl should you modify?

Device Settings
Advanced
Security

Ports

Sharing

moow»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:



@‘I _?F?aperﬁes ! ﬂ

) Alway's available

Available from 12:00 AM : To 12:00 AM

]

Priority: [1 =
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| Spool print docurnents so pragram finishes printing faster
Start printing after last pageis spooled
(@ Start printing immediately

Print directly to the printer

| Held mismatched documents
| Pront spooled documents first
Eeep printed documents

| Enable advanced printing features

Printing Defaults. Print Precessar.. Separator Page...

QUESTION 62
Your network contains an Active Directory domain named contoso.com. The domain contains two member
servers named Serverl and Server2 that run Windows Server 2012. You log on to Serverl.

You need to retrieve a list of the active TCP connections on Server2.

Which command should you run from Serverl?

winrm get server2

dsquery * -scope base -attrip,server2
winrs -r:server2netstat

netstat> server2

o0

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://msdn.microsoft.com/en-us/library/aa384291(v=vs.85).aspx

This command line tool enables administrators to remotely execute most Cmd.exe commands using the
WS-Management protocol.



Ly Admunestrator; Windows PowerShell
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QUESTION 63
You have a server named Serverl that has the Print and Document Services server role installed.

You need to provide users with the ability to manage print jobs on Serverl by using a web browser.

What should you do?

Start the Computer Browser service and set the service to start automatically.

Install the LPD Service role service.

Install the Internet Printing role service.

Start the Printer Extensions and Notifications service and set the service to start automatically.

Cow>

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc731368(v=ws.10).aspx

QUESTION 64
Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl. Serverl runs Windows Server 2012. You plan to create a shared folder. T

he shared folder will have a quota limit. You discover that when you run the New Share Wizard, you cannot
select the SMB Share Advanced option.

You need to ensure that you can use SMB Share - Advanced to create the new share.

What should you do on Serverl before you run the New Share Wizard?

Configure the Advanced system settings.

Run the Install-WindowsFeature cmdlet.

Run the Set-SmbShare cmdlet.

Install the Share and Storage Management tool.

Cow>



Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

£ New Share Wizard B

E [ 5
| |

Select the profile for this share

Select Profile File share profile: Description:

This advanced profile offers additional options to
configure a SME file share.

SME Share - Applications .

Set the folder owners for access-denied
MFS Share - Quick assistance
MFS Share - Advancad * Configure default classification of data in the

folder for management and access policies
* Enable quotas

€ The selected profile is not available because there are no servers being managed that have
Server Resource Manager installed.

Install-windowsfeature -name fs-resource-manager -includemanagementtools

Installs one or more Windows Server roles, role services, or features on either the local or a specified
remote server that is running Windows Server 2012. This cmdlet is equivalent to and replaces Add-
WindowsFeature, the cmdlet that was used to install roles, role services, and features in Windows Server
2008 R2.

http://www.c-sharpcorner.com/UploadFile/cd7c2e/how-to-install-the-file-server-resource-manager-in-
windows-s/

QUESTION 65
Your network contains two Active Directory forests named contoso.com and adatum.com.

All servers run Windows Server 2012. A one-way external trust exists between contoso.com and
adatum.com.

Adatum.com contains a universal group named Groupl.
You need to prevent Groupl from being used to provide access to the resources in contoso.com.

What should you do?

Change the scope of Groupl to domain local.

Modify the Allowed to Authenticate permissions in adatum.com.

Enable SID quarantine on the trust between contoso.com and adatum.com.
Modify the Allowed to Authenticate permissions in contoso.com.

CSow>



Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc816733(v=ws.10).aspx

* For users in a trusted Windows Server 2008 or Windows Server 2003 domain or forest to be able to
access resources in a trusting Windows Server 2008 or Windows Server 2003 domain or forest where the
trust authentication setting has been set to selective authentication, each user must be explicitly granted the
Allowed to Authenticate permission on the security descriptor of the computer objects (resource computers)
that reside in the trusting domain or forest.

QUESTION 66
Your network contains an Active Directory domain named contoso.com. The domain contains 100 user
accounts that reside in an organizational unit (OU) named OUL.

You need to ensure that a user named Userl can link and unlink Group Policy objects (GPOs) to OU1.
The solution must minimize the number of permissions assigned to Userl.

What should you do?

Add Userl to the Group Policy Creator Owners group.

Run the Set-GPPermission cmdiet.

Modify the permission on the \Contoso.com\SYSVOL\Contoso.com\Policies folder.
Run the Delegation of Control Wizard on OU1.

CSow>

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://mww.howtogeek.com/50166/using-the-delegation-of-control-wizard-to-assign-permissions-in-server-
2008/

Delegation of Control Wizard x|

(o
Tasks to Delegate (&Y
You can select common tasks or customize your own; " o
; v
4

¥ Delegate the following common tasks:

[ Create. delete, and manage user accounts -

Reset user passwonds and force password change at next logon
[ Fead all userinformation

[ Create. delete and manage groups

[ Wodify the membership of & group

O Manags Group Policy links

[ Generate Resuttart Sat of Policy (Planning) _Iﬂ
4] [

" Create a custom task to- defegate

< Back Meat = ; Cancel Help




QUESTION 67
Your network contains an Active Directory forest named contoso.com. The forest contains two domains
named contoso.com and child.contoso.com and two sites named Sitel and Site2.

The domains and the sites are configured as shown in following table.

Domain Domain name Site name Role
controller name

; 1
DCl ]Conmsu.cam Sitel Global catalog
RID master
PDC emulator

DC2 Contoso.com Sitel Domain naming master
Schema master
Infrastructure master

DC3 Child.contoso.com  |Sitel Infrastructure master
RID master
PDC emulator

DC4 Chi_ld.conmsu.:am Site2 Not appl:cable

When the link between Sitel and Site2 fails, users fail to log on to Site2.
You need to identify what prevents the users in Site2 from logging on to the child.contoso.com domain.

What should you identify?

the placement of the global catalog server
the placement of the PDC emulator

the placement of the infrastructure master
the placement of the domain naming master

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/dd391870(v=ws.10).aspx

The PDC emulator processes password changes from earlier-version clients and other domain controllers
on a best-effort basis; handles password authentication requests involving passwords that have recently
changed and not yet been replicated throughout the domain; and, by default, synchronizes time. If this
domain controller cannot connect to the PDC emulator, this domain controller cannot process
authentication requests, it may not be able to synchronize time, and password updates cannot be replicated
to it.

http://technet.microsoft.com/en-us/library/cc773108(v=ws.10).aspx

The PDC emulator master processes password changes from client computers and replicates these
updates to all domain controllers throughout the domain. At any time, there can be only one domain
controller acting as the PDC emulator master in each domain in the forest.

QUESTION 68

Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.
All servers runs Windows Server 2012.

The domain contains two domain controllers named DC1 and DC2. Both domain controllers are virtual
machines on a HyperV host.

You plan to create a cloned domain controller named DC3 from an image of DC1. You need to ensure that



you can clone DC1.

Which two actions should you perform? (Each correct answer presents part of the solution.
Choose two.)

Add the computer account of DC1 to the Cloneable Domain Controllers group.
Create a DCCloneConfig.xml file on DCL1.

Add the computer account of DC3 to the Cloneable Domain Controllers group.
Run the Enable-AdOptionalFeaturecmdlet.

Modify the contents of the DefaultDCCloneAllowList.xml file on DC1.

moowy»

Correct Answer: AB
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/jj574223.aspx

Step 5 - Create DCCloneConfig.xml

The DcCloneConfig.xml file is required for cloning Domain controllers. Its contents allow you to specify
unique details like the new computer name and IP address.

The CustomDCCloneAllowList.xml file is optional unless you install applications or potentially incompatible
Windows services on the source domain controller. The files require precise naming, formatting, and
placement; otherwise, cloning fails.

For that reason, you should always use the Windows PowerShell cmdlets to create the XML files and place
them in the correct location.

Step 3 - Authorize a Source DC

The source domain controller must have the control access right (CAR) Allow a DC to create a clone of
itself on the domain NC head. By default, the well-known group Cloneable Domain Controllers has this
permission and contains no members. The PDCE creates this group when that FSMO role transfers to a
Windows Server 2012 domain controller.

QUESTION 69
Your network contains an Active Directory forest. The forest contains two domains named contoso.com and
corp.contoso.com.

All domain controllers run Windows Server 2012 and are configured as global catalog servers. The
corp.contoso.com domain contains a domain controller named DC1.

You need to disable the global catalog on DC1.

What should you do?

From Active Directory Users and Computers, modify the properties of the DC1 computer account.
From Active Directory Administrative Center, modify the properties of the DC1 computer account.
From Active Directory Sites and Services, modify the NTDS Settings of the DC1 server object.
From Active Directory Domains and Trusts, modify the properties of the corp.contoso.com domain.

Sow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc755257.aspx

To add or remove the global catalog
Open Active Directory Sites and Services. To open Active Directory Sites and Services, click Start , click
Administrative Tools , and then click Active Directory Sites and Services .



To open Active Directory Sites and Services in Windows Server® 2012, click Start , type dssite.msc .

In the console tree, click the server object to which you want to add the global catalog or from which you
want to remove the global catalog.

Where?

Active Directory Sites and Services\Sites\SiteName\Servers

In the details pane, right-click NTDS Settings of the selected server object, and then click Properties .
Select the Global Catalog check box to add the global catalog, or clear the check box to remove the global
catalog.

QUESTION 70
Your network contains an Active Directory domain named contoso.com. Your company hires 500 temporary
employees for the summer.

The human resources department gives you a Microsoft Excel document that contains a list of the
temporary employees.

You need to automate the creation of user accounts for the 500 temporary employees.

Which tool or tools should you use?

A. The Set-ADUser cmdlet and the Add-Member cmdlet
B. The Import-CSV cmdlet and the New-ADUsercmdlet
C. ADSI Edit

D. Active Directory Users and Computers

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/eel76874.aspx

QUESTION 71
Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2 that run Windows Server 2012,

You create a security template named Templatel by using the Security Templates snap-in. .

Which tool should you use?

System Configuration
Local Security Policy
Certificate Templates
Computer Management

CSow>

Correct Answer: B

Section: (none)

Explanation

Explanation/Reference:

QUESTION 72

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl. Serverl runs Windows Server 2012.

An administrator creates a security template named Templatel.

You need to Apply Templatel to Serverl.

Which snap-in should you use?



Security Templates

Authorization Manager

Security Configuration and Analysis
Resultant Set of Policy

CSow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

QUESTION 73
Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.

The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012.

The domain contains a user named Userl and three global security groups named Groupl, Group2 and,
Group3.

You need to add Userl to Groupl, Group2, and Group3.

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install- AddsDomainController
Install- WindowsFeature
Install-AddsDomain
Rename-AdObject
Set-AdAccountControl
Set-AdGroup

Set-User

ITOmMmMmoOOoOw>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee617203.aspx

The Add-ADPrincipalGroupMembership cmdlet adds a user, group, service account, or computer as a new
member to one or more Active Directory groups.

QUESTION 74
Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.

The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012.

The domain contains a user named Userl and a global security group named Groupl. You need to ensure
that Userl can manage the group membership of Groupl.

The solution must minimize the number of permissions assigned to Userl.

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install- AddsDomainController
Install- WindowsFeature
Install-AddsDomain

Sow>»



Rename-AdObject
Set-AdAccountControl
. Set-AdGroup
Set-User

Tomm

Correct Answer: G
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee617199.aspx

The Set-ADGroup cmdlet modifies the properties of an Active Directory group. You can modify commonly
used property values by using the cmdlet parameters.

ManagedBy

Specifies the user or group that manages the object by providing one of the following property values. Note:
The identifier in parentheses is the LDAP display name for the property.
Distinguished Name

Example: CN=SaraDavis,OU=Europe,CN=Users,DC=corp,DC=contoso,DC=com
GUID (objectGUID)

Example: 599c3d2e-f72d-4d20-8a88-030d99495f20

Security Identifier (objectSid)

Example: S-1-5-21-3165297888-301567370-576410423-1103

SAM Account Name (sAMAccountName)

Example: saradavis

QUESTION 75
Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.

The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012.

The domain contains a user named Userl and a global security group hamed Groupl. You need to prevent
Userl from changing his password.

The solution must minimize administrative effort.

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install- AddsDomainController
Install- WindowsFeature
Install-AddsDomain
Rename-AdObject
Set-AdAccountControl
Set-AdGroup

Set-User

IOEMTMUO®p

Correct Answer: F
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee617249.aspx

Set-ADAccountControl
The Set-ADAccountControl cmdlet modifies the user account control (UAC) values for an Active Directory
user or computer account. UAC values are represented by cmdlet parameters.

CannotChangePassword
Modifies the ability of an account to change its password. To disallow password change by the account set



this to $true.. This parameter changes the Boolean value of the CannotChangePassword property of an
account.

The following example shows how to specify the PasswordCannotChange parameter.
-CannotChangePassword $false

QUESTION 76
You have a Hyper-V host named Host1 that connects to a SAN by using a hardware Fibre Channel adapter.
Hostl contains two virtual machines named VM1 and VM2.

You need to provide VM1 with direct access to the SAN. VM2 must not require access to the SAN.

Which two configurations should you perform? (Each correct answer presents part of the solution. Choose
two.)

A. On VM1, configure a Fibre Channel adapter.

B. On Hostl, configure a new virtual switch.

C. On VM1, add a network adapter.

D. On Hostl, configure a new Virtual Fibre Channel SAN.
E. On Hostl, modify the Hyper-V settings.

Correct Answer: AD
Section: (none)
Explanation

Explanation/Reference:

Page 164 exam ref 70-410

Step 1:

D: Building a Virtual SAN

The process of setting up virtual Fibre Channel starts with building a virtual SAN. The easiest way to
accomplish this is to open the Hyper-V Manager, right click on the listing for your Hyper-V server in the
console tree, and then choose the Virtual SAN Manager command from the shortcut menu.
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Step 2:

A: Once you have created a virtual SAN, the next step in the process is to link a virtual machine to the
virtual SAN. To do so, right click on the virtual machine for which you want to provide Fibre Channel
connectivity and select the Settings command from the resulting shortcut menu. Next, select the Add
Hardware container, as shown in the figure above, and then select the Fibre Channel Adapter option from
the list of available hardware. Etc.
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Note:

* Virtual Fibre Channel for Hyper-V (also referred to as Synthetic Fibre Channel) provides VM guest
operating systemswith direct access to a Fibre Channel SAN by using a standard World Wide Name
(WWN) associated with a virtual machine

QUESTION 77
You have a server named Serverl that runs Windows Server 2012. Serverl has the HyperV server role

installed. Serverl has 8 GB of RAM.

Serverl hosts five virtual machines that run Windows Server 2012. The settings of a virtual machine named
Server3 are configured as shown in the exhibit



1 v G
™ Memory
Your can cenfigure opions for assigning and managing memary for this virtual madhins.

1 Vo tund prgeean
= Wl IDE Controfer 0
L& Hard Drive

SER VER D vind

Specify the amount of memory that this virtual machine will be started with.
Startup RAM: 04 MB
Dyramic Memory

You £an manage the amount of memory sssigned to this virtial machine
dynaeically within the speafied range.

= I IDE Controler | [ Enable Dynamc Memory
44 DVD Orive

done Minimiim RLAM: 512 v

ﬂm.mlﬁlﬂ |
% 0 Ad Miagmwem FAM: mEIFIB

Enternl Netwod i Coannection -

™ oom1
Meme amount of memary for the buffer,

P com2 =l
el Memary puffer: 25 %

kel Deskette Drvve

Speafy the percentage of memory that Hyper-V should try to reserve as a buffer,
Hyper ¥ uses the percentage and the current demarsd for memory to determine an

Memary weight

Spedfy how to priccitize the avalabdity of memoey for this virtusl macdhine
COmpaied to OUher Virtiaal machanes on this comguter.

. SR Low s [
[ Integration Services
& pervces offered
. Snepshot Fle Location
CoivMiSERVER S
H Semart Pagng Fils Location
C: WM \GERVER ]
B mustomatic Start Action
Ries tart iF previcusty nanning
% Automate Stop Action

Fovwer OFF

Fgh

Specifying & lower setting for thes virtual machine might prevent it fram
° starting when other virtual machines ae running and avadable memory is low.

You need to ensure that when Serverl restarts, Server3 automatically resumes without intervention. The
solution must prevent data loss. Which settings should you modify?

A. BIOS

B. Automatic Start Action
C. Automatic Stop Action
D. Integration Services

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://www.altaro.com/hyper-v/hyper-v-automatic-start-and-stop-action/
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QUESTION 78

You have a laptop named Computerl. Computerl runs Windows 8 Enterprise. Computerl has a wired
network adapter and a wireless network adapter. Computerl connects to a wireless network named
Network1.

For testing purposes, you install Windows Server 2012 on Computerl as a second operating system. You
install the drivers for the wireless network adapter.

You need to ensure that you can connect to Networkl1 from Windows Server 2012.

What should you do?

A. From a local Group Policy object (GPO), configure the Wireless Network (IEEE 802.11) Policies
settings.

B. From a local Group Policy object (GPO), configure the settings of Windows Connection Manager.
C. From Server Manager, install the Wireless LAN Service feature.
D. Restart the WLAN AutoConfig service.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh994698.aspx

The Wireless LAN service is a feature in Windows Server® 2012 that you can use to enable the wireless
WLAN AutoConfig service, and to configure the WLAN AutoConfig service for automatic startup. Once
enabled, the WLAN AutoConfig service dynamically selects which wireless network the computer
automatically connects to, and configures the necessary settings on the wireless network adapter. This
includes automatically selecting and connecting to a more preferred wireless network when one becomes
available.

To enable the Wireless LAN Service

In Server Manager Dashboard, click Manage, and then click Add Roles and Features. The Add Roles and
Features Wizard opens.

Click Next. In Select installation type, select Role-based or feature-based installation, and then click Next.
In Select destination server, enable Select a server from the server pool, and in Server Pool, select the
server for which you want to enable the Wireless LAN Service, and then click Next.

In Select server roles, click Next.

In Select Server features, in Features, select Wireless LAN Service, and then click Next.

QUESTION 79
Your network contains an Active Directory domain named contoso.com. You install Windows Server 2012
on a new server named Serverl and you join Serverl to the domain.



You need to ensure that you can view processor usage and memory usage information in Server Manager.

What should you do?

From Server Manager, click Configure Performance Alerts.

From Server Manager, click Start Performance Counters.

From Performance Monitor, start the System Performance Data Collector Set (DCS).
From Performance Monitor, create a Data Collector Set (DCS).

Sow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
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Your network contains an Active Directory forest named contoso.com. The forest contains a single domain.

The domain contains two domain controllers named DC1 and DC2 that run Windows Server 2012. The
domain contains a user named Userl and a global security group named Groupl.

You need to modify the SAM account name of Groupl.

GRATIS

Free Practice Exams

http://www.gratisexam.com/

Which cmdlet should you run?

Add-AdPrincipalGroupMembership
Install AddsDomainControNer
Install WindowsFeature

Install AddsDomain

Sow>»



Rename-AdObject
Set-AdAccountControl
. Set-AdGroup
Set-User

Tomm

Correct Answer: G
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/hh852319.aspx

To modify the Security Accounts Manager (SAM) account name of a user, computer, or group, use the Set-
ADUser, Set-ADComputer or Set-ADGroup cmdlet.

QUESTION 81
You have a Hyper-V host named Serverl that runs Windows Server 2012. Serverl hosts a virtual machine
named VM1 that runs Windows Server 2012. VM1 has several snapshots.

You need to modify the snapshot file location of VM1.

What should you do?

Right-click VM1, and then click Export...

Shut down VM1, and then modify the settings of VM1.

Delete the existing snapshots, and then modify the settings of VM1.
Pause VM1, and then modify the settings of VM1.

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://doquent.wordpress.com/2012/09/02/relocating-a-hyper-v-vm-folder/

iz | Snapshot File Location

Specfy the folder to store the snapshot files for this virtual machine.

C:\ProgrambataMicrosoft\Windows \Hyper-V

/L. The snapshot file location cannot be changed because the virtual machine has at
least one snapshot,

Itis not A, watch this: http://www.youtube.com/watch?v=YvwtpPQkOCs
QUESTION 82
You have a server named Serverl that runs Windows Server 2012.

A network technician installs a new disk on Serverl and creates a new volume. The properties of the new
volume are shown in the exhibit. (Click the Exhibit button.)
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You need to ensure that you can enable NTFS disk quotas for volume D. What should you do first?

Install the File Server Resource Manager role service.
Format volume D.

Run the convert.exe command.

Convert the disk to a dynamic disk.

oo

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://blogs.technet.com/b/askpfeplat/archive/2013/01/02/windows-server-2012-does-refs-replace-ntfs-
when-should-i-use-it.aspx

REFS to NTFS requires format not convert.exe

QUESTION 83

You have a file server named Filel that runs Windows Server 2012. Filel contains a shared folder named
Sharel. Sharel contains an Application named SalesAppl.exe. The NTFS permissions for Sharel are
shown in the following table.



Group name NTFS permission
L_Sales Read & Execute, Write
Domain Users |Read & Execute |

The members of L_Sales discover that they cannot add files to Sharel. Domain users can run
SalesApp1l.exe successfully.

You need to ensure that the members of L_Sales can add files to Sharel.
What should you do?

Add the Domain Users group to L_Sales.
Add L_Sales to the Domain Users group.
Edit the Share permissions.
Edit the NTFS permissions.

CSow>

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://www.techrepublic.com/article/windows-101-know-the-basics-about-ntfs-permissions/

The least restrictive permission applies here, so the users from L_sales have read & execute, write... in
order to add files they need the NTFS permission called MODIFY.

Based on NTFS permissions:

Modify: Users can view and modify files and file properties, including deleting and adding files to a directory
or file properties to a file.

QUESTION 84
Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2 that run Windows Server 2012,

Serverl has the Group Policy Management feature installed. Server2 has the Print and Document Services
server role installed.

On Server2, you open Print Management and you deploy a printer named Printerl by using a Group Policy
object (GPO) named GPOL1.

When you open GPO1 on Serverl, you discover that the Deployed Printers node does not appear.
You need to view the Deployed Printers node in GPOL1.

What should you do?

On Serverl, modify the Group Policy filtering options of GPOL1.
On a domain controller, create a Group Policy central store.
On Server2, install the Group Policy Management feature.

On Serverl, configure the security filtering of GPOL1.

CSow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
Changed answer from A t C, look at this:

http://www.petri.co.il/deploying-printers-using-group-policy-windows-2008.htm#



Pre-Requisites

To use Group Policy for printer deployment you will need to have a Windows Active Directory domain, and
this article assumes that your Domain Controller is a Windows 2008 R2 Server. You will also need the Print
Services role installed on a server (can be on your DC), and you will be using the Print Management and
Group Policy Management consoles to configure the various settings. Its assumed that you have already
followed Part One and have one or more printers shared on your server with the necessary drivers, ready to
deploy to your client computers.

The wording does not say if GPMC is installed on server 2, so | can only think that it does not deploy the
GPO because it had no GPMC on server 2..

GPMC is not installed by default:

http://pipe2text.com/?page_id=1591
http://technet.microsoft.com/en-us/library/cc725932.aspx

QUESTION 85
Your network contains an Active Directory domain named contoso.com. All of the Applocker policy settings
for the member servers are configured in a Group Policy object (GPO) named GPOL.

A member server named Serverl runs Windows Server 2012. On Serverl, you test a new set of Applocker
policy settings by using a local computer policy.

You need to merge the local Applocker policy settings from Serverl into the Applocker policy settings of
GPOL1.

What should you do?

A. From Local Group Policy Editor on Serverl, exportan .xml file. Import the .xml file by using Group Policy
Management Editor.

B. From Local Group Policy Editor on Serverl, exportan .inf file. Import the .inf file by using Group Policy
Management Editor.

C. From Serverl, run the Set-ApplockerPolicy cmdlet.
D. From Serverl, run the New-ApplockerPolicy cmdlet.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/ee791816(v=ws.10).aspx

The Set-AppLockerPolicy cmdlet sets the specified Group Policy Object (GPO) to contain the specified
AppLocker policy. If no Lightweight Directory Access Protocol (LDAP) is specified, the local GPO is the
default. When the Merge parameter is used, rules in the specified AppLocker policy will be merged with the
AppLocker rules in the target GPO specified in the LDAP path. The merging of policies will remove rules
with duplicate rule IDs, and the enforcement setting specified by the AppLocker policy in the target GPO will
be preserved. If the Merge parameter is not specified, then the new policy will overwrite the existing policy.

QUESTION 86

Your network contains an Active Directory domain named contoso.com. You have a Group Policy object
(GPO) named GP1 that is linked to the domain. GP1 contains a software restriction policy that blocks an
Application named Appl. You have a workgroup computer named Computerl that runs Windows 8. A local
Group Policy on Computerl contains an Application control policy that allows Appl. You join Computerl to
the domain.

You need to prevent Appl from running on Computerl.



What should you do?

From Group Policy Management, add an Application control policy to GP1.
From Group Policy Management, enable the Enforced option on GP1.

In the local Group Policy of Computerl, configure a software restriction policy.
From Computerl, run gpupdate /force.

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc785665(v=ws.10).aspx

Order of processing settings

This section provides details about the order in which Group Policy settings for users and computers are
processed.

Group Policy settings are processed in the following order:

1.Local Group Policy object—Each computer has exactly one Group Policy object that is stored locally. This
processes for both computer and user Group Policy processing.

2.Site—Any GPOs that have been linked to the site that the computer belongs to are processed next.

3.Domain—Processing of multiple domain-linked GPOs is in the order specified by the administrator, on the
Linked Group Policy Objects tab for the domain in GPMC.

4.0rganizational units—GPOs that are linked to the organizational unit that is highest in the Active Directory
hierarchy are processed first, then GPOs that are linked to its child organizational unit, and so on. Finally,
the GPOs that are linked to the organizational unit that contains the user or computer are processed.

This order means that the local GPO is processed first, and GPOs that are linked to the organizational unit
of which the computer or user is a direct member are processed last, **which overwrites settings in the
earlier GPOs if there are conflicts.** (If there are no conflicts, then the earlier and later settings are merely
aggregated.)

QUESTION 87

Your network contains an Active Directory domain named contoso.com. The domain contains an
Application server named Serverl. Serverl runs Windows Server 2012. Serverl is configured as an FTP
server.

Client computers use an FTP Application named Appl.exe. Appl.exe uses TCP port 21 as the control port
and dynamically requests a data port. On Serverl, you create a firewall rule to allow connections on TCP
port 21.

You need to configure Serverl to support the client connections from Appl.exe.

What should you do?

Run netsh firewall addportopening TCP 21 dynamicftp.
Create a tunnel connection security rule.

Create an outbound firewall rule to allow Appl.exe.
Run netshadvfirewall set global statefulftp enable.

Sow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc771920%28v=ws.10%29.aspx#BKMK_set 2a



The netsh firewall context is supplied only for backward compatibility. We recommend that you do not use
this context on a computer that is running Windows Vista or a later version of Windows

In the netsh advfirewall firewall context, the add command only has one variation, the add rule command.
Netsh advfirewall set global statefulftp:

Configures how Windows Firewall with Advanced Security handles FTP traffic that uses an initial
connection on one port to request a data connection on a different port.

When statefulftp is enabled, the firewall examines the PORT and PASV requests for these other port
numbers and then allows the corresponding data connection to the port number that was requested.
Syntax

set global statefulftp { enable | disable | notconfigured }
Parameters

statefulftp can be set to one of the following values:

enable
The firewall tracks the port numbers specified in PORT command requests and in the responses to PASV
requests, and then allows the incoming FTP data traffic entering on the requested port number.

disable

This is the default value. The firewall does not track outgoing PORT commands or PASV responses, and
so incoming data connections on the PORT or PASV requested port is blocked as an unsolicited incoming
connection.

notconfigured
Valid only when netsh is configuring a GPO by using the set store command.

QUESTION 88
Your network contains an Active Directory domain named adatum.com. You discover that when users join
computers to the domain, the computer accounts are created in the Computers container.

You need to ensure that when users join computers to the domain, the computer accounts are
automatically created in an organizational unit (OU) named All_Computers.

What should you do?

From Ldp, configure the properties of the Computers container.

From Windows PowerShell, run the Move-ADODbjectcmdlet.

From ADSI Edit, configure the properties of the Computers container.
From a command prompt, run the redircmp.exe command.

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc770619.aspx

Redirects the default container for newly created computers to a specified, target organizational unit (OU)
so that newly created computer objects are created in the specific target OU instead of in CN=Computers.

QUESTION 89

Your company has a main office and four branch offices. The main office contains a server named Serverl
that runs Windows Server 2012. The IP configuration of each office is configured as shown in the following
table.



Office name = Network ID Router address
Main 172.16.0.0/12 172.31.255.254
Branchl 192.168.12.0/24 |192.168.12.254
Branch2 192.168.13.0/24 |192.168.13.254
Branch3 192.168.14.0/24 |192.168.14.254
Branch4 192.168.15.0/24 |192.168.15.254

You need to add a single static route on Serverl to ensure that Serverl can communicate with the hosts on
all of the subnets. Which command should you run?

route.exe add -p 192.168.0.0 mask 255.255.248.0 172.31.255.254
route.exe add -p 192.168.12.0 mask 255.255.252.0 172.31.255.254
route.exe add -p 192.168.8.0 mask 255.255.252.0 172.31.255.254
route.exe add -p 192.168.12.0 mask 255.255.255.0 172.31.255.254

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
QUESTION 90
Your network contains two Active Directory forests named contoso.com and adatum.com. Each forest

contains one domain. A two-way forest trust exists between the forests.

The forests use the address spaces shown in the following table.

Domain IP address space
Contoso.com 172.16.0.0
Adatum.com 172.30.0.0

From a computer in the contoso.com domain, you can perform reverse lookups for the servers in the
contoso.com domain, but you cannot perform reverse lookups for the servers in the adatum.com domain.

From a computer in the adatum.com domain, you can perform reverse lookups for the servers in both
domains. You need to ensure that you can perform reverse lookups for the servers in the adatum.com
domain from the computers in the contoso.com domain.

What should you create?

a delegation

a trust point

a conditional forwarder
a GlobalNames zone

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc757172(v=ws.10).aspx

Conditional forwarders are DNS servers that only forward queries for specific domain names. Instead of
forwarding all queries it cannot resolve locally to a forwarder, a conditional forwarder is configured to
forward a query to specific forwarders based on the domain name contained in the query. Forwarding



according to domain names improves conventional forwarding by adding a name-based condition to the
forwarding process.

The conditional forwarder setting for a DNS server consists of the following:

The domain names for which the DNS server will forward queries.

One or more DNS server IP addresses for each domain name specified.

When a DNS client or server performs a query operation against a DNS server, the DNS server looks to
see if the query can be resolved using its own zone data or the data stored in its cache. If the DNS server is
configured to forward for the domain name designated in the query, then the query is forwarded to the IP
address of a forwarder associated with the domain name. For example, in the following figure, each of the
queries for the domain names is forwarded to a DNS server associated with the domain name.

QUESTION 91

Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2 that run Windows Server 2012.

Server2 establishes an IPSec connection to Serverl.

You need to view which authentication method was used to establish the initial IPSec connection.

What should you do?

From Windows Firewall with Advanced Security, view the quick mode security association.
From Event Viewer, search the Application Log for events that have an ID of 1704.

From Event Viewer, search the Security Log for events that have an ID of 4672.

From Windows Firewall with Advanced Security, view the main mode security association.

CSow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/dd448497(v=ws.10).aspx

Main mode negotiation establishes a secure channel between two computers by determining a set of
cryptographic protection suites, exchanging keying material to establish a shared secret key, and
authenticating computer and user identities. A security association (SA) is the information maintained about
that secure channel on the local computer so that it can use the information for future network traffic to the
remote computer. You can monitor main mode SAs for information like which peers are currently connected
to this computer and which protection suite was used to form the SA.

To get to this view

In the Windows Firewall with Advanced Security MMC shap-in, expand Monitoring, expand Security
Associations, and then click Main Mode.

The following information is available in the table view of all main mode SAs. To see the information for a
single main mode SA, double-click the SA in the list.

Main mode SA information

You can add, remove, reorder, and sort by these columns in the Results pane:

Local Address: The local computer IP address.

Remote Address: The remote computer or peer IP address.
1st Authentication Method: The authentication method used to create the SA.
1st Authentication Local ID:: The authenticated identity of the local computer used in first authentication.

1st Authentication Remote ID: The authenticated identity of the remote computer used in first
authentication.

2nd Authentication Method: The authentication method used in the SA.

2nd Authentication Local ID:: The authenticated identity of the local computer used in second
authentication.



2nd Authentication Remote ID: The authenticated identity of the remote computer used in second

authentication.

Encryption: The encryption method used by the SA to secure quick mode key exchanges.

Integrity: The data integrity method used by the SA to secure quick mode key exchanges.

Key Exchange: The Diffie-Hellman group used to create the main mode SA.

QUESTION 92

Your network contains an Active Directory domain named contoso.com. You have a Group Policy object
(GPO) named GPOL that contains several user settings. GPOL1 is linked to an organizational unit (OU)
named OUL. The help desk reports that GPO1 Applies to only some of the users in OUL. You open Group
Policy Management as shown in the exhibit. (Click the Exhibit button.)
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You need to configure GPO1 to Apply to all of the users in OU1. What should you do?

o0

Enforce GPOL1.
Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:

Modify the Security settings of GPOL1.
Disable Block Inheritance on OU1.
Modify the GPO status of GPOL1.

http://technet.microsoft.com/en-us/library/cc739343(v=ws.10).aspx

QUESTION 93

Your network contains an Active Directory domain named contoso.com. The domain contains an
Application server named Serverl. Serverl runs Windows Server 2012. Serverl is configured as an FTP



server. Client computers use an FTP Application named Appl.exe. Appl.exe uses TCP port 21 as the
control port and dynamically requests a data port. On Serverl, you create a firewall rule to allow
connections on TCP port 21.

You need to configure Serverl to support the client connections from Appl.exe.

What should you do?

Run netshadvfirewall set global statefulftp enable.

Create an inbound firewall rule to allow Appl.exe.

Create a tunnel connection security rule.

Run Set-NetFirewallRule -DisplayNameDynamicFTP -Profile Domain

Sow>

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc771920%28v=ws.10%29.aspx#BKMK_set 2a

The netsh firewall context is supplied only for backward compatibility. We recommend that you do not use
this context on a computer that is running Windows Vista or a later version of Windows

In the netsh advfirewall firewall context, the add command only has one variation, the add rule command.
Netsh advfirewall set global statefulftp:

Configures how Windows Firewall with Advanced Security handles FTP traffic that uses an initial
connection on one port to request a data connection on a different port.

When statefulftp is enabled, the firewall examines the PORT and PASV requests for these other port
numbers and then allows the corresponding data connection to the port number that was requested.
Syntax

set global statefulftp { enable | disable | notconfigured }
Parameters

statefulftp can be set to one of the following values:

enable
The firewall tracks the port numbers specified in PORT command requests and in the responses to PASV
requests, and then allows the incoming FTP data traffic entering on the requested port number.

disable

This is the default value. The firewall does not track outgoing PORT commands or PASV responses, and
so incoming data connections on the PORT or PASV requested port is blocked as an unsolicited incoming
connection.

notconfigured
Valid only when netsh is configuring a GPO by using the set store command.

QUESTION 94
Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl. Serverl runs Windows Server 2012 and has the HyperV server role installed.

On Serverl, an administrator creates a virtual machine named VM1. A user named Userl is the member of
the local Administrators group on Serverl.

Userl attempts to modify the settings of VM1 as shown in the following exhibit.



£ Windows Powershell

You need to ensure that Userl can modify the settings of VM1 by running the Set-Vm cmdlet. What should
you instruct Userl to do?

A. Import the Hyper-V module.

B. Install the Integration Services on VML1.

C. Run Windows PowerShell with elevated privileges.

D. Modify the membership of the local Hyper-V Administrators group.

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:

T

k3 Administrator:/Windows PowerShell

Copyright (C) 2012 Microsoft Corporation. All rights reserved.

32> Set-W DNS1 -ProcessorCount 2

QUESTION 95
You have a server named Serverl that runs Windows Server 2012. On Serverl, you open Computer
Management as shown in the exhibit.
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You need to ensure that you can create a 3-TB volume on Disk 1. What should you do first?

Create a storage pool.

Convert the disk to a GPT disk.

Create a VHD, and then attach the VHD.
Convert the disk to a dynamic disk.

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

4 Disk 2 |
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QUESTION 96

You have 3 server named Serverl. Serverl runs a Server Core installation of Windows Server 2012. The
local area connection on Serverl has the following configuration:

IP address: 10.1.1.1

Subnet mask: 255.255.240.0
Default gateway: 10.1.1.254
Preferred DNS server: <none>



The network contains a DNS server that has an IPv4 address of 10.1.1.200. You need to configure Serverl
to use 10.1.1.200 as the preferred DNS server.

The solution must not change any other settings on Serverl.

Which command should you run?

sconfig.cmd
net.exe
Set-NetlIPInterface
netsh.exe

Sow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:

In Windows Server 2012, you can use the Server Configuration tool (Sconfig.cmd) to configure and
manage several common aspects of Server Core installations. Network settings You can configure the IP
address to be assigned automatically by a DHCP Server or you can assign a static IP address manually.
This option allows you to configure DNS Server settings for the server as well.

: B+ Administrator: C\Windows\system32 \cmd.exe - sconfig

Workgroup:
WIN-OMWRE D

ninistrator
Configure Remote Management

52 Windows Update Settings: Manual

Download and Install Updates
Remote Desktop: Disahled

Enter number to select an option:

Sconfig.cmd interface

QUESTION 97
Your network contains two subnets. The subnets are configured as shown in the following table.

Subnet name  Network IP address
LAN1 {10.10.1.0/24
LAN2 {10.11.1.0/24

You have a server named Serverl that runs Windows Server 2012. Serverl is connected to LAN1. You run
the route print command as shown in the exhibit.



] Administrator; Windows PowerShell

k Dettinatyon

m %

You need to ensure that Serverl can communicate with the client computers on LAN2. What should you
do?

Change the default gateway address.

Set the state of the Microsoft ISATAP Adapter #2 interface to disable.
Change the metric of the 10.10.1.0 route.

Set the state of the Teredo interface to disable.

Cow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:

QUESTION 98

Your network contains an Active Directory domain named contoso.com. The password policy for the
domain is set to require a minimum password length of 10 characters. A user named Userl1 and a user
named User2 work for the sales department. Userl is forced to create a domain password that has a
minimum of 12 characters. User2 is forced to create a domain password that has a minimum of eight
characters. You need to identify what forces the two users to have different password lengths.

Which tool should you use?

A. Credential Manager



B. Security Configuration Wizard (SCW)
C. Group Policy Management
D. Active Directory Administrative Center

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc770842(v=ws.10).aspx

In Windows Server 2008, you can use fine-grained password policies to specify multiple password policies
and apply different password restrictions and account lockout policies to different sets of users within a
single domain. For example, to increase the security of privileged accounts, you can apply stricter settings
to the privileged accounts and then apply less strict settings to the accounts of other users. Or in some
cases, you may want to apply a special password policy for accounts whose passwords are synchronized
with other data sources.
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QUESTION 99

Your network contains an Active Directory domain named contoso.com. The domain contains 100 user
accounts that reside in an organizational unit (OU) named OU1. You need to ensure that a user named
Userl can link and unlink Group Policy objects (GPOs) to OU1.

The solution must minimize the number of permissions assigned to Userl.

What should you do?

Modify the permission on the \\Contoso.com\SYSVOL\Contoso.com\Policies folder.
Run the Delegation of Control Wizard on the Policies container.

Run the Set-GPPermission cmdlet.

Run the Delegation of Control Wizard on OU1.

Cow>»

Correct Answer: D
Section: (none)
Explanation

Explanation/Reference:
http://www.howtogeek.com/50166/using-the-delegation-of-control-wizard-to-assign-permissions-in-server-
2008/



Delegation of Control Wizard x|
Tasks to Delegate {T’%
\".

You can select comman tasks or customize your own;

¥ Delegate the following common tasks:

[ Create. delete, and manage user accounts -
Reset user passwonds and force password change at next logon
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[ Create. delete and manage groups

[ Wodify the membership of & group
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QUESTION 100
You have a server named Serverl that runs Windows Server 2012. You promote Serverl to a domain
controller. You need to view the service location (SRV) records that Serverl registers in DNS.

What should you do on Serverl1?

Run ipconfig /displaydns.

Open the Netlogon.dns file.

Run Get-DnsServerDiagnostics.
Open the Srv.sys file.

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:
http://support.microsoft.com/kb/816587/en-us

Netlogon.dns

If you are using non-Microsoft DNS servers to support Active Directory, you can verify SRV locator resource
records by viewing Netlogon.dns. Netlogon.dns is located in the %systemroot%\System32\Config folder.
You can use a text editor, such as Microsoft Notepad, to view this file.

The first record in the file is the domain controller's Lightweight Directory Access Protocol (LDAP) SRV
record. This record should appear similar to the following:
_ldap._tcp.Domain_Name
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QUESTION 101
You have a server named Datal that runs a Server Core Installation of Windows Server 2012 Standard.
You need to configure Datal to run a Server Core Installation of Windows Server 2012 Enterprise.

You want to achieve this goal by using the minimum amount of administrative effort.

What should you perform?

a clean installation of Windows Server 2012

an offline servicing by using Dism

an online servicing by using Dism

an upgrade installation of Windows Server 2012

Cow>

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:
ROD: windows server 2012 enterprise DOES NOT EXIST, maybe they meant data center?

http://technet.microsoft.com/en-us/library/hh825157.aspx

QUESTION 102
You have a server named Serverl that runs Windows Server 2012. You need to enable access- based
enumeration for a file share on Serverl.

Which tool should you use?

File Server Resource Manager (FSRM)
File Explorer

Share and Storage Management
Server Manager

Cow>

Correct Answer: D
Section: (none)
Explanation



Explanation/Reference:
http://technet.microsoft.com/en-us/library/dd772681(v=WS.10).aspx

Access-based enumeration displays only the files and folders that a user has permissions to access. Itis a
feature that was previously available as a downloadable package for the Windows Server® 2003 operating
system (it was also included in Windows Server 2003 Service Pack 1). Access-based enumeration is now

included in the Windows Server 2008 operating system, and you can enable it by using Share and Storage
Management.
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QUESTION 103

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl. Serverl runs Windows Server 2012. You plan to create a shared folder. The shared folder
will have a quota limit. You discover that when you run the New Share Wizard, you cannot select the SMB
Share - Advanced option.

You need to ensure that you can use SMB Share - Advanced to create the new share.



What should you do on Serverl before you run the New Share Wizard?

Run the Set-SmbSharecmdlet.

Install the File Server Resource Manager role service.

Configure Dynamic Access Control and Apply a central access policy.
Configure the Advanced system settings.

CSow>»

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

£ New Share Wizard B

E [ 5
| |

Select the profile for this share

Select Profile File share profile: Description:

SME Share - Quick This advanced profile offers additional options to
i ey | canfigurea SMB file share.

[§MB Share - A
SME Share - Applications » Setthe folder owners for access-denied
MFS Share - Quick assistance
MNES Share - Advanced * Configure default classification of data in the

folder for management and access policies
* Enable quotas

€ The selected profile is not available because there are no servers being managed that have
Server Resource Manager installed.

Install-windowsfeature -name fs-resource-manager -includemanagementtools
Installs one or more Windows Server roles, role services, or features on either the local or a specified
remote server that is running Windows Server 2012. This cmdlet is equivalent to and replaces Add-

WindowsFeature, the cmdlet that was used to install roles, role services, and features in Windows Server
2008 R2.

http://www.c-sharpcorner.com/UploadFile/cd7c2e/how-to-install-the-file-server-resource-manager-in-
windows-s/

QUESTION 104

Your network contains an Active Directory domain named contoso.com. All servers run Windows Server
2012. A server named Serverl is configured to encrypt all traffic by using IPSec.

You need to ensure that Serverl can respond to ping requests from computers that do not support IPSec.

What should you do?

A. From a command prompt, run netsh set global autotuninglevel = restricted congestionprovider = ctcp.



B. From Windows Firewall with Advanced Security, exempt ICMP from IPSec.

C. From a command prompt, run netsh set global
autotuninglevelhighlyrestrictedcongestionprovider=none.

D. From Windows Firewall with Advanced Security, allow unicast responses for the Domain Profile.

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

Answer; B

IPzec exemptions
Usze thiz option to determine. whether network traffic containing Internet Control Mes=zage Protocol (ICMP) messages are protected by IPsec.

ICKMP iz commenty used by network troubleshooting tools and procedures. Many network administrators exempt ICMP packets from IPse
not blocked.

http:#ftechnet. microseft. com/en-usdlibrary/cc753002 aspx
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QUESTION 105

You plan to deploy a file server to a temporary location. The temporary location experiences intermittent
power failures. The file server will contain a dedicated volume for shared folders. You need to create a
volume for the shared folders.

The solution must minimize the likelihood of file corruption if a power failure occurs.

Which file system should you use?

ReFS
NFS
NTFS
FAT32

Cow>»

Correct Answer: A
Section: (none)
Explanation

Explanation/Reference:



| Answer: &

The key features of ReFS are as follows (note that zome of these features are provided in conjunction with Storage Spaces).

| Metadata integrity with checksums
Integrity streams providing optional user data integrity
| Allocate on write transactional model for robust disk updates (alzo known as copy on write)
| Large volume, file and directory sizes
Storage pooling and virtualization makes file system creation and management easy
| Data sfriping for performance (bandwidth can be managed) and redundancy for fault tolerance
| Disk =crubbking for protection against latent disk errors
| Resiliency to corruptions with "salvage™ for maximum volume availability in all cazes
Shared storage pools acrogs machines for additional failure tolerance and Ioad balancing

| hitp:iblogs. medn. com/ /b8 archive/2012/01/18/building-the-next-generation-file-system-for-windows-refs. aspx

QUESTION 106

Your company has a main office and four branch offices. The main office contains a server named Serverl
that runs Windows Server 2012. The IP configuration of each office is configured as shown in the following
table.

Office name @ Network ID Router address
Main 10.10.0.0/22 10.10.0.1
Branchl 172.16.18.0/24 172.16.18.1
Branch2 172.16.17.0/24 172.16.17.1
Branch3 172.16.16.0/24 172.16.16.1
Branch4 172.16.19.0/24 172.16.19.1

You need to add a single static route on Serverl to ensure that Serverl can communicate with the hosts on
all of the subnets. Which command should you run?

route.exe add -p 10.10.0.0 mask 255.255.252.0 10.10.0.1
route.exe add -p 172.16.16.0 mask 255.255.252.0 10.10.0.1
route.exe add -p 10.10.0.0 mask 255.255.252.0 172.16.0.0
route.exe add -p 172.16.18.0 mask 255.255.252.0 10.10.0.1

Cow>

Correct Answer: B
Section: (none)
Explanation

Explanation/Reference:

QUESTION 107

Your network contains an Active Directory domain named contoso.com. The domain contains 100 user
accounts that reside in an organizational unit (OU) named OU1. You need to ensure that a user named
Userl can link and unlink Group Policy objects (GPOs) to OUL1.

The solution must minimize the number of permissions assigned to Userl.

What should you do?

Modify the permissions on OUL1.

Run the Set-GPPermission cmdlet.

Add Userl to the Group Policy Creator Owners group.
Modify the permissions on the Userl account.

Cow>»

Correct Answer: A



Section: (none)
Explanation

Explanation/Reference:
http://www.howtogeek.com/50166/using-the-delegation-of-control-wizard-to-assign-permissions-in-server-
2008/

Delegation of Control Wizard x|
Tasks to Delegate {T’%
\".

You can select comman tasks or customize your own;

¥ Delegate the following common tasks:

[ Create. delete, and manage user accounts -
Reset user passwonds and force password change at next logon
[ Fead all userinformation

[ Create. delete and manage groups

[ Wodify the membership of & group

O Manags Group Policy links

[ Generate Resuttart Sat of Policy (Planning) _Iﬂ
| 5

4]

" Create a custom task to- defegate

< Back Meat = ; Cancel Help

QUESTION 108

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Serverl that runs Windows Server 2012. On a server named Server2, you perform a Server Core
Installation of Windows Server 2012. You join Server2 to the contoso.com domain. You need to ensure that
you can manage Server2 by using the Computer Management console on Serverl. What should you do on
Server2?

Install Remote Server Administration Tools (RSAT).

Install Windows Management Framework.

Run sconfig.exe and configure remote management.

Run sconfig.exe and configure Remote Server Administration Tools (RSAT).

Cow>»

Correct Answer: C
Section: (none)
Explanation

Explanation/Reference:



(c: | Administrator: C\Windows\system32\cmd.exe - sconfig E@E

Domain-Workgroup: Domain:
Computer Mame:

Add Local Administrator

Conf igure Remote Management Enahled

Windows Update Settings: Manual
Download and Install Updates
Remote Desktop: Dizahled

Metwork Settings

Date and Time

Help improve the product with CEIP Mot participating
Windows Activation

Log Off lUser

Restart Seruver

Shut Down Server
Exit to Command Line

nter number to select an option:




Point and Shoot

QUESTION 1

Your network contains a subnet named Subnetl. Subnetl contains a DHCP server named Serverl.

You deploy a new subnet named Subnet2. On Subnet2, you deploy a new server named Server2 that runs

Windows Server 2012.

You need to configure Server2 to route DHCP broadcast from Subnet2 to Serverl.

Which server role should you install on Server2?

To answer, select the appropriate role in the answer area.

Pomt and Shoot:

Features

Select server roles

Before You Begin

| Instaliation Type

Server Salection
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Correct Answer:



Select server roles

Before You Begin

i Instaliation Type

Server Salection

Festures

Select one or more roles to install on the selected server.

Roles

I Active Directory Domain Services |
I Active Directory Federation Services |5

\I" Active Directory Lightweight Directory Services |

[T Active Directory Rights Management Services |

I Application Server |
|| DHCP Server
| DNS Server
I Fax Server
[ File And Storage Services

T "E-Iypefr':";f —_—
[T~ Network Policy and Access Services
|:|-__§-ﬁr-:t and Document Services

I Remote Desktop Services

| I Volume Activation Services

|~ Windows Deployment Services
I Windows Server Update Services

|

|
[T~ Web Server {IiS) | &

|

|

Description

Active Directory Certif
Cervices (AD CS) s use
certification authoritie
role services that allow
issie and manage cert

m a varety of apphcat

| <Provious | | New> | | nstan |

S T e e e P Y 2 T R e e T e

Section: (none)
Explanation

Explanation/Reference:

QUESTION 2

You have a Hyper-V host named HYPERV1. HYPERV1 hosts a virtual machine named DC1.

You need to prevent the clock on DC1 from synchronizing from the clock on HYPERV1.

What should you configure?

To answer, select the appropriate object in the answer area.

Point and Shoot:



::-ﬁg.! £

1 v QG

@ U Network Adapter

Inbel(R) BZS67LF-2 Gigabit Nk,

!? COM 1

g

_f?é‘ﬁé'é‘ — B

| Diskette Drive
Mo

& Mmagemnt

5] Inkegration Jervices
.ﬁ.rf siarf'il:e*-" offered

i s e

El 1,Pru.grani1alairm resofEUin. .,

e Smart Paging Fie Location

D\ ProgrambatatMicrosoftiWin, .

ﬁ) Aubarmatic Stark Ackion
Réstart if presinusty unning

Z:m Automatic Stop Action

it g

Correct Answer:

Dy -
[ oS N E——_—
Boot From CD t 1] A ¥
Bl (emory You can use this setting to add devices to vour virtual machine.
B 4056 MB _i iahcttludwﬁcesmmrﬂnaddmddfckthﬂﬂddbmtun.
& Processor
1 Wirkeesl processer
= B IDE Controfler 0
= Hard Drive
D1 vty : R
FemoteFy 2D Yideo Adapter
= Wl IDE Controller 1 _ -
{ % DVD Drive Add
Mesrie ey
¥ 5cs1 Controller You can increase the storage available to a virtual machine by adding a SCSI control

and attaching virtual hard disks ta it, A SCSI controller requires integration services
the guest operating system. Do not attach a system disk to a SCSI contraller. Syste
disks musk be attached ko an IDE controller.

Appl




& SCSI Controller

& [ Metwork Adapter
Inbel(R) BZS67LF-2 Gigabit Net,,

T comi

Nigrie
P comz

hore

I Diskette rive
P

# Management

1| Name
Bl

15 Inkegration Services
Ail services affersd

. Snapshot File Location
Ci: \Proedr amCiaka) MicrasofE Ui,

e St Paging Fie Location
D\ ProgrambatatMicrosoftiWin, .

IE) Aubarmatic Stark Ackion
Restart if presiousty running

1% Automatic Stop Action
Save

Section: (none)
Explanation

Explanation/Reference:

QUESTION 3
Your network contains an Active Directory domain named contoso.com. The domain contains a member

server named Hypervl and a domain controller named DC1. Hypervl has the Hyper-V server role installed.
DC1 is a virtual machine on Hypervi.

DC1 { r Q
& EI0S =
Boot Frofn CD U AddHardiwars
B Memory You can use this setting to add devices ta your virtual machine,
— 4098 ME_ Select the devices you wank to add and click the Add button.
E. Frmmr I__J.,_W——.—..,.__._..—_._.—
N 1 Virkieal processéar '-1
=§ 3 Iﬁf f:rﬂl&r i L!gar:v.Nutwmk i
a4 Fire Channel Adapter
= RemateFy 30 Yideo Adapter
= M IDE Controler 1 1 |
{4 VD Drive Add
Mesrie s =

Yaou can increase the storage avallable bo & virbual machine by adding & SCSI control
and attaching virtual hard disks ta it, A SCSI controller requires integration services

the guest operating system. Do not attach a system disk to a 5CSI contraller. Syste
disks must be attached ko an IDE controller,

x e

Users report that the time on their client computer is incorrect.

You log on to DC1 and verify that the time services are configured correctly.



You need to prevent time conflicts between the time provided by DC1 and other potential time sources.

What should you configure?

To answer, select the appropriate object in the answer area.

Point and Shoot:

DC1

1 PG

A BIOS

__ Bopt from €D

Wi [Memory
4096 MB
=] “ Processor
1 Vrtua processor

=/ W IDE Controller0 o
=i Hard Crive
DL hd

= Bl IDE Controfier 1
§ % DVD Drive
Mone

5§ Neworkhdtor

inkelf) 82S67LF-2 Gigabit MNet. .,

| Diskette Drive
Mane

& Management

x5

1| Mame:
e |

555 mwﬁﬁrﬁw

All services offered

& Snapshot File Location

Cu\ProgramDiat sl Microsoftywin. ..

s SMart Paging File Location
D:\ProgramiataiMicrosoftiwin. .

E‘p Automatic Stark Action
Restart i prasioussy ramning

{m) Automatic Stop Action
Saye

Correct Answer:

“1 AddHardware

You can use tis satting to add devices to your virtual machine,
Select the devices you want to add and chick the Add button,

CEl Corikrolle

Metwiork Adapter

Legacy Metwork Adapter
Fibre Channel Adapter
RemateFy 30 Yideo Adapter

Yous can increase the storage avaiable to a virtual machine by adding a 5CST control
and attaching virtual hard disks to it & SCSI controller requires integration services |
the guest operating system. Do not attach a system disk to a SCSI controller, Syste

disks must be attached to an IDE cortroller,

Appl




1 ¥artus processor

= W TOF Contraller 0
i=# Hard Drive

= Bl IDE Controfier 1
£ 4 OVD Drive
Mone

B 5051 Controller
& o Network Adapter

inkelf) 82S67LF-2 Gigabit MNet. .,

ey

Ied Diskette Drive

hone

& Hal;agermnt

J_] Mame:
DLl

7] Integration Services
_All services offered
3| Snapshot File Location

Cu\ProgramDiat sl Microsoftywin. ..

ﬂ Smart Pagirg File Location

] :_'gfru_g_ar.-@al:f‘gr“_ﬂ'r_rrclséfI:'r.Eu'ln. G

1P Automatic Start Action
Restart i prasioussy ramning

{m) Automatic Stop Action
Save

Section: (none)
Explanation

Explanation/Reference:

QUESTION 4

ool {1 P Q@

& BIOS TP

__ Bopt from €D & i

Wi Memory Yo can use this setting to add devices to your virtual machine.
e 20 VB Select the devices you want to add and dlick the Add buttan,
+ I} Processor : S T R v e B

[SCS1 Controlle

Metwork Adapter

Legacy Metwork Adapter
Fibre Channel Adapter
RemateFy 30 Yideo Adapter

You can increase the storage avallable to 3 virtual machine by adding a 5C5T condrol
and attaching virtual hard disks bo i, & SCSI controller requires inteqgration services |
the guest operating system. Do not attach a system disk to a SCSI controller. Syste
disks must be attached to an IDE controller, |

Your network contains an Active Directory domain named contoso.com.

Technicians use Windows Deployment Services (WDS) to deploy Windows Server 2012.

The network contains a server named Serverl that runs Windows Server 2012. Serverl has the Hyper-V

server role installed.



You need to ensure that you can use WDS to deploy Windows Server 2012 to a virtual machine named
VM.

Which settings should you configure?
To answer, select the appropriate settings in the answer area.

Point and Shoot:

Vi -

BIOS
Foot from CD |
N Memory |
20493 M
ﬁﬁm
1 Virtisal processor J
i= [ IDE Controller 0
(i Hard Drive
W Lovhvedx |
= BB IDE Controfler 1 '
4 DVD Drive
Mong
% 5CSI Controller =
FC SAN1 {
] @ Legacy Mebwork Adapter
Mot connectad
# U Network Adapter
L tan
Y com1
¥ com2
Hone
ko Diskette Drive
Mgy
# Management
L] Name -
_VMi
=) Integration Services
Al seryices offered
. Snapshot File Location
C:\ProgramData\MicrosoftiWin. .. | G

Correct Answer:



VM1 “ 4 b |

M

| Add Hardware
BIOS
Boot from CD |
N Memory |
20493 M
Eﬁ Processor
| Virtisl processor
= B IDE Controller 0
i@ Hard Drive
LFi B I T |
= BB IDE Controfler 1 |
4 DVD Drive
Mong
% 5CSI Controller =
=m Fibre Channel Adapter
FC 5aMN1 |
@ W Legacy Network Adapter
ot connectsd
H @ Metwork Adapter
LAN1

W coM1

<
2

Al seryices offered

. Snapshot File Location
C: \ProgramData \Micr oo ft Win, . - | ]

F Ty

Section: (none)
Explanation

Explanation/Reference:

QUESTION 5

Your network contains an Active Directory domain named contoso.com. Domain controllers run either
Windows Server 2008 R2 or Windows Server 2012. All client computers run Windows 8.

All computer accounts are located in an organizational unit (OU) named OUL.

You create a Group Policy object (GPO) that contains several Applocker rules. You link the GPO to OU1.



You need to ensure that the Applocker rules Apply to all of the client computers.
What should you configure in the GPO?

To answer, select the appropriate service in the answer area.

Point and Shoot:

A=
File Action View Help

“Service Mame

Startup

Permission

ﬁ};&cﬁu Directory Domain Services

Mot Defined

Not Defined

ﬁp&m Directory Web Services

Not Defined

Mot Defined

[{¥Application Experience

Mot Defined

Mot Defined

[ ¥ Application Host Helper Service

Mot Defined

Mot Defined

¥ Application Identity

Mot Defined

Not Defined

'ﬁp&ppﬁmhnn Information

Mot Defined

lication Layer Gateway Sennice
Wlﬂﬁp ¥ ay

Mot Defined

MNet Defined

ﬁ'ﬂppﬁ:&tlm Managerment

Mot Defined

Mot Defined

f.#/ASP.NET State Service

Mot Defined

W|B;kgfﬂund Intelligent Transfer Service

Mot Defined

MNet Defined

Mot Defined

Mot Defined

ﬁ'{ﬁeﬁmng Engine

f.# Broker Infrastructure

Not Defined

Mot Defined

%Cﬂfiﬁcate Propagstion

Mot Defined

i #[CNG Key Isolation

Mot Defined

ﬁ'mﬂif Event System

Mot Defined

. #[COM-= System Application
.#Computer Browser
ﬁitredmtlafldinag:r
{#Cryptographic Services

3 Data Deduplication Service

Not Defined Not Defined |

Mot Defined  Not Defined |
Mot Defined Mot Defined |
Not Defined  Not Defined |

“Not Defined  Not Defined |

Correct Answer:



Action View Help

| Service Name Startup Permission

_ ﬁ'ﬂ&dm Drectory Domain Services Mot Defined  Not Defined |
[ Active Directory Web Services Not Defined  Not Defined |
[{¥Application Experience Not Defined  Not Defined |

| [ FApplication Host Helper Service Not Defined Mot Defined |

Mot Dd.‘rnm‘:

lication Layer Gateway Sennice
ﬁ,ﬂmﬂ ¥ ay

Mot Defined

Net Defined

ﬁ'}ﬂppllcatlm Managerment

Mot Defined

Mot Defined

ﬁ'm State Service

Mot Defined

Mot Dﬁlnt&

?}|Backgmund Intelligent Transfer Service

Mot Defined

MNet Ddlned

ﬁ'}{ﬂa_se—lr'rﬁmng Engine

Mot Defined

Mot Defined

f.# Broker Infrastructure

Mot Defined

Mot Defined

ﬁ[ﬁ:miﬁcaﬁ Propagation

Mot Defined

Mot Defined

Not Defined
Not Defined
Not Dd’nﬂi Not Defined |

g —— i e

i #[CNG Key Isolation
ﬁ‘}fCW+ Event System

/¥ [COM= System Application
ﬁrc_m_nguter Browser

ﬁ:‘}FCredmtraF Manager

E}Pyptﬂgraphlt Services
ﬁ’ﬁata Dedupﬁcahﬁrr Service

Mot Di:ftned Nﬁ'tDEfll‘ltd J

SERTE P

Nutﬂeﬁnad Nni[;'lehrmd ] w |

Section: (none)
Explanation

Explanation/Reference:

QUESTION 6

You have a DNS server named Serverl. Serverl runs Windows Server 2012.
The network ID is 10.1.1.0/24.

An administrator creates several reverse lookup zones.

You need to identify which reverse lookup zone is configured correctly.
Which zone should you identify?

To answer, select the appropriate zone in the answer area.

Point and Shoot:



il View
e 2pczBm 82

. Name Type Status
1 1.10in-addr.arpa _ Standard Primary Running
| |1 10.1in-addr.arpa  Standard Primary Running
1,2 1.1.10.in-addr.arpa Standard Primary Running |
| |+ 10.0. Lin-addr.arpa Standard Primary Running |

Correct Answer:

| FEile Action View Help

e 2@ dz He §82
. Mame Type Status
Eji.w.innuddr.a:pl Standard Primary Run-nirli‘
| _ 10.1in-addrarpa _ Standard Primary Running |
2 1.1.10uin-addr.arpa Standard Primary Running |
. 0.1.1.in-addr.arpa Standard Primary Running |

Section: (none)
Explanation

Explanation/Reference:
QUESTION 7
Your network contains an Active Directory domain named corp.contoso.com. The domain contains a

domain controller named DC1.

When you run ping dcl.corp.contoso.com, you receive the result as shown in the exhibit.



= Administrator; C:\Windows\system32\cmd.exe

CasWindowssSystemndZrping dcl

Pinging DC1.covp.contoso.com [(1B8.0.08.11 with 32 hytes of data:
timed out.
. timed out.
timed out.
timed out.

'ing statistics for 18.0.8.1:
Packet=s: Sent = 4. Received = A, Lozt = 4 (188» loss).

o HindowssSuystemd2 > _

You need to ensure that DC1 can respond to the Ping command.
Which rule should you modify?

To answer, select the appropriate rule in the answer area.

Point and Shoot:

i
File Action View Help

eI

! Mame

(5 Online Responder Service (DCOM-1n)

I [5) File and Printer Sharing (Echo Request - ICMPv6-In)

@CGFE Metworking - Intermnet Group Management Protocol ([GMP-In)

(8) Core Networking - Destination Unreachable Fragmentation Needed (ICMPwd-In)
&Cnre Metworking - Destination Unreachable ({CMPvG-1n)
| [S) Active Directory Domain Controller - NetBIOS name resolution (UDP-In)
; E-;'-'-'ittlwe Directory Domain Controller - Echo Request (ICMPvG-In)
{8) Active Directory Domain Controller - Echo Request (ICMPvd-|n)
: i

Windows Firewall with Advanced Security

Group

Online Respender Service
File and Printer Sharing

Core Networking

Core Netwarking

Core Networking

Active Directory Domain Ser...
Active Directory Domain Ser...

Active Directory Domain Ser...

Correct Answer:



© File Action View Help

Group
| Oniline Responder Service

3||L5 G Online Rp_f.ponder Service [I}CGM in}-
'_1| &_Fnle and Printer Sharing (Echo Request - ICMPvE-In)
}H Q Core Netwmkmq - Intermet Grnup Manaqemmt Pretocol UGMP {n]

| File and Printer Sharing

| Core Networking

i" G Core Netwnrkmq Destination Unreachable [ICMMIn]

B_Cnre Netwnrkmq Dﬁhnatmn Unreachahie Fragmentatmn Nee:ied LICMM -In)

| Core Networking

| Core Netwerking

8 S Active Dlrem@nmam Cnntmuu MetBiOE Name ri resnlutmn LUDFHn]

| Active Directory Domain Ser...

| Active Directory Domain Ser...

i =
h Active D:rectarv Domain Controller - Eche Request I'_IC MMJH]
ia,

mctwe Directory Domain Cnntrchler Echn Raqu&:t _{lCMPw‘I»-In]

Active Directory Domain Ser...

—_— e

Section: (none)
Explanation

Explanation/Reference:

QUESTION 8

N o i e g ey |

You have a server named Serverl that runs Windows Server 2012.

Several users are members of the local Administrators group.

You need to ensure that all local administrators receive User Account Control (UAC) prompts when they run
a Microsoft Management Console (MMC).

Which setting should you modify from the Local Security Policy?

To answer, select the appropriate settings in the answer area.

Point and Shoot:

" SeEillﬁ].r éeﬁin‘ps

B
b

i
I

g
P

b

4 account policies

 local policies

,, Lﬁ.ﬁnﬂnws Firewall With Axh‘anced Security
Jnetwark Ilst manager pullcles

pllhlll!i key [lﬂ-]ll:IES
| suﬂw;are restriction Dﬂllmes

a applmatmn coniml pnllmes

1P security pl:ill{:lias on the local Computer

[ ; athvanced audit policy configuration

Correct Answer:




. Security settings

P _aaccount policies
I local policies |

5 Windows Firewall With Advanced Security
I network list manager policies
publik key policies
‘software restriction policies
application control |1c-|i-:ies
IP security policies on the local Conynnter
B advanced audit policy configuration

Section: (none)
Explanation

Explanation/Reference:

QUESTION 9

How can you manage an newly installed server 2012 core from a another server 2012 with computer
manager?

Point and Shoot:

5| Administrator: C\Windows\system32\cmd.exe — sconfig

erver Conf iguration

PomainVWorkgroup: Workgroup: WORKGROUP
Computer MHame:= WIN-U.JEHPBRUGEGS

Add Local Administrator

Conf igure Remote Management Enabled

W

Windows Update Settings s HManual
Dowvwnload and Inztall Updates
Remote Desktop: Disabled

NN AWl

LWLV

Hetwork Settings

Date and Time
Help impr»ove the product with CEIP Mot participating
Windows Activation

o B
MI I'hr

Log OFf Usex

Restart Server

Shut Down Server
Exit to Command Line

H
Ed
il
i 8
il
1
1
1l

Wibwdhe
e

Enteir numbes to select an option:s

Correct Answer:



5| Administrator: C\Windows\system32\cmd.exe — sconfig

erver Co

PomainVWorkgroup:

Computer MHame:=

Add Local Administrator
Conf igure Remote Management

Windows Update Settings:
Dowvwnload and Inztall Updates
Remote Desktop:

Hetwork Settings
Date and T Lmoe
Help mp»ouve the product with
Windows Activation

Log

Restarx»t &

Shut Down Server
Exit to Command Line

numheis* to select an option:

CEIP

nf g

irat ion

Workgroup: WORKGROUP
WIN-UJE8HPBRUGEGS

Enabled
HManual

Dizabled

Mot participating

Section: (none)
Explanation

Explanation/Reference:

QUESTION 10

You have a server named Serverl that runs Windows Server 2012. Serverl is a member of a workgroup.
You need to ensure that only members of the Administrators group and members of a group named

Groupl can log on locally to Serverl.
Which settings should you modify from the Local Security Policy?

To answer, select the appropriate settings in the answer area.

_q Security Settings

b | ;a Account Policies

b @ Local Policies

b " Windows Firewall with Advanced Security
Metwork List Manager Policies

b Public Key Policies

Ercfﬂﬁ.-are Restriction Policies

Application Centrol Policies

IP Securty Policies on Local Computer

= || - -
s;u.

Advanced Audit Policy Configuration

Point and Shoot:



; ;‘3 Security 5=ttings |
| b g_ﬁccount Policies |
1} 4 Local Pnlmes |
‘ b WII‘IdUW‘S Flrewafl with ﬁdwnced SEn:unty
| | Network List Manager Policies | |
B Pubhc Key Pnh{les
b— SthHare Restnctmn Pul:cnes
'{ﬁ ki Apphcatiﬂn Control Policies '
| b & IP Security Policies on Local Computer

| b . Advanced Audit Policy Configuration

Correct Answer:

| = Security 5=tting? |
b i Account Policies | |
1} 5 Local Policies |
b WII‘IdUW‘S Flrewafl with ﬁdwnced SEn:unty
| Network List Manager Policies | |
_f:; Pubhc Key Pnh{les
I SthHare Restnctmn Pul:cnes
'{ﬁ ki Apphcatiﬂn Control Policies '
| b & IP Security Policies on Local Computer

| b . Advanced Audit Policy Configuration

Section: (none)
Explanation

Explanation/Reference:
QUESTION 11

Your network contains an Active Directory domain named contoso.com. The network contains two subnets.
The subnets are configured as shown in the following table.

Subnet name Network ID
MainQffice 172.16.0.0/24
Warehouse 192.168.1.0/24

The network contains a member server named Serverl that runs Windows Server 2012. Serverl has the
DHCP Server server role installed. Serverl is configured to lease IP addresses to the two subnets. You add
three new printers to the Warehouse subnet. The printers have static IP addresses. The IP addresses are
consecutive. You need to create an exclusion range that contains the IP addresses of the printers.

From which node should you configure the exclusion range?

To answer, select the appropriate node in the answer area.



@ DHCP
4 3 serverl.contoso.com
4 3P
4 l_j Scope [172.16.0.0] MainOffice

4 | Scope[192.168.1.0] Warehouse
___Liih Address Pool ]

|5 Address Leases ||

&, Reservations |

Point and Shoot:

Policies

,,_,_,__,_,.I‘,___

Correct Answer:




DHCP
g serverl.contosc.com
4 3 IPv4
4 [ Scope [172.16.0.0] MainOffice
i+ Address Pool

2

ity Address Leases
| Reservations
ek 5cupe.G_ptic-ns
2 Policies
4 || Scope [152.168.1.0] Warehouse

2 Address Pool

,: fddress Leases

W Reservations

.. Scope Options

7 Policies

i3 Server Options
! Policies
b 7 Filters
P :ﬂ IPvE
3 Server Options

Section: (none)
Explanation

Explanation/Reference:

QUESTION 12

Your network contains an Active Directory domain named contoso.com. The domain contains a server
named Server that runs Windows Server 2012. You perform a Server Core Installation of Windows Server
2012 on a new server. You need to ensure that you can add the new server to Server Manager on Serverl.

What should you configure on the new server?

To answer, select the appropriate setting in the answer area.



o Administrator; C\Windows\system32\cmd.exe - sconfig

Server Conf iguration

1> DomainWorkgroup: Workgroup: WOR
Ay GComput Hame : WIN-LENBIBHPSHI
3> fAdd Local Adminiztrator

4 ConFigure Hemote Hanagement Enahled

Windows Update sttin 2 Manmnual
Do Load ;
Remote I

Hetwork Settings

Date and Ti
A2 Help imparc the product with CEIP Hot participating
11} Windows Activation

Dhovviry
Command Line

* numbar to select an option:

12

113

114

13 o
R e——

Point and Shoot:



o] Administrator. CA\Windows\system32\cmd.exe - sconfig |- 2%

Haorkegrau
WIN-—-LEME

Fl‘:ét_]‘r led
Hanual
Dizahled

) Metwork Settings

» Date and Time

B> Help improve the product with CEIP Mot participating
1 Windows

: )
1
1

n Server
oamand Line

Enter nunber to select an option: |

= DD =]

et ed d s ek
R T = ]

r
o
<

|

Correct Answer:



= Administrator: CA\Windows\system32\cmd.exe - sconfig i_-._ﬂ';@

o rkeagwrar
WIN-LEM

I'.-I'!..:I;:h led
Hanual

Dizahled

d 1 :
p improve the product with CEIP HNot participating
1Y Windows Activation

FUEY
to Command Line

= 1

~ numbeyr to select an optiont

Section: (none)
Explanation

Explanation/Reference:
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QUESTION 13

Your network contains an Active Directory domain named contoso.com. The domain contains a print server
named Printl that runs Windows Server 2012. Printl has 50 shared printers. Each printer is listed in Active
Directory. From Active Directory Users and Computers, you browse to Print1l and you discover that the 50
printers are not visible. You need to ensure that you can view the printer objects in Active Directory Users
and Computers.

Which option should you select?

To answer, select the appropriate option in the answer area.



e Acion [ View| Hep

Large Icons
Senall lcons
List

b

|
|
e |
%Cmmmgmutm ]
|
|
|

Advanced Features
Filter Options...
Customize...

;Lgm.ﬂmﬂmg Groups, and Computers ;s containers

Correct Answer:



i_ﬁlter Dpt}uns...
1 Customize...

Section: (none)
Explanation

Explanation/Reference:

QUESTION 14
You have a server named DHCP1 that runs Windows Server 2012. DHCP1 does not ave access

to the Internet. All roles are removed completely from DHCP1. You mount a Windows Server 2012
installation image to the C:\Mount folder. You need to install the DHCP Server server role on DHCP1 by
using Server Manager. Which folder should you specify as the alternate path for the source files?To
answer, select the appropriate folder in the answer area.



Point and Shoot:



Correct Answer:



©0) - #[k+]
. Resources

. SchCache

i schemas

. security
. ServiceProfiles
i s.en'ic'ing
. Setup
.. SoftwareDistribution
i, Speech
System
; Sgﬂtern}l
L SysWOWBd
.. TAPI
;. Tasks
i, Temp
. ToastData
L. tracing
Vss
Web
Winsss

< [ | 3

i

&1 tems

Section: (none)
Explanation

Explanation/Reference:

QUESTION 15

Your company has a main office and a sales office. The main office has 2,000 users. The sales office has
20 users. All client computers in the sales office run Windows 8. The sales office contains a print server
named App1l that runs Windows Server 2012. Appl has a shared printer named Printerl. Printerl connects
to a network-attached print device. You plan to connect all of the users in the sales office to Printerl on
Appl. You need to ensure that if Appl fails, the users can continue to print to Printerl.

What should you configure on Appl?

To answer, select the appropriate option in the answer area.



Cueue Siatus Jobsbn .. Server Mame  Diiver Masme _ et Wershon DMTyp-l
Appl {locall  Microwodt 005 Decument Wiiter vf E2000016304 Typed- User Made

Gueue States Jobsin .. Serner Mame  Duiver Masme _ et Wesshon Dﬁ-u'i'ypt
Appl (loeall  Mhcrosoft 005 Decument Weiter o E20000,168384  Typed- Lker Made

Gueue States Jobsin .. Serner Mame  Duiver Masme _ et Wesshon Dﬁ-u'i'ypt
Appl (loeall  Mhcrosoft 005 Decument Weiter o E20000,168384  Typed- Lker Made




Section: (none)
Explanation

Explanation/Reference:



Drag and Drop

QUESTION 1

You are configuring a test network. The test network contains a subnet named LAN1. LAN1 uses the
network ID of 10.10.1.0/27.

You plan to add a new subnet named LAN2 to the test network.

LAN1 and LANZ2 will be connected by a router.

You need to identify a valid network ID for LAN2 that meets the following requirements:
Ensures that hosts on LAN2 can communicate with hosts on LANL1.

Supports at least 100 IPv4 hosts.

Uses only private IP addresses.

Which network ID should you use?

To answer, drag the appropriate network ID and subnet mask to the correct location in the answer area.

Select and Place:

Metworik IDs Answer Area

10.10.1.0 Network ID Subnet mask
10.10.1.16

10.10.1.128

10,10.1.192

Subnet Masks

255.255.0.0
255.255.255.0
255,255.255.128

255.255,255.192

Correct Answer:



Metworik IDs Answer Area

10.10.1.0 10.10.1.128 955 255,255,128

10.10.1.16

10,10.1.192

T e ]
]

Subnet Masks

255.255.0.0

255.255.255.04

255.255,255.192

Section: (none)
Explanation

Explanation/Reference:

QUESTION 2

You have two servers named Serverl and Server2 that run Windows Server 2012. Serverl has the Hyper-
V server role installed. Serverl hosts a virtual machine named VM1. VM1 is currently running. VM1 has a
shapshot that was created two weeks ago. You plan to use Server2 to perform a forensic analysis of the
contents of the disk of VM1 from two weeks ago. You need to ensure that you can view the contents of the

disk of VM1 from two weeks ago from Server2.

Which three actions should you perform in sequence? (To answer, move the appropriate three actions from
the list of actions to the answer area and arrange them in the correct order.)

Aclions

On Sarvar2, run the Mount-Vhd cmdlat.

On Serverl, right-click YM1, and then click
Shutdown.

On Sarverl, night-click vM1, and then click Save.

On Servarl, right-clck the snapshot of VM1, and
then click Export...

On Sarver?, run the dism.exe command and
specify the JAppend-Image parameter,

On Serverl, right-click VM1, and than click
Expaort...

IV
Answer Area



Select and Place:

BRI

Actions Answer Area

On Server?, run the Mount-Vhd cmudlet.

On Serverl, nght-clck WM1, and than click
Shutdown.

On Serverl, right-click VM1, and than click Save,

On Serverl, right-click the snapshot of VM1, and
then click Export...

On Server, run the dism.exe command and
specify the /fAppend-image parameter,

On Serverl, right-click WML, and then ciick
Export...

Correct Answer:

FUERRILEE

Actions Answer Area
On Serverd, run the Mount-Vhd cmdbet. On Serverl, right-click WM1, and then click
Shutdown.

On Serverl, right-click VM1, and then dick
Export...

Cn Serverl, right-click VM1, and then click Save, On Serverl, right-click the snapshot of VM1, and

hen thck Export...

On Server?, run the dism.exe command and
specn"',.r the /Append-image parameter,

Section: (none)
Explanation

Explanation/Reference:

QUESTION 3

Your network contains an Active Directory domain named contoso.com. The domain contains a domain
controller named DCL1 that has the DNS Server server role installed. DC1 hosts an Active Directory-
integrated zone for the domain. The domain contains a member server named Serverl. You install the DNS
Server server role on Serverl. You need to ensure that Serverl can respond authoritatively to queries for
the existing contoso.com namespace. Which cmdlets should you run on each server? (To answer, drag the
appropriate cmdlets to the correct servers.

Each cmdlet may be used once, more than once, or not at all.

You may need to drag the split bar between panes or scroll to view content.)



Answer Area
Add-DnsServerForwarder
- DC1:
Add-DnsServerPrnimaryZone
. Serverl:
Add-DnsServerSecondaryZone
Add-DnsServerTrustAnchor E
Set-DnsServerDsSetting
Set-DnsServerPrimaryZone
Set-DnsServerSacondaryZone
Set-DnsServerSetting
Select and Place:
Answer Area

Add-DnsServerForwarder

. DCl:

Add-DnsServerPrimaryZone

; . Serverl:

Add-DnsServerSecondaryZone
Add-DnsServerTrustAnchor g
Set-DnsServerDsSetting

_Se_t* DnsServerPrimaryZone
Set-DnsServerSecondaryZone

Set-DnsServerSetting

Correct Answer:



m’ﬁmﬁh
Answer Area

Add-DnsServerForwarder
CC1l: Set-DnsServerPrimaryZone

Add-DnsServerPrimaryZone
Serverl: Add-DnsServerSecondaryZone

Add-DnsServerSecondaryZone

Add-DnsServerTrustAnchor

T

Set-DnsServerDsSetting
Set-DnsServerPrimaryZong
Set-DnsServerSecondaryZone

Set-DnsServerSetting

Section: (none)
Explanation

Explanation/Reference:

QUESTION 4

Your network contains an Active Directory domain named contoso.com. The domain contains two servers
named Serverl and Server2. Serverl and Server2 run a Server with a GUI installation of Windows Server
2012. You remove the Graphical Management Tools and Infrastructure feature on Server2. You need to
restart Server2. What should you do? (To answer, drag the appropriate tools to the correct statements.

Each tool may be used once, more than once, or not at all.

You may need to drag the split bar between panes or scroll to view content.)

e

Tools Answer Area

Netsh You can restart Server2 locally by using Tool
Power Options E You can restart Server2 from Serverl by using Tool

SEDf‘lﬂg E

Server Manager

Select and Place:



Toals Answer Area

Metsh

You can restart Server2 locally by using Tool
Power Options g You can restart Server2 from Serverl by using Tool
Sconfig -
Server Manager
Correct Answer:
Tools Answer Area
Netsh You can restart Server2 locally by using Sconfig
Power Options # You can restart Server2 from Serverl by using Server Manager
:

Section: (none)
Explanation

Explanation/Reference:

GRATIS

Free Practice Exams,

http://www.gratisexam.com/

QUESTION 5

You have a server that runs Windows Server 2012. You need to create a volume that will remain online if
two disks in the volume fail. The solution must minimize the number of disks used to create the volume.

Which three actions should you perform in sequence? (To answer, move the appropriate three actions from
the list of actions to the answer area and arrange them in the correct order.)



Actions Answer Area

Add five physical disks.

Create a storage space and set the disk allocation of
one of the disks to Hot Spare.

Croate a virtual disk,

Create a storage space by using the default disk
allpcation.

Add three physical disks.

Select and Place:

YRRIEREE
Actions Answer Area

Agdd Five physical disks.

Create 3 storage space and set the disk allocation of
one of the disks to Hot Spare.

Craate a virtual disk.

Create 3 storage space by using the default disk
allocation.

Add three physical disks.

Correct Answer:

TR
Actions Answer Area

add five physical disks.

Create a storage space and set the disk allocation of Crests @ st Qe space by using the defaui disk
one of the disks to Hot Spare. il

Craabe 2 virtual disk,

Add three physical disks.

Section: (none)
Explanation

Explanation/Reference:
Page 53 Exam Ref 70-410 book

Mirror
Requires the pool to contain at least two physical disks and provides fault tolerance by storing identical



copies of every file. Two physical disks provide protection against a single disk failure; five physical disks
provide protection against two disk failures.

First you add the disks.

Then Create the pool

Once created you create the virtual disk
http://www.pcpro.co.uk/features/379408/windows-8-storage-spaces-a-how-to-guide

QUESTION 6

You have a Hyper-V host named Serverl. A technician creates a virtual machine named VM1 on Serverl
by using the New Virtual Machine Wizard. You start VM1 and you discover that there is no option to start by
using PXE. You need to ensure that you can start VM1 by using PXE.

Which three actions should you perform in sequence? (To answer, move the appropriate three actions from
the list of actions to the answer area and arrange them in the correct order.)

Actions Answir Arga
Shut down VM1,

Add a legacy network adapter to VML

Modify the BIOS settings of VML,

Install Integration Services on VM1,

Maodify tha virtual switch settings al the Ing..lr_g' melwork
adapter,

Enable DHCP guard on the legacy network adapter

Select and Place:

Actions Answar Area
Shut down VM1,

Add a legacy network adapter to VM1,

Modify the BIOS setbings of VM1,

Install Integration Services on VML,

Mﬁﬁl'l",' the vertual swntch seltings af the |1_--|1_‘|..._;vc'§I rbwork
adapter,

Enable DHCR guard on thi legacy network adapter,

Correct Answer:



BARRERTNY DL

actions Answer Area

Shut down VM1,

Add a legacy network adapter to VM1, Madify the virtual pwitch gettings of the lagaay netwerk
adapier.

Modry the BIOS zattings of WML

Install Integraton Services on VML,

Enable DHCP guard on the legacy network adapter.
Section: (none)
Explanation
Explanation/Reference:

QUESTION 7

You have a Hyper-V host named Serverl. Serverl hosts a virtual machine named VML1. You view the
properties of VM1 as shown in the following exhibit.



B Memony
“L Add Hardware
&= gios You an configure options for assigning and managing memony for this
virtual machine.

Bl frivem L

F Spedfy the amount of memary that this virtual machine will be started with,
- Startup RAM: [ 1024 MB

1 Wirtieal proorssot Dynarmic Memony

= Contr
P sl Yo can manage the amount of memory assigned 1o this vrtual
=4 Hard Drive machine dynamically within the speafied range.

W Lt
= W IDE Controlier 1 1 Enable Dy Meimiry
€* VD Dive 1
ity i BAaM: 512| M8
B SCSI Controlier Maximum RAM: 2048| M8
# § Legacy Metwork Adapter i
EstRmal [ Speafy the percenitage of memory that Hyper-V should try to ressrve as
s A buiffier, Hyper-\ uses the percentage and the current demand for
T com1 memony 1o determing ar amount of memory for the buffer.

Pl
T com2 Memory buffer: | 0l e
e
b wm* Memory weight

Spedly how to priodtize the avatabiity of memony for this virtual
machire aompared to other virtual madhines on this compauter,

il Low {J High

I Integrabion Services
Al services cifersd o

- Spedfying a fower setting for this virtual madhine might peevent it

& snapshot Fle Loabon from starting when other Wrtual machines are running and
CiPrograrmDsta Mo ool avaiiable memorny is low.

&4 Smart Paging File Location
Clpropamis e tle L Some settings cannot be modified because the virtual machine was

I automatic Start Amon rnenning when this window was openad. To modify a setting that is
Fisart o prewoashy rurming HMMMﬂ'E wirtual madhing and then reopen this

| ok canc Aty

You need to configure bandwidth management for VM1. Which three actions should you perform in
sequence? (To answer, move the appropriate three actions from the list of actions to the answer area and
arrange them in the correct order.)

~ I
Actions Answer Area

Configure the properties of the synthatic network
adapter.
Enable Hyper-V rescurce metering.

Shut down YM1.

Configure the properties of the legacy network
adapter.

Add a network adapber to WML,

Select and Place:



Actions Answer Area

Configure the properties of the synthetic network
adapter.

Enable Hyper-V resource metering.
Shut down VML,

Configure the properties of the legacy network
adapter.

Add a network adapter 1o VM1,

Correct Answer:

TR
Actions Answer Area
Shut down VML,
Enable Hyper-V rasaurca metering, Atd a retwork adapter to VM1

Cenhgurs the propertics of thi synthatic notbwerk
adapter,

Configure the properties of the legacy network
adapter.

Section: (none)
Explanation

Explanation/Reference:



Hot Area

QUESTION 1

Your network contains an Active Directory domain. The domain contains a server named Server28. The
computer account of Server 28 is located in an organizational unit (OU) named OUL. A Group Policy object
(GPO) named Application Restriction Policy is linked to OU1.

The settings of the GPO are configured as shown in the GPO Settings exhibit.

File View Help
4-4] d=Hm »rmun

‘4 Services (SERVER28) || Name Startup Type
% Application Expenience Manual (Trigger Start)
dﬁﬁppﬁ-cmn Identity i Autamatic (Trigger Start)
, Application Infarmation
A Application Layer Gateway Service
“i Apphcation Management
Extended ) Standard |/




Select Yes if the statement can be shown to be true based on the available information; otherwise select
No. Each correct selection is worth one point.

Yes MNo

The members of Groupl will be able to run %
programfiles%\appl.exe while they are logged
on to Server28.

The members of Groupl will be able to run %
systemroot%\system32\regedt32.exe while
they are logged on to Server2a,

The members of the Administrators group will
be able to run %systemroot¥%\system32 « r
\regedt32.exe while they are logged on to
Servers.

Hot Area:

Yes Mo

The members of Groupl will be able to run %
programfiles%\appl.exe while they are logged
on to Server28.

The members of Groupl will be able to run %
systemroot9\system32yregedt32.exe while
they are logged on to Server2s,

The members of the Administrators group will
be able to run %systemroot¥%\system32 " C
\regedt32.exe while they are logged on to
Server2s,

Correct Answer:

Yes Mo

The members of Groupl will be able to run %
programfiles%\appl.exe while they are logged
on to Server28.

The members of Groupl will be able to run % ~
systemroot9\system32yregedt32.exe while
they are logged on to Server2s,

The members of the Administrators group will
be able to run %systemroot¥%\system32 i C
\regedt32.exe while they are logged on to
Server2s,




Section: (none)
Explanation

Explanation/Reference:

QUESTION 2

You have a shared folder named Sharel. The folder permissions of Sharel are configured as shown in the
Folder Permissions exhibit.

| o ||y | ]

Fudﬂwdelmm Tor oy & peimnbmon entry, select the eneny and ook Edit (i evailable).

Accen Canditien Inhaited fiom Applees tn

Full comitral Hone Thui folder; sobfohders aral flen
Full pertenl Mane Subfoidery amd b enly

Fad & meoute ane Thun foider, sulblolders and file
Py Blsi membonof eachilGroug (CONTOSOAGroug il Mone Thit feldies, suddciters and files

EI'J_#HI' prheritance

The Share permissions of Sharel are configured as shown in the Share Permissions exhibit.

O\ Sharel
Administiator (SERVERTZ Administrator) M Charige

Save | Audting | Effective Access |

To modify share permitsions, use the Share Wizard from the netwerk location for this chare.
Metwork location for this share ViSERVERTI\ Share1
Permigsion entnes
Type Principal
t Allow Everyone

A Bemove. |




You have a group named Groupl. The members of Groupl are shown in the Groupl exhibit. (Click the
Exhibit button.)

[Ganarsl| Members | Member Of | Managed By

lembars
Mame Active Dimciory Domain Services Foider
2, Usert cortoss com/Lser Emironment. Uses

| ok || Concel || ook ||

Select Yes if the statement can be shown to be true based on the available information; otherwise select
No. Each correct selection is worth one point.

Yes Mo
CONTOSONUserl will be able to delete the files r
in Sharel.
CONTOSOMUser2 will be able to delete the files e
in Sharel.
CONTOSONVAdDmInistrator will be able to delete a
the files in Sharel.

Hot Area:



Yes MO

CONTOSONUserl will be able to delete the files ™

in Sharel,
CONTOSOMUser2 will be able to delete the files e
in Sharel.
CONTOsOVAdministrator will be able to delete e

the filas in Sharel.

Correct Answer:

Yes 1]
CONTOSONUserl will be able to delete the files r
in Sharel,
CONTOSOM\Usar2 will be able to delete the files e
in Sharel.
CONTOSOYAdministrator will be able to delete 1"
the files in Sharel.

Section: (none)
Explanation

Explanation/Reference:
QUESTION 3
Your network contains two Active Directory forests named contoso.com and adatum.com.

A two-way forest trust exists between the forests.

You have custom starter Group Policy objects (GPOs) defined in contoso.com. You need to ensure that the
same set of custom starter GPOs are available in adatum.com.

In the table below, identify which action must be performed for the starter GPOs container in each forest.

Make only one selection in each of the rows. Each correct selection is worth one point.



Action Starter GPOs container | Starter GPOs container
in contoso.com in adatum.com
Copy 3 l 3 I
Back up c g
Paste - r
Restore from backup r r
Import settings r p
I |
Hot Area:
Action Starter GPOs container | StarterGPOs container
in contoso.com in adatum.com
Copy £ r
Back up & ~
Paste C I
Restore from backup - r
Import settings il .
I

Correct Answer:



Action Starter GPOs container | Starter GPOs container

in contoso.com in adatum.com
” r
Lopy
Back up
Paste r

Pestore from backup

Import settings

Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc781458%28v=ws.10%29.aspx

A copy operation copies an existing, live GPO to the desired destination domain. A new GPO is always
created as part of this process. The destination domain can be any trusted domain in which you have the
rights to create new GPOs. Simply add the desired forests and domains in GPMC and use GPMC to copy
and paste (or drag and drop) the desired GPOs from one domain to another. To copy a GPO, you must
have permission to create GPOs in the destination domain.

http://technet.microsoft.com/en-us/library/cc785343(v=ws.10).aspx

Copy. A copy operation allows you to transfer settings from an existing GPO in Active Directory directly into
a new GPO. The new GPO created during the copy operation is given a new GUID and is unlinked. You
can use a copy operation to transfer settings to a new GPO in the same domain, another domain in the
same forest, or a domain in another forest. Because a copy operation uses an existing GPO in Active
Directory as its source, trust is required between the source and destination domains. Copy operations are
suited for moving Group Policy between production environments, and for migrating Group Policy that has
been tested in a test domain or forest to a production environment, as long as there is trust between the
source and destination domains.

QUESTION 4

Your network contains an Active Directory domain named contoso.com. The domain contains a single
location named Sitel. The domain contains a server named Serverl that has the DHCP Server server role
installed. All client computers receive their IPv4 configurations dynamically. The domain will expand to
include a second location named Site2. A server named Server2 will be deployed to Site2. Sitel and Site2
will connect to each other by using a WAN link. You need to ensure that the clients in both sites receive
their IPv4 configurations from Serverl.

In the table below, identify which actions must be performed on each server.

Make only one selection in each row. Each correct selection is worth one point.



Serverl Server?
p ~
Create a new scope,
Add a routing protocaol. e 8
Install the Remote Access server role, r r
Hot Area:
Serverl Serverd
Create a new scope. A y
Add a routing protocaol, e =
Install the Remote Access server role. W &
Correct Answer:
Serverl Server?
Create a new scope, r C
Add a routing protocol., r L&
r .

Install the Remote Access server role.

Section: (none)
Explanation

Explanation/Reference:

QUESTION 5




You have a Hyper-V host named Serverl that runs Windows Server 2008 R2. All of the virtual machines on
Serverl use VHDs. You install the Hyper-V server role on a server named Server2 that runs Windows
Server 2012. Server2 has the same hardware configurations as Serverl. You plan to migrate the Hyper-V
host from Serverl to Server2 by using the Windows Server Migration Tools. In the table below, identify what
can be migrated by using the Windows Server Migration Tools.

Make only one selection in each row. Each correct selection is worth one point.

Can be migrated Cannot be migrated

The virtual machmne conﬁgurahong

The Hypar-¥ settings

The VHD files that are attached to a virtual ‘B r
machine

The wirtual floppy disks

Hot Area:

Can be migrated Cannot be migrated

The virtual machine configurations

The Hyper-V sattings

The VHD files that are attached to a virtual ~ ~
maching

The virtual floppy disks

Correct Answer:



Can be migrated

Cannot be migrated

' c
The virtual machine configurations I
~
The Hyper-V settings ¢
The VHD files that are attached to a virtual r [
machine !
I |

The virtual floppy disks

Section: (none)
Explanation

Explanation/Reference:

QUESTION 6

You have three servers named Serverl, Server2, and DO that run Windows Server 2012. IPv6 addresses
and configurations are assigned to all of the servers by using DHCPv6. The IPv6 routing on Serverl is

shown in the following table.

You verify that Server2 can ping the IPv6 address of DC1. You need to ensure that Serverl can ping the

ifindex DestinationPrefix NextHop  RouteMetric | PolicyStore
12 ff00::/8 -+ 256 ActiveStore
1 ffo0::/8 256 ActiveStore
12 fef0::107b:3378:3d15:cc7a/128 256 ActivaeStore
14 fegD::5efe:192.168.0.221/128 256 ActiveSiore
12 feg0:: /64 256 AcnveSiora
12 fddd:eefg:223b:ealdf:a54f:dca?: 3106:2aa7/128 256 ActiveStore
12 fddd:eefB:223brea3fasS4f:dca?: 3d15:ccFall28 o+ 256 ActiveStora
1 l1128 256 ActiveStore

IPv6 address of DC1. What command should you run on Serverl? (To answer, select the appropriate
options in the answer area.)

-Interfacelndex | v]-NEKtHﬂpl

:J -DestinationPrefix |

=]

-Interfacelndex | v!*NaxtHupl

i

_ﬂ -DestinationPrefix |

3

5




»| -DestinationPrefix v
New-NetRoute 5
Set-NetRoute fddd:eefB:223b:ea3f:: /64
fddd :eefB:223b:ea3f:a54f dca7: /=
Interfacelndex vl -NextHop :]
12 k
14 fddd:eef8:223b:ea3f:: /64
fddd :eefd:223b:ea3f:a54f .dca7: /3
Hot Area:
«| -DestinationPrefix vl
New-NetRoute i
Set-NetRoube fddd:eef8:223b:ea3f; /&4
fddd:eef8:223b:ea3fa54f dca? /=
Interfacelndex vl ~-MNextHop :]
12 H
14 fiddd :eef8:223b:ea3f: /64
fddd:eefB:223b:ea3f:a54f:dca7 i
Correct Answer:
«| -DestinationPrefix vl
New-NetRoute s o
Set-NetRoute fddd:eefB:223b:ea3f; : /64 :
fddd:eef8:223b:ea3fa54f dca? /=
Interfacelndex vl ~-MNextHop :]
12 o |
14 fdd :eef8:223b:ea3f: /64
fddd:eefB:223b:ea3f:a54f:dca7 i

Section: (none)
Explanation

Explanation/Reference:
QUESTION 7

You have two servers that run Windows Server 2012. The servers are configured as shown in the following
table.



Server name Domain name or Network profile
workgroup
Serverl Contoso.com Domain
Serverz [Workgroup JPublic

You need to ensure that Server2 can be managed by using Server Manager from Serverl. In the table
below, identify which actions must be performed on Serverl and Server2. Make only one selection in each
row. Each correct selection is worth one point.

Serverl Server?
v C
Maodify the TrustedHosts list,
33 i
Set the network profile to Private.
Overnde the User Account Control {UAC) pa o
restrictions by using the '
Localaccount TokenFilterPolicy registry entry.
Hot Area:
Serverl Server?
i r
Modify the TrustedHosts list.
o ~
Set the network profile to Prnivate.
Ovemnde the User Account Contral (UAC) p =
restrictions by using the "
Localaccount TokenFilterPolicy registry entry.

Correct Answer:



Serverl Server?

Modify the TrustedHosts hist

Set the network profile to Private.

Owvemnde the User Account Contral (UAC)
restrictions by using the
Localaccount TokenFilterPolicy registry entry.

Section: (none)
Explanation

Explanation/Reference:
**On the computer that is running Server Manager, add the workgroup server name to the TrustedHosts
list.**

Set-ltem wsman:localhostClientTrustedHosts Server01 -Concatenate -Force

Determine whether the workgroup server that you want to manage is in the same subnet as the computer
on which you are running Server Manager.

If the two computers are in the same subnet, or if the **workgroup server’s network profile is set to Private**
in the Network and Sharing Center, go on to the next step.

To override UAC restrictions on running elevated processes **on workgroup computers**, create a registry
entry called LocalAccountTokenFilterPolicy on the workgroup server by running the following cmdlet.

Ans should be:
Server 1
Server 2
Server 2

http://technet.microsoft.com/en-us/library/hh831453.aspx

QUESTION 8

You deploy a Server with a GUI installation of Windows Server 2012 Datacenter. From Windows
PowerShell, you run the following command: Remove-WindowsFeature ServerGui-Shell. In the table below,

identify which tools are available on Serverl and which tools are unavailable on Serverl.

Make only one selection in each row. Each correct selection is worth one point.



Toaol Available Unavallable
File Explorer S .
Internat Explorer 10 ! :
' -
Microsoft Management Console (MMC) '
r "
Server Manager
Hot Area:
Tool Available Unavailable
"
File Explorer
- C
Intermnet Explorer 10
Microsoft Management Console (MMC) ' '
& =
Server Manager :
Correct Answer:
Tool Available Unavailable
[
File Explorer
e
Intermet Explorer 10 (L2
]| T
Microsoft Management Console (MMC)
T i

Server Manager




Section: (none)
Explanation

Explanation/Reference:

QUESTION 9
The settings for a virtual machine named VM2 are configured as shown in the VM2 exhibit.

= B IDE Controfer 1
4 OVD Drive
None
®¥ 551 Confroler
 petwork Adapter
Not cormected
T com1
hone
oomz
) Fone
| Doskates Drive
Hghe

lH.lnl!pmnut

w2

ARl peryices offered

C:ProgramDaa Mcrecft \Win
By Smart Paging File Location

G Progr ama e WMoy e A TN
[ Aartomatic Start Action

Bestart iF prevouy rurmng

‘fou can change how this virtual hard disk is attached to the virtusl machine. Ifan
operating system is nstalied on ths disk, changing the attachment mght prevent the
wirtual machane from starting.

Controler: Locabon:
{IDE Controler 0 v | 10 (i use) v|
Meda

You can compact o cormvert a virtual hard disk by ediing the assodated fe.
Specify the full path to the fis.

) Virtual hard digk:
{C:Vsers\Publec {Documents iHyper -V i tual hard dsks sk 2. vhdx |

I

) ivrsical e disie

i) 17 the physical hard disk you want o use i not bsted, make sure that the
disk is offine. Lise Disk Management on the physical computer to manage
physcal hard disks.

To remove the virtial hard disk, chick Remove. This disconnects the dsk but doss not

delete the assocated fe,

The settings for Disk1.vhdx are configured as shown in the Diskl.vhdx exhibit.



Type: Dynamically expanding virtual hard disk
Location: C:\isers Public\Documents \Hyper - \irtual hard disks
File Nama: Diisk L. vhdx

Current File Size:  13.97GB

Maximum Dick Skpe: 100 GB

The settings for Disk2.vhdx are configured as shown in the Disk2.vhdx exhibit.

Type: Differencing wirtual hard disk
Location: C:\UsersPublic\Documents \Hyper -V\Virtual hard disks
e Name: Diisk 2. vhhe

Current Fie Sire: 13,16 GB
Mandmum Disk Size: 100 GB

Parerit: C:'\Users\Public\Documents \Hyper -V \Wirtual hard disks\Disk L vhdx

Select Yes if the statement can be shown to be true based on the available information; otherwise select
No. Each correct selection is worth one point.



Yes Mo
You can compact Diskl.vhdx while YM2 is i C
running.
You can compact Disk2.vhdy while VM2 is r
running.
You can convert Disk2.vhdx to a .vhd file while r o
VM2 i1s running.
Hot Area:
Yes No
You can compact Diskl.vhdx while VM2 is ' &
running.
You can compact Disk2.whdx while ¥YM2 is (g c
running.
You can convert Disk2.vhdx to a .vhd file while [ -
YM2 is running.
Correct Answer:
Yes No
You can compact Diskl.vhdx while YM2 is o [
running.
You can compact Disk2.vhdx while VM2 is r‘ | £
running.
You can convert Disk2.vhdx to a .vhd file while i e

VM2 is running.




Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc708394(v=ws.10).aspx

If you want to compact a differencing virtual hard disk or an undo disk, you must merge the changes to the
parent disk and then compact the parent disk, if it is a dynamically expanding virtual hard disk.

QUESTION 10
You have a file server named Serverl that runs Windows Server 2012. Serverl contains a folder named
Folderl.

Group name  Folder permission . Share permission
Group1l Read and Write |Full control
Group2 Read —!Read
Group3 Read & Execute |Change

A user named Userl is a member of Groupl and Group2. A user named User2 is a member of Group2 and
Group3. You need to identify which actions the users can perform when they access the files in Sharel.

What should you identify?

To answer, select the appropriate actions for each user in the answer area.

Actions Userl |User2
Read the files, N ki
Edit the contents of the r i
files.

Delete files created by r I
other users,

Modify the permissions on r r
the files.

Run executable files, a o

Hot Area:



Actions Userl |User?2

Read the files, B I

Edit the contents of the B r~

files.

Delete files created by — r

other users,

Modify the permissions on r r

the files,

Run executable files, B 1§
Correct Answer:

Actions Userl |User?2

Read the files, B I

Edit the contents of the r ~

files.

Delete files created by — r

other users,

Modify the permissions on r =

the files.

Run executable files, B =

Section: (none)
Explanation

Explanation/Reference:
Sharing permissions: http://technet.microsoft.com/en-us/library/cc784499(WS.10).aspx

NTFS: http://www.techrepublic.com/article/windows-101-know-the-basics-about-ntfs-permissions/
Combining NTFS and Sharing permissions: http://www.ntfs.com/ntfs-permissions-combined.htm

As per TRAINSIGNAL 70-410 videos, whenever you have conflicting permissions of the same type, the
least restrictive wins.

QUESTION 11
Your network contains an Active Directory domain named contoso.com. The domain contains an
organizational unit (OU) named OU1 as shown in the OU1 exhibit.



File Action View Help
oo 2m 0/ XDes Bm 3uuTIR
T Active Directory Users and Computers|| Name Description
p . Saved Queries 52 Group!
4 F3 contoso.com 2 User
p 2 Builtin &, Userd
b | Computers
b 2 Demamn Controllers
p .| ForeignSecurityPrincipals
| Managed Service Accounts
= o]

Active Directory Domain Services Folder
oontoso com
contaso com/ 0L

You configure GPOL1 to prohibit access to Control Panel. GPOL1 is linked to OU1 as shown in the GPO1
exhibit. (Click the Exhibit button.)



g Fite Action View Window Heip

e 2@ o @m

b [ Group Poficy Objects
b iy WMI Filters
b Starter GPOs
bl Stes
4l Group Policy Modeling
G, Group Policy Results

Select Yes if the statement can be

| Scope | Ditats | Seftings | Delegation |
Links
Dvaplay ks i this Jocation e

| Location 2 Erforced  Link Enabled
&ow

L<]

Security Fltenng

Thee settings in this GPO can only spply bo the folowing groups, usens, and computers
| Hama &

2, Group | CONTOS0 Group 1}

l 1, User juser3@contoss com)

| Ad. || Remove

shown to be true based on the available information; otherwise select

No. Each correct selection is worth one point.

Yes No

i r
Userl can access Control Panel,

r i
User2 can access Control Panel,

T >
Liserd can access Control Panel.

r {ia
User4 can access Control Panel,

Hot Area:



Yes No

Liserl can access Control Panel,

r r
User2 can access Control Panel,

'8 i
User3 can access Control Panel,

& o
Liserd4 can access Control Panel,

Correct Answer:

Yes Mo

5 r
Userl can access Control Panel,

- r
Lser2 can access Control Panel,

C r
User3 can access Control Panel,

£ c
IUserd4 can access Control Panel,

Section: (none)
Explanation

Explanation/Reference:
http://technet.microsoft.com/en-us/library/cc781988(v=ws.10).aspx

Since user4 not in the filtering the GPO does not apply to him.
QUESTION 12

You have a Group Policy object (GPO) named Server Audit Policy. The settings of the GPO are shown in
the Settings exhibit.



r
& e dcion New lindow b
| njm & @®

Soa | Dotal | Semrcs | Dnimgutn
Sarvas Aulit Pobicy
G ot o SIS EEEIEDL U
Comgraer Conlpartion (Erable]

The scope of the GPO is shown in the Scope exhibit.



BT
| & Fle Action Yiew Window Help
e 2E Ra B

|5 Group Policy Management Server Audit Policy
b 4\ Forest adatum.com T E I—- Im-]

4 4 Forest contoso.com

4 Z3 contoso.com [DC1.contoso.com] Display finks in this location, [mm
i Cestificates Enrollment Policy The foliowing siias, domains. and Ols are linkexd to this GPO:
i Default Domain Pelicy _ = : :
] Defautt Domain Uses Policy e ﬁ:"‘m ::: =

i/ Directiccess Client Settings

ai DirectAccess Server Settings

w) IPAM_DC_NPS

4 IPAM_DHCP

4 IPAM_DNS

i WinBM Configuration Policy
b | Client Environment

+ [&] Demain Controllers

+ @] Group Emironment Security Fillering

& =] Microsoft Exchange Protected Groups The settings in this GPO can onéy aopky to the followang groups. users. and computens:
b 31 Microsoft Exchange Security Groups [ Name -

4 g@on (i SERVER28S CONTOSO\SERVER2ES)

i/ Server Audit Policy|
b 4] Server Enviranment
b (31 User Environment
b =1 VDI Environment
b [} Group Policy Objecte
b T WM Filters

b ([ Starter GPOs
b (i@ Sites [DCY.contoso.comn] 1 e T el
i3l Group Palicy Modeling
"2, Group Palicy Results WMI Filtering
This GPO s linked to the folowing VM fiter:
[mm W | Opers

The domain contains a group named Groupl. The membership of Groupl is shown in the Groupl exhibit.



i Name Active Directory Domain Senvices Folder
!_.. Llge cordnso.com,/User EnvironmertUsers

’ ]
:
| | :
' v ,1
o ) [ | [ 5w ﬂ
E =i e e i

Select Yes if the statement can be shown to be true based on the available information; otherwise select

No. Each correct selection is worth one point.

Yes Mo

All successful attempts by Userl to access e -
files on Server28 will be audited,

all failed attempts by Userl to access files on 5 e
Server2g will be audited.

All successful attempts by User2 to access & o
files on Server28 will be audited.

All failed attempts by User2 to access files on r “

Server2s will be audited,

Hot Area:




Yes Mo

All successful attempts by Userl to access ¢ e
files on Server28 will be audited,

All failed attempts by Userl to access files on e
Server28 will be audited.

i

All successful attempts by UserZ to access i "
files on ServerZ8 will be audited.

all falled attempts by User2 to access files on ' e
Server2s will be audited,

Correct Answer:

Yes Mo

all successful attempts by Userl to access - i
files on Server28 will be audited,

all failed attempts by Userl to access files on i "
Server28 will be audited.

All successful attempts by User2 to access & (o
files on Server28 will be audited.

all falled attempts by User2 to access files on ' e
Server28 will be audited,

Section: (none)
Explanation

Explanation/Reference:

QUESTION 13

You have a server named Serverl that runs Windows Server 2012. Serverl has the HyperV server role
installed. You need to implement NIC teaming on Serverl. Which two network connections should you
include on the NIC team? (To answer, select the two appropriate network connections in the answer area.)



T ﬁ« Network and Internet b Network Connecticns » v @& | | Search Network Connections 2 |
File Edit View Took Advapced Help
orgenize. + E - -
Heme Device Narme B

hiC1 Brosdeom Metxhsme Ggati Ethemet
Mac2 Broadiom Metitrerne Gigabit Ethernet 21
hac3: Broadoom Netfireme Gigakit Ethernet 22
vEthermst {Brogdeom Netktreme Gigabit Ethermnet - Virtual Switch) y Hyper-V Wirtual Ethernet Adaptes 22

Hot Area:

7 | e Metwork and internet + Network Connections b v €| | Search Metwork Connestions 2 |

=~ 0®
-

E'h"lt’t”l!‘l'lt

Broadcom Nethtreme Gigstit Ethernet 13|
Hyper-4 ¥irtual Ethernet Adapter 22

7 | e Metwork and internet + Network Connections b v €| | Search Metwork Connestions 2 |

file Edit View Took Advanced Help
Organize. » = o )

s

E'h"lt’t”l!‘l'lt

‘Broadeom MetXirame Gugabit Ethamet

Section: (none)
Explanation

Explanation/Reference:



http://www.gratisexam.com/




